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Monu¿l de asuurio Ecuaquimica C.A.

I GENERALIDADES

Este manual sirve como una guía perfecta y detailada de las distintas configuraciones,
las mismas que pusden ser utilizadas en:

. Configuraciones de Routers
o Conhguraciones de Switches
. Configuraciones en Linux de:

. Samba Server

. Dns

. WebServer

. Servidor de Correo
r Proxy
. Dhcp
. Firewall

tts-P{
(§'

8r8ULl1\:'' 
/

cAIFt-t¡
rtP¡eT.I. OBJETIVO DE ESTE MANUAL

Este manual tiene como objetivo inculcar conocimientos en el área de redes, el cual
sirve de guía para aquellas personas que tienen como cargo administrar una red Lan o
Wan.

I.2. A QUIEN VA DIRIGIDO

Dste manual va dirigido al ¿irea de sistemas de la Empresa Ecuaquimica, el mismo que
servirá para dar soporte en las redes Lan y Wan de dicha empresa.

1.3. LO QUE SE DEBE CONOCER

[ste manual ha sido elaborado para ayudar a las personas del iirea de redes lo que se

refiere a configuraciones de dispositivos comunicación y servidores de redes, ya sean

estos Lan o Wan .

I.4. ORGANIZACION DE ESTE MANUAL

Este manual se encuentra dividido en 6 capítulos, los cuales se encuentran establecidos
de la siguienle manera:

CAPITULO 1

CAPITTJLO 2

CAPITI,]LO 3

Alternativas de la solución propuesta a la empresa.

EDCOM ESPOL

GENERALIDADES

SITUACIÓN ACTUAL

Problemas que tiene la empresa actualmente.

PROPUESTA

Cupíf ulo I - Prigina I
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CAPÍTULO 4 IMPLEMENTACIÓN DE LA RED WAN

CAPÍTULO 5

Gráficos de la implementación de la red WAN de la
empresa Ecuaquimica.

CONFIGURACTÓN DE DISPOSITIVOS

Configuración de dispositivos de comunicación como
routers y switches.

CAPÍTULO 6 LINUX FEDORA CORE 3

Configuraciones de Linux mediante líneas de comandos.

EDCOM Capítulo I - Página 2 ESPOL
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E

2.I. ANTECEDENTES

***t+

Figura 2-l Logo d€ la Empresa Ecuaquimica

I origen de ECUAQUIMICA se rernonta a 1965, en Guayaquil, cuando un
empresario Suizo inicio un proyecto que con el tiempo se convertiría en una de
las mas importantes empresas del país: Max Muller y Cia pionera del gran

comercio en Ecuador.

Con capital Ecuatoriano-Suizo se dedica a la importación y distribución de productos
agroquímicos, farmacéuticos, ferreteros, para la construcción, para el mantenimiento
automotriz, importación de solventes y representación de telas relojes y afines.

Dada la complejidad en el manejo de tantos productos con sus distintos sistemas de

distribución y ante la necesidad de atender el creciente mercado en 1970 Max Muller
liquidó para dividirse en nuevas compañías especializadas por campos que manejarían
por separado sus actividades con mayor profesionalismo y que hoy forman pafe del
grupo suizo:

2.2. MISIÓN Y VISIÓN DE LA EMPRESA

2.2.I MISIÓN

Somos una Empresa líder en el mercado ecuatoriano de insumos agropecuarios, salud
humana y animal, dedicada a la importación y distribución de productos de la miás alta
calidad ofreciendo nuestra experiencia comercial, técnica para lograr la satisfacción.

2.2.2 VISIÓN

Basados en el esfuerzo comprometido de sus integrantes, seguir creciendo para alcanzar
el liderazgo Nacional de nuestra industria buscando constantemente la superación de
nuestro desempeño con armonia, inteligencia, dedicación y trabajo.

2.3. ECUAQUIMICA (EMPRESAS QUE CONFORMAN GRUPO
sIIIzo)

Ecuaquimica actualmente ubicada en la Av. J. Tanca Marengo y José Santiago Castillo,
forma parte del Grupo Suizo el cual lo se mostrará de la siguiente manera:

EDCOM Capíulo 2-Página I ESPOL
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ECUAOUIMICA
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Figura 2-2 Empresas que conforman el grupo Suizo

2.4, RECURSOS ACTUALES

La Empresa en la matriz consta de los siguientes recursos:

2.4.1 EQITTPOS DE COMPUTACTÓN

ffi
cArsPlÑ
¡tÍs§

I

CANT EQUIPO MARCA CARACTERÍsTICAs sio unrcectóx
¡ Servidor

Antivirus
Clon IntEl Proc. Pertium M.8 Chz

512 MB Ram
Ha¡d Disc 40 Gb
Tad. Red l0/100 Etheflr€t

Windows XP Dpto. Sistcrnas

Serv¡dor
Base ds Datos

IBM
Rs-ó000

2 Pro.Peritium M.E Chz
I Gb. Ram
Ha¡d Disc 40 rib
T¡i. Red l0/100 Ethemct
Monitor I7

Linux Red Hat 9.0 Dpto. Sistcrnss

Scrvidor do
Coff€o

Clon lntel Pmc. P€ntium Iv 2.8 Chz
512 MB Ram
Hard Disc 40 Gb
Tai. Red 10/100 Eth€r¡€t

Windows XP Dpto- Sistemas

I Servidor de
Aplicacioncs

Clon lntel hoc. Pq¡rium W 2.8 Ghz
512 MB Ram
Ha¡d Disc 40 Gb
Tad. Red l0/100 Eürern€r

Li¡ux Red Hat 9.0 Dpto. Sistcm¡s

l servidorFile CloD Intel Pr0c. Pentium Iv 2.8 Ghz
512 MB Ram
Hard Disc 40 Gb
Tarj. Rcd l0/100 Ettrcñd

Li¡ux Rq.l Hat 9.0 Dpto. SistemBs

I Servidor
Proxy

Clon Inlel Pmc. P€ntium IV 2.8 Ghz
512 MB Rarn
Hard Disc 40 Gh
Tarj. Rcd l0/100 Edrcmei

Lüux Rcd Hat 9.0 Dpto- Sistemas

Capíulo 2-Página2 ESPOL

I
EDCOM



Manual dc asuario Ecuaquimica C.A,

CANT EQUIPO MARCA CARACTERiSTICAS s/o UBICACIÓN
I Servidor

Citrix
Cloñ Intel Proc. Pentium ry 2.E Ghz

512 MB R¿m
Hárd Disc 60 Gtt
Tarj. Red 10/100 Eü€met

Linu¡ Red Hal 9.0 Dpto. Sister¡as

70 workstations IBM Proc. P6¡tium Iv 2-8 Ghz
5I2 MB Ram
Hard Disc 40 Gb
Tad. Red l0/100 ElheÍ¡et

Pmfesional
XP Dpto. Sistemas

I LaserJet HP 1200 32 MB Ram
Sist. Duplex
15 Ppm

Dpto. Sisternas

I LastrJct HP 32OO DN 32 MB Ram
Sil. Duplex
15 PpÍr

Dpto. Farmacia

I t {serl et HP 4400 64 MB Ram
Sist Duplex
15 PDm

Dpto. AgIo

I [ás6Jrt HP 4000 32 MB Ram

8hm
Dpto. Vácrinaria

7 Improsoms
Matriciale§

Epson [X Dptos Veñt¡§
Bodcgas

v

l ups Finnes¡ Dpto. Sistq¡as

2.4.2

Tabla 2-l Equipos de computeción

UIPOS DE COMUNICACIONES
CARACTf,RIS'I'ICAS TJBICACIONCAi\"7 DISPOSfTM }IARCA

Switches D-l,ink 24 Puefos (Rj45)
Elhdncr 10/100

C&pa 3
FIow Control
Admi¡islrable
Puerto Rs-212
Teqrologir Sta.k

Dpro. Sistefiras3

I Swirch I)-Link 48 Puertos (Rj45)
Ethen¡.( I 0/100
Pu€ío tu-232
Eth€ñet I Gb
Capa 3

Flow Control
Tecnolosja Stack

Dpto. Sislemas

Motorol¡ Vaoguard
340

Capa l
! puero E tEñel 10/100
I Pu6to s€rid .drninistr
2 Slot e(pa¡Bion
I Puerto CTP
16 Mb rsm Exp 32 Mb

Dpto. Sistmus2

I Penbi Sr-20 (s€quc¡ce
Redüctor)

2 Puenos Elhemer 10/100
I Pu6to Serial

Dpto. Sis¡emas

I

Op€ra en FREC. 2.4 Ghz
D¡st. Maxim¡ 5 kñ

Dpro. Sistemas

I DTU Act-netwo¡ks 93J0
sdrE

4 Pu€rlcs Seriales
I Puerlo coo€clor:M+26
2 Slot de Bpansjon
2 R¡fr1o6 Voz analó8icos

Dpto. Sistem¡s

I Cerú¡l TeleIónica Dpto. Sista¡¿s
I Acc€ss Point IEEE 802. I I g. D¡-ink IEEE

E02.1ls
Frecuencia 2.4 GHz
Seguridad MAC Adress
Velocidad 108 Mlps

Dpto. Sisreñas

I I:ir€w¡ll Cisco Pix 515-E 3 Puerros Ethernei l0/100
Capacidad Zona DMZ
VPN ilimit¿do

Dpto. Sisternas

I MODI.]M Motorota V3600 MonBble
AutGDial
Auto Respuest¡
I PUdtO DTE

Dpto. Sisrgnas

Capítulo2-Página3 ESPOL
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2,5, ANALISIS DE CABLEADO ESTRUCTURADO

Después de haber realizado un estudio minucioso al cableado estructurado, se da a
conocer los siguientes puntos.

o En todos los edificios el cableado eléctrico y de 1a Red está empofrado.
o Poseen tipos de Cables tales como:
o Fibra óptica (Monomodo)
r Cable UTP Cat. 5E
¡ En la Pared cada conexión a un equipo consta de:
o I Toma para el UPS
. 1 Toma altema
o I Face Plate que incluye Voz y Datos
e Cada FACE PLATE se encuentra debidamente etiquetado para los puntos de voz

y datos.
o En el Rack de Voz y Datos todos los puntos se encuentran debidamente

etiquetados.
. La seguridad de la red se manejan de acuerdo a direcciones IP.
¡ Existen 70 puntos de Datos habilitados
¡ Existen 80 puntos de voz habilitados.
o Las conexiones entre sucursales para actualización de datos se las realiza de la

siguiente manera:
¡ Vía MODEM entre Machala, Cuenc4 Ambato, Babahoyo, Milagro, Tulcán y

Santo Domingo con una velocidad de 28.8 mbps.
o Vía VSAT con Quevedo con una velocidad 19.6 Mbps
o Vía MICROONDA con Pascuales con una velocidad de 32 Mbps.
o Vía MICROONDA con Quito con una velocidad de 64 Mbps.
o Vía FIBRA OPTICA (monomodo) con Garden Center y Edif.. Conauto para

proporcionarles INTERNET Y MAIL
¡ La conexión a INTERNET se manejan 256 Mbps
o Las maquinas se conectan al servidor de datos y aplicaciones mediante SAMBA.
. Los puntos de Red y Tomas eléctricas cumplen con las normas exigidas.
¡ Todas las Maquinas e Impresoras están conectadas a una toma eléctrica que va a

un UPS principal localizado en el Dpto. Sistemas.
r Todos los equipos de comunicaciones y equipos de computación se encuentran

ubicados en un Cuarto ubicado en el Dpto. Sistemas.

EDCOM Capítulo 2-Pdgina4 ESPOL



Manual de Usuario
Ecuaquimica C.A.

2.6.

2.6.1

2.6.2

FOTOGRAFfAS CINT,NADO ESTRUCTURADO

PUNTOS DE RED Y TOMAS ELÉCTRTCAS

Figuru 2_3 purtos d€ Red y Tom¡s Eléctricas

RACKDE VOZ

Figura 2-4 Rack de Voz

r lll
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2.6.3 RACKDE DATOS

Figura 2-5 Rsck de Datos

2.6.4 VISTA POSTERIOR DE LOS RACKS

Figure 2-6 Vlsta Postcrior de los Rack

l%¿cft".
;Bfl¡s'q*tri""

EDCOM Capítulo2-Página6 ESPOL

Jrtri.§?,'



Manual de Usuario Ecuaquimica C.A,

2.7. ANALISIS CABLEADO ESTRUCTIIRADO ECUAQUIMICA

DISTRIBUCION DEL CABLEADO LAN (EDIFICIOS MATRIZ)
AGROVETERI NARIA . FARIVACIA

EOIFICIO FARMACIA

EOIFIC IO AGRO.VEÍ

Figura 2-7 Distrlbución del Cablcado LAN

2.8. EDIFICTO AGRO \'ETERINARIA PLANTA ALTA DIVISIÓN
A

Edificio Agro Veterinaria Planta Alta (D¡v¡sión A)
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Figura 2-8 Edilicio agro veterinria planta alta división A
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2.9. EDIFICIO AGRO VETERINARIA PLANTA ALTA DIVISIÓN
B
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Figura 2-9 Edilicio agro veterinaria planta alta división B

2.10. EDIFICIO AGRO VETERINARIA PLANTA ALTA DIVISIÓN
C
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Figura 2-10 Edilicio agro veterinaria planta alta división C
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2.11. EDIFICIO AGRO VETERINARIA PLANTA ALTA DIVISIÓN
D

Edificio Agro Veterinaria Plante Alta (D¡v¡s¡ón D)
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Figura 2-ll Edificio agro veterinaria planta slta división D

2.12. EDIFICIO AGRO VETERINARIA PLANTA BAJA DIVISIÓN
A

Ediflcio Agro Veter¡ñar¡a Planta Baja (Oivisión A)

EE

E¡s d

Figura 2-12 Edificio agro veterinaria planta baja diüsión A
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2.13. EDIFICIO AGRO VETERINARIA PLANTA BAJA DIYISION
B

enda
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Flgura 2-13 Edllicio agro veterh¡ri¡ platrts baja división B

2.14. EDIFICIO AGRO VETERINARIA PLANTA BAJA DIVISION
C
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Figura 2-14 Edificio agro veterinaria planta baja división C
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Edifcjo Agro Veter¡naria Planta Baja (Divis¡ón B)
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2.15. EDIFICIO AGRO YETERINARIA PLANTA BAJA DIVISION
D

Edif¡cio Agro Veterinaria PIanta Baja (Div¡sión D)
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Figura 2-15 Edilicio agro veterinaria planta baja división D

2.16. EDIFICIO FARMACIA PLANTA ALTA DIVISION A

Edificio Farmacja Planta Alta (División A)
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2.17. EDIFICIO FARMACIA PLANTA ALTA DIYISTON B

Edificio Farmacia Planta Alta (D¡v¡sión B)
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Figura 2-17 Edificio farmacia planta alt¡ división B

2.I8. EDIFICIO FARMACIA PLANTA ALTA DIVISION C

Edific¡o Famac¡a Planta Alta (Div¡s¡ón C)
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2.19. EDIFICIO FARMACIA PLANTA ALTA DIVISION D

Edificio Farmacia Planta Alta (Oiv¡s¡ón D)
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Figura 2-19 Edificio farmacia planta alta división D

2.20. EDIFICIO F'ARMACIA PLANTA BAJA DIVISION A

Ed¡f¡cio Farmacia Planta Baja (D¡v¡s¡ón A)

nda

E

IE

Fecha

GU8y8qü1,
Enerc del

Figura 2-20 Edificio farmacia plenta baja división A

T.mh¡L¡ (b !¡or O.Ltío)

Autores

PáulZambrsno B.
Aeis Sánchez

1

Pagina

Pagina

ffi
ssuofecq

CASIÜ
Éi¡ril

I

EDCOM

&

Capítulo2-Página13 ESPOL

I

I

I

i

I l

I

I

I

I
I

i
I
I
! i,



Manual de Usuario Ecuaquimica C.A.

2.21. EDIFICIO FARMACIA PLANTA BAJA DIVISION B

Edificio Farmacia Planta Baia (D¡visión B)
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Iigura 2-21 Edificio farmsci¡ planta baja división B

2.22. EDIFICIO FARMACIA PLANTA BAJA DIVISION C

Edifcio Farmacia Planta Baja (División C)
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2.23. EDIFICIO FARMACIA PLANTA BAJA DIVISION D

Edifc¡o Farmacia Planta Baja (D¡visión O)
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Figura 2-23 Edilicio f0rmacia plants baja división D

2.24. EDIFICIO GARDEN CENTER

Ed¡ficio Garden Center
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2.25. GRÁFICO SITUACIÓN ACTUAL INFRAESTRUCTURA WAN
MEDIOS ALÁMBRICOS E INALÁMBRICOS

Figura 2-25 Infra€structura Wrn medios alámbricos e inalámbricos

2.26. GRÁFICO SITUACIÓN ACTUAL INFRAESTRUCTURA WAN
DISPOSITIVOS DE COMI]NICACIÓN

Figura 2-26 Infraestructurs Wan dispositivos de comunicación
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PROBLEMA EFI'CTO
Velocidad de
comunicación Wan
Deficiente

Dispositivos de
comunicación de
baja velocidad

o Perdida de tiempo y recursos.
o Perdida de tiernpo en transferencia

de datos entre sucursales.

No existe Respaldo
de comunicación
Wan

La empresa no ha
optado por aplicar
una conexión de
respaldo

Perdida de Informacióna

3. SOLUCION PROPUESTA

3.1. PROBLEMAS ACTUALES

Tabla 3-l Problemas Actuales

3.2. SOLUCTON PROPUESTA ECUAQITIMICA

Tabla 3-2 Solución Propuesta

33. ANÁLISIS DE FACTIBILIDAD ALTERNATIVA A
(ESTANDARIZACIÓN DE TRANSMISIÓN Y RECEPCIÓN DE DATOS A 64 KbPS)

3.4. OBJETTVOS

Mejorm el rendimiento en la comunicación de la red WAN, a través de la adquisición
de dispositivos de comunicación, lo cual permitirá una velocid¿d de transmisión y
recepción de datos a un costo cómodo para la empres4 debido a que la ernpresa dispone
de los recursos necesarios para la adquisición de la tecnología empleada en esta
altemativa.

3.5.1. IIARDWARE

¿
a

BIBLIOJECT
CAIPtS
rá¡d

PROBLEMA ALCANCE
Velocidad de
Comunicación Wan
Deficiente

Reemplazar un esquuna de
enlace conmutado a un
esquerna de enlace dedicado

. Mejorar la velocidad de
enlace

No existe respaldo
de comunicación
Wan

lmplementación
conexiones aI¡furbricas
inalámbricas

de
e

Contar con un respaldo
seguro al caer el enlace
principal

a

CANTIDAD DESCRIPCIÓN T,IBICACIÓN..
8 Route¡: Cisco 1721 Multiprotocol 2 puertos

seriales Sync./Async V.35 DTE o DCE I puerto
de consola, I puerto auxiliar I puerto
FastEthemet 64 Mb RAM 32 Flash Memory
Protocolo Admin. Remota Telnet, Snmp
Tarietas Expansión seriales Cisco (WIC-2T) Router Cisco

EDCOM Capítulo 3 - Pdgina I
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3.5. FACTIBILIDAD TÉCNICA

Tabla 3-3 Factibilidad Técnics-Hdrdware

SOLUCIÓN

Dep. de Sistemas
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3.7. COSTO TOTAL DE PROPUESTA ALTERNATIVA A

Tabla 3-4 Factibllldad Económic¿

r La instalación ya incluye el personal requerido, material a utilizar, etc
. La inspección de zona no tiene costo.
o Cabe indicar que el costo de la instalación es solo una vez
¡ La velocidad entre puntos en la Wan es de 64 Kbps

VALORTOTAL
Costos de ha¡dware $ 16,388.00
Costos operativos s 2,400.00

Subtotal $ 18,788.00

Imprevistos $ 2,000.00
Utilidades $ 2,000.00

s4l ,576.00

CANTIDAD .DESCRIPCIÓN PRECIO UNITARIO PRECIO TOTAL
8 Dispositivos:

Routers
$ 1,400.00 s I 1,200.00

J Tarjetas Expansión
Seriales

$ 76.00 $ 228.00

Proveedor Ultima
Milla fu/mes)

$ 300.00 $ 2,400.00

8 $ 300.00 $ 2,400.00
8 Alquileres Antenas $ 20.00 $ 160.00

Imprevistos $ 2,000.00 $2,000.00
TOTAL DE LA PROPUESTA $ 18,388.00

IiASE PERSO
Analisis de estructura de la Red Wan I Ing. De Telecomunicaciones

I Tec. Redes
Diseño de la Red Wan I Ing. De Telecomunicaciones

lmplementación de la Red Wan 2 Tec. Redes
I Ing. De Telecomunicaciones

Documentación de la Red Wan I Ing. De Telecomunicaciones
Prueba de la Red Wan I Ing. De Telecomunicaciones

I Tec. Redes

EDCOM Capítulo3-Página2 ESPOL

3.6. F'ACTIBILIDAD ECONóI\{ICA

DESCR]PCIÓN

TOTAL

Tabla 3-5 Costo Tot¡l de Propuestr Alternativa A

3.8. FACTIBILIDAD OPERATIVA

Tabla 3-6 Factibiüdad Operstiv¡

I

Instalación
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3.I0. VENTAJAS Y BENEFICIOS

3.10.1. VENTAJAS

. Mayor velocidad de transmisión en la Red Wan
¡ Poder constar con un respaldo seguro al fallar el enlace principal en la Red Wan

3.10.2. BENEFICIOS

¡ Ahorro de tionpo y recursos para la empresa
¡ Reducción de costos para la empresa

3.1T. ANÁLIS§ DE FACTIBILIDAD ALTERNATIVA B
(ESTANDARIZACIÓN DETRANSMISIÓN Y RECEPCIÓN DE DATOS A 128KbPS)

3.12. OBJETIVOS

Mejorar el rendimiento en la comunicación de la red WAN, a través de la adquisición
de dispositivos de comunicación, lo cual permitiná una velocidad de transmisión y
recepción de datos pero con mayor costo que la altemativa anterior.

3.13. FACTIBILIDAD TECNICA

3.13.1. HARDWARE

T¡bla 3-7 Factibilidad Técnica-E¡rdware

8 Router: Cisco 1721 Multiprotocol 2 puertos
seriales Sync/Async V.35 DTE o DCE I puerto
de consola, 1 puerto auxiliar 1 puerto
FastEthe¡net 64 Mb RAM 32 Flash Mernory
Protocolo Admin. Remota Telnet, Snmp

Dep. de Sistemas

J Tat'etas Expansion seriales Cisco (WIC-2T) Router Cisco

EDCOM ESPOL
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3.T5. COSTO TOTAL DE PROPIIESTA ALTERNATIVA B

3.I4.FACTIBILIDAD ECONÓMICA

Tabla 3-8 Factibilidad Económica

o La instalación ya incluye el personal requerido, material a utilizar, etc
o La inspección de zona no tiene costo.
¡ Cabe indicar que el costo de la instalación es solo una vez
r La velocidad entre puntos eri la Wan es de 128 Kbps

DESCRIPCIÓN VALORTOTAL
Costos de hardware $ r 8,388.00
Costos operativos $ 2,400.00

s 18,788.00
Impreüstos $ 2,000.00
Utilidades $ 2,000.00

TOTAL $43,s76.00

Tabla 3-9 Costo Total de Propuesta Alternetiv& B

3.I6.FACTIBILIDAD OPERATTVA

Tebla 3-10 Factibilidad Operátivs

CANTIDAD DESCRTPCIÓN PR-ECIOUNITARIO PRECIO TOTAL.
8 Dispositivos:

Routers
$ 1,400.00 s 11,200.00

., Tarjetas Expansión
Seriales

$ 76.00 s 228.00

I Proveedor Ultima
Milla (p/mes)

$ 300.00 $ 2,400.00

8 Instalación $ 550.00 § 4,400.00
8 Alquileres Antenas $ 20.00 $ 160.00

Imprevistos $ 2,000.00 s2,000.00
TOTAL DE LA PROPUESTA $ 20,388.00

FASE PERSONAL
Análisis de la estructura de la Red Wan

Diseño de la Red Wan 1 lng. De Telecomunicaciones
Implementación de la Red Wan 2 Tec. Redes

1 Ing. De Telecomunicaciones
Documentación de la Red Wan 1 Ing. De Telecomunicaciones

Prueba de la Red Wan I Ing. De Telecomunicaciones
I Tec. Redes

EDCOM Cupítulo 3 - Pó§na 5 ESPOL
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3.I7.GRAFICO GANTI
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3.19. FORMA DE PAGO

3.18. VENTAJAS Y BENEFICIOS

3.18.1. VENTAJAS

¡ Mayor velocidad de kansmisión en la Red Wan
o Poder constar con un respaldo seguro al fallar el enlace principal en la Red Wan

3.18.2. BENEFICIOS

. Ahorro de tiempo y recursos para la empresa

. Reducción de costos para la empresa

En lo que va de acuerdo a las disposiciones de la forma de pago en cualquiera de las dos
alternativas escogidas, se ha quedado en mutuo acuerdo con la empresa a 5070 del valor
establecido en lo que es la firma del contrato y el 50%o restante en la finalizacién del
proyecto.

3.20. RECOMENDACIONES Y CONCLUSIOI¡:ES

Al dar por terminado este proyecto, se ha sugerido que nuesúa propuesta es la más
óptima que se ajusta a las necesidades en lo que respecta a la comunicación WAN de su
Empresa, en la cual dichos problemas han sido debidamente estudiados y analizados
con la finalidad de proporcionarle una solución eficiente, obteniendo como resultado
mayor velocidad de transmisión y recepción de datos en su Red WAN y contar con un
respaldo seguro al presentarse fallas de enlace.

Los equipos que se hacen mención en esta propuesta son productos que permitirán
integrar nuevos equipos en medida que surjan nuevas necesidades en su Empresa"
aprovechando al máximo los recursos de Hardware adquiridos.

3.20.2. CONCLUSIONES

La solución que se ha propuesto es la opción mas acertada que usted pueda tomar, ya
que le brinda velocidad y soporte en la red.

EDCOM Capítuloi-Página7 ESPOL
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4. IMPLEMENTACION DE LA RED WAN

4.1. GRÁFICO DE MEDIOS SOLUCIÓN PROPUESTA
IMPLEMENTACIÓN WAN

Ec uimica C.A.
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Figura 4-l Cráñco de Medios Solución Propuesta Implementación WAN
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IOS: Intemetwork Operating Systan - El sisterna operativo principal del router..., gp[.-[
Contiene todas las funcionalidades de éste. \.'*.*-§
POST: (POwER ON SELF TEST) - Alojado en ROM. Reüsa las tuncionalidad"r$ftlOffi
básicas del router y determina cuales interfaóes estan hábiles. t'":Íq

5. CONFIGT]RACIÓN DE DISPOSITIVOS

5.2. COMPONENTES DE UNROUTER

5.2.1. SOFTWARE

BOOTSTRAP: Alojado en ROM - Inicia el router y carga el sistema operativo (IOS).

ROM MONITOR: Alojado en ROM - Utilizado para pruebas y resolución de
problemas. Un interfaz basico para cuando no hay IOS

5.2.2. TIPOS DE MEMORIA

RAM: Aloja los búfers de paquetes, la caché de ARP, la tabla de rutas, el software y las
estructuras de datos que permiten al router funcionar; la configuración actual se guarda
en RAM, así como la IOS descomprimida en los modelos más nuevos.

ROM: Contiene software básico que hace pruebas de hardware e inicia el router

FLASE: Aloja la IOS. No se borra cuando se inicia e1 equipo. También se puede
guardar en ella copias del archivo de configuración

NVRAM (RAM NO-VOLÁTIL): Guarda la configuración del router. No se borra
cuando se ¡einicia el equipo.

Figura 5-l Componentes de un Router

sÉLÉ#r
+Jt*
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5.1. CONCEPTO DE ROUTER

Es un dispositivo de de capa 3 que permite la comunicación entre diferentes segmentos
de red. Su principal objetivo es el en¡utamiento y direccionamiento de redes; trabaja
basándose en el protocolo ip y proporciona conectividad a velocidades reducidas.

\
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5.2.3. FT]ENTES DE CONFIGURACIÓN EXTERNAS

CONSOLA: Acceso directo vía puerto serie, se utiliza como mínimo para configurar
por primera vsz el router con un cable "rollover", desde al puerto de consola del router
al puerto COM del pc mediante un adaptador DB-9.

PUERTO AUXILIAR: Acceso üa MODEM.

TERMINALES VIRTUALES: Acceso Telnet/SSH.

SERVIDOR TFTP: Copiar la configuración en la NVRAM

5.2.4. INTERFACES

Son conexiones de red a ffavés de las cuales los paquetes entran y salen de un router.
Pueden estar en un motherboard o en un modulo de interlaz separado. Comúnmente en
los routers se encuentran dos tipos de interfaces:
Interfaces de conexión a redes que permiten la conexión del router a una red LAN
(ETHERNET) o a una red WAN (SERIALES)
Interfaces de administración que ofrece una conexión para la configuración del router
(coNSoLA, AUXTLTAR)

I t1

Rlerü cthemct AtlI
(D845)

Puertos Seriales itVAN
(DB-60)

fucrb de
Consola

Fowcr Plug
SwiEh Power

Puarto
Auxili¡r

Figura 5-2 Interfac€s del Router

5.3. LA CONFIGURACIÓN DEL ROUTERAFECTA A:

o Las direcciones IP y las máscaras de cada interfaz
o Información de ruteo (estático, dinámico o por defecto)
. lnformación de inicio
r Seguridad(contraseñas)

5.3.1. ¿DÓNDE EsrÁ LA CoNFTGURACTóN?

El router siunpre tiene dos configuraciones:

"RUNNING» (ACTUAL): Se encuentra en la RAM, indica con qué palárnetros el
router está operando actualmente. Se modifica con el comando 'configure terminal'.
Para ver la configuración: 'show running-config'

€'.€o mmmmoo oo@
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'STARTUP" @E INICIO): Se encuentra en la NVRAM, determina cómo va a operar
el router cuando sea reiniciado. Se modifica usando el comando 'copy'. Para ver la
confi guración:'show startup-config'

5,4, INDICADORES - CÓMO SABER EN QUE NIVEL DE
CONFIGURACIÓN DEL ROUTER ESTÁ USTED

Puede saber en qué rirea de la configuración se encuentra sólo mirando los indicadores

Router> ) modo USER

Router#

Router(config)

Router(conñg-if)

Router(config-subif)

Router(config-router)

Router(conñgJine)

ADAPTADORE§ DB.9
Figura 5-3 Adaptadores DB-9

Flgura 5-4 Cable rollover con conectores DB-9 y R.r-45

) modo PRIVILEDGED EXEC (usuario privilegiado)

) modo configuración global

) modo conliguración interfaz

) modo configuración sub-interfaz

) modo configuración enrutamiento

) modo configuración de línea

5.5. ¿COMO CONECTAREL ROUTERAL SERVIDOR?

5.5.1. REQUERIMTENTOS:

Se necesitan los siguientes elementos:

r Router
o Equipo de computación (servidor-pc)
o Cable rollover (con conectores RJ-45 de ambos exhemos)
o Adaptador DB-9

Primero se debe armar la conexión del cable rollover con el adaptador DB-9

Cable
Rollovcr

t Adaptador
DB.9 --+

EDCOM Capítulo 5 - Página 3 ESPOL
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El extrerno del cable rollover que tiene el adaptador DB-9 va conectado al puerto COM
1 del equipo de computación (servidor-pc)

PUERTO§
coMTY

Figura 5-5 Puertos COM I y 2

NOTA: Entre los requeimientos pard conectat un router al servidor se puede omitir el
cable rollover y el conector DB-9 con un cable RS-2-32 que esta conformado por un
cable rollover con un extremo RJ-45 y otro actremo DB-9
El exferno del cable rollover que tiene el conector RI-45 va conectado al puerto de
consola del router.

TO CONSOLA
coNEfToR (Rl-4

r- CAETE ROLLOYER

ADAPTADOR R]-45 A DB-g

Flgura 5-6 Como conect¡r el router al equipo de computación

TO
I

66

-B
-E

PC1
ú
I ira1

eth0m
§ drr

ooo

ROUTER

fra-.i

I
IJ
EI

I
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5.6. ACCESO AL ROUTER POR MEDIO DEL PROGRAMA
ITYPERTERMINAL

Para acceder a la configuración de un router (en Windows), se debe hacerlo por medio
del programa 'Hyper Terminal', el cual se encuentra en la siguiente ruta:
Inicio; todos los programas; accesorios; comunicaciones; Hyper Terminal

Figura 5-7 Acc€so el Programa Hypcr Terminal

Se escribe un nomb¡e y se elege un icono para la conexión y se acepta (se escoge
cualquier nombre, en este caso conexion_l):

& uo.rrnr,¿
E rd*'i¿ F.qt¡¿r' ñ.
Q rddrt D¡. trlñgr.dóñ d...d
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& E ü.t rürrto

6 H..rd..rs 4¡ *ir.
{, ¡ddrrt Dü¿ (cip.ltad¿d ü lwrtr
l t¡.d..IB
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ü Pso ¡0. $ndo*rlf

l 5ít b#rr!o.
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6, YrdoíÉ r,lo'i. r¡{.

d
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&t'9

w
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&
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Luego, se elige'Conectar usando:' la opción'COM1', porque en este caso se conectará
mediante el puerto COM 1 del equipo de computación.

Figura 5-9 Utlllzando el Puerto COMI para el acceso a[ router

Para configurar el puerto COM 1 se escoge los bits por Segundo: 96000, bits de datos:
8, paridad: ninguno, bits de parada: 1, control de flujo: ninguno

Ilgura 5-10 Configuración del puerto COMI

C¡¡rela¡

Escrü¡ dstotres dd nlmero de tclálxro q.le d¿saó mae6r:

Pafs o re¡úán i..,,",.r., rrl:.-l

Cnnecta u*rdo: iffil

&.**-,

Códge d¿ árt¿:

Nrlnc¡o dc
téEfono:

Ac¿d

Bt¡ por s¡qrdq iffi.|;j

NilglrE

Rc§lau.l plqdete,mil.do3

Configuroci*t do ¡*rto

C«trol dc tuP:
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Luego se tiene que esperar a que cargue el sistema operativo del router en la pantalla del
Hyper Terminal.

En caso de que el router que se está por confrgurarse haya sido previamente
configurado, cuando se inicia el router este preguntará si se desea comenzar con la
configuración acual (con la que ha quedado el router configurado arteriormente), de la
siguiente manera:

Would you like to enter Basic management setup? [yesinol:

Si se ingresa la opción 'yes' volverá a la configuración inicial, es decir, la configuración
que se encontraba en el router anteriormente.

Para comenzar una conflguración nueva se debe ingresar la opción 'no', ingresar al
comando 'enable' para ingresar al modo de usuario privilegiado, ingtesar el comando
'erase startup-config' para borra¡ la configuración del router, esper¿u unos minutos e
ingresar el comando '¡eload', para reiniciar el router,

Ingresar:

enable
emse starh¡p-config
reioad

) modo de usuario privilegiado
) borrar la configuración del router
) reiniciar el router

Roúor,

r.dtk! gtoar v.r l¡.l¡, r ltd a¡¡d.

Dtt c¡8 úB §

M¡lc.f:d¡do üod.a.c!. r o.t (tr.do¡¡t rr_''': j

.rnrlexiotr,l . ll}perl¿r ir¡Ét

EDCOM ESPOL

Figura $ll Carga del Sistema Operat¡vo del router al Hyp€r T€rminal
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s.7. ESQUEMA WAN PROPIIESTO DE LA EMPRESA
ECUAQUIMICA

He aquí un gráfico representando la estructura WAN de la empresa ecuaquimica
especificando los protocolos que se utilizará en sus diferentes grupos, las vlans por cada
sucursal.

ESTRUCTURA WAN

s¡úEít¡q' úrÉatt
{1,¡ar¡,¡t

4t¡a(ffi¡a¡a¡

rx¡rE¡t||ea!ú!!n

@YEr.'rqg,nl

Porl,úvlrP

io
i13il\ .¡*¡o$qr*gÉ,¡

5.8. CONFIGURACIÓN
(SUCURSAL)

tr-liim¡-rl

r"n- 
@".","* -arffii
0

Figura 5-12 Estructura WAN propuesto de la Empresa Ecuaquimica

Al esperar que termine cargar el router, se presiona la tecla'enter' para comenzar a
configurarlo (en la ventana del Hyper Terminal aparece el mensaje 'Press RETURN to

EDCOM Caplulo 5 - Prúgina I ESPOL
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DEL ROUTER STO DOMINGO

5.8.1. ENTORNO DE HYPER TERMINAL CARGANDO EL
SISTEMA OPERATIVO DEL ROUTER STO DOMINGO
(ros)
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get started.', esto significa que ha terminado de cargar el router y se puede comenzar a

configurarlo).

5.8.2. DEL ROUTER

Para configurar los routers u obtener información de su estado, debe acceder a la
interfaz de usuario en el router con una Terminal (consola) o acceder al router de forma
remota (TELNET o modem). Al acceder al router, debe conectarse a al router antes de

introducir cualquier oho comando. Por razones de seguridad el router tiene dos niveles
de acceso a los comandos:

s.8.2.1. MoDo DE USUARIo RoUTER STo_DoMING0 
üÉPO¿

Después de presionar la tecla'enter' para comenzar a configurar el router, no, aefecto[1ri]§
se ingresa a un modo de 'usuario', se sabe que se está en modo usuario de configuraciónfi\ ffiJE
pofque aparece el nombre del router seguido por el prompt '>" de esta manera: 

Fi
Router> ) modo de usuario 

,
En este modo no se puede configurar el router, y para ingresar al modo privilegiado que -d
es el modo que permite configurar el dispositivo, se debe ingresar el comando 'enable',
de la siguiente manera:

Router>enable ) comando enable (para habilitar el modo usuario privilegiado)

5.8.2.2. MODO DE USUARIO PRIVILEGIADO ROUTER
STO DOMINGO

Una vez al ingresar el comando 'enable', se procede a entrar al modo privilegiado, se
sabe q se ha ingresado al modo privilegiado cua¡do el prompt '>' cambie a'#', de la
siguiente manera:

Router#

En este modo de usuario privilegiado ya se puede comenzar a configurar el router.
5.8.3. BORRAR LA CONFIGURACIÓN ACTUAL ROUTER

STO DOMINGO

Router#erase startup-confi g

o

MODOS DE CONF'IGURACIÓN
STO DOMINGO

EDCOM Capítulo 5 - Pdgina 9 ESPOL

) modo de usuario privilegiado

Se borra la configuración del router en el caso que se necesite reiniciar un router ya
configurado y se necesite hacer una configuración nueva del mismo. Para borrar la
configuración completamente se utiliza el comando:
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Router#wri te erase

Al ingresar cualquiera de los dos comandos se envía el siguiente mensaje:

Erasing the nvram filesystem will remove all files! Continue? [conlirm]

En caso de presionar la tecla 'enter', el mensaje:

Router# ) modo de usuario privilegiado

Este comando 'reload' muestra información de router como: versión, memoria, número
interfaces seriales, número interfaces ethernet.

Simulated Bootstrap, Version 5.0, RELEASE SOF-IWARE
Copyright (c) 1998-2003 by Boson Systems, Inc.

C4500 Simulated processor with 20480 l(bytes of main memory

IoKl
Erase of nvram: complete

+ aceptar
) NVRAM bonada

########################################

Boson Operating Simulation System
BOS§ (tm) 4500 Simulator (C4500-enterprise), Version 5.0, RELEASE
sot-twARE
Copyright (c) 1998-2003 by Boson Softw¡re
Simulated Image

Boson 4500 @OSS) emulator (revision 5.0) with 20480I1512K simulated memory.

BOSS, Version 5.0

EDCOM Capítulo 5- Prigina 10 ESPOL

Esta es una confirmación para borrar la configuración actual del router, si se presiona la
tecla 'enter' sin agregar la letra'n', entonces borrará la configu¡ación del router, de lo
contrario se anulará el proceso de borrar la conñguración.

Y luego para reiniciar el router el comando 'reload'

Router#reload

SeIf decompressing the image :

toKI

3 EthernelIEEE 802.3 interface(s) ) número de intefaces ethernet
2 Serial network interface(s) ) número de intefaces seriales
7K bytes of simulated non-volatile configuration mcmory, ) NVRAM
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8192K bytes of simrlated processor flash @ead/Write)

El ¡outer se reiniciará en modo "setup", porque no encontrará el archivo de
configuración y me ubicará en el modo de usuario. Es recomendable configurar el
router desde cero (sin configuraciones previas).

5.8.4. MOSTRAR LA
STO DOMINGO

MODO DE CONFIGURACION
STO DOMINGO

CONFIGT]RACION ROUTER

Use "show running-configuration" para ver la configuración corriente

Use "show startup-configuration" para ver la configuración guardada en NVRAM

5.8.5.

Para ingresar al modo de configuración global primero se debe entrar al modo de
usuario priülegiado, una vez de ingresar a este modo privilegiado se ingresa el
comando 'configure terminal' y se presiona la tecla 'enter' para entrar al modo de
configuración global de la siguiente mariera:

Router#confi gure terminal
Al ingresar el comando 'configure terminal' se e¡rcuentra el siguiente mensaje:

Esto sigrifica que se ha ingresado en el modo de configuración global, 'Configuring
from terminal, memory, or network [terminal]?', que se puede ingresar los comandos
para la configuración del router'Enter configuration commands, one per line. End with
CNTUZ'; se sale con presionar la teclas de 'control' + 'Z'.

Una vez que se ingresa el comando 'configure terminal' se encuentra el nombre del
router de esta manera:

Router(config)# ) modo de configuración global

Esto indica que se ha ingresado dentro del modo configuración de global.

5.8.6. CLAVES DE ACCESO DEL ROUTER STO DOMINGO

Se puede controlar el acceso al router y de esta manera proteger la configuración del
mismo de personas no capacitadas o ajenas al proceso. Se tienen a disposición varios
tipos de password que se determinan según sea el acceso.

,:.: 
1i, ....._

GLOBAL ROUTER'.. i
gg'¡ q1 €Gl'

:r¡.h$t?B
r.E¡{
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Route#

Configuring from terminal, memory, or network [terminal]?
Enter configuration commands, one per line. End with CNTL/Z,
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5.8.6.1. CLAVES DE ACCESO DE ROUTERS A NTVEL DE
CONSOLAROUTERSTO DOMINGO

Si se quiere restringir el acceso al router a través de la consola (console) se debe usar la
siguiente secuencia de comandos desde el modo de configuración global:

Router(confi g)#line console 0

Una vez que se ingresa este comando cambiará a lo siguiente:

Router(config-line)# ) modo de configuración de llnea

De esta forma se puede ingresar el comarido 'password' seguido de la palabra clave que

en este caso es la palabra 'cisco' y se presiona la tecla 'enter':

Router(config-line)#password cisco ) cisco es la contraseña

Luego se ingresa el comando 'login' que permite acüvar la conEaseña para poder
acceder al router.

Router(confi g-line)#login

5.8.6.2. CLAYES DE ACCESO DE ROUTER STO DOMINGO A
TRAVÉS DE t]NA LÍNEA VIRTUAL

También se puede reskingir el acceso a través de una línea lty (Virtual Terminal) si se
pretende entra¡ a la información del router por el puerto auxiliar bien sea local o
remotamente (Telnet).

Luego de ingresar la clave de acceso en a nivel de consola, se ingresa el comando 'exit',
para salir del modo de clave de acceso de usuario y se presiona la tecla 'enter' para
entrar al modo de configuración global, de la siguiente manera:

Router(confi gJine)#exit
Router(config)#

) salir del modo de configuración de línea
) modo de configuración global

U¡a vez en el modo de configuración global del router, se ingresa el comando 'line vty
0 4'para agregar las claves de acceso al router en el modo privilegiado, de la siguiente
manera:

Router(config)#line vty 0 4 ) modo de configuración de línea

Luego, se ingresa la línea'password cisco', donde 'password' es una palabra reservada
para agregar la clave de acceso y 'cisco' es la palabra que habrá de escribir para acceder
al router.

Router(configJine)#password cisco ) ingreso de la palabra clave

EDCOM Capínlo 5 - Pdgina 12 ESPOL
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Una vez ingresada la clave de acceso, se ingresa el comando 'login' que permite activar
la contraseña para poder acceder al router.

Router(config-line)#login ) activa la contraseña

Para salir de cualquier modo de configuración se utiliza el comando 'exit', de esta

manera se sale linea por linea, de la siguiente manera:

5.8.7. ASIGNACIóN
STO DOI\{INGO

DE NOMBRE DEL ROUTER

Para asignar un nombre al router, se ingresa primero a la conñguración global del router
mediante el comando 'configure terminal', luego ingresar el comando 'hostname' y el
nombre que se asigrará al router, en este caso el nombre es el nombre 'sto_domingo'.

Router(confi g-line)#exit
Router(config)# exit

Router#confi gure terminal
Route(confi g)#hostname sto_domingo

) modo de configuración global
) nombre del router

De esta mariera cambia el nombre 'Router' por el nombre 'sto_domingo' de la siguiente
manera:

sto_domingo(config)#

s.8.8. GUARDAR LA CONFTGI]RACIÓN DEL ROUTER
STO DOMINGOENLAIWRAM

Se procede a guardar la configrración del router en la NVRAM puesto que aquí se
guarda la configuración en si del router, y no se borra la información que esta en la
NVRAM si se reinicia el equipo de computación. Primero hay que salir de1 modo de
configuración global con el comando 'exit', luego se utiliza el comando 'copy running-
config startup-config' a nivel de usuario privilegiado, de esta manera:

sto_domingo(config)#exit ) salir del modo de configuración global
sto domingo #copy running-config startup-config ) guarda en la NVRAM

Al presionar la tecla 'enter', muestra el siguiente mensaje:

Destination filename [startup-conñgl? ) archivo destino guardar en Ia NVRAM
Building configuration ) proceso de crea¡ la configuración
IOKI ) proceso finalizado

Significa que la configuración actual, la que se ha hecho hasta el momento, ha sido
guardada en la NVRAM del ¡outer.
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) salir del modo de configuración de línea
) salir del modo de configuración global
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s.8.9. CONFIGI]RACIÓN
STO DOMNGO

DE INTERT'ACES ROUTER

5.8.9.1. CONCEPTO DE INTERFACES

Son conexiones de red a través de la cual los paquetes entran y salen de un router.
Pueden estar en el motherboard o en un módulo de interfaz separado.

5.8.9.2. CONFIGURACIÓNDEINTERFACESSERIALES

Se debe tener en cuenta de que tipo de interfaz serial es, puesto que existen dos tipos:
las DCE y las DTE.

5.8.9.3. DCE (DATA COMUNTCATIONEQUTPMENT)

Equipo de comunicación de Datos. En Redes o teleproceso, componentes que
únicamente dejan pasar o reexpiden información. El DCE es el que mantiene y termina
una conexión, y realiza las conversiones para comunicarse.

5.8.9.4. CONFTGURACTÓN DE LA INTERFAZ SERTAL 0 (DCE)
DELROUTERSTO DOMINGO

Flgura 5-13 Cables DCE

El cable serial DCE es de tipo honbra (un extre-rno con pines y otro sin pines).

Luego de ingresar en la configuración global del router, se ingresa a la interfaz a
configurar (el número de interfaces seriales que posea un router depende del modelo del
mismo), en este caso se configurará la ktterfaz serial '0' como DCE, mediante el
comando 'interface serial 0':

Primero se ingresa a la configuración global del router:

sto_domingo#configure terminal ) modo de configuración global
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sto domingo(config)#interface serial 0 ) configuración de la interfaz serial 0

Después de ingresar en la interfaz, se fija la velocidad de sincronización con el comando
'clock rate 56000', donde 56000 es la velocidad de sincronización está¡dar:

sto_domingo(config-if)#clock rate 56000 ) velocidad de sincronización a 56000

Este comando de velocidad de sincronización solo es para las interfaces DCE

Se agrega después la dirección ip y la máscara de subred de la interfaz con el comando
'ip address' de la siguiente manera:

sto_domingo(config-if)#ip address 192.168.15.1 255.255.255.252 ) dirección ip y
miiscara respectiva

(Solo las interfaces seriales llevan una máscara de subred de 255.25 5.255.252) 
^ 
qPC '

\PT'l
Luego de ingresar la dirección ip y la respectiva máscara, se ingresa el comando 'rofi6i,.-
shutdown', para activar la interfaz q§
sto-domingo(config-if)flno shutdown -'"Jl':

8tsr¡trg'i¿
5.8.9.5. CONFIGURACIÓN DE LA TNTERFAZ SERTAL 2 (DCE) l}srs

DEL ROUTER STO DOMTNGO r6b.'

El cable serial DCE es de tipo hernbra (un extremo con pines y otro sin pines).

Primero hay que salir de la interfaz serial '0' con el comando 'exit' para regresar al
modo de configuración global, luego que se ingresa en la configuración global del
router, se ingresa a la interfaz que se va a conñgurar, en este caso se configurará la
interfaz serial '2', mediante el comando 'interface serial 2':

) salir de la interfaz serial 0

Luego se ingresa a la conliguración global del router:

sto_domingo#configure terminal ) modo de configuración global
sto_domingo(config)#interface serial 2 ) configuración de la interfaz serial 2

Después de ingresar en la infetfaz, se fija la velocidad de sincronización con el comando
'clock rate 56000', donde 56000 es la velocidad de sinc¡onización estárdar:

sto_domingo(confi g-if)#clock rate 56000 ) velocidad de
sincronización a 56000

Este comando de velocidad de sincronización solo es para las interfaces DCE

Se agrega despues la dirección ip y la máscara de subred de la interfaz con el comando
'ip address' de la siguiente manera:
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sto_domingo(config-if)#exit
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sto_domingo(config-if)#ip address 192.168.16.i 85 255.255 .255.252> dirección ip y
máscara respectiva

(Solo las interfaces seriales llevan una máscara de subred de 255.25 5.255.252)

Luego de ingresar la dirección ip y la respecüva mráscar4 se digita el comando 'no
shutdown', para activar la interfaz

sto_domingo(confi g-if)itno shutdown

5.8.9.6. DTE (DATA TERMINAL EQUPMENT)

Los dispositivos de usuario suelen denominarse de forma genérica como equipos
terminales de datos (DTE).

5.8.9.7. CONFTGURACION DE LA INTERFAZ SERIAL 1 (DTE)
DEL ROUTER STO DOMTNGO

Primero hay que salir de la interfaz serial '2' con el comando 'exit' para regresar al
modo de configuración global, luego que se ingresa en la configuración global del
router, hay que ingresar a la interfaz que se va a configurar, en este caso se configurani
la interfaz serial 'l', mediante el comando 'interface serial l':

Flgura 5-14 Csbles DTE

El cable serial DTE es de tipo macho (ambos exhemos con pines).

sto_domingo(conñg-if)#exit ) salir de la interfaz serial 0

Al presionar la tecla 'enter', se ubica en el en el modo de configuración global del
router.

sto_domingo(config)#interface serial I ) ingresar a la interfaz serial I
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Se agrega después la dirección ip y la máscara de subred de la interfaz con el comando
'ip address' de la siguiente manera:
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sto_domingo(config-if)#ip address 192.168.15.14 255.255.255.252+ dirección ip y
máscara respectiva

(Solo las interfaces seriales llevan una máscara de subred de 255.255.255.252)

Luego de ingresar la dirección ip y la respectiva máscara, se digita el comando 'no
shutdown', para activar la interfaz

sto_domingo(confi g-if)#no shutdown

5.8.9.8. CONFTGIIRACIÓN DE LA INTERFAZ SERTAL 3 (DTE)
DEL ROUTER STO DOMINGO

Primero hay que salir de la interfaz serial 'l' con el comando 'exit' para ingresar al
modo de conñguración global, luego que se ingresa en la configuración global del
router, se ingresa a la inteiaz que se va a configurar, en este caso se va a configurar la
interfaz serial '3', mediante el comando 'interface serial 3':
sto_domingo(config-if)#exit ) salir de la interfaz serial 1

Al presionar la tecla'enter', se ubicará en el en el modo de configuración global de1

router.

sto_domingo(config)#interface serial 3 ) ingresar a la intefaz serial 3

Se agrega después la dirección ip y la máscara de subred de la interfaz con el comando
'ip address' de la siguiente manera:

sto_domingo(config-if)#ip address 192.168.14.22 255.255.255.252) dirección ip y
máscara respectiva

(Solo las interfaces seriales llevan una máscara de subred de 255.255.255.252)

Luego de ingresar la dirección ip y la respectiva máscara, se digita el comando 'no
shutdown', para activar la interfaz

babahoyo(conñg-if)#no shutdown

Primero hay que salir de la interfaz serial 'l' con el comando 'exit' para ingresar al
modo de configuración global, luego se digita el comando 'interface ethernet 1/0':

Se entra a la'interface ethernet l/0' puesto que dentro de esta interfaz se creará las
subinterfaces virtuales que administrantn el acceso a las vlans
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5.8.9.9. CONFIGURACIÓN DE SIJBINTERF'AZ ETHERNET 0.1
DEL ROUTER STO DOMINGO

sto_domingo(config-if)#exit ) salir de la interfaz serial I
sto_domingo(config)#interface ethemet l/0 ) ingresar a la interfaz ethemet 1/0

ESPOL
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Se ingresa el comando 'interface ethemet 0.1'para crear la subinterfu ürtual '0.1' de
la siguiente manera:

En la subinterfaz virh¡al '0,1' se crea mediante el protocolo de comunicación entre

vlans, el protocolo 'dotlq', el acceso a la 'vlanl' que es la vlan por default que
administra el switch.

sto_domingo(config-subif)#encapsulation dotl q 1 ) permite la comunicación
entre vlans

Se usa en la subinterfaz el comando 'encapsulation dotlq'para habilitar la encapsulasión
de tráfico IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estándar para interconectar múltiples switches y routers, y para definir topologías de
VLANS

Se agrega después una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

sto_domingo(confi g-subif)#ip address I 92. I 68 .24.1 255.255.255.248 + dirección ip y
máscara respectiva
de la vlan

sto_domingo(confi g-subif)#no shutdown

5.8.9.10. CONFIGURACIÓN DE SUBINTERFAZ ETHERNET 0.2
DELROUTERSTO DOMINGO

Se ingresa el comando 'exit' para salir de la subinterfaz 0.1, al salir de la subinterfaz
0.1 se ubica en el modo de configuración global, después para se ingresa a la interfaz
ethemet 0, aquí se ingresa el comando 'interface eüemet 0.2' para configurar la vlan
130 'facturacion' (en este caso).

sto_domingo(config-subif)#exit ) salir de Ia subinterfaz ethemet 0.1
sto_domingo(config)# ) modo de configuración global
sto_domingo(config)#interface ethemet l/0 ) ingresar a la interfaz ethemet 1/0
sto_domingo(config-if)#interface ethernet 0.2 ) ingresar a la subinterfaz 0.2
sto_domingo(config-subif)#encapsulation dotlq 130) permite la comunicación entre

vlans

Se usa en la subinterfaz el comando 'encapsulation dotlq'para habilitar la encapsulasión
de tráfico IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estiáLndar para interconectar múltiples switches y routers, y para definir topologías de
VLANS
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sto_domingo(confi g-if)#interface ethemet 0. I ) ingresar a la subinterfaz
ethemet 0.1

Luego de ingresar la di¡ección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activa¡ la interfaz
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Se agrega después una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

sto_domingo(confi g-subif)#ip address I 92. 1 68.24.9 255.255.255.248 ) dirección ip y
máscara respectiva
de la vlan

Luego de ingresar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

Se ingresa el comando 'exit' para salir de la subinterfaz 0.2, al salir de la subinterfaz
0.2 se ubica en el modo de configuración global, después se ingresa a la interfaz
ethernet 0, aquí se ingresa el comando 'interface ethemet 0.3'para configurar la vlan
131 'credito' (en este caso).

sto_domingo(config-subif)#exit ) salir de la subinterfaz ethemet 0.2
sto_domingo(config)# ) al salir se ubica en el modo de configuración global
sto_domingo(config)#interface ethemet 1/0 ) ingresar a la interfaz ethernet 1/0
sto_domingo(conñg-if)#interface ethemet 0.3 ) ingresar a la subinterfaz 0.3
sto_domingo(config-subif)#encapsulation dotlq 131) permite la comunicación entre

vlans

Se usa en la subinterfaz el comando 'encapsulation dotlq' para habilitar la encapsulasión
de tráfico IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estándar para interconectar múltiples switches y routers, y para definir topologías de
VLANS

Se agrega después una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

sto_domingo(config-subif)#ip address 192.168.24.1'1 255.255.255.248) dirección ip y
miiscara respectiva
de la vlan

Luego de ingresar la dirección ip y Ia respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interlaz

sto_domingo(config-subif)tho shutdown

5.8.9.12. CONFIGURACIÓN DE SUBII,.ÜTERFAZ ETTIERNET 0.4
DELROUTERSTO DOMINGO

Se ingresa el comando 'exit' para sali¡ de la subinterfaz 0.3, al salir de la subinterfaz
0.3 se ubica en el modo de configuración global, después ingresar a la interfaz ethemet
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sto_domingo(confi g-subif)#no shutdown

5.8.9.1I. CONFIGT]RACIÓN DE STJBINTERFAZ ETIIERNET 0.3
DELROUTERSTO DOMINGO
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sto_domingo(config-subif)#exit ) salir de la subinterfaz ethernet 0.3
sto domingo(config)# ) al salir se ubica en el modo de configuración global
sto_domingo(config)#interface ethemet l/0 ) ingresar a la interfaz ethemet 1/0

sto_domingo(config-if)#interface ethernet 0.4 ) ingresar a la subinterfaz 0.4
sto_domingo(config-subif)#encapsulation dotlq 132 ) permite la comunicación

entre vlans

Se agrega después una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

sto_domingo(config-subif)#ip address 192.168.24.25 255.255.255.240> dirección ip y
máscara respectiva

de la vlan

Luego de ingresar la dirección ip y la respectiva máscara, se ingresa el comando'no
shutdown', para activar la interfaz

sto_domingo(confi g-subif)#no shutdown

5.8.10. CONFIGURACIÓN DE PROTOCOLOS
ENRUTAMIENTO DEL ROUTER STO DOMINGO

DE

Los routers usan protocolos de enrutamiento para intercambiar tablas de enrutamiento y
compartir información sobre éstas. Dentro de una red, el protocolo más común que se

usa para transferir la informasión de enrutamiento entre routers ubicados en la misma
red

5.8.10.1. CONCEPTO DE PROTOCOLO RIP \'ERSION 2

Se debe ingresar a la configuración global del router, luego se debe ingresar el comando
'router rip'para conñgurar el router como 'RIP version l', luego se procede a entrar a
la version 2 del router rip con el comando 'version 2'

EDCOM ESPOL

0, se ingresa el comando 'interface ethe¡net 0.4' para configurar la vlan 132

'contabilidad' (en este caso).

Se usa en la subinterfaz el comando 'encapsulation dotlq' para habilitar la encapsulasión
de tráfico IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estrándar para interconectar múltiples switches y routers, y para definir topologías de
VLANS

Es un protocolo de ruteo que fue diseñado para funcionar como protocolo "vector
distancia". RIP fue diseñado para funcionar en redes pequeñas de pasarela interior. El
protocolo utiliza métricas fijas para comparar rutas alternativas, lo cual implica que este
protocolo no es adecuado para escoger rutas que dependan de parámetros a tiernpo
reales como por ejemplo retardos o carga del enlace.

5.8.10.2. CONFIGI]RACIÓN DE PROTOCOLO RIP VERSION 2
DELROUTERSTO DOMINGO
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Se ve que cambia el nombre del ¡outer a:

sto_domingo(confi g-router)# ) configuración del router rip versión I

Luego se ingtesa el comando 'version 2' para acceder a la versión 2 del router rip.

sto_domingo(config-router)#version 2 ) rip versión 2

Después mediante el comando 'network' se especifica el 'segnento de red' con que
trabaja el router.

sto_domingo#confi gure terminal
sto_domingo(confi g)#router rip

sto_domingo(config-router)#network 192. 168.14.0
sto_domingo(confi g-router)#network I 92. 1 68. I 5.0
sto_domingo(config-router)fÉnetwork I 92.168. I 6.0
sto_domingo(config-router)#network 1 92. I 68.24.0

) modo de configuración global
) configuración del router rip versión 1

á red de router
) red de router
) red de router
) red de router

5.8.11.1. CONCEPTO DE LISTAS DE ACCESO

Son comandos que otorgan permisos de accesos desde un host a otro. Se utilizan para
implementar seguridad en los ¡outers. Permiten alto grado de control en la red. Filtran el
flujo de paquetes entrando o saliendo de las interfaces del router. Restringen el uso de la
red a ciertos usuarios o equipos. Prohiben o permiten tipos de tráfico.

5.8.11.2. REGLAS DE APLICACIÓN DE LAS LISTAS DE ACCESO

Se analizan en orden secuencial: línea l, línea 2, elc. La información de un paquete se
compara con la lista hasta que una coincidencia ocrur€. Luego de esto NO se sigue
comparando. Existe una línea de prohibición tácita al final de cada lista. Si un paquete
no coincide con ninguna regla, al final se descafa.

5.8.11.3. TIPOS DE LISTAS DE ACCESO

LISTAS DE ACCESO ESTÁNDAR (1 - 99): Especificaciones de direcciones m¡is
simples Generalmente permiten o prohíben el datagrama IP completo.

5.8.11.4. SINTA)ilS DE LAS LISTAS DE ACCESO

EDCOM ESPOL

5.8.11. IMPLEMENTACIóN DE LISTAS DE ACCESO DEL
ROUTERSTO DOMINGO

LISTAS DE ACCESO EXTENDIDAS (100 - 199): Forma más compleja de
especificar direcciones. Generalmente permiten o prohíben protocolos (puertos)
específicos.
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access-list número-lista-acceso {permitir I denegar} ip-origen {origen -mask} ip-destino
{destino-mask}

En la interfaz de salida:

ip access-group número-lista-acceso {in I out}

Es necesario coincidir el mismo números en las 'access-list' y en el 'access-group'.

5.8.11.5. BLOQLTEO DEL PROTOCOLO TELNET DEL ROUTER
STO DOMINGO

Se debe ingresar a la configuración global del router.

sto_domingo(config)# ) modo de configuración global

Luego se ingresa la siguiente linea:

sto_domingo(confi g)#accessJist 105 deny ip host I 92. 1 68. I 6. I 84 host 1 92. I 68. I 6. I 86
numero-accessJist ip-origen ip-destino

Tambien hay que especificar el puerto por el que entra o sale la para habilitar la
restricción o permiso para accesar a la red destino.

sto_domingo(config)#interface senal 0/2 á interfaz ethernet 0
sto_domingo(config-if)#ip access-group 105 in

La palabra 'host' reemplaza la wildca¡d.

El comando 'ip access-group' habilita la lista de acceso, '105' es el mismo número de la
lista de acceso creada anteriormente, y se especifica is es de de entrada o salida (in/out)

sto_domingo(config-if)#ip access-group 105 in) habilita la lista de acceso de entrada
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SINTAXIS DE LAS LISTAS DE ACCESO ESTAND¿.R:

En la configuración global del router:

access-list númeroJista-acceso { permitir I denegar } ip-origen {origen -mask}

En la interfaz de salida:

ip access-group número-lista-acceso {in I out}

Es necesario coincidir el mismo números er¡ las 'access-list' y en el 'access-group'.

SINTAXIS DE LAS LTSTAS DE, ACCE§O EXTENDIDAS

En la configuración global del router:
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5.8.12. COMANDO SHOW RUN DEL ROUTER STO DOMINGO

Este comando se lo ejecuta a nivel del modo de usuario priülegiado. Este comando
muestra información sobre la configuración del router, tales como: nombre del router,
dirección ip y máscara de subred de las interfaces, subinterfaces, protocolos utilizados,
listas de acceso.

sto_domingo#sh run
Building confi guration...
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!

Version 12.1

service timestamps debug uptime
service timestamps log uptime
no sefl ice password-encryption
!

hostrame sto_domingo ) nombre del router
!

!

!

ip zubnet-zero
!

!

!

!

!

!

!

!

!

!

interface Serial0/O ) interfaz serial
ip address 192.168.15.5 255.255.255.252 ) dirección ip de la interfaz
no ip directed-broadcast
clock rate 56000 ) reloj de sincronización
bandwidth 1544 ) ancho de banda
!

interface S€rialO/l
ip address 192.168.15.14 255.255.255.252
no ip directed-broadcast
bandwidth 1544
!

interface Serial0/2 ) interfaz serial
ip address 192.168.16.185 255.255.255.252 ) dirección ip de la interfaz
no ip directed-broadcast
clock rate 56000 i reloj de sincronización
bandwidth 1544 ) ancho de banda
ip access-group 105 in
I
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interface Serial0/3
ip address 192.168.14.22 255.255.255.252
no ip directed-broadcast
bandwidth 1544

!

interface Ethernetl/0 ) interfaz ethemet
no ip address
no ip directed-broadcast
bandwidth 10000
!

interface Ethemet 1/0.I ) subinterfaz eüemet
encapsulation dotlq I ) protocolo de encapsulasión dotl q, vlan 1 (vlan por default)
ip address 192.168.24.1 255.255.255.248 ) dirección ip de la interfaz
!

interface Ethemet I /0.2
encapsulatiou dotlq 130 ) protocolo de encapsulasión dotl q, vlan 130
ip address 192.1 68.24.9 255.255.255.248
!

interface Ethernet 1/0.3
encapsulation dotlq 131 ) protocolo de encapsulasión dotl q, vlan 131

ip address 192.168.24.17 255.255.255.248
!

interface Ethernet 1/0.4
encapsulation dotlq 132 ) protocolo de encapsulasión dotl q, vlan 132
ip address 192.168.41.49 255.255.255.248
!

interface Ethemetl/l ) interfaz eüernet
no ip address ) sin dirección ip de la interfaz
no ip directed-broadcast
bandwidth 10000
shutdown ) interfaz deshabilitada de la interfaz

!

interfaceFastEthernet2/O ) interfazfastethernet
no ip address
no ip directed-broadcast
bandwidth 100000
shutdown ) interfaz dirección ip deshabilitada de la interfaz

!

I

router rip ) protocolo de enrutamiento

version 2

network 192.168.16.0
network 192.168.15.0
netwo¡k 192.168.14.0
network 192.168.24 -O
!

!

ip classless
no ip http server
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) sin servidor http
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accessJist 105 deny ip host 192.168.16.184 host 192.168.16.186
Jista de acceso-

line con 0 ) línea de consola
loStn
t¡usport input none
password cisco ) clave de acceso de la línea de consola

line aux 0
line vty 0 4 ) línea de terminal vi¡tual
login
password cisco ) clave de acceso de la línea de terminal virtual
!

no scheduler allocate
end

sto_domingo#

5.8.13. COMANDO SHOW IP ROUTE DEL ROUTER
STO DOMINGO

Este comando se lo se lo ejecuta a nivel del modo de usuario privilegiado, permite
mosfar información sobre los diferentes tipos de conexiones de acuerdo al protocolo
configurado en el router, redes, número de subredes, distancia y costo de la red por
defecto.

conexión directa
conexión mediante protocolo RIP
conexión mediante protocolo OSPF

Muesta 1os segmentos de red con la inicial del protocolo que se le ha sido configurado.

sto_domingo#sh ip route
Codes: C - connected, S - static, I - IGRP, R - RIP, M - mobile, B - BGP

D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter a¡ea
El - OSPF extemal §pe l, E2 - OSPF extemal type 2, E - EGP
i - IS-IS, Ll - IS-IS level-l, L2 - IS-IS level-2, * - candidate default
U - per-user static route

Gateway of last resort is not set

192.168.14.0/30 is subnetted, 4 subnets
192.168.14.0130: segmento de red/miiscara de subred

is subneted 4 subnets: dividido a 4 subredes
C 192.168.14.4 is directly connected, Serial0/O

C: conexión directa
192.168.14.4: subsegmento de red

Serial0/0: interfaz de salida
C 192.168.14.0 is directly connected, SerialO/l

C
R
o
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O 192.168.14.12[10/64] via 192.168.14.6, 00:07:43, Serial0/l
O: conexión OSPF

192 .168 .14 .12: subsegmento de red
I 10: distancia por defecto

64: costo
SerialO/1: interfaz de salida

o 192.1 68.14.1 6 [ I I 0/64] via I 92. I 68. I 4. I 8, 00:07:43, Serial0/l
192.168.42.0/29 is subneüed, 2 subnets

| 92.168.42.8 [ I I 0/64] vta 1 92.1 68.42.9, 00:07 :43, Serial0/ I
192.1 68.42.1 6 [ I I 0/64] wa 192.1 68.42.1'1, 00 :07 :43, Serial0/ I

192.168 .43 .0/29 is subnetted, 3 subnets
I92.I68.43.8 [I I0/64] via I92.I68.43.9, 00:07:43, Serial0/l
192.1 68.43.1 6 [ I I 0/64] üa I 92. I 68.43. I 7, 00:0'7 : 43, Serial0/l
| 92.1 68.43.24 [ I 1 0/64] ia 192.1 68.43.25, 00:07:43, Serial0/l

192.168.41.0129 is subnetted, I subnets
I 92. I 68.4 1.0 [ 1 I 0/0] via I 92. 1 68.4 1. 1, 00:07:43, Serial0/l

o
o

o

sto_domingo#

5.8.14. CONCEPTO DE SWITCH

Es un dispositivo de red que actua como punto de concentración para la conexión de
estaciones de trabajo, servidores, ¡outers, hubs y ot¡os srÁ,itchés. Contienen una unidad
de procesamiento central (CPU), memoria de acceso aleatorio (RAM), y un sistema
operativo. Existen dos tipos: Switches de capa 2 y de capa 3.

Los Switches de capa 2 manejan una administración basada en direcciones mac,
permiten crear vlans

Los Switches de capa 3 manejan una administración basada en direcciones mac y
direcciones ip; permiten crear y comunicar vlans

5.8.15. LED SITEMAS - SWITCIIES

POST se ejecuta automáticamente para verificar que el switch funcione correctamente.

El LED del sistema indica el éxito o falla de la POST. Si el LED del sisterna está
apagado pero el switch está enchufado, entonces POST est¡í funcionando.

Si el LED del sistema está verde, entonces la POST fue exitosa.

Si el LED del sistema está ri,mbar, entonces la POST falló. La falla de la POST se
considera como un error fatal. No se puede esperar que el switch funcione de forma
confiable si la POST falla.
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o

Una vez que se conecta el cable de energía eléctrica, el switch inicia una serie de
pruebas denominadas Autocomprobación de Encendido (POST).
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Existen dos modos de usuario de switches, modo usuario y modo de usuario
privilegiado .

5.9.1.1. MODO DE USUARIO
STO DOMINGO

DEL SWITCH SW.M-

Por defecto se ingresa a un modo de'usuario', se sabe que se está en modo usuario de
configuración porque aparece el nombre del switch seguido por el prompt '>', de esta

manefa:

Switch> ) modo de usuario

En este modo no se puede configurar el swicth, y para ingtesar al modo priülegiado que
es el modo que permite conñgurar el dispositivo, se debe ingresar el comando 'enable',
de la siguiente manera:

Switch>enable ) comando enable (para habilitar el modo usuario privilegiado)

5.9.I.2. MODO DE USUARIO PRIVILEGIADO DEL SWITCH
SW-M-STO DOMINGO

Switch# ) modo de usuario privilegiado

En este modo de usuario privilegiado ya se puede comenzar a mnfigurar el switch.

5,9.2. MODO DE CONFIGURACIÓN GLOBAL DEL SWITCH
SW-M-STO DOMINGO

Para ingresar al modo de configuración global primero se debe entrar al modo de
usuario privilegiado, una vez de haber ingresado a este modo privilegiado se debe
ingresar el comando 'configure terminal' y se presiona la tecla 'enter' para entrar a1

modo de configuración global de la siguiente manera:

Switch#configure terminal ) ingreso al modo de configuración global
Switch(config)# ) modo de configuración global
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5.9.1. MODOS DE CONF''IGURACIÓN DEL SWITCH SW-M-
STO DOMINGO

Una vez que se ingresa el comando 'enable' y se presiona la tecla'enter', se enüa al
modo privilegiado, se sabe q se ha ingresado al modo privilegiado cuando el prompt '>'
cambie a '#', de la siguiente manera:
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5.9.3. CLAYES DE ACCESO DE SWITCIIES DEL SWITCH SW-
M-STO DOMINGO

Se puede controlar el acceso al switches y de esta manera proteger la configuración del
mismo de personas no capacitadas o ajenas al proceso. Se tienen a disposición varios
tipos de password que se determinan según sea el acceso.

5.93.1. CLAVES DE ACCESO DEL SWITCH SW-M-
STO DOMINGO A NIVEL DE CONSOLA

Si se quiere restringir el acceso al switches a través de la consola (console) se debe usar
la siguiente secuencia de comandos desde el modo de configuración global:

Switch(confi g)#line console 0

Una vez ingresando este comando cambiará a lo siguiente:

Switch(configJine)# ) modo de confrguración de línea

De esta fo¡ma se puede ingresar el comando 'password' seguido de la palabra clave que
en este caso es la palabra 'cisco' y se presiona la tecla 'enter':

Switch(configJine)#password cisco ) cisco es la contraseña

Luego se ingresa el comando 'login' que permite activar la contraseña para poder
acceder al router.

Switch(confi gJine)#login

5.9.3.2. CLAYES DE ACCESO DEL SWITCII SW-M-
STO DOlVtrNGO A TRAYÉS DE T]NA LÍNEA YIRTUAL

También se puede restringir el acceso a t¡avés de una línea vty (Virtual Terminal), luego
de ingresar la clave de acceso en a nivel de consola, se ingresa el comando 'exit', para
salir del modo de clave de acceso de usuario y se presiona la tecla'enter' para enhar al
modo de configuración global, de la siguiente manera:

Switch(confi g-l ine)#exit
Switch(config)#

Una en el modo de configuración global del switch, se digita el comando 'line vty 0 15'
para ingresar las claves de acceso al switch en el modo priülegiado, de la siguiente
manera:

Switch(config)#line vty 0 15 ) modo de configuración de línea

EDCOM Capítulo 5 - Página 28 ESPOL

) salir del modo de configuración de línea
) modo de configuración global



Ecuaquimica C.A.

Luego, se ingresa la línea 'password cisco', donde 'password' es una palabra reservada

para agregar 1a clave de acceso y 'cisco' es la palabra que habrá de escribir para acceder

al switch.

Switch(configJine)#password cisco ) ingreso de la palabra clave

Una vez ingresada la clave de acceso, se ingresa el comando 'login' que permitirá
activar la contraseña para poder acceder al router.

Switch(config-line)#login ) activa la contraseña

5.9.4. ASIGNACIÓN DE NOMBRE DEL SWITCH SW.M-
sTo DolvtrNGO

Para asignar un nombre al swicth se debe ingresar primero a la configuración global del
swicth mediante el comando 'configure terminal', luego ingresar el comando
'hostname'y el nombre que se asignará al swicth, en este caso el nombre es el nombre
'sw-m-sto_domingo'.

Switch#configure terminal
Switch(confi g)#hostname sto_domingo

) modo de configuración global
) nombre del switch $Lq

,"qw,De esta manera cambiará el nombre 'Switch' por el nombre 'sto_domingo' de
siguiente manera:

sw-m-sto_domingo(confi g)#
nombre del switch

5.9.5. GUARDAR LA CONFIGT]RACIÓN DEL SWITCH SW-M-
STO DOMINGO EN LA IWRAM

Se procede a guardar la configuración del sütch en la NVRAM puesto que aquí se
guarda la configuración en si del switch, y no se borra la información que esta en la
NVRAM si se reinicia el equipo de computación. Se debe salir del modo de
configuración global con el comando 'exit', luego en el se utiliza el comando 'copy
running-config startup-config' a nivel de usuario privilegiado, de esta manera:

5.9.6. CONCEPTO DE VLANS

Una VLAN es un agrupamiento lógico de estaciones y dispositivos de red. Las VLAN
se pueden agrupar por función laboral o departamento, sin importar la ubicación fisica
de los usuarios. El tr.ifico entre las VLAN está restringido.

B¡t-drfEc¡
.,Jrft',
#]
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sw-m-sto_domingo(config)#exit ) salir del modo de configuración global
sw-m-sto_domingo#copy running-config startup-config ) guarda en la NVRAM
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l,os switches y puentes enüan tráfico unicast, multicast y broadcast sólo en segmentos
de LAN que atienden a la VLAN a la que pertenece el tráfico. Los dispositivos en la
VLAN sólo se comunican con los dispositivos que están en 1a misma VLAN.

Los routers suministran conectividad entre diferentes VLAN. Las VLAN mejoran el
desernpeño general de la red agrupando a los usuarios y los recursos de forma lógica.

Las VLAN simplifican las tareas cuando es necesario hacer agregados, mudanzas y
modificaciones en una red. Las VLAN mejoran la seguridad de la red y ayudan a

controlar los broadcasts de Capa 3.

Las VLANS tienen como ventaja trasladar fácilmente las estaciones de trabajo en la
LAN, agregar fácilmente estaciones de trabajo a la LAN, cambiar facilmente la
configuración de la LAN, controlar fácilmente el háfico de red, mejorar la seguridad de
las redes.

WANS POR PROTOCOLO; Se configuran como las direcciones MAC, pero usan
una dirección lógica o IP pero ya no son comunes debido a que existe DHCP.

Se debe ingresar primero al modo de usuario priülegiado, luego se ingresa el comando
'vlan database' para poder crear las vlans,

sw-m-sto_domingo>enable ) ingreso al modo de usuario privilegiado
sw-m-sto_domingo# ) modo de usuario privilegiado
sw-m-sto_domingo# vlan database ) ingreso al modo de configuración de las vlans
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5.9.7. TIPOS DE VLANS

Existen 3 tipos de vlans, por direcciones MAC, por protocolos, por puerto.

VLANS POR DIRECCIONE§ MAC! Se implernenta en escasa frecuencia hoy en día
la administración es compleja y es necesario introducir y configurar cada dirección de
forma individual.

VLA¡IS POR PUERTO: El método de configuración es mas común, los puertos se
asignan individualmento, en grupos, en filas o en 2 o mas switches. Se implernenta a
menudo donde el protocolo de control dinrirnico (DHCP).

5.9.8. CO¡IF'IGURACIÓN DE LAS VLANS DEL SWITCH SW.M.
STO DOI\,IINGO

Para configurar las vlans primero deben crearlas, la VLANI es la vlan por defecto del
switch, esta posee todas las interfaces de conexión del switch. Se puede establece¡
conexión entre las interfaces configurando las mismas bajo el mismo segnento de red.

5.9.8.1. CREACIÓN DE LAS YLANS DEL SWITCH SW-M.
STO_DOMINGO

EDCOM
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Después de ingresar el comando 'vlan database', el switch cambia de modo de usuario
priülegiado a modo vlan.

sw-m-sto_domingo(vlan)# ) modo de configuración de vlans

Mediante el comando 'vlan' se ingresa despues el número de la vlan, que en este caso es

el número 130, seguido del número de la vlan se digita el comando 'name' que otorga
un nombre a la vlan creada:

sw-m-sto_domingo(vlan)ffu1an I 30 name facturacion
número nombre
de vlan de vlan

Se procede a crear el resto de las vlans:

sw-m-sto_domingo(v1an)#vlan I 3 1 name credito
sw-m-sto_domingo(vlan)#vlan 132 name contabilidad

5.9.8.2. BORRAR LA CONFIGI]RACIÓN DE LAS VLANS DEL
SWITCH SW-M-STO DOMINGO

El directorio flash por defecto tiene un archivo que contiene la imagen IOS, un archivo
llamado env_vars y un subdirectorio llamado html. Una vez que se configura el switch,
el directorio flash contiene un archivo con el nombre config.text así como una base de
datos de VLAN.

Para eliminar la información de WAN actual, borre el archivo de la base de datos
VLAN, denominado vlan.dat del di¡ectorio flash

Switch#delete fl ash:vlan.dat

Borre el archivo de configuración de respaldo con el nombre startup-conñg

Switch#erase startupconfi g

Reinicie el switch con el comando reload

Switchfheload

5.9.8.3. ASIGNAR PUERTOS A LAS VLAN DEL SWITCH SW-M-
STO DOMINGO

Al configurar las vlans se sabe que estas pueden tener uno o varios puertos asignados, si
se quiere asignar un puerto a la vlan se debe ingresar al modo de configuración global e
identificar la interfaz (puerto) que se va a asignar a la vlan, luego que se accede a la
interfaz se ingresa el comando 'switchport mode access' para habilitar el acceso a las
vlans, después se ingresa el comando 'switchport access vlan' seguido del núme¡o de la
vlan que se va a asignar a la interfaz.
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sw-m-sto_domingo>enable ) ingreso al modo de usuario privilegiado
sw-m-sto_domingo# ) modo de usuario privilegiado
sw-m-sto_domingo#configure terminal ) ingreso al modo de conñguración global
sw-m-sto_domingo(Config)# ) modo de configriración global
sw-m-sto_domingo(Confi g)#interface fastethemet 0/2) ingreso a la interfaz

Al ingresar al modo de configuración de interfaz, se ve que cambia el nombre del
switch a:

número
de vlan

) salir del modo de configuración de la interfaz
) modo de configuración global

sw-m-sto_domingo(confi g-if)#exit
sw-m-sto_domingo(confr g)#

sw-m-sto_domingo(config)#interface fastethernet 0/3 ) ingreso a la interfaz
sw-m-sto_domingo(config-if)#switchport mode access ) modo de acceso
sw-m-sto_domingo(config-if)#switchport access vlan 131 ) acceso a la vlan

número
de vlan

sw-m-sto_domingo(config-if)#exit ) salir del modo de configuración de la interfaz
sw-m-sto_domingo(config)# ) modo de configuración global

sw-m-sto_domingo(conñg)#interface fastethernet 0/4 ) ingreso a la interfaz
sw-m-sto_domingo(config-if)#switchport mode access ) modo de acceso
sw-m-sto_domingo(config-if)#switchport access vlan 132 ) acceso a la vlan

numero
de vlan

5.9.8.4. IP ADRESS Y DEFAULT GATEWAY DEL SWITCH SW-
M-STO DOMINGO

Se le puede otorgar al switch una dirección IP para fines de administración. Esto se
configura en la interfaz virtual, VLAN l. Por defecto, el switch no tiene di¡ección IP.

Los puertos o interfaces del switch se establecen en modo automático y todos los
puertos de switch esüin en VLAN l. VLAN I se conoce como la VLAN de
administración po¡ defecto.

sw-m-sto_domingo#configure terminal ) modo de configuración global
sw-m-sto_domingo(config)#interfacevlanl )configuracióndelavlanl
sw-m-sto_domingo(config-if)#ip address 192.1ó8 .41.2 255.255.255.248) dirección ip

de la vlan 1
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sw-m-sto_domingo(config-if)#switchport mode access ) modo de acceso

sw-m-sto_domingo(config-if)#switchport access vlan 130 ) acceso a la vlan
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sw-m-sto_domingo(confi g)#ip default-gateway I 92. t 68.4 1. I + dirección ip del router
sto_domingo vlanl

5.9.9. SHOW \'LAN DEL SWITCH SW-M-STO DOMINGO

Este comando muestra información sobre las vlans creadas como el número de la vlan,
el nombre, estado, interfaz (puerto).

sw-m-sto_domingo#sh vlan

VLAN Name Status Ports

I default active Fa0/1, Fa0/5, Fa0/6, Fa0/7
Fa0/8, Fa0/9, Fa0/10, Fa0/11
FaOl12

1: número de vlan
default: vlan por defecto
active: estado de la vlan

Fa0/1: puertos en los que estáLn

configuradas las vlans

10 facturacion active Fa0/2
I : nÍrmero de vlan

sistemas: nombre de la vlan
active: estado de la vlan

Fa0/2: interfaz (puertos) en las que esLín
configuradas las vlans

1l credito active Fa0/3

l2 contabilidad
1002 fddi-default
I 003 token-ring-default
1004 fddinet-default
I 005 tmet-default

Fa0/4

VLAN Type SAID MTU Parent RingNo BridgeNo Stp BrdgMode Trans I Trans2

active
active
active
active
active

1

r30
l3l
132
1002
1003
1004
1005

enet
enet
enet
enet
fddi
tr

ftlnet
trnet

100001
100010
10001I
100012
101002
101003
101004
101005

1500
1500
1500
1500
1500
1500
1500
1500

0
0
0
0
0

0
0
0

0
0
0
0
0
0
0

0

sw-m-sto_domingo#
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5.10. CONFIGURACIÓN
(SUCURSAL)

DEL ROUTER BABAIIOYO

5.10.1. ENTORNO DE HYPER TERMINAL CARGA¡IDO EL
SISTEMA OPERA,TIVO (IOS) DEL ROUTERBABAIIOYO

Al hacer la conexión y espe¡ar que termine cargar el router, se presiona la tecla'enter'
para comenzar a configurarlo (en la ventana del Hyper Terminal aparece el mensaje

'Press RETURN to get started.', esto significa que ha terminado de cargar el router y
que se puede comerzar a configurarlo).

5.10.2. MODOS DE CONFIGT]RACION DEL ROUTER
BABAHOYO

Para configurar los routers u obtener información de su estado, debe acceder a la
interfaz de usuario en el router con una Terminal (consola) o acceder al muter de forma
rernota (TELNET o modern). Al acceder al router, debe conectarse a al router antes de
introducir cualquier otro comando. Por razones de seguridad el router tiene dos niveles
de acceso a los comandos:

5.10.2.1. MODO DE USUARIO DEL ROUTER BABAHOYO

Después de presionar la tecla 'enter' para comenzar a configrrar el router, por defecto
se ingresa a un modo de 'usuario', se sabe que se esta en modo usuario de configuración
porque ap¿rece el nombre del router seguido por el prompt'>', de esta manera:

) modo de usuario

En este modo no se puede configurar el router, y para ingresar al modo privilegiado que
es el modo que permite configurar el dispositivo, se debe ingresar el comando 'enable',
de la siguiente manera:

Router>enable ) comando enable (para habilitar el modo usuario privilegiado)

5.10.2.2. MODO DE USUARIO PRIVILEGIADO DEL ROUTER
BABAHOYO

Una vez que se ingresa el comando 'enable' y se presiona la tecla 'enter', se entra al
modo privilegiado, se sabe que se accede al modo privilegiado cuando el prompt'>'
cambie a '#', de la siguiente manera:

Router# ) modo de usuario privilegiado

En este modo de usuario privilegiado ya se puede comenzar a configurar el router.
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5.10.3. BORRAR LA CONFIGURACIÓN ACTUAL DEL ROUTER
BABAHOYO

Se borra la configuración del router en el caso que se quiera reiniciar un router ya

configurado y se necesite hacer una configuración nueva del mismo router. Para borrar
la configuración completamente se utiliza el comando:

Router#erase startup-confi g

o

Router#write erase

Al ingresar cualquiera de los dos comandos se envía el siguiente mensaje:

Erasing the nvram filesystem will remove all files! Continue? [confirm]

Que es una confirmación para borrar la configuración actual del router, si se presiona la
tecla'enter' sin agregar la letra'n', entonces se borra 1a configuración del router, de lo
contrario se anulará el proceso de borr¿r la configwación. Es recomendable configurar
el router desde cero (sin configuraciones previas).

En caso de presionar la tecla 'enter', el mensaje:

IOKI ) aceptar
Erase of nwam: complete ) NVRAM bonada

Router# ) modo de usuario privilegiado

Y luego para reiniciar el router el comando 'reload'

Router#reload

Este comando '¡eload'muestra información de router como: versión, memoria, número
interfaces seriales, número interfaces ethemet.

Simulated Bootstrap, Version 5.0, RELEASE SOFTWARE
Copyright (c) 1998-2003 by Boson Systems, Inc,

C4500 Simulated processor with 20480 Kb).tes of main memory

Self decompressing the image : #####################################
toKl

Boson Operating Simulation System
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BOSS (tm) 4500 Simulator (C4500-enterprise), Version 5.0, RELEASE
SOFTWARE
Copyright (c) 1998-2003 by Boson Software
Simulated Image

Boson 4500 @OSS) emulator (revision 5.0) with 20480I1512K simulated memory.

BOSS, Version 5.0
3 EthernelIEEE 802,3 interface(s) ) número de intefaces ethernet
2 Serial network interface(s) ) número de intefaces seriales
7K bytes of simulated non-vol¡tile configuration memory. ) NVRAM
8192K bytes of simulated processor flash (Read/Write)
El router se reiniciará en modo "sefup", porque no encontrará el archivo de
configuración y me ubicará en el modo de usuario.

5.10.4. MODO DE CONFIGT]RACIÓN GLOBAL DEL ROUTER
BABAHOYO

Para ingresar al modo de configuración global primero se debe entrar al modo de
usuario privilegiado, una vez de acceder a este modo priülegiado se debe ingresar el
comando 'configure terminal' y se presiona la tecla 'enter' para entrar al modo de
configuración global de la siguiente manera:

Router#confi gure terminal

Al ingresar el comando 'configure terminal' se mostrará el siguiente mensaje:

Configuring from terminal, memory, or network [terminall?
Enter configuration commands, oue per line. End with CNTLIZ.

Esto significa que se está en el modo de configuración global, 'Configuring from
terminal, memory, or network [terminal]?', que se puede ingresar los comandos para la
configuración del router'Enter configuration commands, one per line.', se sale al
presionar la teclas de 'control'+ 'Z'.

Una vez ingresado el comando 'configure terminal' se encontrá el nombre del router de
esta manera:

Router(config)# ) modo de configuración global

Esto indica que se está dentro del modo configuración de global.
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Se puede controlar el acceso al router y de esta manera proteger la configuración del
mismo de personas no capacitadas o ajenas al proceso, Se tienen a disposición varios
tipos de password que se determinan según sea el acceso.

5.10.5.1. CLAVES DE ACCESO DEL ROUTER BABAHOYO A
NIVEL DE CONSOLA

Si se quiere restringir el acceso al router a través de la consola (console) se debe usar la
siguiente secuencia de comandos desde el modo de configuración global:

Route(confi g)#line console 0
Una vez ingresando este comando cambia¡á a lo siguiente:

Router(config-line)#

De esta forma se puede ingresar el comando 'password' seguido de la palabra clave que
en este caso es la palabra 'cisco' y se presiona la tecla 'enter':

Router(configJine)#password cisco ) cisco es la contraseña

Luego se ingresa el comando 'login' que permite activar la confaseña para poder
acceder al router.

Router(config-line)#login

5.10.5.2. CLAVES DE ACCESO DE ROUTERS A TRAVÉS DE T]NA
LÍNEA YIRTUAL

También se puede restringir el acceso a través de una línea vty (Virtual Terminal) si se
pretende entrar a la información del router por el puerto auxiliar bien sea local o
ranotamente (Telnet).

Luego de ingresar la clave de acceso en a nivel de consola, se ingresa el comando 'exit',
para salir del modo de clave de acceso de usuario y se presiona la tecla 'enter' para
entrar al modo de configuración global, de la siguiente manera:

Router(confi gJine)#exit
Router(config)#

) salir del modo de configuración de línea
) modo de configuración global

Una entrando al modo de configuración global del router, se digita el comando'line \ty
0 4'para ingresar las claves de acceso al router en el modo priülegiado, de la siguiente
manera:

Router(config)#line vty 0 4 ) modo de configuración de línea
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Luego, se digita la línea'password cisco', donde 'password' es una palabra reservada
para agregar la clave de acceso y 'cisco' es la palabra que habrá de escribir para acceder

al router.

Router(config-line)#password cisco ) ingreso de Ia palabra clave

Una vez ingresada la clave de acceso, se ingresa el comando 'login' que permite activar
la contraseña para poder acceder al router.

Router(config-line)#login ) activa la cont¡aseña

Nota: Para salir de cualquier modo de configuración se utiliza el comando 'exit', de la
siguiente manera:

Router(configJine)#exit ) salir del modo de configuración de línea

5.10.6. ASIGNACIÓN DE NOMBRE DEL ROUTERBABAHOYO

Para asigrar un nombre al router, se debe ingresar primero a la configuración global del
router mediante el comando 'configure terminal', luego ingresar el comando 'hostname'
y el nombre que se asignará al router, en este caso el nombre es el nomb¡e 'babahoyo'.

Route#configure terminal ) modo de configuración global
Router(config)#hostname babahoyo ) nombre del router

De esta manera cambiará el nombre 'Router'por el nornbre 'babahoyo' de la siguiente
manera:

babahoyo(config)#

5.10.7. GUARDAR LA CONFIGURACIÓN DEL ROUTER
BABAHOYO EN LA IYYRAM

Se procede a guardar la configuración del router en la NVRAM puesto que aqui se
guarda la configuración en si del router, y no se borra la información que esta en la
NVRAM si se reinicia el equipo de computación. Se debe salir del modo de
configuración global con el comando 'exit', luego en se utiliza el comando'copy
running-config startup-config' a nivel de usuario privilegiado, de esta manera:

babahoyo(config)#exit ) salir del modo de configuración global
babahoyo #copy running-config startup-config ) guarda en la NVRAM

Al presiona la tecla 'enter', muestra el siguiente mensaje:

Destination filename [startup-config]? ) archivo destino guardar en la NVRAM
Building configuration ) proceso de crear la configuración
tOKl ) proceso ñnalizado

Significa que la configuración actual, la que se ha hecho hasta el momento, ha sido
guardada en la N\¡RAM del router.

#É
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5.10.8. CONFIGURACIÓN DE INTERFACES DEL ROUTER
BABAHOYO

Se debe tener en cue[ta de que tipo de interfaz serial es, puesto que existen dos tipos:
las DCE y las DTE.

DEL ROUTER BABAHOYO

El cable serial DCE es de tipo hembra (un extremo con pines y otro sin pines).
Equipo de comunicación de Datos. En Redes o teleproceso, componentes que

únicamente dejan pasar o reexpiden información. El DCE es el que mantiene y termina
una conexión, y realiza las conversiones para comunicarse.

Luego que se ubica en la configuración global del router, se ingresa a la interfaz que se

va a conñgurar (el número de interfaces seriales que posea un router depende del
modelo que sea), en este caso se utilizara la intqfaz serial '0' como DCE, mediante el
comando 'interface serial 0':

Primero se ingresa a la configuración global del router:

Después de acceder a la interfaz, se fijará la velocidad de sincronización con el
comando 'clock rate 56000', donde 56000 es la velocidad de sincronización estiindar:

babahoyo(conñg-if)#clock rate 5ó000 ) velocidad de sincronización a 56000

Este comando de velocidad de sincronización solo es para las interfaces DCE

Se agrega después la dirección ip y la máscara de subred de la interfaz con el comando
'ip address' de la sigrriente manera:

babahoyo(config-if)#ip address 192.168.16.1 255.255.255.252 + dirección ip y
máscara respectiva

Luego de digitar la dirección ip y la respectiva máscara, se ingtesa el comando 'no
shutdown', para activar la interfaz

babahoyo(confi g-if)#no shutdown
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5.10.8.I. CONFIGURACIÓN DE INTERFACES SERIALES DEL
ROUTERBABAIIOYO

5.10.8.2. CONFIGURACTÓN DE LA INTERFAZ SERTAL 0 (DCE)

babahoyo#configure terminal ) modo de configuración global
babahoyo(config)#interface serial 0 ) configuración de la interfaz serial 0

(Solo las interfaces seriales llevan una máscara de subred, d,e 255.255.255 .252)
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5.10.8.3. CONFTGURACTÓN DE LA INTERFAZ SERTAL 2 (DCE)
DEL ROUTERBABAHOYO

Se sale de la interfaz serial '0' con el comando 'exit' para ingresar al modo de
configuración global, luego que se accede en la configuración global del router, se

ingresa a la interfaz que se va a configurar, en este caso se utilizará la interfaz serial '2',
mediante el comando 'interface serial 2':

) salir de la interfaz serial 0

Luego se ingresa a la configuración global del routet:

babahoyo#configure terminal ) modo de configuración global
babahoyo(config)#interface serial 2 ) configuración de la interfaz serial 2

Después de acceder a la interfaz, se fija la vetocidad de sincronización con el comando
'clock rate 56000', donde 56000 es la velocidad de sincronización estándar:

babahoyo(config-if)#clock rate 56000 ) velocidad de sincronización a 56000

Este comando de velocidad de sincronización solo es para las interlaces DCE

Se agrega después la dirección ip y la máscara de subred de la interfaz con el comando
'ip address' de la siguiente manera:

babahoyo(config-if)#ip address 192.168.14.25 255.255.255.252 ) dirección ip y
máscara respectiva

(Solo las interfaces seriales llevan una máscara de sub¡ed de 255.255.255.252)

Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

babahoyo(confi g-if)#no shutdown

5.10.8.4. CONFTGURACTÓN DE LA INTERFAZ SERTAL 3 (DTE)

Se sale de la interfaz serial '1' con el comando 'exit' para ingresar a1 modo de
configuración global, luego que se accede a la configuración global del router, se
ingresa a la interfaz que se va a configurar, en este caso se utiliza la interfaz serial '3',
mediante el comando 'interface serial 3':

babahoyo(config-if)#exit ) salirde la interfaz serial I

Al presionar la tecla'enter', se ubicará en el en el modo de configuración global del
router.

babahoyo(config)#interface serial 3 ) ingresar a la interfaz serial 3
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babahoyo(confi g-if)#exit

DEL ROUTERBABAHOYO
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Se agrega después la dirección ip y la máscara de subred de la interfaz con el comando
'ip address' de la sigrriente manera:

babahoyo(config-if)#ip address 192.168.16.186 255.255.255.252 ) dirección ip y
máscara respectiva

(Solo las interfaces se¡iales llevan una máscara de sub¡ed de 255.255.255.252)

Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

babahoyo(confi g-if)#no shutdown

5.10.8.5. CONFIGURACIÓN DE SUBINTERFAZ ETHERNET 0.1
DEL ROUTERBABAHOYO

Se sale de la interfaz serial '1' con el comando 'exit' para ingresar al modo de
configuración global, luego se digita el comando 'interface ethemet 1/0':

babahoyo(conñg-if)#exit ) salir de la interfaz serial I
babahoyo(config)#interface ethemet l/0 ) ingresar a la interfaz ethemet 1/0

Se ingresa el comando 'interface etherlet 0.1'para crear la subinterfaz virn¡al '0.1' de
la siguiente manera:

babahoyo(config-if)#interface ethemet 0.1 ) ingresar a la subinterfaz ethemet 0.1

En la subinterfaz ürtual '0.1' se crea mediante el protocolo de comunicación entre
vlans, el protocolo 'dotlq', el acceso a la 'vlanl' que es la vlan por default que
administra el switch.

babahoyo(config-subif)#encapsulation dotlq I ) permite la comwricación entre vlans

Se usa en la subinterfaz el comando 'encapsulation dotlq'pma habilitar la encapsulasión
de tráfico IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estándar para interconectar múltiples switches y routers, y para definir topologías de
VLANS

Se digita después una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

babahoyo(config-subif)#ip address 192.168.31.1 255.255.255.248) dirección ip y
máscara respectiva
de la vlan
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Se accede a la 'interface ethemet 1/0' puesto que dentro de esta interfaz se creará las
subinterfaces virtuales que administraran el acceso a las vlans



Manual de Asua¡io Ecuaquimica C,A.

Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

babahoyo(confi g-subif)#no shutdown

5.10.8.6. CONFIGURACIÓN DE SI]BINTERFAZ ETHERNET 0.2
DEL ROUTER BABAHOYO

Se ingresa el comando 'exit' para salir de la subinterfaz 0.1, al salir de la subinterfaz
0.1 se ubica en el modo de configuración global, después se ingresa a la interfaz
ethemet 0, aquí se digita el comando 'interface ethemet 0.2' para configurar la v'lan 70
'facturacion' (en este caso).

babahoyo(config-subif)#exit ) salir de la srüinterfaz ethernet 0.1

babahoyo(config)# ) al salir se ubica en el modo de configuración global
babahoyo(config)#interface ethernet l/0 ) ingresar a la interfaz ethemet 1/0
babahoyo(config-if)#interface ethernet 0.2 ) ingresar a la subinterfaz 0.2
babahoyo(config-subif)#encapsulation dotlq 70 ) permite la comunicación enhe

vla¡s

Se usa en la subinterfaz el comando 'encapsulation dotlq'para habilitar la encapsulasión
de tráñco IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estandar para interconectar múltiples switches y route§, y para definir topologías de
VLANS

Se agrega después una dirección ip y la máscara de sub¡ed de la subinterfaz con el
comando 'ip address' de la siguiente manera:

babahoyo(config-subif¡#ip adtl¡ess 192.168.33.9 255.255.255.248) dirección ip y
miáscara respectiva
de la vlan

babahoyo(confi g-subif)#no shutdown

5.10.8.7. CONFIGURACIÓN DE SUBINTERFAZ ETHERNET 0.3
DEL ROUTERBABAHOYO

Se ingresa el comando 'exit' para salir de la subinterfaz 0.2, al salir de la subinterfaz
0.2 se ubica en el modo de configuración global, después se ingresa a la interfaz
ethemet 0, aquí se digita el comando 'interface ethernet 0.3' para configurar la vlan 7l
'credito' (en este caso).

babahoyo(config-subif)#exit ) salir de la subinterfaz ethemet 0.2
babahoyo(config)# ) al salir se ubica en el modo de configuración global
babahoyo(config)#interface ethernet 1/0 ) ingresar a la interfaz ethemet l/0
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Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz
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babahoyo(config-if)#interface ethemet 0.3 ) ingresar a la subinterfaz 0.3

babahoyo(config-subif)#encapsulation dotlq 71 ) permite la comunicación entre
vlans

Se usa en la subinterfaz el comando 'encapsulation dotlq'para habilitar la encapsulasión
de tráfico IEEE 802.1 Q sobre una subinterfaz especifica IEEE 802.1 Q es un protocolo
estríndar para interconectar múltiples switches y routers, y para definir topologías de
VLANS

Se digita despues una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

babahoyo(config-subif)#ip address 192.168.31.1'1 255.255.255.248) dirección ip y
máscara respectiva
de la vlan

Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

babahoyo(config-subil)#no shutdown

5.T0.8.8. CONFIGURACIÓN DE SI]BINTERFAZ ETHERNET 0.4
DEL ROUTER BABAHOYO

Se ingresa el comando 'exit' para salir de la subinterfaz 0.3, al salir de la subinterfaz
0.3 se ubica en el modo de configuración global, después se ingresa a la interfaz
ethemet 0, aquí se digita el comando 'interface ethemet 0.4' para configurar 1a vlan 72
'contabilidad' (en este caso).

babahoyo(config-subif)#exit ) salir de la subinterfaz ethemet 0.3
babahoyo(config)# ) al salir se ubica en el modo de configuración global
babahoyo(config)#interface ethernet 1/0 ) ingresar a la interfaz ethernet 1/0
babahoyo(config-if)#interface ethemet 0.4 ) ingresar a la subinterfaz 0.4
babahoyo(config-subif)#encapsulation dotlq 72 ) permite la comunicación entre

vlans

Se usa en la subinterfaz el comando 'encapsulation dotlq'pma habilitar la encapsulasión
de tráfico IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estándar para interconectar múltiples switches y routers, y para definir topologías de
VLANS

Se digita después una dirección ip y la máscara de subred de 1a subinterfaz con el
comando 'ip address' de la siguiente manera:

babahoyo(config-subif)#ip address 192.168.31.25 255.255.255.248) dirección ip y
máscara respectiva
de la vlan

Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

EDCOM Capítulo 5 - Pdgina 43 ESPOL



Manual de Usuarto Ecuaquimica C.A.

DE

Los routers usan protocolos de enrutamiento para intercambiar tablas de enrutamiento y
compartir información sobre éstas. Dentro de una red, el protocolo mrás común que se

usa para transferir la información de enrutamiento entre routers ubicados en la misma
red

5.10.9.1. CONFIGURACIÓN DE PROTOCOLO RIP VERSION 2
DEL ROUTER BABAHOYO

babahoyo#configure terminal ) modo de configuración global
babahoyo(config)#router rip ) configuración del router rip versión 1

Se vé que cambia el nombre del router a:

bab aho yo(confi g-router)# ) configuración del router rip versión 1

Luego se ingresa el comando 'version 2' para acceder a la versión 2 del router rip.

babahoyo(config-router)#version 2 ) rip versión 2

Después mediante el comando 'network' se especifica el 'segmento de red' con que
trabaja el router.

babahoyo(confi g-router)#network I 92. I 68. 1 4.0
babahoyo(config-router)#network 192.168.15.0
babahoyo(confi g-router)#network 1 92. I 68. I 6.0
babahoyo(config-router)#network 192. 168.3 1.0

) red de router
) red de router
) red de router
) red de router

5.10.10. IMPLEMENTACIÓN DE LISTAS DE ACCESO DEL
ROUTERBABAHOYO

5.10.10.1.BLOQUEO DEL PROTOCOLO TELNET DEL ROUTER
BABAHOYO

Se debe ingresar a la configuración global del router.

babahoyo(config)# ) modo de configuración global

Luego se ingresa la siguiente linea:
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babahoyo(confi g-subif)#no shutdown

5.10.9. CONFIGURACIÓN DE PROTOCOLOS
ENRUTAMIENTO DEL ROUTER BABAIIOYO

Se debe accesar a la configuración global del router, luego ingresar el comando 'router
rip' para configurar el router como 'RIP version l', luego se accede a la version 2 del
router rip con el comando 'version 2'
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La palabra 'host' reernplaza la wildca¡d.

También hay que especificar el puerto por el que entra o sale la para habilitar la
restricción o permiso para accesar a la red destino.

babahoyo(config)#interface serial 0/0 ) interfaz ethemet 0

El comando 'ip access-group' habilita la lista de acceso, ' 106' es el mismo número de la
lista de acceso creada anteriormente, y se especifica is es de de entrada o salida (in/out)

babahoyo(config-if)#ip access-group 106 in) habilita la lista de acceso de entrada

5.10.11. COMANDO SHOW Rt]N DEL ROUTER BABAHOYO

Este comando se lo ejecuta a nivel del modo de usuario privilegiado. Este comando
muestra información sobre la configuración del router, tales como: nombre del router,
dirección ip y máscara de subred de las interfaces, subinterfaces, protocolos utilizados,
listas de acceso.

babahoyo#sh run
Building configuration...

!

Version 12.I
service timestamps debug uptime
service timestamps log uptime
no service password-encryption

hostname babahoyo ) nombre del router

p subnet-zero

tnterface SerialO/O ) interfaz serial
ip address 192. I 68.16. t 255.255.255.252 ) dirección ip de la interfaz
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babahoyo(config)#accessJist 106 deny ip host 192.168.16.0 host 192.168.16.2
número-access-list ip-origen ip-destino
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no ip directed-broadcast
clock rate 56000 ) reloj de sincronización
bandwidth 1544 ) anchodebanda
ip access-group 106 in
!

interface Serial0/l
no ip address
no ip directed-broadcast
bandwidth 15,14

!

interface Serial0/2 ) interfaz serial
ip address 192.168.14.25 255.255.255.252 ) di¡ección ip de la interfaz
no ip directed-broadcast
clock rate 56000 ) reloj de sincronización
bandwidth 1544 ) ancho de banda
!

interface SerialO/3
ip address 192. I 68. 16. I 86 255.255.255.252
no ip directed-broadcast
bandwidth 1544
!

interface Ethemetl/O ) interfaz ethemet
no ip address
no ip directed-broadcast
bandwidth 10000
!

interfaceEthemetl/0.l )subinterfazethernet
encapsulation dotlq 1 ) protocolo de encapsulasión dotl q, vlan 1 (vlan por default)
ip address 192.168.31.1 255.255,255.248 ) dirección ip de la interfaz

!

interface Ethemetl /0.2
encapsulation dotlq 70 ) protocolo de encapsulasión dotl q, vlan l0
ip address 192. I 68.3 1.9 255.255.255.248

!

interface Ethernet I /0.3
encapsulation dotlq 7l ) protocolo de encapsulasión dotl q, vlan 11

ip address 192. 168.3 l. I 7 255.255.255.248
!

interface Ethemetl /0.4
encapsulation dot1q72 ) protocolo de encapsulasión dotl q, vlan 12

ip address I 92. I 68.3 1.25 255.255.255.248
!

interface Ethernetlll ) interfaz ethemet
no ip addrass ) sin dirección ip de la interfaz
no ip directed-broadcast
bandwidth 10000
shutdown ) interfaz deshabilitada de la interfaz

!

interfaceFastEthernet2/0 )interfazfastethernet
no ip address
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rou

no ip directed-broadcast
bandwidth 100000
shutdown ) interfaz dirección ip deshabilitada de la interfaz

ter np ) protocolo dc enrutamiento

version 2
network 192.168.16.0
network 192.168,15.0
network 192.168.14.0 ) red bajo protocolo RIP
network 192.168.31.0

!

ip classless
no ip http server ) sin servidor http

access-list 106 deny ip host 192.168.16.0 host 192.168.16.2
-lista de acceso-

line con 0 ) línea de consola
login
transport input none
password cisco ) clave de acceso de la línea de consola
line aux 0
line vty 0 4 ) línea de terminal virtual
login
password cisco ) clave de acceso de la línea de terminal virtual
!

no scheduler allocate
end

babahoyo#

Este comando se lo se 1o ejecuta a nivel del modo de usuario privilegiado, permite
most¡a¡ información sobre los diferentes tipos de conexiones de acuerdo al protocolo
configurado en el router, redes, número de subredes, distancia y costo de la red por
defecto.

conexión directa
conexión mediante protocolo RIP
conexión mediante protocolo OSPF

babahoyo#sh ip route
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5.10.12. COMANDO SHOW IP ROUTE DEL ROUTER
BABAHOYO

C:
R:
o:

Muestra los segmentos de red con la inicial del protocolo que se le ha sido configurado.
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Codes: C - connected, S - static, I - IGRP, R - RIP, M - mobile, B - BGP
D - EIGRP, EX - EIGRP external, O - OSPF, IA - OSPF inter area

El - OSPF external type l, E2 - OSPF extemal b?e 2, E - EGP
i - IS-IS, Ll - IS-IS level-l,A - IS-IS level-2, * - candidate default
U - per-user static route

Gateway oflast resort is not set

192.168.16.0/30 is subnetted, 5 subnets
192.168.14.16/30: segmento de red/máscara de subred

is subneted.S subnets: dividido a 6 subredes
C 192.168.16.0 is directly connected, Serial0/O

C: conexión directa
192.168.16.0: subsegmento de red

SerialO/0: interfaz de salida
C 192.168.16. 12 is directly connected, Serial0/l
C 192.168.16.184 is directly connected, Serial0/3
R 192.168.16.8 [20/l]via 192.168.16.13,00:03:16,SerialO/1

R: conexión RIP versión 2
192.168.14.24:. subsegmento de red

120: distancia por defecto
2: costo del enlace

Serial0/3: interfaz de salida
R 192.168.1 6.4 [ 120/l ] üa 192.168.16.2, 00:08: I 3, Serial0/O

192.168.14.0/30 is subnetted, 6 subnets
C 192.168.14.24 is directly cornected, SerialO/2
R 192.168.14.0 [20ll] üa 192.168.14.26, 00:08: 14, Serial0/2
R 192.168.14.16 [ 120/1 ] üa 192.168.1 4.26, 00:06.'22,Seria10/2
R 192.168.14.12 [ 120/10] ia 192.168.14.26, 00:09:3 I, Serial0/2
R 192.168.14.4 [20110] via 192.168.14.2ó, 00:07:I5, SerialO/2
R 192.168.14.20 [2011] üa 1 92. 168. 16. 185, 00:01 : 1 9, Serial0/3

192.168.15.0/30 is subnetted, 4 subnets
R 192.168.15.0 [20/l] üa 192.168.16.185, 00:08:31,Seria10/3
R 192.168.15.12[2011] via 192.168.16.185, 00:02:30, Serial0/3
R 192. I 68. I 5.4 l120l2l via 192. 168. I6. I 85, 00:04:36, Serial0/3
R 192. 168. 1 s .8 U20/21 üa 192.168. 16.1 85, 00:09:44, Serial0/3

192.168.43.0129 is subnetted, 3 subnets
R 192. I 68.43.8 [1 20/10] ia 192.168.14.26, 00:02.'26,Serial0/2
R 192. 168.43. l6 [ 120/10] via 192.168.14.26, 00:08:29, Serial0/2
R 192. 168.43.24 Í1201 l0l via 192.168.14.26, 00:03:39, Serial0/2

192.168.44.0/29 is subnetted, 3 subnets
R 192. I 68.44.8 [1 20110] vta 192.168.14.26, 00:09: 16, Serial0/2
R 192.168.44.16 [ 120/10] via 192.168.14.26, 00:06:2 l, Serial0/2
R 192.168.44.24 [l20i10] via 192.168.14.26, 00:04:41, SerialOi2

192.168.41.010 is variably subnetted, 8 subnets
R 192.t68.41.0/29 [ 120/10] via 192.168.14.26, 00:02:41,Serial0/2
R 1 92. I 68.4 1.32128 flz0l l0l via 192.1 68.1 4.26, O0:02:22,Serial0/2
R 192.168.41.48128 [120/10] vta 192.168.14.26, 00:09:30, Serial0/2
R 192. 168.4 1.64129 |20/l0l va 192.168.14.26, 00:09:39, Serial0/2
R 192.168.41.72/29 [20/10] via 192.168.14.26, 00:07:43, Serial0/2
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R
R
R

R
R
R

\92.1 68.41.80 129 [ I 20l 1 0] ia I 92.1 68.1 4.26, 00:0 I : I 4, SerialO/2
192.168.41.88129 [ 2011 0] via 192.168.14.26, 00:02.'26,Serial0/2
192.168.41.96129 fl20/ l0l via 192.168.14.26, 00:05:38, Serial0/2

192.168.22.0129 is subnetted, 3 subnets
192.168.22.72 [ I 20ll 0] üa I 92. I 68. 1 6. I 3, 00:06: I 2, SerialO/l
192.168.22.80 [ 1 20ll 0] via I 92. I 68. I 6. I 3, 00:09: 1 9, Serial0/l
192. 1 68.22.88 [ I 2011 0] via 1 92. I 68. 1 6. 1 3, 0O :04 :21, SerialO/l

babahovo#

5.11. CONFIGURACIÓN DEL SWITCH SW-M-BABAHOYO

5.11.1. MODOS DE CONFIGURACIÓN DEL SWITCH
BABAHOYO

&¡¡,e'csr+
\üÉrE Jc
qlp¡r,-

sw-M-

Existen dos modos de usuario de switches, modo usuario y modo de usuario
priülegiado.

5.1I.1.1. MODO DE USUARIO DEL SWITCTI SW.M-BABAHOYO

Switch> ) modo de usuario

En este modo no se puede configurar el swicth, y para ingresar al modo privilegiado que
es el modo que permite configurar el dispositivo, se debe ingresar el comando 'enable',
de la siguiente manera:

Switch>enable ) comando enable (para habilitar el modo usuario privilegiado)

5.II.I.2. MODO DE USUARIO PRIVILEGIADO DEL SWITCH
SW.M-BABAHOYO

Una vez que se ingresa el comando 'enable' y se presiona la tecla'urter', se entra al
modo privilegiado, se sabe que se ingresa al modo privilegiado cuando el prompt '>'
cambie a '#', de la siguiente manera:

Switch# ) modo de usuario privilegiado
En este modo de usuario privilegiado ya se puede comenzar a configurar el switch

EDCOM ESPOL

Por defecto se ingresa a un modo de 'usuario', se sabe que se está en modo usuario de
configuración porque aparece el nombre del switch seguido por el prompt '>', de esta

manera:
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5.1I.2. MODO DE CONFIGURACIÓN GLOBAL DEL SWITCH
SW-M-BABAIIOYO

Para ingresar al modo de configuración global primero se debe entrar al modo de
usuario priülegiado, una vez de haber ingresado a este modo priülegiado se debe
ingresar el comando 'configure terminal' y se presiona la tecla'enter' para entrar al
modo de configuración global de la siguiante manera:

Switch#confi gure terminal
Switch(config)#

) ingreso al modo de configuración global
) modo de configuración global

5.11.3. CLAVES DE ACCESO DEL SWITCH SW-M.BABAIIOYO

Se puede controlar el acceso al switches y de esta manera proteger la configuración del
mismo de personas no capacitadas o ajenas al proceso. Se tienen a disposición varios
tipos de password que se determinan según sea el acceso.

5.11.3.1. CLAVES DE ACCESO DEL SWITCH SW-M-BABAHOYO
A NIVEL DE CONSOLA

Si se quiere restringir el acceso al switches a través de la consola (console) se debe usar
la siguiente secuencia de comandos desde el modo de configuración global:

Switch(confi g)#line console 0

Una vez que se ingresa este comando cambiará a lo siguiente:

Switch(config-line)# ) modo de configuración de línea

De esta forma se puede ingesar el comando 'password' seguido de la palabra clave que
en este caso es la palabra 'cisco' y se presiona la tecla 'enter':

Switch(configJine)#password cisco ) cisco es la contraseña

Luego se ingresa el comando 'login' que permite activar la contraseña para poder
acceder al router.

Switch(confi g-line)#login

5.11.3.2. CLAYES DE ACCESO DEL SWITCH SW.M.BABAIIOYO
A TRAVÉS DE T]NA T.,ÍNT¡, VIRTUAL
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También se puede restringir el acceso a través de una línea vty (Virtual Terminal), luego
de ingresar la clave de acceso en a nivel de consola, se ingresa el comando 'exit', para
salir del modo de clave de acceso de usuario y se presiona la tecla'enter' para entrar al
modo de configuración global, de la siguiente manera:
Switch(configJine)#exit ) salir del modo de configuración de línea
Switch(config)# ) modo de conñguración global
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Switch(config)#line vty 0 15 I modo de configuración de línea

Luego, se ingresa la línea 'password cisco', donde 'password' es una palabra reservada
para agregar 1a clave de acceso y 'cisco' es la palabra que habrá de escribir para acceder

al switch.

Switch(configJine)#password cisco ) ingreso de la palabra clave

Una vez ingresada la clave de acceso, se digita el comando 'login' que permite activar
la contraseña para poder acceder al router.

Switch(configJine)#login ) activa la contraseña

5.1I.4. ASIGNACIÓN DE NOMBRE DEL SWITCH SW-M-
BABAHOYO

Para asigrar un nombre al swicth, se debe ingresar primero a la configuración global del
swicth mediante el comando 'configure terminal', luego digitar el comando 'hostname'
y el nombre que se asignará al swicth, en este caso el nombre es el nombre'sw-m-
babahoyo'.

Switch#confi gure terminal
Switch(conhg)#hostname babahoyo

) modo de configuración global
) nombre del switch

De esta manera cambiará el nombre 'Switch' por el nombre 'babahoyo' de la siguiente
manera:

sw-m-babahoyo(confi g)#
nornbre del switch

5.1I.5. GUARDAR LA CONFIGURACIÓN DEL SWITCH SW-M-
BABAHOYO EN LA NVRAM

Se procede a guardar la configuración del switch en la NVRAM puesto que aqui se
guarda la configuración en si del switch, y no se borra la información que esta en la
NVRAM si se reinicia el equipo de computación. Se debe salir del modo de
configuración global con el comando 'exit', luego en él se utiliza el comando 'copy
running-config stafup-config' a nivel de usuario priülegiado, de esta manera:
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Una entrando al modo de configuración global del switch, se ingresa el comando 'line
vty 0 15'para ingresar las claves de acceso al switch en el modo privilegiado, de la
siguiente manera:

sw-m-babahoyo(config)#exit ) salir del modo de configuración giobal
sw-m-babahoyo#copy running-config startup-config ) guarda en la NVRAM
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Para configurar las vlans primero se debe crearlas, la VLAN1 es la vlan por defecto del
switch, esta posee todas las interfaces de conexión del switch. Se puede establecer

conexión entre las interfaces configurando las mismas bajo el mismo segmento de red.

5.11.6.1. CREACIÓN DE LAS VLANS DEL SWITCH SW-M-
BABAHOYO

Se debe ingresar primero al modo de usuario priülegiado, luego se ingresa el comando
'vlan database' para poder crear las vlans,

sw-m-babahoyo>enable
sw-m- babahoyo#
sw-m- babahoyo# vlan database

) ingreso al modo de usuario privilegiado
) modo de usuario privilegiado
) ingreso al modo de configuración de las vlans

Después de ingresar el comando 'vlan database', el switch cambia de modo de usuario
privilegiado a modo vlan.

) modo de configuración de vlans

Seguido del comando 'vlan' se ingresa después el número de la vlan, que en este caso es

el número 30, seguido del número de la vlan se digita el comando 'name' que otorga un
nombre a la vlan creada:

sw-m-babahoyo(vlan)#vlan 70 name facturacion
número nombre
de vlan de vlan

sw-m-babahoyo(vlan)fful an 71 name credito
sw-m-babahoyo(vlan)#vlan 72 name contabilidad

5.II.6.2. BORRAR LA CONFIGT]RACIÓN DE LAS VLAI\S DEL
SWITCH SW-M-BABAIIOYO

El directorio flash por defecto tiene un archivo que contiene la imagen IOS, un archivo
llamado env_vars y un subdirectorio llamado html. Una vez que se configura el switch,
el directorio flash contiene un archivo con el nombre config.text así como una base de
datos de VLAN.

Para eliminar la información de VLAN actual, borre el archivo de la base de datos
VLAN, denominado vlan.dat, del directorio flash

Switch#delete fl ash:vlan.dat

EDCOM Capítulo 5 - Pá.gina 52 ESPOL

5.11.ó. CONFIGURACIÓN DE LAS VLANS DEL SWITCH SW-M-
BABAHOYO

sw-m-babahoyo(vlan)#

Se procede a crear el resto de las vlans:
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Borre el archivo de configuración de respaldo con el nombre startup-config

Switch#erase startup-confi g

Reinicie el switch con el comando reload

Switch#reload

5.11.6.3. ASIGNAR PUERTOS A LAS YLAN DEL SWITCH SW.M-
BABAHOYO

Al configurar las vlans se ve que estas pueden tener uno o varios puertos asiglados, si
se quiere asignar un puerto a la vlan se debe ingresar al modo de configuración global e

identificar la interfaz (puerto) que se va a asignar a la vlan, luego que se accede a la
interfaz se ingresa el comando 'switchport mode access'para habilitm el acceso a las
vlans, después se ingresa el comando 'switchport access vlan' seguido del número de la
vlan que se van a asigrar a la interfaz.

sw-m-babahoyo>enable ) ingreso al modo de usuario privilegiado
sw-m-babahoyo# ) modo de usuario privilegiado
sw-m-babahoyo#configure terminal ) ingreso al modo de configuración global
sw-m-babahoyo(config)# ) modo de configuración global
sw-m-babahoyo(config)#interface fastethemet 0/2) ingreso a la interfaz

Al ingresar al modo de configuración de interfaz, se ve que cambia el nombre del
switch a:

sw-m-babahoyo(config-if)# ) modo de configuración de la interfaz

sw-m-babahoyo(conñg-ifl#switchport mode access) modo de acceso

sw-m-babahoyo(config-if)#switchport access vlan 70 ) acceso a la vlan
número
de vlan

sw-m-babahoyo(config-if)#exit ) salir del modo de configuración de la interfaz
sw-m-babahoyo(conñg)# ) modo de configuración global

sw-m-babahoyo(config)#interface fastethemet 0/3 ) ingreso a la interfaz
sw-m-babahoyo(config-if)#switchport mode access) modo de acceso
sw-m-babahoyo(config-ifl#switchport access vlan 71 ) acceso a la vlan

nirmero
de vlan

sw-m-babahoyo(config-if)#exit ) salir del modo de configuración de la interfaz
sw-m-babahoyo(config)# ) modo de configuración global

sw-m-babahoyo(config)#interface fastethemet 0/4 ) ingreso a la interfaz
sw-m-babahoyo(confi g-if)#switchport mode access) modo de acceso
sw-m-babahoyo(config-if)#switchport access vlan 72 ) acceso a la vlan

número
de vlan
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5.11.6.4. IP ADRESS Y DEFAULT GATEWAY DEL SWITCTI SW-
M-BABAHOYO

Se le puede otorgar al switch una dirección IP para fines de administración. Esto se

configura en la interfaz virtual, VLAN 1. Por defecto, el switch no tiene dirección IP.

Los puertos o interfaces del switch se establecen en modo automático y todos los
puertos de switch están en VLAN 1. VLAN 1 se conoce como la VLAN de
administración por defecto.

sw-m-babahoyo#configure terminal ) modo de configuración global
sw-m-babahoyo(config)#interface vlanl ) configuración de la vlanl
sw-m-babahoyo(confi g-if)#ip address I 92. 1 68 .3 1.2 25 5.25 5.255.248 ) dirección ip de

la vlan I
sw-m-babahoyo(config)#ip default-gateway 192.168.31.1+ dirección ip del router

babahoyo vlanl

5.11.7. SHOW VLAN DEL SWITCH SW-M-BABAHOYO

Este comando muestra información sobre las vlans creadas como el número de la vlan,
el nombre, estado, interfaz (puerto).

sw-m-babahoyo#sh vlan

VLAN Name

I default

70 facturacion

Status Ports

active Fa0/1, Fa0/5, Fa0l6,Fa0l7
Fa0/8, Fa0/9, Fa0/10, Fa0/11

1 : número de vlan
default: vlan por defecto
active: estado de la vlan

FaO/l: puertos en los que están configuradas las vlans

active Fa0/2
1: número de vlan

sistemas: nombre de la vlan
active: estado de la vlan

Fa0/2: interfaz (puertos) en las que estrín configuradas las vlans

active
active
active
active
active
active

Fa0/3
F z0l4

I enet 100001
enet 100010

00
0070

EDCOM

1500
1500
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71 credito
72 contabilidad
1002 fddi-default
I 003 token-ring-default
1004 fddinet-default
1005 trnefdefault

VLAN Type SAID MTU Parent RingNo BridgeNo SB BrdgMode Transl Trans2
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7l
72
1002
1003

1004
1005

enet
enet
fddi
h

fdnet
trnet

10001 1

r00012
101002
101003
101004
101005

1500
1500
1500
1500
1500
1500

0
0
0
0
0
0

n

0

0
0
0
0

sw-m-babahoyo#

s.12. CONFTGURACTÓN DEL ROUTER QTJEVEDO (SUCURSAL)

5.12.1. ENTOR}IO DE IIYPER TERMINAL CARGANDO EL
SISTEMA OPERATIVO (IOS) DEL ROUTER QUEVEDO

Al hacer la conexión y esperar que termine c¡rgar el router, se presiona la tecla 'enter'
para comenzar a configurarlo (en la ventana del Hyper Terminal aparece el mensaje
'Press RETURN to get started.', esto significa que ha terminado de cargar el router y se

puede comenzar a configurarlo).

5.12.2. MODOS DE CONFIGURACIÓN DEL ROUTER
QUEVEDO

5.12.2.1. MODO DE USUARIO DEL ROUTER QUEyEDO

Después de presionar la tecla 'enter' para comenzar a configurar el router, por defecto
se ingresa a un modo de 'usuario', se sabe que se está en modo usuario de configuración
porque aparece el nombre del router seguido por el prompt '>', de esta manera:

Router>

En este modo no se puede configurar el router, y para ingresar al modo privilegiado que
es el modo que permite configurar el dispositivo, se debe ingresar el comando 'enable',
de la siguiente manera:

Router>enable ) comando enable (para habilitar el modo usuario privilegiado)
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Para conñgurar los routers u obtener información de su estado, se debe acceder a la
interfaz de usuario en el router con una Terminal (consola) o acceder al router de forma
remota (TELNET o modem). Al acceder al router, se debe conectar al router antes de
introducir cualquier otro comando. Por razones de seguridad el router tiene dos niveles
de acceso a los comandos:

) modo de usuario
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5.12.2,2. MODO DE USUARIO PRIVILEGIADO DEL ROUTER
QUEVEDO

Una vez que se ingresa el comando 'enable' y se presiona la tecla'enter', se accede al
modo priülegiado, se sabe q se ha ingresado al modo priülegiado cuando el prompt '>'
cambie a '#', de la siguiente manera:

Router# ) modo de usuario privilegiado

En este modo de usuario priülegiado ya se puede comerzar a configurar el router.

5.12.3. BORRAR LA CONFIGI]RACIÓN ACTUAL DEL ROUTER
QUEVEDO

Se borra la configuración del router en ei caso que se quiera reiniciar un ¡outer ya
configurado y se necesite hacer una configuración nueva del mismo router. Para borrar
la configuración completamente se utiliza el comando:

Router#erase startup-confi g

o

Router#write erase

Al ingresar cualquiera de los dos comandos se envia el siguiente mensaje:

Erasing the nvram filesystem will remove all files! Continue? [confirm] '$*firEE{:c '' ¡tftl="re

Que es una confirmación para borrar la configuración actual del router, si se presiona l-d*ts'"t
tecla 'enter' sin agregar la letra 'n', entonces se borra la configuración del router, de lo
contrario se anulará el proceso de borrar la configuración. Es recomendable configurar
el router desde cero (sin configuraciones preüas).

En caso de presiona¡ la tecla 'enter', el mensaje:

IOKI ) aceptar
Erase of nvram: complete ) NVRAM bonada

Router# ) modo de usua¡io privilegiado

Y luego para reiniciar el router el comando 'reload'

Router#reload

Este comando 'reload' muestra información de router como: versión, manoria, número
interfaces seriales, número interfaces ethemet.

Simulated Bootstrap, Version 5.0, RELEASE SOFIWARE
Copyright (c) f998-2003 by Boson Systems, Inc,
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C4500 Simulated processor with 20480 Kbytes of m¡in memory

§elf decompressing the image : ################################
toKl

Boson 4500 @OSS) emulator (revision 5.0) with 20480I1512K simulated memory.

BOSS, Version 5.0

3 EtherneUIEEE 802.3 interface(s) ) número de intelaces ethernet
2 Serial network interface(s) ) número de intefaces seriales
7K bytes of simulated non-volatile configuration memory. + NVRAM
8192K bytes of simulated processor flash @ead/Write)

El router se reiniciará en modo "setup", porque no encontrará el archivo de
configuración y me ubicará en el modo de usuario.

Route#

5.12.4. MODO DE CONFIGURACTÓN GLOBAL DEL ROUTER
QUEVEDO

Para ingresar al modo de configuración global primero se debe entrar al modo de
usuario privilegiado, una vez de haber ingresado a este modo privilegiado se debe
ingresar el comando 'configure terminal' y presionar la tecla'enter' para entrar al modo
de configuración global de la siguiente manera:

Router#confi gure terminal

Al ingresar el comando 'configure terminal' se encontrará el siguiente mensaje:

Esto significa que se está en el modo de configuración global, 'Configuring from
terminal, memory, or network [terminal]?', que se puede ingresar los comandos para la
configuración del router'Enter configuration commands, one per line.', se sale con
presionar la teclas de 'control' * 'Z'.

Una vez que ingresa el comando 'configure terminal' se encontrará el nombre del router
de esta manera:

EDCOM Capítulo 5 - Página 57 ESPOL

Boson Operating Simulation System
BOSS (tm) 4500 Simulator (C4500-enterprise), Version 5.0, RELEASE
SOT-TWARE
Copyright (c) 1998-2003 by Boson Software
Simulated Image

Configuring from terminal, memory, or network [terminal]?
Enter configuration commands, one per line. End with CNTL/Z.
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Router(config)# ) modo de configuración global

Esto indica que se está dentro del modo configuración de global.

Se puede controlar el acceso al router y de esta manera proteger la configuración del
mismo de personas no capacitadas o ajenas al proceso. Se tienen a disposición varios
tipos de password que se determinan según sea el acceso.

5.12.5.1. CLAVES DE ACCESO DEL ROUTER QIIEVEDO A
NTYEL DE CONSOLA

Si se quiere restringir el acceso al router a través de la consola (console) se debe usar la
siguiente secuencia de comandos desde el modo de configuración global:

Router(confi g)#line console 0

Una vez que se ingresa este comando cambiará a lo siguiente:

Router(configJine)# ) modo de configuración de línea

De esta forma se podrá ingresar el comando 'password' seguido de la palabra clave que
en este caso es la palabra 'cisco' y se presiona la tecla 'enter':

Router{configJine)#password cisco ) cisco es la contraseña

Luego se ingresa el comando 'login' que permite activar la cont¡aseña para poder
acceder al router.

Router(confi gJine)#login

5,12.5.2. CLAVES DE ACCESO DEL ROUTER
TRAVÉS DE TJNA LÍNEA VIRTUAL

QUEVEDO A

También se puede restringir el acceso a través de una 1ínea vty (Virtual Terminal) si se
pretende entrar a la información del router por el puerto auxiliar bien sea local o
remotamente (Telnet).
Luego de ingresar la clave de acceso en a nivel de consola, se ingresa el comando 'exit',
para salir del modo de clave de acceso de usuario y se presiona la tecla 'enter' para
entrar al modo de configuración global, de la siguiente manera:

) salir del modo de configuración de línea
) modo de configuración global
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5.12.5. CLAVES DE ACCESO DEL ROUTER QUEVEDO

Router(confi g-line)#exit
Router(config)#
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Una vez que se accede al modo de configuración global del router, se ingresa el
comando 'line vty 0 4' pma ingresar las claves de acceso al router en el modo
priülegiado, de la siguiente manera:

Router(config)#line vty 0 4 ) modo de configuración de línea

Luego, se ingresa la línea'password cisco', donde'password' es una palabra reservada
para agregar la clave de acceso y 'cisco', que es la palabra que habrá de escribir para
acceder al router,

Router(configJine)#password cisco ) ingreso de la palabra clave

Una vez ingresada la clave de acceso, se ingresa el comando 'login' que permite activar
la contraseña para poder acceder al router.

Router(config-line)#login ) activa la conhaseña

Nota: Para salir de cualquier modo de configuración se utiliza el comando 'exit', de la
siguiente manera:

Router(configJine)#exit ) salir del modo de configuración de línea

5.12.6. ASTGNACTÓN DE NOMBRE DEL ROUTER QUEVEDO

Para asigaar un nombre al router, se debe ingresar primero a la configuración global del
¡outer mediante el comando 'configure terminal', luego ingresar el comando 'hostname'
y el nombre que se asiglará al router, en este caso el nombre es el nombre 'quevedo'.

Router#configure terminal ) modo de configuración global
Route(config)#hostname quevedo l) nombre del router

De esta manera cambiará el nombre 'Router' por el nombre 'quevedo' de la siguiente
manera:

quevedo(config)#

5.12.7. GUARDAR LA CONFIGURACIÓN DEL ROUTER
QUEYEDO EN LA IWRAM

quevedo(config)#exit ) salir del modo de configuración global
quevedo #copy running-config startup-config ) guarda en la NVRAM
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Se procede a guardar la configuración del router en la NVRAM puesto que aquí se
guarda la configuración en si del router, y no se borra la información que esta en la
NVRAM si se reinicia el equipo de computación. Se debe salir del modo de
configuración global con el comando 'exit', luego se utiliza el comando'copy running-
config startup-config' a nivel de usuario privilegiado, de esta manera:
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Al presiona la tecla 'enter', se muesha el siguiente mensaje:

Destination filename [startup-configl? ) archivo destino guardar en la NVRAM
Building configuration ) proceso de crear la configuración

tOK] ) proceso finalizado

Significa que la configuración actual, la que se ha hecho hasta el momento, ha sido
guardada en la NVRAM del router.

5.12.8. CONFIGIJRACIÓN DE INTERFACES DEL ROUTER
QUEVEDO

5.12.8.1. CONFIGURACIÓN DE INTERFACES SERIALES DEL
ROUTERQUEVEDO

Se debetener en cuenta de que tipo de interfaz serial es, puesto que existen dos tipos: las
DCE y las DTE.

El cable serial DCE es de tipo hembra (un extremo con pines y otro sin pines).

Luego que se accede a la configuración global del router, se ingresa a la interfaz que se

va a configurar (el número de interfaces seriales que posea un router depende del
modelo que sea), en este caso se utiliza la interfaz serial'0'como DCE, mediante el
comando 'interface serial 0':

Primero se ingresa a la configuración global del router:

quevedo#configure terminal ) modo de configuración global
quevedo(config)#interface serial 0 ) configuración de la interfaz serial 0

Después de acceder a la interfaz, se fija la velocidad de sincronización con el comando
'clock rate 56000', donde 56000 es la velocidad de sincronización estándar:
quevedo(config-if)#clock rate 56000 ) velocidad de sincronización a 56000

Este comando de velocidad de sincronización solo es para las interlaces DCE

Se agrega después la dirección ip y la miáscara de subred de la interfaz con el comando
'ip address' de la siguiente manera:
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s.12.8.2. CONFTGURACIÓN DE LA TNTERFAZ SERTAL 0 (DCE)
DEL ROUTER QUEVEDO

Equipo de comunicación de Datos. En Redes o teleproceso, componentes que
únicamente dejan pasar o reexpiden información. El DCE es el que mantiene y termina
rma conexión, y realiza las conversiones para comunicarse.

EDCOM
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quevedo(config-if)#ip address 192.168.14.21 255.255.255.252 , dirección ip y
miáscara respectiva

(Solo las interfaces seriales llevan una máscara de subred de 255.25 5.255.252)

quevedo(confi g-if)#no shutdown

5.12.8.3. CONFIGURACTÓN DE LA TNTERFAZ SERTAL 2 (DCE)
DEL ROUTER QUEVEDO

El cable serial DCE es de tipo hembra (un extremo con pines y oho sin pines).

Se sale de la interfaz serial '0' con el comando 'exit' para ingresar al modo de
configuración global, luego que se accede a la configuración global del router, se

ingresa a la interfaz que se va a configurar, en este caso se uüliza la interfaz serial '2',
mediante el comando 'interface serial 2':

quevedo(config-if)#exit ) salir de la interfaz serial 0

Luego se ingresa a la configuración global del router:

quevedo#configure terminal ) modo de configuración global
quevedo(config)#interface serial 2 ) configuración de la interfaz serial 2

Después de acceder ala inlerfaz, se fija la velocidad de sincronización con el comando
'clock ¡ate 56000', donde 56000 es la velocidad de sincronización estandar:

quevedo(config-if)#clock rate 56000 ) velocidad de sincronización a 56000

Este comando de velocidad de sincronización solo es para las interfaces DCE

Se agrega después la dirección ip y la máscara de subred de la interfaz con el comando
'ip address' de la siguiente manera:

quwedo(config-if)#ip adtlress 192.I68.14.1 255.255.255.252 ) dirección ip y
máscara respectiva

(Solo las interfaces seriales llevan una mráscara de subred, de 255.255.255.252)

quevedo(confi g-if)#no shutdown
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Luego de digitar la dirección ip y Ia respectiva miiscarq se ingresa el comando 'no
shutdown', para activar la interfaz

Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz
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5.12.8.4. CONFTGURACTÓN DE LA INTERFAZ SERTAL 1 (DTE)
DEL ROUTER QUEVEDO

Los dispositivos de usuario suelen denominarse de forma genérica como equipos
terminales de datos (DTE).

Se sale de la interfaz serial '2' con el comando 'exit' para ingresar al modo de

configuración global, luego que se accede a la configuración global del router, se

ingresa a la interfaz que se va a conñgurar, en este caso se utiliza la interfaz serial '1',
mediante el comando 'interface serial l':

quevedo(config-if)#exit ) salir de la interfaz serial 2

Al presionar la tecla'enter', se ubicará en el en el modo de configuración global del
fouter.

quevedo(config)#interface serial I ) ingresar a la interfaz serial I

Se digita después la dirección ip y la máscara de sub¡ed de la interfaz con el comando

'ip address' de la siguiente manera:

quevedo(config-if)#ip address 192.168.14.26 255.255.255.252 ) dirección ip y
máscara respectiva

(Solo las interfaces seriales llevan una másca¡a de subred de 255.25 5.255.252)

Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

quevedo(confi g-if)#no shutdown

5.1.2.8.5. COIIFIGURACIÓN DE LA INTERFAZ SERIAL 3 (DTE)
DEL ROUTER QUEVEDO

Se sale de la interfaz serial 'l' con el comando 'exit' para ingresar al modo de
configuración global, luego que se accede a la configuración global del router, se
ingresa a la interfaz que se va a configurar, en este caso se utiliza la interfaz serial '3',
mediante el comando 'interface serial 3':

quevedo(config-i f)#exit ) salir de la interfaz serial I

Al presionar la tecla'enter', se ubicará en el en el modo de conñguración global del
router.
quevedo(config)#interface serial 3 9 ingrsar a la interfaz serial 3
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Se digita después la dirección ip y la máscara de subred de la interfaz con el comando
'ip address' de la siguiente manera:



Manual de Usuario Ecuaquimica C.A,

quevedo(config-if)#ip address 192.168.14.26255.255.255.252 ) dirección ip y
máscara respectiva

(Solo las interfaces seriales llevan una máscara de subred de 255.255 .255.252)

Luego de digitar la di¡ección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

quevedo (confi g-if)fÉno shutdown

5.12.8.6. CONFIGURACIÓN DE SUBINTERFAZ ETHER}IET 0.1
DEL ROUTER QI'EVEDO

Se sale de la interfaz serial 'l' con el comando 'exit' para ingresar al modo de
configuración global, luego se digita el comando 'interface ethemet l/0':

Se accede a la 'interface ethernet 1/0' puesto que dentro de esta interfaz se crean las
subinterfaces ü¡tuales que administraran el acceso a las vlans

quevedo(config-if)#interface ethemet 0.1 ) ingresar a la subinterfaz ethemet 0.1

En la subinterfaz virnral '0.1' se crea mediante el protocolo de comunicación enhe
vlans, el protocolo 'dotlq', el acceso a la 'vlanl' que es la vlan por default que
administra el switch.

Se usa en la subinterfaz el comando 'encapsulation dotlq' para habilitar la encapsulasión
de tráfico IEEE 802. I Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estándar para interconectar múltiples switches y routers, y para definir topologías de
VLANS

Se agrega después una di¡ección ip y la mráscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

quevedo(config-subif)#ip address 192.168.43.1 255.255.255.248) dirección ip y
máscara respectiva
de la vlan

Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

quevedo(confi g-subif)#no shutdown
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quevedo(config-if)#exit ) salir de la interfaz serial 1

quevedo(config)#interface ethemet l/0 ) ingresar a la interfaz ethemet l/0

Se ingresa el comando 'interface ethemet 0.1' para crear la subinterlaz virtual '0.1' de
la siguiente manera:

quevedo(config-subif)#encapsulation dot I q 1 ) permite la comunicación entre vlans
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5.12.8.7. CONT'IGURACIÓN DE SUBINTERFAZ ETHERNET 0.2
DEL ROUTER QUEVEDO

Se ingresa el comando 'exit' para sali¡ de la subinterfaz 0.1, al salir de la subinterfaz
0.1 se ubica en el modo de configuración global, después se ingresa a la interfaz
ethemet 0, aquí se ingresa el comando 'interface ethemet 0.2'para conñgurar la vlan 30
'facturacion' (en este caso).

quevedo(config-subif)#exit ) salir de la subinterfaz ethemet 0.1

quevedo(config)# ) al salir se ubica en el modo de configuración global
quevedo(config)#interface ethernet l/0 ) ingresar a la interfaz ethemet 1/0
quevedo(config-if)#interface ethemet 0.2 ) ingresar a la subinterfaz 0.2
quevedo(config-subif)#encapsulation dotlq 30 ) permite la comunicación entre

vlans

Se usa en la subinterfaz el comando 'encapsulation dotlq' para habilitar la encapsulasión
de háfico IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estándar para interconectar múltiples switches y routefii, y para definir topologías de
VLANS

Se digita después una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

quevedo(config-subif)#ip address 192.168.43.9 255.255.255.248) dirección ip y
máscara respectiva
de la vlan

Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

quevedo(config-subif)#no shutdown

5.12.8.8. COI\FIGT]RACIÓN DE SUBINTERFAZ ETIIERNET 0.3
DEL ROUTER QUEVEDO

Se ingresa el comando 'exit' para salir de la subinterfaz 0.2, al salir de la subinterfaz
0.2 se accede al modo de configuración global, después se ingresa a 1a interfaz ethemet
0, aquí se ingresa el comando 'interface ethernet 0.3' para configurar la vlan 31

'credito' (en este caso).

quevedo(config-subif)#exit ) salir de la subinterfaz ethemet 0.2
quevedo(config)# ) al salir se ubica en el modo de configuración global
quevedo(config)#interface ethemet l/0 ) ingresar a la interfhz ethemet l/0
quevedo(config-if)#interface ethemet 0.3 ) ingresar a la subinterfaz 0.3
quevedo(config-subif)#encapsulation dotl q 3l ) permite la comunicación entre

vlans

Se usa en la subinterfaz el comando 'encapsulation dotlq'para habilitar la encapsulasión
de tráfico IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
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estándar para interconectar multiples switches y routers, y para definir topologías de
VLANS

Después se digita una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

quevedo(config-subif)#ip address 192.168.43.1'1 255.255.255.248) dirección ip y
máscara respectiva
de la vlan

Luego de ingresar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

quevedo(confi g-subif)#no shutdown

5.12.8.9. CONFIGI]RACIÓN DE SI]BINTERFAZ ETIIERNET ()

DEL ROUTER QUEYEDO

Se ingresa el comando 'exit' para salir de la subinterfaz 0.3, al salir de la subinterfaz
0.3 se ubica en el modo de configuración global, después se accede ala tnterfaz ethernet
0, aquí se digita el comando 'interface ethemet 0.4' para configurar la vlan 32
'contabilidad' (en este caso).

quevedo(config-subif)#exit ) salir de la subinterfaz ethemet 0.3
quevedo(config)# ) al salir se ubica en el rnodo de configuración global
quevedo(config)#interface ethemet l/0 ) ingresara la interfaz ethemet l/0
quevedo(config-if)#interface ethemet 0.4 ) ingresara la subi¡terfaz 0.4
quevedo(config-subif)#encapsulation dotlq 32 ) permite la comunicación entre

vlans

Se digita despues una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

quevedo(config-subif)#ip address 192.168 .43.25 255.255.255.248) dirección ip y
máscara respecüva
de la vlan

Luego de digitar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

quevedo(conf i g-subif)*Éno shutdown

Élq
M
*[¿gttrr,

r;lsFtl§
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Se usa en la subinterfaz el comando 'encapsulation dotlq' para habilitar la encapsulasión
de háfico IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estándar para interconectar múltiples switches y routers, y para definir topologías de
VLANS
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estándar para interconectar múltiples switches y routers, y para definir topologías de
VLANS

Después se digita una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

Luego de ingresar la dirección ip y la respectiva máscara, se ingresa el comando 'no
shutdown', para activar la interfaz

quevedo(confi g-subif)tÉno shutdown

5.12.8.9. CONFIGURACIÓN DE SUBINTERFAZ ETHERNET 0.4
DEL ROUTERQIIEVEDO

Se ingresa el comando 'exit' para salir de la subinterfaz 0.3, al salir de la subinterfaz
0.3 se ubica en el modo de configuración global, después se accede a la interfaz ethe¡net
0, aquí se digita el comando 'interface ethemet 0.4' para configurar la vlan 32

'contabilidad' (en este caso).

quevedo(config-subif)#exit ) salir de la subinterfaz ethemet 0.3
quevedo(config)# ) al salir se ubica en el modo de configuración global
quevedo(config)#interface ethemet l/0 ) ingresara la interfaz ethemet l/0
quevedo(config-if)#interface ethernet 0.4 ) ingesara la subinterfaz 0.4
quevedo(config-subif)#encapsulation dotlq 32 ) permite la comunicación entre

vlans

Se digita después una dirección ip y la máscara de subred de la subinterfaz con el
comando 'ip address' de la siguiente manera:

quevedo(config-subif)#ip address 192.168.43.25 255.255.255.248) dirección ip y
máscara respectiva
de la vlan

Luego de digitar la dirección ip y la respectiva miáscara, se ingresa el comando 'no
shutdown', para activar la interfaz

quevedo(confi g-subif)fÉno shutdown
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quevedo(config-subif)#ip address 192.168.43.17 255.255.255.248) dirección ip y
máscara respectiva
de la vlan

Se usa en la subinterfaz el comando 'encapsulation dotlq' para habilitar la encapsulasión
de tnifico IEEE 802.1 Q sobre una subinterfaz específica IEEE 802.1 Q es un protocolo
estríndar para interconectar múltiples switches y routers, y para definir topologías de
VLANS
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5.12.9. PROTOCOLOS DE ENRUTAMIENTO DEL ROUTER
QUE\TEDO

l¡s routers usan protocolos de enrutamiento para intercambiar tablas de enrutamiento y
compartir información sobre éstas. Denho de una red, el protocolo más común que se

usa para transferir la información de errutamiento entre routers ubicados en la misma
red

5.12.9.1. CONCEPTO DEL PROTOCOLO OSPF

El OSPF funciona haciendo una abstracción del conjunto de redes, routers y líneas en
un gráfico dirigido en el que a cada arco se le asigna un costo (distancia, retardo, etc.).
Entonces se calcula la trayectoria más corta con base en los pesos de los arcos. Lo
fundamental que hace el OSPF es representar la red como un grafo y luego calcular la
trayectoria más corta de un router a todos los dernás.

5.12.9.2. CONFIGURACIÓN DE PROTOCOLO OSPF DEL
ROUTERQUEVEDO

Se ingresa a la conñguración global del router, luego se debe ingresar el comando
'router ospf I' para configurar el router como 'OSPF', especificando que la palabra
'router' indica que se va a configurar un protocolo, 'OSPF I' es el tipo de protocolo que
se va a configurar.

quevedo#confi gr]re terminal
quevedo(confi g)#router ospf I

) modo de configuración global
) configuración del router OSPF

Se ve que cambia el nombre del router a:

quevedo(confi g-router)#

Luego mediante el comando 'network' se especifica el'segmento de red' con que
trabaja el router y la 'wildcard', y el 'area' que en este caso es '0' de la siguiente
manera:

) red de router
) red de router
) red de vlan
I ¡ed de vlan
) red de vlan
) red de vlan
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Esto significa que se esta dentro de la configuración del protocolo o de enrutamiento.

quevedo(config-router)#network 192.168.14.16 0.0.0.3 area 0
quevedo(confi g-router)#network I 92. I 68. I 4. I 0.0.0.3 area 0
quevedo(confi g-router)#network 1 92. I 68.43.0 0.0.0.7 area 0
quevedo(confi g-router)#network I 92. 1 6 8.43. 8 0. 0.0. 7 area 0
quevedo(config-router)#network 192.168.43.16 0.0.0.7 area 0
quevedo(config-router)#network 192.168.43.24 0.0.0.7 area 0
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5.12.9.3. CONFIGURACIÓN DE PROTOCOLO RIP VERSION 2
DEL ROUTERQUEVEDO

quevedo#configure terminal ) modo de configuración global
quevedo(config)#router rip ) configuración del router rip versión 1

Se ve que carnbio el nombre del router a:

quevedo(conñg-router)# ) configuración del router rip versión 1

Luego se ingresa el comando 'version 2' para acceder a la versión 2 del router rip.

quevedo(config-router)#version 2 ) rip versión 2

Después mediante el comando 'network' se especifica e[ 'segmento de red' con que
trabaja el router.

quevedo(config-router)#network 192.168.14.0 ) red de router

5.12.10. REDTSTRTBUCIÓN DE RUTAS DEL ROUTER QUEVEDO

Pueda darse el caso de encontrar en una red, subredes o zonas que trabajen con
diferentes protocolos de enrutamiento, si se utiliza RlPv2 y OSPF puede redistribui¡se
las conexiones para tener una comunicación entre dos tipos de protocolos distintos.

Para redistribuir un protocolo se debe ingresar primero al protocolo que va a redistribuir
el otro, esto se hace a nivel de configuración de protocolo. En el router 'quevedo' se
puede redistribuir OSPF y RIP versión 2

quevedo#configure terminal ) modo de configuración global
quevedo(config)#router rip ) configuración del router rip versión I
quevedo(config-router)#version 2 ) rip versión 2
quevedo(config-router)#redistribute ospf I ) redistribuye redes OSPF en RIP ver 2

quevedo(config-router)#exit
quevedo(confi g)#router ospf I
quevedo(confi g-router)#redistribute rip
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Se ingresa a la configuración global del router, luego ingresar el comando'router rip'
para configurar el router como 'RIP version l', luego se accede a la versión 2 del router
rip con el comando 'version 2'

Redistribución de RIP versión 2 sobre OSPF

) salir de la configuración de protocolo
) configuración del router rip versión I
) redistribuye redes RIP en OSPF
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5.12.11. IMPLEMENTACIÓN DE LISTAS DE ACCESO DEL
ROUTERQUEVEDO

5.12.11.1.BLOQUEO DEL PROTOCOLO TELNET DEL ROUTER
QUEVEDO

Se debe ingresar a la configuración global del router.

quevedo(config)# ) modo de configuración global

Luego se digita la siguiente linea:

quevedo(config)#accesslist 107 deny ip host 192.168.14.0 host 192.168.14.22
numero-access-list ip-origen ip-destino

La palabra 'host' reemplaza la wildcard.

También hay que especificar el puerto por el que en&a o sale la para habilitar la
restricción o permiso para accesar a la red destino.

quevedo(config)#interface serial 0/0 ) interflaz ethernet 0

El comando 'ip access-group' habilita la lista de acceso, 'l 10' es el mismo número de la
lista de acceso creada anteriormente, y se especifica si es de de entrada o salida (in/out)

quevedo(config-if)#ip access-group 107 in) habilita la lista de acceso de entrada

5.12.12. COMANDO SHOW RIIN DEL ROUTER QUEVEDO

Este comando se lo ejecuta a nivel del modo de usuario privilegiado. Este comando
muestra información sobre la configuración del router, tales como: nombre del router,
dirección ip y máscara de subred de las interfaces, subinterfaces, protocolos utilizados,
listas de acceso.

quevedo#sh run
Building confi guration.

!

Version l2.l
service timestamps debug upüme
service timestamps log uptime
no service password-encryption
!

hostname quevedo ) nombre del router

p subnet-zero

ü[o¿
ff*§]§
¡e.)-i,{sF

b€uorec,
lernrs'rár¡
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Serial0/O ) interfaz serial
ip address 1 92. I 68. 14. I 255.255.255.252 ) dirección ip de la interfaz
no ip directed-bmadcast
clock rate 56000 ) reloj de sincronización
bandwidth 1544 ) ancho de banda
ip access-group 107 in
!

interface SerialO/1
ip address 192. I 68. 14. I 8 255.255.255.252
no ip directed-broadcast
bandwidth 1544
!

interface Serial0/2 ) interfaz serial
ip address 192.168.14.21 255.255.255.252 ) dirección ip de la interfaz
no ip direoted-broadcast
clock ¡ate 56000 ) reloj de sincronización
bandwidth 15,14 ) ancho de banda
!

interface Serial0i3
ip address 192.168.14.26 255.255.255.252
no ip directed-broadcast
bandwidth 1544
!

interface Ethemetl/0 ) interfaz efhemet
no ip address
no ip directed-broadcast
bandwidth 10000
!

interface Ethemet I /0.1 ) subinterfaz ethemet
encapsulation dotlq I + protocolo de encapsulasión dotl q, vlan 1 (vlan por default)
ip address 192.168.43.1 255.255.255.248 ) dirección ip de la interfaz

!

interface Ethemet I /0.2
encapsulation dotlq 30 ) protocolo de encapsulasión dotl q, vlan 10
ip address 192.168.43.9 255.255.255.248
!

interface Ethemetl /0.3
arcapsulation dotlq 31 ) protocolo de encapsulasión dotl q, vlan l1
ip address 192.1 68.41.17 255.255.255.248

!
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interface Ethernet I /0.4
encapsulation dotlq 32 ) protocolo de encapsulasión dotl q, vlan 12

ip address 192.168.41.25 255.255.255.248
I

interface Ethernetl/l ) interfaz ethernet
no ip address ) sin dirección ip de la interfaz
no ip directed-broadcast
bandwidth 10000
shutdown ) interfaz deshabilitada de la interfaz

!

interfaceFastEthernet2/0 ) interfaz fastethemet
no ip address
no ip directed-broadcast
bandwidth 100000
shutdown ) interfaz dirección ip deshabilitada de la interfaz

!

!

router rip ) protocolo de en¡utamiento

version 2
redistribute OSPF I ) protocolo de redistribüdo
network 192.168.14.0 ) red bajo protocolo rip
!

router ospf I
rediskibute RIP
network 192.168.14.0 0.0.0.3 area 0 ) red bajo protocolo ospf
network 192.1ó8.14.16 0.0.0.3 area 0
network 192.1ó8.43.8 0.0.0.7 area 0
network 192.168.43.16 0.0.0.7 area 0
192.168.43.16: subred
0.0.0.0.3: wildcard
area: area
network 192.168.43.24 0.0.0.7 area 0
!ip classless
no ip http server ) sin servidor http
access-list 107 deny ip host 192.168.14.0 host 192.168.14.22

Jista de acceso-

üne con 0 ) línea de consola
login
hansport input none
password cisco ) clave de acceso de la línea de consola
line aux 0
line vty 0 4 ) línea de terminal vir¡¡al
login
password cisco ) clave de acceso de la linea de terminal virtual
!

no scheduler allocate
end
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quevedo#

5.12.13. COMANDO SHOW IP ROUTE DEL ROUTER QUEVEDO

Este comando se lo se lo ejecuta a nivel del modo de usuario priülegiado, permite
mostrar información sobre los diferentes tipos de conexiones de acuerdo al protocolo
configurado en el router, redes, número de subredes, distancia y costo de la red por
defecto.

conexión directa
conexión mediante protocolo RIP
conexión mediante protocolo OSPF

Muestra los segmentos de red con la inicial del protocolo que se le ha sido configurado.

quevedo#sh ip route
Codes: C - connected, S - static, I - IGRP, R - RIP, M - mobile, B - BGP

D - EIGRP, EX - EIGRP extemal, O - OSPF, IA - OSPF inter area
El - OSPF extemal type l, E2 - OSPF extemal t¡pe 2, E - EGP
i - IS-IS, Ll - IS-IS level-1, L2 - IS-IS level-2, + - candidate default
U - per-user static route

Gateway oflast resort is not set

192.168.14.0130 is subnetted, 6 subnets
192.168.14.0130: segrnento de reümáscara de subred

is subneted 6 subnets: dividido a 6 subredes
C 192.168.14.0 is directly connected, Serial0/0

C: conexión directa
192.168.14.0: subsegrnento de red

Serial0/O: interfaz de salida
C 192.168.14.16 is directly connected, Serial0/l
C 192.168.14.20 is directly connected, Serial0/2
R 192.168.14.24112012)lura,00:06:32,Serial0i3

R: conexión RIP
192.168.14.24: subsegmento de red

120: distancia por defecto
2: costo

Serial0/3: interfaz de salida
O 192.168.14.12 U l0l 641 via 192.168. 14.1 4, 00:33:23,Serial0/3

O: conexión OSPF
192.168.14.12: subsegmento de red

I 10: distancia por defecto
64: costo

Serial0/3: interfaz de salida
O f92.168.14.4 [1 10/128] via 192.168.14.2, 00:33:23,Serial0/3

192.168.43.0129 is subnetted, 3 subnets
O 192.168.43.8 [110/0] via 192.168.43.9,00:33:23, SerialO/3
O 192.168.43.16 [ I 0/0] via 192.168.43.17, 00:33:23,Seria10/3
O 192.168.43.24 Ul0l0l via 192.168.43.25, 00:33:23, Serial0/3
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o
o
o

192.168.44.0129 is subnetted, 3 subnets
192.168.44.8 [ l0/64] via 192.168.44.9, 00:33:23, Serial0/3
192.168.44.16 [ I 10/64] vta 192.168.44.17, 00:33.,23,Serial0/3
192.168.44.24 ll l0l 641 via 192.1 68.44.25, 00:33 :23, Serial0/3

192.168.41 .0/0 is variably subnetted, 8 subnets
192.168.41.0129 [ l0/64] üa 192.168.41.1, 00:33:23, Serial0/3
192.168.41.32/28 [ I I 0/64] via I 92. I 68.4 1.33, 00:33 :23, Serial0/3
1 92. | 68.4 1.48 128 [ I I 0/64] vta t 92.1 68.41.49, 00 :33 :23, Serial0/3
192.168.41.64129 fl 10164) via 192. 168.41.65, 00:33:23, SerialO/3
| 92.1 68.41.7 21 29 [ 1 1 0/64] wa I 92. | 68.41.7 3, 00: 3 3 :23, Soial0/3
192.168.41 .80/29 lll0/641via 192.168.41 .81, 00:33:23, Serial0/3
192.1 68.41.88129 [ I I 0/64] via 1 92. I 68.41.89, 00:33 :23, Serial0/3
192. | 68.4 1.96129 [ I I 0/64] via I 92. I 68.4 1.97, 00 :33 :23, Serial0/3

o
o
o
o
o
o
o
o

quevedo#

5.13. CONFTGURACTÓN DEL SWITCH SW-M-QUEYEDO

5.13.1. MODOS DE CONFIGURACIÓN DEL SWITCH SW-M.
QUEVEDO

Existen dos modos de usuario de switches, modo usuario y modo de usuario
priülegiado.

5.13.1.1. MODO DE USUARTO DEL SWTTCH SW-M-QUEVEDO

Por defecto se ingresa a un modo de'usuario', se sabe que se esta en modo usuario de
configuración porque aparece el nombre del switch seguido por el prompt'>', de esta
manera:

Switch>

En este modo no se puede configurar el swicth, y para ingresar al modo priülegiado que
es el modo que permite configurar el dispositivo, se debe ingresat el comando 'enable',
de la siguiente manera:

5.13.1.2. MODO DE USUARIO PRIVILEGIADO DEL SWITCH
sw-M-QUEVEDO

Unavez que se ingresa el comando 'enable' y se presiona la tecla 'enter', se accede al
modo priülegiado, se sabe se ingresa al modo privilegiado cuando el prompt'>' cambie
a'#' , de la siguiente manera:

Switch# 9 modo de usuario privilegiado
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) modo de usuario

Switch>enable ) comando enable (para habilitar el modo usuario privilegiado)
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En este modo de usuario priülegiado ya se puede comenzar a configurar el switch.

5.13.2. MODO DE CONFIGURACIÓN GLOBAL DEL SWITCH
sw-M-QUEVEDO

Para ingresar al modo de configuración global primero se debe entrar al modo de
usuario privilegiado, una vez de haber ingresado a este modo priülegiado se ingresa el
comando 'configure terminal' y se presiona la tecla 'enter' para enhar al modo de

configuración global de la siguiente manera:

Switch#configure terminal ) ingreso al modo de configuración global
Switch(config)# ) modo de configuración global

5.13.3. CLAVES DE ACCESO DEL SWTTCH SW-M-QUEVEDO

Se puede controlar el acceso al switches y de esta manera proteger la configuración del
mismo de peñ¡onas no capacitadas o ajenas al proceso. Se tienen a disposición varios
tipos de password que se determinan según sea el acceso.

5.13.3.1. CLAVES DE ACCESO DEL SWTTCH SW-M-QUEVEDO A
NIVELDE CONSOLA

Si se quiere restringir el acceso al switches a través de la consola (console) se debe usm
la siguiente secuencia de comandos desde el modo de configuración global:

Switch(confi g)#line console 0

Una vez que se ingresa este comando cambiarii a Io siguiente:

Switch(config-line)# ) modo de configuración de línea

De esta forma se puede ingresar el comando 'password' seguido de la palabra clave que
en este caso es la palabra 'cisco' y se presiona la tecla 'enter':

Switch(conñg-line)#password cisco ) cisco es la contraseña

Luego s eingresa el comando 'login' que permite activar la contraseña para poder
acceder al router.

Switch(confi gJine)#login
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5.13.3.2. CLAVES DE ACCESO DEL SWITCH SW-M-QIJEVEDO A
TRAYÉS DE UNA LÍNEA VIRTUAL

También se puede restringir el acceso a través de una línea r,ty (Virnral Terminal), luego
de ingresar la clave de acceso en a nivel de consola, se ingresa el comando 'exit', para

salir del modo de clave de acceso de usuario y se presiona la tecla'enter' para entrar al

modo de configuración global, de la siguiente manera:

Switch(confi gJine)#exit
Switch(config)#

Switch#confi gure terminal
Switch(confi g)#hostname quevedo

) salir del modo de configuración de línea
) modo de configuración global

) modo de conliguración global
) nombre del switch

) modo de configuración de línea

Luego, se ingresa la línea'password cisco', donde'password' es una palabra reservada
para agregar la clave de acceso y 'cisco' es la palabra que habrá de escribir para acceder

al switch.

Switch(configJine)#password cisco ) ingreso de la palabra clave

Una vez ingresada la clave de acceso, se ingresa el comando 'login' que permite activar
la contraseña para poder acceder al router.

Switch(conñg-line)#login ) activa la contraseña

5.13.4. ASIGNACIÓN DE NOMBRE DEL SWITCII SW-M-
QUEVEDO

Para asigaar un nombre al swicth, se debe ingresar primero a la configuración global del
swicth mediante el comando 'configure terminal', luego ingresar el comando
'hostname' y el nombre que se asignará al swicth, en este caso el nombre es el nombre
'sw-m-quevedo'.

De esta manera cambiará el nombre 'Switch' por el nombre 'quevedo' de la siguiente
manera:

sw-m-quevedo(config)#
nombre del switch
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Una vez que se accede al modo de configuración global del switch, se digita el comando

'line vty 0 15' para ingresar las claves de acceso al switch en el modo priülegiado, de la
siguiente manera:

Switch(config)#line vty 0 l5



Manual de Usuafio Ecuaquimica C,A,

5.13.5. GUARDAR LA CONFIGI]RACIÓN DEL SWITCTI SW-M-
QUEVEDO EN LA III!'RAM

Se procedea guardar la configuración del switch en la NVRAM puesto que aquí se
guarda la configuración en si del switch, y no se bora la información que esta en la
NVRAM si se reinicia el equipo de computación. Se debe salir del modo de
configuración global con el comando 'exit', luego en el se utiliza el comando 'copy
running-config startup-config' a nivel de usuario privilegiado, de esta manera:

sw-m-quevedo(config)#exit ) salir del modo de configuración global
sw-m-quevedo#copy running-conñg startup-conñg ) guarda en Ia NVRAM

5.13.6. CONFIGURACIÓN DE LAS VLANS DEL SWITCH SW-M-
QUEVEDO

5.13.6.1. CREACIÓN DE LAS VLANS DEL SWITCH SW.M-
QIIEVEDO

Se debe ingresar primero al modo de usuario privilegiado, luego se ingresa el comando
'vlan database' para poder crear las vlans,

sw-m-quevedo>enable
sw-m- quevedo#
sw-m- quevedo# vlan database

) ingreso al modo de usuario privilegiado
) modo de usuario privilegiado
) ingreso al modo de configuración de las vlans

Después de ingresar el comando 'vlan database', el switch cambia de modo de usuario
privilegiado a modo vlan.

sw-m-quevedo(vlan)# ) modo de configuración de vlans

Mediante el comando 'vlan' se ingresa después ei número de la vlar¡ que en este caso es
el número 30, seguido del número de la vlan, se digita el comando 'name' que otorga un
nombre a la vlan creada:

sw-m-quevedo(vlan)#vlan 30 name facturacion
número nombre
de vlan de vlan

Se procede a crear el resto de las vlans:

sw-m-quevedo(vlan)fÉvlan 3 1 name credito
sw-m-quevedo(vlan)#vlan 32 name contabilidad
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Para configurar 1as vlans primero se deben crearlas, la VLAN I es la vlan por defecto
del switch, esta posee todas las interlaces de conexión del switch. Se puede establecer
conexión entre las interfaces configurando las mismas bajo el mismo segmento de red.
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5.13.6.2. BORRAR LA CONFIGURACION DE LAS VLANS DEL
SWITCH SW.M-QUEVEDO

El directorio flash por defecto tiene un archivo que contiene la imagen IOS, un archivo
llamado env_vars y un subdirectorio llamado htrnl. Una vez que se configura el switch,
el directorio flash contiene un archivo con el nombre config.text así como una base de
datos de VLAN.

Para elimina¡ la información de VLAN actual, borre el archivo de la base de datos
VLAN, denominado vlan.dat, del directorio flash

Switch#delete fl ash:vlan.dat

Borre el archivo de configuración de respaldo con el nombre startup-config

Switch#erase startup-conñg

Reinicie el switch con el comando reload

Switch#reload

5.13.6.3. ASIGNAR PUERTOS A LAS VLAN DEL SWITCH SW-M-
QUEVEDO

Al configurar las vlans se ve que estas pueden tener uno o varios puertos asignados, si
se quiere asigrrar un puerto a la vlan se debe acceder al modo de configuración global e
identificar la interfaz (puerto) que se va a asignar a la vlan, luego que se accede a la
interfaz se ingresa el comando 'switchport mode access' para habilitar el acceso a las
vlans, después se ingresa el comando 'switchport access vlan' seguido del número de la
vlan que se va a asignar a la i¡terfaz.

sw-m-quevedo>enable ) ingreso al modo de usuario plivilegiado
sw-m-quevedo# ) modo de usuario privilegiado
sw-m-quevedo#configure terminal ) ingreso al modo de configuración global
sw-m-quevedo(config)# ) modo de configuración global
sw-m-quevedo(config)#interface fastethernet 0/2) ingreso a la interfaz

AI ingresar al modo de configuración de interfaz, se ve que cambia el nombre del
switch a:

sw-m-quevedo(confi g-if)# ) modo de configuración de la interfaz

rí|€t
THñY\

rf,3ron8&

.'r.a\...

Wi$§
?oiÉs
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sw-m-quevedo(config-if#switchport mode access ) modo de acceso
sw-m-quevedo(config-if)#switchport access vlan 30 ) acceso a la vlan

número
de vlan

sw-m-quevedo(config-if)#exit ) salir del modo de configuración de la interfaz
sw-m-quevedo(conñg)# ) modo de configuración global
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sw-m-quevedo(config)#interface fastethemet 0/4 ) ingreso a la interfaz
sw-m-quevedo(config-if)#switchport mode access ) modo de acceso

sw-m-quevedo(config-if)#switchport access vlan 32 > acceso a la vlan
numero
de vlan

5.13.6.4. IP ADRESS Y DEFAT]LT GATEWAY DEL S\ryITCH SW-
M-QUEVEDO

Se le puede otorgar al switch una dirección IP para fines de administración. Esto se

configura en la interfaz virtual, VLAN l. Por defecto, el s\¡¡itch no tiene dirección IP.

sw-m-quevedo#configure terminal ) modo de configuración global
sw-m-quevedo(conñg)#interface vlanl ) configuración de la vlanl
sw-m-quevedo(conñg-if)#ip address 192.168.43.2255.255.255.248) dirección ip de

la vlan I
sw-m-quevedo(config)#ip default-gateway 192.168.43.1) dirección ip del router

quevedo vlanl

5.13.7. SrrOW \/LAI{ DEL SWTTCH SW-M-QUEVEDO

Este comando muestra información sobre las vlans creadas como el número de la vlan,
el nombre, estado, interfaz (puerto).

sw-m-quevedo#sh vlan

VLAN Name Status Ports

I default active Fa0/1, Fa0/5, Fa0l6,Fa0l7
Fa0/8, Fa0/9, Fa0/10, Fa0/1 I

1: número de vlan
default: vlan por defecto
active: estado de la vlan

Fa0/1: puertos en los que están configuradas las vlans
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sw-m-quevedo(conñg)#interface fastethemet 0/3 ) ingreso a la interfaz
sw-m-quevedo(config-if)#switchport mode access ) modo de acceso

sw-m-quevedo(config-if)#switchport access vlan 31 ) acceso a la vlan
número
de vlan

sw-m-quevedo(config-if)#exit ) salir del modo de configwación de la interfaz
sw-m-quevedo(config)# ) modo de configuración global

l,os puertos o interfaces del switch se establecen en modo automático y todos los
puertos de switch están en VLAN l. VLAN I se conoce como la VLAN de
administración por defecto.
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30 facturacion active Fa0/2
1: número de vlan

sistemas: nombre de la vlan
active: estado de la vlan

Fa0/2: interfaz (puertos) en las que estrin configuradas las vlans

3l credito
32 contabilidad
1002 ftldi-default
I 003 token-ring-default
1004 fddinet-default
1005 trnet-default

active
active
active
active
active
active

Fa0/3
Fa0l4

VLAN Type SAID MTU Parent RingNo BridgeNo Stp BrdgMode Transl Trans2

I
30
31

32
1002
1003
1004
1005

enet
enet
enet
enet
fddi
tr

fdnet
trnet

100001
1000r0
10001I
100012
101002
101003
r01004
101005

1500
1500
1500
1500
1500
1500
1500
1500

tJ

0
0
0
0
0
0
0

0
0
0
0
0
0
0
0

sw-m-quevedo#
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6. CONFIGURACIÓN DE LII{IIX FEDORA CORE 3
6.1. INTRODUCCIÓN A LII\UX

Figura 6-1 Mascot¿ de Linux

Linux es un sistema operativo gratuito y de libre distribución inspirado en el sistema

Unix, escrito por Linus Torvalds con la ayuda de miles de programadores en Intemet.
Unix es un sistema operativo desarrollado en 1970, una de cuyas mayores ventajas es

que es fácilmente portable a diferentes tipos de ordenadores, por lo que existen
versiones de Unix para casi todos los tipos de ordenadores, desde PC y Mac hasta

estaciones de trabajo y superordenadores.

Al contrario que otros sisternas operativos, como por ejemplo MacOS (Sistema
operativo de los Apple Macintosh), Unix no está pensado para ser fácil de ernplear, sino
para ser sumamente flexible. Por lo tanto Linux no es en general tan sencillo de emplear
como otros sistemas operativos, aunque, se están realizando grandes esfuerzos para
facilitar su uso. Pese a todo la enorme flexibilidad de Linux y su gran estabilidad ( y el
bajo costo) han hecho de este sistema operativo una opción muy a tener en cuenta por
aquellos usuarios que se dediquen a trabajar a través de redes, naveguen por Intemet, o
se dediquen a la programación. Adernás el futuro de Linux es brillante y cada vez más y
más gente y más y más empresas (entre otras IBM, Intel, Corel) están apoyando este
proyecto, con 1o que el sistema será cada vez más sencillo de emplear y los programas
serán cada vez mejores.

6.2. CARACTERÍSTICAS

. Capaces de manejar múltiples usuarios;

. Capaces de ejecutar múltiples aplicaciones;
o Ampliamente compatible con el manejo de redes;
. Capaces de manejar archivos multimedia;
I Capaces de mantener una interfaz de usuario en forma gráfica;
. Capaces de permitir el desarrollo de aplicaciones Confiable
. Segu¡o
¡ Plug and play
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6.3. DATOS TÉCNICOS EN LINUX

Demonio.- Conocido también en Windows como proceso que se está qjecutando o
detenido.

Levantar o Invocar,- Cambio de estado que sufre un demonio o proceso ya sea al
levantarlo o detenerlo.

#.- El signo numeral indica que está como comentario cuando se edita un archivo en una
Terminal de consola.

6.4. REQUERIMIENTOS DE HARDWARE PARA INSTALACIÓN

¡ PC Procesador 1000 Mhz
o 256 Mb ram sin mernoria virtual SWAP
. Espacio en disco 1.5 Gb dependiendo los paquetes
. Unidad de CD-ROM
¡ Tarjeta de Red ethernet l0/100

6.5. DISTRIBUCIÓN DE ARCHTVOS Y GERARQUÍA DE
DIRECTORIOS

La mayoría de las distribuciones de Linux, tiene una distribución de directorios
estándar. Esta distribución comienza en el directorio raí2"1", en segundo lugar aparecen
como subdirectorios: bin, dev, etc, home, lib, proc y usr.

/bin: Es la abreüatura de "binaries" o ejecutables y contiene la mayoría de los
programas esenciales de sistema.

/dev: Los archivos en "/det'' son conocidos como conkoladores de disposiüvos (Device
Drivers) y se usan para acceder a los dispositivos del sistema y rccursos como discos
duros, módems, memoria, etc.

/dev/hda: Nombre del disco rígido conectado a la primera controladora IDE maestro

/dev/hdal: Corresponde a lo que en DOSMindows seria la unidad "C:Y'.

ldevlhda2z Partición del primer disco en DOS/IVindows seria la unidad "D:Y'.

/dev/hdb: Nombre del disco rigido conectado a la primera controladora IDE esclavo.

/dev/hdbl: Primera partición del disco esclavo de la primera controladora IDE, lo que
en DOS/lVindows seria la unidad "E1".

/dev/hdc: Disco conectado a la segunda controladora IDE, maestro (comriLnmente la
lectora de CD-ROM).
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Los ejemplos que se mencionan arriba se ¡efieren a dispositivos de norma IDE, para los
de norma SCSI la nomenclatura será "/dev/sda I " si se observa se notara que se cambia
"hd" de los discos IDE por "sd" de los SCSI.

/etc: Contiene una serie de archivos de configuración del sistema, que incluyen
"/etc/passwd", @ase de datos de usuarios), "lefclrd', (guiones de inicialización del
sistona), entre otros.

/sbin: Se usa para almacenar programas esenciales del sistema, la diferencia con los que
residen en el di¡ectorio "/bin", es que los de este directorio pueden ser con{igurados por
el adminishador del sisterna.

/home: Contiene los directorios con información de los usuarios
"/home/Juan", contiene información y archivos del usuario Juan.

por ejemplo

/lib: Contiene las imágenes de las librerías compartidas estos archivos tienen códigos
que compartirían muchos programas.

/proc: Es un directorio de archivos ürtuales, se dicen que son ürtuales porque estos
archivos, residen en la memoria y no en el disco rígido.
Muesfa los programas y procesos que están corriendo en este instante para obtener
información acerca de ellos.

/usr: Contiene la mayoría de los programas y archivos de configuración mas
importantes y útiles del sisterna. Adernás contiene barios subdirectorios.
/usr/)( I lR6: Contiene todos los ejecutables de X Window, archivos de configuración y
de soporte.

/usr/bin: En este directorio residen los programas del sistema UNÍS. Contiene los
prog¡amas que no se encuentran en otros directorios como "/bin" y "sbin".

/usr/include: Contiene los archivos de cabecera del compilador de C, los cuales tienen
la extensión ".h" de "header" (de cabecera). Declaran estructuras de datos, subrutinas y
constantes que se usan en la escritura de programas en C. Los archivos que se
encuentran en '7usr/include/sis", generalmente se utilizan en la programación de UNIX
a nivel de sistana, aquí se pueden encon[ar archivos como "stdio.h", que declara
funciones como'?rintO".

/usr/local: Es el directorio en el que se alojan todas las aplicaciones que utilizaran los
usuarios, como procesadores de texto y planillas de cálculo.

/usr/src: Contiene el código fuente de varios progmmas del sisterna. El mas importante
es "/usr/src/linux", que contiene el código fuente del Kemel de Linux.

/var: En este directorio se puede encontrar archivos, estadísticos e históricos, que
recogen errores o problemas con el sistema e información sobre las acciones de los
usuarios.
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Si lo que se quiere es instalar el paquete "comunicator.rpm", por ejemplo, que es

nombre abreüado de con el que se distribuye el navegador 'Netscape Comunicator", se

debe ingresar la siguiente línea en el Shell:
rpm -i comunicator.rpm

Para desinstalar el mismo paquete "comunicator.rpm" se debe ingresar la siguiente
línea:
rpm -e comunicator.rpm

Este comando no borrma todos los archivos que la instalación copio o creo.

Para actualizar una versión que ya se tiene instalada se debe ingresar la siguiente línea:
rpm -U comunicator.rpm

En otras distribuciones de Linux se utilizan otras extensiones pero existe un cierto nivel
de compatibilidad lo que permite instalar aplicaciones de una distribución en otra,
tambien hay programas cuya función es convertir los paquetes, por ejemplo "rpm" a
"dev" ("dev" es la extensión de los paquetes de la distribución "Debian").

Otra extensión de paquetes de manejo de instalación es "tgz" de "Slackware", esta

extensión es reconocida por la mayoría de los manejadores de paquetes de distintas
distribuciones, adernás la distribución "Slackware" también maneja paquetes'tar" y
"gz" que para desinstalarlos solo se debe descomprimir e¡ la raiz del sisterna de
archivos.

En la mayoría de los casos lo que se debe hacer es, primero, posicionarse en el archivo a
compilar y luego ingresar las siguientes líneas:
conñgure
xmkmf -¡
Estos comandos sirven para mostrar las dependencias y directorios necesarios para la
compilación.
make

Una vez configurado se procede a insertar el primer disco de Linux y reiniciar la
máquina para que pueda arancar desde el cd-rom.

EDCOM ESPOL
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6.6.INSTALACIÓN Y COMPILACIÓN DE PROGRAMAS

Este comando sirve para compilar el archivo.
make install
Copia los archivos en su ubicación correcta.

6.7. INSTALACIÓN DE LINUX F'EDORA CORE

Lo primero que se tiene que hacer es encender la máquina, luego ingresar al BIOS
(Basic Input Output System) para poder cambiar los panímetros de booteo o alranque
con los dispositivos que tenga la máquina, en este caso se arranca desde la unidad de
CD-ROM.
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La primera pantalla que se ve es la siguiente, donde se especifica como va a ser nuestra
instalación:

¡ Modo Texto ( si se quiere modo texto escritos en la línea de comando linux text
r Modo Gráfico (se presiona la tecla enter)

En este caso se escoge modo gráfico

Figura 6-2 Pantrlla lnicial de instalación

Para que corra la instalación en modo gráfico se presiona la tecla enter y comenzará la
instalación, proceso en el cual inicia la detección del Hardware, como lo se da a conocer
en la siguiente pant¿lla

Figura 6-3 Pant¡lla de reconocimiento de hsrdware

Fedora

fo lflsi.ll or upgr¡da in gr.Dhicnl iod€, press tha (Eltl) fey

tÚ lustill or uDgrüde iü ioxt n da, typs: lúrux tÉ*a <Édtln>.

lrse thc fi¡¡ct ior leys ¡irted bslo.r for ioÍe ¡nfonr.tio¡.

nr¡aconda, the fcdorÁ Corc sUste. i¡¡st.ller - pledsc ¡5ll
lor uldeü cdrd I Ll*hr€
fsr ,ñr¡ltor tqllc: llltk¡olr¡r m)[¡tor
lor rúuse tU¡¡ei §ercrtc - 3 Buttor lb¡¡sc (PS,,z)

P.obtIg
Prob l¡g

'r0biug
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Luego de unos minutos será presentado con la opción de realizar una prueba de
integridad sobre los CD-ROM's de instalación Fedora, esta prueba dura entre 10 y 15

minutos para los 4 CD's de instalación. Si no desea realizar esta prueba, seleccione la
opción Skip . La pantalla es la siguiente:

Figura É4 Pantalla de prueba de discos de instalación

Cuando sale esta pa¡talla se presiona la tecla SKIP ya que si se presiona enter en el
botón OK comenzaría a realizar una prueba de todos los discos de instalación para
verificar si existen errores.

Luego de esto se dará la pantalla de bienvenida que es la siguiente:

ültk¡r¡¡e lo
F*dnr¡r (or
&ritl tü ruf¡ r,<r. tr¡ .,
§a ra, .t*¡t a lt¡¿¡'. t¡.:qrt lr{ rrr }r. *r..,t

I .' lrlkr l¡r¡ .,* r
¡rirt ¡§lrtr r|l¡,i"¡rt
rh¡.rl¡q.* ,# ¡arr:1
r.a.ñ¡!trr.¡.ú-trr'
,ra¡tt-t aqir e l.q
r¡4. S¡.r ¡{ B.tarr.¡fir
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Figura G5 Pantalla d€ Bienverida de la instalación
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Luego que aparece en la pantalla de bienvenida se hace un clic en next para a\arzat a
la siguiente página que es donde se escoge el idioma que en este caso es español.

Language Selection e $ú¡ l¡r94r. i.¡d ,oB ¡f( !o rr.¿ d¡d.{ lta hÉlú{¡r¡t
Ftrt¡

Cioora ü! l¡ryi¡¡gt yor,r woi¡ld
lile b ula du&r, dir lnÉd|lio'L , c¡¡n , tct¿l

aÉü.CaÉÉO Gln+Jo
Cl&§dfr¡ad(ta lÍt¡¡§
CrsÉr llrr*§
C¡.rh {Cral¡a
D¡ar¡aoúi¡
Diütt firaal¡it0

, ÉrbtirGara f.rl
firtrt {$¡aitd

, r f¡¡*cft ffs¡¿S
6a*¡r úiaab
Ga.¡d rf.rt

I xia¿tic(,

I x.¡¡. rr.ry¡

f§,.".ur, I ,CIq*".¡.*;: *u*, @
Figura ó-6 Pantalla de lenguajc d€ selecc¡ón de instalación

Una vez seleccionado el idioma que se quiere se hace un clic en siguiente y se

presentará la siguiente pantalla donde se escoge la configuración del teclado en este

caso español.

Keyboard
Conflguration

Cllosrc üc l¡leá Vt{ t¡r ü*
krt6§¡ld (for.¡¡mph, U,§.
Engnsh) thu you woutl llls B
u¡r loa üa tyriam

\j| san , u. r.r.*¡.lÓc¡drr ür itti..

n+$r úrr¡t{
¡6¡¡¡r tm,
tlr¡tit
§ql('t¡¡
§r¡€lr
§*t!t

. Sii,, Grai(lr

Sd¡i Fñrlah ,¡linl,
S¡iir &ñ¡r
J*r 6añr*,{úrt}
Ierr (i't¡t0
?rt (frD.{it d
frtitlr

ü.3. ksr¡ir{

U¡frd f¡rld*r

I +¿..r 'íl \

Fedoro

!¡lp
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Después de haber configurado los panlrnehos en la pantalla de configuración de teclado
salfuá la siguiente pantalla que es en caso de que se tenga una instalación ya hecha de
Fedora Core para poder actualizarla.

Upgradc Examine

Th! hn¡ll¡aca lrn r¡rq haa
lru<tcd a 9lsv.oü¡ lnt¡.ll¡llor of
laab.¡ CoÉ ar lh¡r tyrGlr.
WürU vq¡ É. a ú9gr¡dt llor,
rto+ñ or pldo.rr ¡ t!¡h
íñrt¡ll¡¡o¡?

.% o-¡.¡-.rrt ¡rN sr.¡lÉ rl¡- E¿¡a rá.. ¡i
¡¡¡¡¡r¡..r'$§aFdq¡ r& r¡{F*!.r-.r.

r;t¡. u-,r.u.dra-t.r¡[¡ce v]lfñ A; 
'r¡ *¡r--r¡ rr.rÉr.t- -r...-.(r.J <-rr-. !¡. €.a,*ñ¡¡r.a--r-&.L

úí.¡.t¡ rft¡{.r iir !. ¡¡,q{rd*nl

t e{§¡. ¡¡¡ (§a$rüdaatt ri¡** a
trar¡ (he5r ao ut r.dr lou
ryrto! ñ¿tr ¡ura iñ¡tll!
Yarrb¡ of ft{§ra Cora ü'.!l9
t pgr¡daú l¡ c4a.<t

Tó larb.rr ¡ tarh lñr¡¡!¡ür\
¡arat lÉLt Fr¿cr¡ Cor..

ü,l<n yoo h¡Ye fi¡da ya¡,
¡dlarlo¡l' .li¿t lllll b aolrJ,3c.

Figura 6-8 Pantalla de actualización

Después de haber configurado el teclado, la sigüente pantalla es el tipo de instalación a
realizar en este caso se escoge SERVER y se hace un clic en NEXT, pero antes de esto
se les da a conocer que significa cada opción:

Escritorio Personal

Este es el tipo de instalación por defecto. Esta instalación proporciona un ambiente de
trabajo en forma gráfica con un paquete de utilitarios de oficina. Aplicaciones de
Intemet y programas multimedia.

Estación de trabajo

Este tipo de instalación incluye los progfirmas que contiene el üpo de instalación de
Escritorio Personal, y agrega program¿rs para desarrollo y administración de sistemas.
Escoja este tipo de instalación si usted necesita compilar progrÍrmas desde el código
fuente.

Servidor

Este tipo de instalación provee de servidores de red como los servicios de Servido¡ Web
Apache y el servidor Samba , y herramientas de administración. Este tipo de instalación
no suministra entorno gráfico por defecto.

Personalizado

Este tipo de instalación no abastece de ninguna partición en el disco. Este tampoco
incluye ningún programa adicional que los que proporciona el tipo de instalación

EDCOM Capítulo 6- Págino I ESPOL
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Escritorio Personal. Si usted elige Ia instalación personalizada, el programa de
instalación mostrará dirilogos para esas selecciones durante el proceso de instalación.

Presione Next una vez hecha la selección.

lnstallatlon Type {5§
lürol|¡l orfu,
Nid«! t¡ ñú*¡¡.**f §dar,i¡{.rr* }§¡*. l!. r.
}1¡¡r¡ t¡i¡¡¡irkf.ñi..rr*ir &l r¡!¡r ¡ ryin.l &¡al¡

Chó$ rhc tyro ol hlt¡lar¡o.r
dr¡r bcr¡ ,rEetr lour ncad¡.

An ¡rltrrhfor| &¡rsfr any
fl.riol¡¡V t¡v6¿ hlomu{an or
úr ralcrt d 9¡n¡d&r

sEfád€.
f¡a.É.. ¡Á!.¡¡ rr$itri¡r¡r9ñiü.r.t di n a¡.
rd.!r&.bn ri.rrr úr}ñ ¡¡d¡l¡r¡i*

Fot $ori info¡rñ¡liqr toía!íírB
ül4 ,itc.rn.!t .rnorl irr¡a
hril¡ll{lon d¡rlt3. rrt rbthc
Droárd doa¡¡lañt¡tio,r

"& §dí.a 5rg¡htÉ atr.{l L. ¡ r.t r'* ¡¡r¡ttt ra
,n¡rí ,a ¡$ ffi, á¡¡dtdk*6 r¡¡¡.5. ü¡ú¡4.
,.lt i.carlir*arry¡lerfrrl¡tia*¡.ri§

"s ü§i
t ¡{r.. ar.da..lr.,b.rib rüJ-.r tro¡h
t*Ér ¡ld¡lt..r¡l{ t út i.f.sraa..a..¡n

S 8¡r

Figura ó-9 Pantalla de Tipo de Instalación
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6 áúüx¡, r¡¡ü¡
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F¡gura 6-10 Pantalla de Tipo Partición de disco
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Una vez realizado estos ajustes se desplegará la siguiente pantalla donde se va a realiza¡
la partición del disco du¡o e instalación de Linux, si no somos expertos en instalaciones
en Linux se escoge particionamiento automático pero en esta vez se escoge
particionamiento manual con disk druid y dar clic en next
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Luego de esto saldrá la siguiente pantalla donde ya se establece cuales es el espacio

asignado a las distintas particiones hechas y también pues la partición SWAP dicha
partición es impodante para Linux, pero antes se les dará a conocer una información
general sobre las particiones:

Un sistema Fedora Core tiene por 1o menos 3 particiones:

o Una partición de información montada en /boot
o Una partición de información montada en /
r Una partición swap

Algunos sistemas tienen más particiones que las mínimas listadas anteriormente. Escoja
particiones basadas particularmente en las necesidades de su sistema. Si no esta seguro
que escoger, use el particiones automáticas mostradas en la sección 6.1

La información tiene un punto de montaje. El punto de montaje indica el contenido que

se aloja en esa pafición . Una partición sin punto de montaje no es accesible por los
usuarios. Información no ubicada sobre alguna oha partición se aloja en la partición / (o
root).

Root y /root

La partición / (o root) es el tope de la estructura de los di¡ectorios. El directorio /root (a
veces llamado "slah-root') es el directorio home de la cuenta de usuario para la
administración del sistema.

En la configuración minima especificada anteriormente:

Toda la información debajo del di¡ectorio /bool se aloja en la partición /boot.
Por ejernplo el archivo /boolgrub/grub.conf se aloja en la partición /boot.
Cualquier archivo fuera de la partición /toot, como el archivo /etc./passwd, se
aloja en la partición /.

Subdirectorios pueden ser asignados a particiones. Algunos administradores crean
ambos particiones /usr y /usr/local. En ese caso, archivos debajo de /usr/local, como
/usrñocal/bi¡/foo, estarán sobre la partición /usr/local. Otros archivos en /usr/, como
/usr/bin/foo, estarán en la partición /usr.

Tipos de Particiones

Cada partición tiene su tipo de partición, para indicar el formato del sistema de archivos
sobre esa partición. El sistema de archivos habilita a Linux para organizar, buscar, y
recuperar archivos almacenados sobre esta partición. Use el sistema de archivos ext3
para particiones de información, a menos que usted tenga especificado que necesita otro
tipo de sisterna de archivos.

Comprendiendo LVM

*ffi
?olgo

a

a
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Las particiones LVM (Logical Volume Management) proporcionan un número de
ventajas sobre las particiones Standard. Las particiones LVM son formateadas como
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volúmenes fisicos. Uno o mrás volúmenes fisicos son combinados para formar un gupo
de volúmenes. Cada grupo de volúmenes. La capacidad de los volúmenes de los grupos
luego es dividida en uno o más volúmenes lógicos. Los volúmenes lógicos funcionan
mejor que las particiones de información estándar. Estos tienen un tipo de sistema de
archivos, como el ext3. y un punto de montaje.

Un administrador puede incrementar o reducir los volúmenes lógicos sin deskuir la
información, a diferencia de las particiones de disco estándar. Si los volúmenes fisicos
en un volumen de grupo se encuentrari en dispositivos separados entonces los
administradores pueden también propagar un volumen lógico a través de múltiples
discos y de arreglos RAID.

Particiones automáticas y LVM
Las opciones de partición automática crean particiones como volúmenes LVM.

Disk druid

Disk druid es un programa interactivo para editar las particiones de disco. Disk d¡uid
aguanta RAID y LVM para proveer almacenamiento mas extenso y fiable.

Disk Setup
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p¡rrktnhgL trür¡ cln aülr!.
¡(ftfl ,rq <uartit p¡r.lo,r
!¡ü¡g¡ lcI& l.lar0. or ñodf
úa ta¡r0 uih!, ,$ nr¡¡u¡l
psdd¡nhg b{l

llyoú ¡rc r¡¡mr¡Iy p¡rútaoñhg
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¡(r

? Vfi.!¡ú
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l: flid. ¡,{} drei.lnvH vd!ñ. lrorp r$r.r.

l$a
l¡*

rÉn
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* B¡¿r

Figura 6-ll Pantalla de Partic¡onamiento del disco

¡tüa ¡rt

ñrrrr RAr0

U e ú¿¡¡

EDCOM Capítulo 6- Página Il ESPOL

fura'



Manual de Usua o Ecuaquimica C,A,

Cuando se haya realizado todas las particiones debidas se da un clic en Next muestra la
pantalla de confirmación de la instalación del administrador de arranque ("Boot
Loader") GRUB

Boot Loader
Configuratlon

8y dcl¡dl. {re 6nUB bfi,!
lo¡dar ir ¡nal¡ llcd o¡ ah.
fñt(rn. tfyc¡ dó l}d rr&rt b
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Ygl, (¡n ¡l¡o ai{ora *hidr 03
0f ta., b¡rr rrlort ,lri cral
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Figura 6-12 Pantalla de booteo

Después del paso anterior, se hace un clic en next y se tiene la siguiente pantalla de
configuración de la Red, aquí es donde se establece la dirección IP de la máquina.
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Figura 6-13 Pantalla de Conliguraciones de la red
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Luego de esto viene la pantalla de configuración de firewall, si se dispone de Intemet es

recomendable habilitarlo.

S{úl*r Éiat¡oaaú tjñr 6güü¡(} Fsr¿.r frl¡rrr¡irri .r«¡ly (d!.id¡ ll¡¡í lhüt

tlo F¡rr¡l - t¡o fi¡aml
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§ fiidé uete Itan¡o r¡«"u l + ext

Figura 6-14 Pantalla de Configuración del Firewall

Después de haber terminado nuestra configuración del Firewall, se hace un clic en next
donde viene la pantalla de configuración de la zona horaria.

Firewall
Configuratlon
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Luego de haber ubicado nuestra zona horaria se hace un clic en next y viene la pantalla

de contraseña de root o administ¡ador dicha contraseña servirá para realizar cambios en
el sistema.

Set Root Password t) ]} ¡d {(c¡ ir §.{ ft. ¡ikúrliür.,ht úa irrta
€lr.r r !sr.oú rs ¡ñ. ¡El l,rn

(s{ffi
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.u*,@
Figura 6-ló Pantalla de colocación del Password como administrador

La siguiente pantalla después de haber puesto nuestra contraseña como administrador es

la pantalla de información de los paquetes a instalarse, si se necesita adherir algún
paquete se escoge la opción de FIJAR PAQUETES
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r¡¡B rt!'tys.nr<üfr"¡al¡t?r' ¡.d.

¡l ta .r. l¡iil¡ *i f«l¡¡ C.... d¡ ñr ñ¡',r lF< .
,¡(t¡.l.3 yo. r< ¡d t¡. ¡o d$¡l q ¡yria i¡lr¡¡hE. (¡lrl
tlE tar ¡¡r¡r ro .¡6r{lt&§ i{dr lnrú¡16,

S lir¡l dd¡dr r.a¡.¡n g*f¡i.r
O Crr&*t! !.átrñ r¡.r{., !o !. ieulll

*t*ri@JB*n*¡ ¡lu¿r

Figura 6-17 Pantalla de instalación de paquetes por defecto
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ESTA PA¡{TALLA ES EN CASO DE QUE SE NECESITE MAS PAQUETES

Package Group
Selecüon

ürt! ¡ po<t¡gt $§r0 h¡r bacn
rekñcd, dkt oñ txirils b Yi€i#

titfrñ p¡(ta9t¡ ¡¡c anst¡lcl by
deI¡ui ¡¡d b ¡dd o. r.nBYt
oñon¡l r¡rl¡gcÉ lsrn th¡t
gcor¡p.

C!|¡t lon: (}r.! 
'rü 

d¡.t NaIl,
üle ¡or¡¡{r$n ,r9gr¡ñ ülgir,tr
inilrng lre opaa¿lnt rytleln ¡o üc
h¡rd dririllf). Ttúr Dro(ai! (tüor
ba rrúg'|$ lllou h¡yc dqtidrd
¡a'l b mBriru! r{l* drt
krrt¡lhúrr. lhi¡ lr ü. l¡rl ,eú¡l ¡r
ú¡ri(h yon t¡n ,¡ lely ,Do( út
Ins¡¡hlbn p.o(o§!.

1I x wllti ctr¡.¡r lryr¡ §rI¿5
hr¡,fir tlt,., !¡a¡¡¡ r ¡sc'. ña tar4,{ti(¡ ñ

a GNOl,i€ O.srdo, Éov¡wnrnr lrryal o¿r¡t¡

2
fl xoc {x O.rtE Co¡.ánrnD lqr ¡l

iil eau¡ lrr.l 0tt¡A¡

il cltd¡t rl¡rg ¡n, fk.ü( lo:'ll

6N ¡El¡.p!'lra S¡Éi(dü.ii .á..rl|*t
i*li*r a t¡r.|. d.tl&s. ry¡{aü iar$, }rd.¡ í¡|r*d
fla ñ-t¡tr(

xOE ¡!rrhar¿ frrr*¡dló!, iüdüü *{r<l ¡ict¡aat
¡ f¡¡al. éth.r, ¡Éar¡ ka. ¡.¿ . lñ¡rr*J ¡a
i¡r¡ía,

d §srdrn*i a¡¡¡d llll ill*r. *Ér &l f.ltrr¡rú $¡r
& !r¡ ta a,n la ¡d ll§ ftrr lüaia balcúr Eñsi

f.a.l lñór,g ü. l.álol

fTiñu.' I I Dt¡o¡¡+ x¡¡¡ ü ü¡(¡.

La siguiente pantalla dice que los discos de instalación que se necesita para realizar la
misma o sea es la pantalla de confimración de instalación.

About to lnstall

To ¡boal Erit hrt¡l¡ion. pr.rr
yoür (onsrrier', l$s6t ü,ir{qn o.
l!r«e3ln, Ca rol.lt-orht .
¡nd üañ É¡Eyc üe iñrtdl¡§on
rlrcda¡ btllrctá üú unmounling
tid rüb@t ¡traén ü¿r¡¡irt,

Q mou ¡ap ;] 8+¡t¡¡t tl¡r¡

Figura Gl9 Pantalla de confirmación de instalación

Ck¡ r'{rt lo hlir ¡!6l{¡iri
ol frdacc.
I r6dan &t af ttta
¡ñ!aa* t¡r ¡. kr&d h ¡na
fa. 'lri.(ÁÉrÍd Jr.r
.abq&? t.!, ryiarñ.

l Ud¡ur Ba arraC6¡, t¡
iú¡Jrir q§cr3 ¡.hc!a¡, c5
!. ¡q¡á¡, h rlrff.?rq,
¡r¡a¿ld¡*t.dC d{(. {¡oodq

eryr.1q§r'i)

t9 U+',

furo
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Srlea¡ lr. ,¡<kga {¡prll(.dod
grd¡pt úu! !oü iv¡rn ¡o ¡¡r¡t¡ll To
aelofl ¡ p¡chga fior¡r. <lkt o.,
!r! ihü(t bor bcild¿ ¡t.

Figura 6-18 Partalla en caso de que se necesiten mas paquetes
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Aqui se indica los discos a necesitar para la instalación

I rx Frry¡aá( q¿e blq {Cffiir¡*Alfir¡ . 'rrrrhr nqlr.rit'r
!d* r,§á{r§.¡ C$.;

Fcdcn I:¡r ,l f 0 il
ftr.trr Cirl€ t {O {I
Fúrr¡ fra! + CD r{

llrr l{yrJt tc]ls I r¡cr f,)i} ú{ r,cgrrc r.r1 lr ixtl¡dri¿ . 5r
í§(É¡r&¡ rbe{ l¡ iürrle&§.t *&r ñr l¡eü rd(dsr¡:
'§in.i.'¡".

Figura G20 Pantalla de información de discos par¡ irstslación

Esta pantalla muestra el proceso de instalación

lnstalling Packages

Wt h¡É g¡ñe.!d ¡fl ür
&lrlrüoó ncrdsd F im¿f
Fsdoa¡ ao,t o {rr ayfiln t
ñry t¡lt ¡ lvlift b ing¡i
.wrtrtÍng. d.¡.ndhg ün horv
In¡ry prd¡g r 6aed b bc
¡rú¡llqd,

Fedora
ftoc I

w§!ffi -. -,...,., ,.l- ....
R.s¡¡¡rlt rn. lÜli'tr¡

lñ¡r.¡úl aH.r.l-O.ll¿itñ üt Y¿)
T¡* l¡va Erur. ltr¡'y ld fi. .

Fcdaru"
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;ñruffiñ,ü

&

L**::i::.J *.:*'J@i

-l 8.¡¿l1. {.rrt

Figura 6-21 Pántalla de estado de la instalación
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fuarrt

Una vez terminada toda Ia instalación de Linux
instalación del cd-ROM.

indica que se debe quitar el disco de

. a-¡ r!,,1, . r¡,!.a r.rt r.n¡.lr¡.

:r*,:¡a§*¡rñ*¡k ¡r ,rJtl &¡k 1"st a tl**.ñ¡¡r¡a?t
rü _tatü/ 

É¡r! ¡.q, t .i .l ¡l'*

\:, rs

Figura 6-22 Pantalls de f¡naliz¡ción de instal¡ción

Finalmente se hace un clic en reiniciar y saldrá la siguiente pantall4 que indica un
conteo de 5 segundos para iniciar automáticamente Lirux

Figura 6-23 Pantalla inicial de arranque

¡itl ¡i! a !r¡t-. n.'Á atr¡i l.ú ,/ rllitl( ,'Id -.ru)

l¡e ¡t I .t¡l a t¡,. r! r.ri.¡ .¡¡,t err.r rt ¡¡{h.¡¡¡a¡a
l¡.1, ¡¡la L' bl (l1 ,st .¡d m q k {¡ll ah
f.i-¿¡., t ,{lr nor.)r§, .' rr.ct¡lr.¡. ¡ñ_..1 !r¡}*rl¡
llBU L!¡i(¿, L '' ¡q . !-i¿-ii-,

Fedora
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Luego de haber cargado todo los demonios o procesos muestra la pantalla de bienvenida
cuando es por primera vez, que es donde se configura monitores, hor4 tiempo, etc.

Sl welcome
llira xr ¡ h, na.a tnÉ ro r*a !.1¡r yú, rtrr.rll r rt¿f ic u¡¿ lna 9¡O
&*a ¡¡¡¡ w ,*h tc {t .qtl¡ ,!ñr }¡'.( (ll§lr¡b.rr ?rr¡ta dat l& 'Íd
ha¡r ir üc lH. .í,a a6*r to cdi*.

Figura 6-24 Psntalla de Bienvenida de Fedora primera sesión

Esta es la pantalla donde se indica que se está de acuerdo con los acuerdos dados por
Linux.

J-,i. Acuerdu de Licencia
U:r{tt r:l§a&t.ít r¡lr (sr ¡

'rt {,t *{t§ tr.¡1..¡{ ¡rt§x!8r, t,r
! ¡¡ ¡¡ dI * L}r. r rr '¡a.-'. .-,r.¡,r.|riL»J ó* al,ár .*ra.r lh ?.¡.*$ ¡ l{rir
-r rü o.L,lñytr i¡ l*r§t ¡ilüt t L?t Lttbt'!.r.r,rar{ii ñrr'. t:ti., n¡¡a ri i,
r¡¡¡¡¡¿*r {l- i¡.¡ l§.&tis I' l¡rgl r..1¡e. ¡.f{* taill¡tJlr ¡{r.r llry !..rfi ú4.
alrrat

rl' r¡l'llr}., ,*r.¡l*,rlan ¡¡,¿r¿..¡¡. r..
iÉg \rrr* ti¿'ai?*wq{ l'lL! aivrñr
f:a 4,,!a arlü&i llrr¡lr lt{| ralari*É ¡aatl I
'¡ ¡r/t¡a\ r^r.i¡aa .alrr{srtr(ra¡l t t.l{ ¡.a.úr¡,1h¡r. r**a l*(ñ *"rr'r,
r.¡. ra3¡.,:,..rt !t .l!t *r¡rata*aú.r trn;
raiL¡t lE¡ltalac,}a,t r lr¡a t§ri*t$rü.rr.¿t*¡ta '.¡ r:-¡r l¡l '. iri rrr!aÉ;-- rr*.4kr.¡1. { *Prt -- t. r, }.64

Figura 6-25 Pantalla de Acuerdo de licencia
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Aquí se configura la hora y fecha

ffioat, and Time
Pl§úr r(, í|. rl¡a ¡,L, i* lc ,!c ty arr

,s+n-!*r. i{grt¡tr1t§f {l
.1.E6 r Cnl.rr fürt ,¡:0ilE

8§¡¡, rr .i

Li¡nu. ¡ i
lt(lrrl'ri ll

ffi

M
lal
atÉ
ü¡út,
¿:l¡.
:'r0 ,l

ll
¡s

' I g¡r

Figura 6-26 Pantalla de configuración de hora y fecha

;n Dlsplay
pb¡rr !.L(r úa *'dúifi ¡¡r, (d.. iltú {¡rl yc¡ ¡r!! |o úlf

Ui!.dr d6'd ¡{¡ \4trf)F (c.br¡,...

(dü Dtlr§

.¡¡ I¡(r

Figurs 6-27 Pantalla de configursclón de la pantalla y monitor
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Luego de configurar se hace un clic en next y se tendrá como siguiente pantalla de
configuración de el monitor, resolución.

$at
t¡ l! l4
t9 2ü ¿¡

tdr¡s
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Luego de configurar los panámetros del monitor y resolución de la pantalla se tiene
como siguiente paso crear un usuario, ubicar todos los datos y contraseñas del usuario.

t& §ystem User
¡ ¡t i(lr*lclaadii¡ tür a.ara ¡,y¡t ñ'rañ¡nr',:, É{i¡,lÉr
.¡úritt¡*'i, 6a aa tar ryrlilr fü rñe ¿ rñrañ 1ltan!¡R' ,loj,t t*idr
rta u!ñD¡¡ai l$ñ¡r.d lrld¡r,

AI X¡.r:

I rrll raad ro s. r*.n rt ¡al|.r¡.¿.. íx§ I tüttÉ a llll' de. r*f d.
Ur. Frr, ¡* Lq¡r hrta,

*u*rG
Figura 6-28 Psntalla de apertura de un nuevo usuario

Luego de crear el usuario se hace un clic en next para tener como resultado la pantalla
de configuración de la tarjeta de sonido.

@ Sound Card
A aod a¡.1 ¡,8 laGr ¡La.<rad d tu, (cgr.1
C¡<t rlr 'ñ¡y $í rdrf h¡i6 ¡ó n¡, ¡ r¡rda rd¡rd. Ya¡ rto¡ ia¡r ¡ arit'
d ¿tlr rdrrja, lti &tl ¡c¿¡r,l a.h l¡+ llta (lsñd, r¡. t{«rld rqrd¡l !r
ú ¡lÉ ¡lt (¡$.d. ¡a{ rL Iül rad l*a ¡a n ña (rrLr.

vrl|alor E!$q{a
r..a.t ESlr¿ lr(/ú.P(l.in
t¡odolc añd.atilrr¡

rilü§i

g l¡.r

Figura 6-29 Pantalla de configuración de la tarjeta de sonido
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Luego de haber terminado de configurar nuesaa tarjeta de sonido se hace un clic en next
y muestra la pantalla de que si se posee o no cds adicionales.

& eaan¡onal cDs
!ta¡& iíra üa úra t¡tltld'Rad B¡ Etr¡frba tir¡¡. §rrr¡a'ú ¡n* ftr
h¿rdlú€l Dt¡d.o¡av C!!!hr ¡¡a ¡!rta{i¡.r, Yú ns¡¡ra ia¡rn dta
OÉ¡,ir.¡Éñ órc. ü ¡.lú i.d !l¡,rr§,i.H Cr.t i. iú¡l ¡d¡§! ¡d¡trñ ¡
rLi *ra,

@ ^*",rcx i.i:**..i

Figura 6-30 Pantalla de instalaciones adicionales

Finalmente nuestra pantalla de finalización de la configuración.

& r¡n¡str setup
Yar¡. ¡ratas lt ñ raa t ¡rú i.¡ar ro rra. tlo¡¡a a|it tlÉ 'ltld ar!ú h ñ
lo*ü üÉ rsEr ¡or$.a,rr-

'*u*r,@

Figura G3l Pantalla linal de configuraciones
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Para terminar con la instalación se hace un clic en next y se está listo para utilizar
Fedora Core .

6.8. INICIALIZACIÓN A LINTIX

Existen tres formas de acceder a un sistem¿ Linux:
-A través de una consola de texto, el usuario se conecta directamente al ordenador que

tiene instalado Linux y accede mediante un sistema no gnffico.

-Desde un gestor de sesiones grafico @ Window), el usuario se conecta directamente al
ordenador que tiene instalado Linux y accede al sistema mediante un programa gnifico.

-Desde un ordenador remoto mediante telnet o secure shell

1.. LOGIN:
2.. PASSWORD:

Nombre de Usuario
Contraseña de Usuario

6.9. GRÁFICO DE INICIO DE SESIÓN

En esta pantalla se establece el nombre de usuario, recuerden que root es para ingresar
como administrador del sistema.

Figurs 6-32 Pantalls de ingreso de usuario
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En cualquiera de los casos aparecerá en pantalla lo siguiente

fD ¡-. ¡f, ¿-", rt ¡r,n*o. {. ¿a¡-

(.oltl



Manu de asuatio Ecuoquimica C.A.

Una vez ingresado el usuario se ingresa la contraseña y se da un enter para iniciar
nuestra sesión, a continuación se muestra la pantalla de ingreso de la contraseña.

Figura 6-33 Partrlla d€ irgreso de contras€ña

Luego de introducir los datos mencionados anteriormente saldrá una pantalla de la
siguiente forma, éste es el escritorio en Linux

a Ad¡(¡(iüler A(cio.r¿t iur 22 de le§ ftra Qf

Figura 6-34 Pantalls del escritorio de fedora core 3

)R

l/ro../Doltro1/docomeñ. ñl - l(Well
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Existe otro concepto fundamental a la hora de usar Linux que es el de Super Usuario o
usuario root. Este usuario es el administrador del sistema y se crea durante la
instalación.

Como administrador se puede acceder y modificar (así como destruir) toda la
información del sistema" por 1o que hay que eütar en la medida de lo posible trabajar
como usuario root..

Linux también incluye una herramienta que permite desplazar por las distintas carpetas,
esta herramienta es el explorador de archivos que se lo muestra en la siguiente pantalla.
Dicha pantalla se encuentra en Aplicaciones luego se escoge explorador de archivos.

6.10. APERTURA DE I.INA TERMINAL DE CONSOLA

Una Terminal de consola en Linux sirve para la comunicación en base a instrucciones o
comandos entre Linux y el usuario pero en modo texto o sea sin gráficos.
Para Abrir una Terminal de consola en Linux se hace un clic derecho en la pantalla del
escritorio de Linux y se escoge la opción abrir Terminal y saldrá la siguiente pantalla.

rJ l¡iÉciorles *.i*e¡ O&QE§) ¡ue !2 ae ftb, 846 €!

ArEtivo Edit Y.r l.rn¡ná, sdár.t ryld¡
[rootoecu¡quidcs -]l I

¡ia
L-J

Figura 6-35 Pantalla de vista de una Terminal de consola

En esta pantalla se puede hacer uso de todos los comandos e instrucciones que posee
Linux para realizar cambios en un ambiente de texto.
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6.11. BREVE INTRODUCCIÓN A LOS COMANDOS EN LINUX

Linux posee una serie de comandos e instrucciones, las cuales se las pueden ejecutar en

una Terminal de consola, entre los cuales se muestran los comandos más usuales:

Se debe tener en cuenta que todos los nombres de archivos, directorios y comandos son

"Case-Sensitive", es decir que diferencian mayúsculas y minúsculas, y la mayorÍa de los
comandos en Unix son de dos o tres letras.

Cambio de directorio: "cd".
Forma de uso: "cd [directorio]" : [directorio] es el nombre del directorio al que se quiere

ir, además si se usa "cd" sin parámeaos, el destino será el directorio de cada usua¡io
dentro del directorio "home", "cd.." el destino será el directorio raíz y "cd.", el destino
es a si mismo.

. Consultar el directorio actual: "pwd"
Se utiliza para saber en que directorio se esta actualmente.

o Ver el contenido delos directorios: "ls"
Forma de uso: "ls -1 [directoriol" .

Este comando puede compararse con el comando "di¡", de MS-DOS. "ls" tiene mucos
pariímetros, el mas utilizados es 'Ll" que muestra en detalle el contenido del directorio.

r Ver las paginas del manual: "man"
Forma de uso: 'tnan [comando]".
Este comando puede compararse con el comando "help" de MS-DOS. Con el comando
'tnan" se puede utilizar para solicitar información de todos los comandos ya que
algunos programas y aplicaciones tiene sus propias paginas en el manual.

¡ Creación de directorios: "mkdil'
Forma de uso: "mkdir [nombre]"
Este comando es igual en MS-DOS.

¡ Copiar archivos:"cp"
Forma de uso: "cp [origen] [destino]": Este comando copia los archivos listados en la
línea de comandos.

r Mover archivos: 'tnv"
Forma de uso: '1nv [origen] [destino]"
Funciona de la misma manera que cp pero elimina el palámetro marcado como origen.

Se usa para borrar un archivo o una lista de ellos.

EDCOM ESPOL

¡ Borrar archivos: "rm"
Forma de uso(archivos): "rm [nombre de archivo]"
Forma de uso(directorios): "rm -r [nombre directorio]"
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¡ Mirar archivos: '1nore", "cat" y "less"
Forma de uso: 'tnore [archivo]"

"less [archivo]"
"cat [archivo]"

. Ingresar al entomo gráfico: "startx"
Fomr¿ de uso: Ingresa al entomo gráfico predeterminado.

"startx KDE '. Ingresa al entomo gráfico KDE
Si se cuenta con otro entomo gráfico se debe poner "startx", seguido por el nombre con
el que se lo llama.

¡ Salir del sistema: "exit"

No importa la localización, si se ejecuta este comando se cortara la ejecución de todos
los programas y prepara el sisterna para que se pueda apagar.

Ej: Pantalla dando üstado de directorios mediante una Terminal de consola

Figura 6-36 Pantall¡ de información dc un comando

6.12. MENSAJES DE ERROR EN CONSOLA

Linux mediante la instrucción tail -f var/log/messages permite mediante una terminal
de consola analizar los distintos mensajes enüados por el kemell cuando se levanta o se
paraliza un proceso

A(hivó Ed¡t& yer I€m¡ñal §dafa: Ayud¡

flootoecuaquilrica /]f L1
total. 16O
drt.xr-tr-x 2 toot root
alrBxr-xr-x 3 root root
drwxr-xr-x 10 loot root
drrxr-xt-x 81 root root
dr¡D(r-xr-x 3 root root
drw:$-xr-x 2 ¡oot root
drl{)(r-xr-x 11 root 

"ootdrlñ------ 2 root root
drlrxr-xr-x § root rüot
alrrxr-xr-x ? root root
dri¡xr-xr-x 2 ,qot root
drroE-xr-x 2 root root
dr-x!-)c-x 1O2 root root
dr!¡isr-x--- 25 ¡aot roat
alwxr-xr-x 2 root root
dr*xr-xr-x ? root root
drBrr-xr-x 2 root root
drr,(r-r{r-x I root root
dnfflvxrut 14 root root
dl¡.¡¡T-xr-x 14 root root
drwrr-)(r-x 23 foot root
[rootoecuaquinicá,/]# I

4096
4006
5080
8192
4096
4096
4096

16384
4098
4096
4096
4096

0
4096
8192
4096
40e6

o
40§6
4 096

22 2007
22 20A1
22 OO:20
22 OOtZo
22 200L
12 2004
22 mor
22 2001
22 00:20
16 2004
L2 zO0¿
12 2004
22 01;00
22 0O:58
22 2001
22 20§7
12 2OO¡l

22 01:00
22 0t rO4
22 2001
22 2001

bin
boot
d¿v
€tc
hone
lñitrd
tib
lost+foun¿l
nedia
r{sc
lmt
opt
proc
root
sbin
6e1lnr¡¡(
srv
aya
tlp
u§r
var

feb
féb
oct
¡8q
ago

feb
f€b
feb
feb
feb
ago
feb

feb
feb
feb
feb
ago
feb
feb
feb

4096 feb
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A continuación se muestra r¡na pantalla de despliegue de mensajes de errores.

,r, 
^dirarlr¡. 

r«tr¡s fD*(}§& tLlc ¡¿ dc iEb, c&,a, (¡l

Figura 6-37 Pantalla de salida de información de errores

6.13. CONFIGURACIÓN DE PARÁMETROS

En Linux mediante el comando setup en la Terminal de consola se puede configurar
parámetros de Red, Firewall, Impresora, Teclado, Servicios del Sisterna, etc.
Primeramente se abre una Terminal de consola, se digita setup seguido de un ENTER
y saldrá la siguiente pantalla

AÉhivo Editar y.r l.rñlnd §d.p¡¡ AIda

Figura ó-38 Psltaüa de conliguración de parámetros

En esta pantalla se puede cambiar parámetros de red, cortafregos (ñrewall), impresora,
ratórL teclado, y configuraciones de pantalla.

[!ootí.!¡¡¡q¡¡ll1.¡ -1, tllr -l /8./t t¡.¡.¡¡.3
f.b ¡2 0orl3:!, ..u.q¡t1c¡ k.ñ.r: l¡d. - lC¡ .Eor! tt¡trs o¡r@0&ro8. ?C¡

l.b 22 0o
!rü 22 00
l.b 22 oo
?.b 22 ü)
¡.b 22 00
Lb 2? 00
!.b 2? 00
,6Uú
l.n ?2 b

¡3t rOo
:3S:¡3
:i6:t€
:37:14
:38:20
:lt:21
t4o:22
:,11:24
: al:26

lú. ñ3i¡9. hp..t.¿
l¡.r m.¡¡Í. r.8a!.d
l¡.t r..d8. ?.!..t.d
l.a! r..Ha. reE..t.il
¡r.t tr¡r.r¡. !sp..te!
l.6r ¡..i¡8. hp..t.A
l..t 35.r. r.p..t.d
l..t {...1. r.!..1.d
l¡.r r....9. r.!..t.d

AaliE EÉ¡ Yq Iar¡nJ §d.!rs 
^Irü
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6.14. CONFIGI]RACIÓN DE LA INTERFAZ ETHERNET

Para asignar una dirección IP , se lo puede realizar de dos formas:
-Primero se abre una Terminal de consola y se digita el comando setup y luego se

escoge la opción configuración de la Red la cual mostrará 1a siguiente pantalla donde se

puede digitar nuestra dirección IP y la mascara de Red y una vez ingresado todo los
parámehos se procede a dar en OK y listo .

-La segunda manera es abriendo una Terminal de consola y se digita la siguiente
instrucción:

Figura 6-39 Pantalla de configuración de direcciones IP

Ifconfig eth0 192.168.12.1 up
Ifconfig permite asignar una dirección IP a una interfaz ethemet siempre y cuando esta
posea una ta{eta de red.

Donde eth0 indica el tipo de interfaz de red, luego 192.168.12.1 es la dirección IP de la
máquina a asigaar y por último up que sirve para levantar la interfaz y habilitarla.

EDCOM Capítulo 6 - Pdgina 28 ESPOL

&divo Eúi¡l YQl lcm¡ñd id¡p.15 Alud¡

. l¡tloduz.¿..1¿ configf¡raci¿n IP p¡t¡ €st{
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&liiso E{tt Yg &rtúd §¡:r¡r

Hiilñl§l rll lfcodhrt¡o le2.168.l?.10 rt¡n¡¡l¡ 25525515r.0 w

Flgura G40 Pontalla asignación de IP medi¡nte consola

Para verificar que nuesfa tarjeta ya está habilitada se abre una Terminal de consola y se

digita el comando ifconfig seguido de un enter y mostrará la siguiente pantalla

indicando que nuestra tarjeta ya está habililada.

Archivo Edit¡r g€r ler,ni¡r¡l §dapas Ayuda

[rootoloc§lhost,/]* tfconfig
etho Ltuü encap:Ethernet l¡tladdr O0:E0:{C:7E:DSi84

tnet {ddr : 192.168. 12. 10 Bcast : 192. 168.12. 255 Ua6k :255. 25S. 255, 0
1nét6 sdür: fc80 : :260: 4cf f : f€7 z I d'a4/ 64 scope : llnk
UP ER0ADCASI ¡¡ULTICAST ITU:1500 )letlic:1
RX packets:0 erro.s:o dropp€d:o overrE¡a:0 f¡aÍeio
1'x packÉts:25 €rrors:0 dropp€¿l:0 overr(aÉ:o carrier:o
colll§1on§:0 txqueuéLeni1o0O
RX byt€6:0 (0.0 b) Il( byt€s:2191 (2.1 KtB)
Intelrr¡pt l 11 B¡9€ addrg3s:0xec00

lo f,ink encap:Loc¿l Loopbáck
1n€t addr:127,0,0.1 ¡lask:255.0.0.0
inet6 addr: : r1l128 Scope:Host
IJP LOoPBACK RUI¡NINC XIr:16436 Xet!1c:1
RX psckets:2088 €lrora!O ¿lropped:0 overrw¡e:o fra!é:0
T1( packetsr2088 errors:o d¡opt)rdio gverr!¡r¡s r 0 carrler:0
collisl.ons!0 txqueuekn:0
RX byt.§:3836132 (3.6 ,,118) TX byteE 13836132 (3.€ xiB)

. [root0localhost /)* I

t'igura 6-41 Pantalla de información tarjeta

6.15. CONFIGI]RACIÓN DE SAMBA SERYER

SMB (acrónimo de Server Message Block) es un protocolo, del Nivel de Presentación
del modelo OSI de TCP/IP. La ínter conectividad entre un equipo con Linux y el resto
de los equipos de la red en una oficina con alguna versión de Windows es importante,
ya que esto permite compartir archivos e impresoras. Esta ínter conectividad se
consigue exitosamente a favés de SAMBA.

I
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REQI,IISITOS
¡ Primeramente se abre una Terminal de consola para luego veriñcar que se

encuentre instalado el paquete samba se lo hace con el comando rpm -q samba'
o Se debe comprobar que también se encuenfie instalada una tarjeta de red.

M¡crc.olt Wndof,¡ §t

S¡mb¡ §¡ra.! wlth Microaoñ $fndof,¡ 95
flLt ¡idll{ ¿

Mi.ro¡olt Y'¡rldóvf¡ t{T a,¡, , 20«)

No,¡d Notlrrir

o§2

Figura G42 Ilustración §&mbe Server

Se ubica el archivo smb,conf en la siguiente ruta cd /etc/samba/ para luego editarlo
con el comando ü smb.conf y realizar los siguientes ajustes.

Arh¡vo Edha, yer lenniral 5dáp.s Aluda

f, this is the rrin S¡lbr cmfig!"aatior¡ fll€. Yor¡ shor¡lii leed the
I s¡b,conf(s) ¡anual p¡ge I¡ orde! to r¡nderBt¡nd thc optlons Llsteal
I her.. sanba haÉ ¡ huge ¡u¡b€! of coEfigur¡ble optio¡B (perhap6 too
, nanyl) ro6t of ühich 8r. not shoun Ln this €xs¡pl€
t
I Aüy ltne rhrch starts $lth á ; (se¡1-colon) o¡ s I (h¡sh)
, i3 ¡ corÚlsnt afrd l, 1¡ndred. Iñ thia exa¡pla ,É nill use á f
* for cornentry and a ; fo¡ párt6 of the config fil. tht you
I r¡y rish to en¡ble

I No[E: llhrnaee¡ yúu ¡odlfy this fllé you should ¡¡r thé ronn¡nal "téstp¡rD"
I to check that yo¡¡ ha\¡€ not nedle ¡ny b¡alc §ynt¡ctlc é!¡o¡s.

a=ffi-¡.: Clobal SettlrgB =**=:.
Iglobit,

I ErkSlor¡p = tlT-Dottrln-Nir. r¡ ¡lorLgro¡¡p-tlü.
work¡rcup = gniÉco
netbios na¡e= Server

I ¡erve! atrlr¡ 1¡ thi €qufv¡l,.nt of thc ¡n D€¡criptlon f,leld
se¡ler strtnB = 3¡.!b¡ Ser!,qr

i' Tti. optlolr ls lrllolt¡nt fos s!.u!1ty. It nflors you to !e6t!1ct
C connectior¡s to ¡6ahlEes ,hich ¡ro on your loa¡l rictrork. lhE
t lolloking ex¡|rplo lestlict8 acce§3 to tro C c1¡s6 netrg¡k6 and
* the "too!,bacl" lnterface. Eor ¡olG exarplas of ihe synt¿x sae
r, the snb.co¡¡f úEn pege
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COMENTARIOS

workgroup : SISTEMAS
(Aqui se identifica el grupo de trabajo que van a poder acceder a la carpeta compartida)

server string = S¡mb¡ Server
Netbios Name: Samba

§ombre con el cual se establecerá la conexión)

6.16. PARA COMPARTIRUNA CARPETA

Figura 6-44 Pantalla coufiguración para compartir inform¡ción

COMENTARIOS PANTALLA SMB.CONF

[alexis] (nombre de la carpeta como se vera compartida)
path = /roolgraficos (ruta donde se encuentra la carpeta)
public = yes (dice si la carpeta es publica o no)
writable = yes (si permite que se re-escribible)
browseable : yes (si permite que sea nevagable)
vaüd users - A§V (en el caso que se quiera dar acceso a ciertos usuarios)

Grabar el archivo smb.conf
Se presiona la tecla ESC luego la tecla : y se digita las lekas wq que permiten grabar y
salir del archivo editado

ü

ArcNeo Edftar Ye¡ Iemlut §daors A¡tda

! The following tro antries derEristrate hoy to 6hare a directory so that tro
¡ uaers can place fiL$ there that rill be orfietl by the spec¿fic us€rs. In thia
# setup, the directo"f Ehoulal bs *Titable by both uaers and shouLd have the
# stirky bit set on it to pr.vent ábuse, obviously thiE cot¡ld be éxtende¿ to
I as nany u6Ers aa required.
¡ [nyshsré]
i corfient = ll¡ry's and Fred'6 stuff
; path - /usr./sonerhere/6hEred
¡ valid users = nary fuad
; pubüc = no. mitabla = yes
; prltrtáble = no
i créete nask = 0765

EDCOM ESPOL

Ialexls]
path = ,/root/graficos
Publie : yeÉ
t¡ritablé = yes
browseobl€ = yes
valid u3ers = jrp
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Arch¡vo Ed¡tar yer lem¡nal §olapas Ayuda

lrootelocalhost -l# atlduser usuarlo
[rootglocalhost -l# pasgtrd usuario
Changing password for user rsuarlo.
Ner UNIX páss$ord:
8AD PASS§o§D ! 1t 1s baséd on a alictlonÉry uord
Rétype neu UNfX pas$rotd:
passwd: a1l ¿uthenticatlon tokens updated successfully.

Figura 6-45 Pantalla ¡nformación de spertura de un nuevo usuario

COMENTARIOS

Se abre una Terminal de consola y se digita lo siguiente

Con esta instrucción se crea un usuario en el sistema
# adduser asv

Asignar una cl¡ve de samba al usuario creado
# addpasswd asv

Esta instrucción indisa a Linux que la clave creada para el usuario va a poder
hacer uso del recurso compartido.
# smbpasswd -a asv

Restaurar los servicios o demonios de samba

# service smb restart

a
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Teniendo como resultado la siguiente información salida en pantalla que indica que ya
se levantaron los servicios de samba.

Anhúo Editar ye, Ierminál Solapa! Ayoda

[rootglocalhost /]# s€rvlc€ snb rrsta.t
Apagando 1os selvlclos Sllt:
Apaga¡do 1o3 selvlclos Nl,{l !
InicLdndo servlcloE Sl,tB i
Iniciando 6ervicios NilB:
lrootoloca].host /l* I

Figura G46 Pantalla de reshuración de servicios de samba

Crear un directorio (topico)
Finalmente se crea el directorio a compartir
Con esta instrucción se crea un directorio llamado topico
# mkdir /topico

Crear un archivo en el directorio (topico)
# touch /topico/deber.txt

Asignar los permisos al directorio y al archivo
# chmod 777 ltopico
# chmod 777 ltopicoldeber.txt

6.18. VISTA DE UN RECI]RSO COMPARTIDO DESDE LINIX

Una vez reiniciado los servicios se ingresa al menú en Linur Aplicaciones para luego
escoger la opción Examinador de Red y presenta la siguiente pantalla donde se puede
ver lo que se encuentra compartido:

t
t
t
t

0x
OK

OK

,
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§ x

Archivo Editar Yer Lugar€s Ayuda

ffi
tlJ

P1000

Red r, 3 elementos

Figura 6-47 Pantalla de información de recursos compartidos

fuEpt¿r

Figur¿ 6-46 Pantslla dc ejecutar instrucciones

Una vez digitada la dirección IP del servidor saldrá la siguiente pantalla que es para el
ingreso al recurso compartido en donde se escribe el usuario y contraseña de ingreso al
recurso compartido.
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R*d

AMD|(6 Red de Wndúr,s

Una vez realizado todos estos pasos se accede a la máquina cliente y se procede a
ingresar al servidor Li¡ux de la siguiente manera:

En el menú ejecutar de Windows se procede a digitar la dirección IP del servidor

Ahir:

C¿ncühr Exá[¡inür.., I
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Y finalmente muesfia la siguiente pantalla que hace énfasis a los recursos compartidos
que tiene el servidor.

Figura 6-50 Pantal¡a de información de recursos compartidos

,- aa,*"

0 rc¿*¡'¡rtoo
S r¡c
§.Jt8..oú91á(&)
a {a, qi.olo.d(c,
§ ,ir, [¡id.d d. co (D,
ts .., ¡rD{s (E,
m P Pr¡ldrtdüd
g e DoorrÉ.rDr cotrp¡n or
m f5 DÉ¡!.rrDr d. .}'qr¡r,
§ rr *t¡ao r.a
e 0 rod¡¡,¡

n $ r.d ao l.trorot nUorn
§i B §a*n¡¡
s dl blrúEdo

e B iq,l6¡,J21¡
é, a+.¡!r¡ d. rúd.j.
ó irJr,l¡.
ñ ¡'t¡¡L¡t¡¡rcpto
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6.19. CONFIGT]RACIÓN DE DNS

DNS es un servicio que pemrite traducir nombres de direcciones de páginas web a
direcciones IP.

Domain Name System (Sistema de Dominio de Nombre), esta configuración realizada
en un servidor me permite convertir Nombres a direcciones IP.

La búsqueda de DNS es de forma recursiva, está basado en una estructura jerárquica.
DNS se vale del FQDN (Full Qualified Domain Name que es la relación exacta con
respecto a un dominio), para la resolución de nombres de host a su respectiva dirección
IP.

root

-lr t\¡
firJ

Client DNS server

aofo§ol.ev.ncku.edu "tw .Év.ncku.edu.tw

Figura 6-51 Ilustración del DN§

.ncku-edu.hv

E[r Ét

m
I T

¡É:=

Capítulo 6 - Página 36 ESPOL

Ecuaquimica C,A,

.edu.tw

H

It--

BI
I

t

EDCOM



Manual de Usuario Ecuaquimica C.A.

Prime¡o se abre una Terminal de consola y luego se verifica que se encuentre instalado
el paquete bind, se lo hace digitando el comando rpm -qa bind que permitirá verificar
si se 1o tiene o no (ver imagen)

A(hivo Edita, ye. Iem¡nal §d¡pas Ayuda

trootSloialhált /lI rpn -q inil
bhd-g.2,4-2
lrootglocalhost /]#

Figura 6-52 Pentalla de verificación de inst¿lación de psquetes

Se ubica el archivo named.conf en la siguiente ruta cd /etc/ para luego editarlo con el
comando vi named.conf y tealizar los siguientes ajustes.

Figura 6-53 Pantalla de conliguración de archivo de named.conf

ÁLrchvo E*ta Yer lr¡minal §dapas

zone "ecuaquinica.con"{
typé naster;
notify not
flle "ecuaquiDica. cor" i

):

AIuda

2one "0.0.127.in-adilr. arpa" IN {
type naster;
flle "nared.1ocal";
allo{-update { none; };

2one "0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.o.0.0.0.O.0.0.0.0.ip6.arpa"
{

type rister i
file "nared.lp6.local";
allow-update t none i );I
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zone "ecuaquimica.com, IN { (se establece el dominio)
type master; (dominio primario tipo maestro)
noti$no;
file "ecuaquimica.com"; (se indica donde va a guardar datos sobre nuestra zona)

l¡

Grabar el archivo named,conf
Se presiona la tecla ESC luego la tecla : y se digita las letras wq que pennit€ grabar y
salir del archivo editado

Luego una vez grabado sin haber cerrado nuestra Terminal de consola se debe dirigir a

la siguiente ruta con el comando cd /var/namedl/chrooUvar/named y se realiza un
copiado de archivos con el comando cp localhost,zone por dominio.com en este caso

ecuaquimica.com
Luego se edita vi ecuaquimica.com y se realizan los siguientes cambios:

t!

f,rchivo

§rrr,
Editar Yer

86400

IemiÉ¡l Sdap¿s Ayud¡

IN S0A ecuaquhicá, co¡,
qz
3H
15¡l
1t{
rD)

root, ecuaqui[ica. con, (
; serial (d. ¡da¡s)
: ref¡eeh
i retrY
; expiry
; rfnirul

localhost
ecuaquirica
r¡ftür

IN NS

INA
INA
IN CNATE

ecuaquirica
127.0.0.1
1S2.168.12.1
ecuaqui ica

7

Figur¿ 6-54 Pantfllla de configuración de dns

COMENTARIOS

TTL: tiernpo de vida en segundos que un servidor DNS o un resolver debe guardar en
caché esta entrada antes de descartarla.

NS : Este registro de recursos indica los servidores de nombres (.lame Servers NS)
autorizados para la zona. Se indican tanto los servidores principales como los
secundarios, así como tos servidores para cualquier zona delegada. Cada zona debe
contener como mínimo, un registro NS.

A: El tipo de registro de recursos A asigna un nombre de dominio completamente
cualificado (FQDN) a una dirección IP, para que los clientes puedan solicitar la
dirección IP de un nombre dado.
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CNAME: El registro de nombre canónico (CNAME, Canonical NAME) crea un alias
(un sinónimo) para el nombre de dominio especificado.

Grabar el archivo ecuaquimica.com
Se presiona la tecla ESC luego la tecla : y se digita las lehas wq que permiten grabar y
salir del archivo editado

Ir a Ia siguiente ruta para redireccionar la máquina
# cd lefcl
# vi resolv.conf

Aquí se agrega o se ve¡ifica si esta lo siguiente:
search localdomain
uameserver 192.168.12,1(esta IP es la de mi servidor)

Reiniciar los servicios del n¡med

# Service named restart
Para realizar la prueba se hace ping a www.ecuaquimica.com obteniendo el siguiente
resultado mostrado en pantalla
PING DESDE LINUXAL DNS

AnlÍvo Edtár Ver lerminal §olapas Ayda

lrooteecu¡qui¡ica etcl # ping w§. ecuaquinica. co¡
PINC ecuaqufnica. ecuaquinica. con (192^L68.12.1) 56(84) bytes of
64 byt€s fror ecuaquinic¿, con (L92.16&,l?,1): icrp-seq:o ttl=64
6{ bytas fron ecuáquinic¿.cor (192.168.12.1)t iclp-seq.l ttl:6.1
64 byt€s fron €cuaquiiica.con (192.L68.12,1): icñpjeq=z tt1=64
04 bytes fron ecuaquinj,ca. co¡ (192.16E.12.1): icnp-eeq=3 ttl=64
64 bytes fron ecuaquinica.co¡ (192,16E.12.1): icrp-§eqé4 ttlE64
I

data.
tine:o.?79 ns
tine=O.224 ¡rs
tire'O.236 ms
tine=0,228 ms
tineqo.224 n§

Figura G55 Pantalla de comprobaclón de un plng desde Llnux

PINGDESDE WINDOW§ AL DNS

Figura 6-5ó Pantalla de comprol¡ación de un ping desde Windows a Lin[r

n

C ! \)p in g t¡r¡{w.ecr¡.quimia&eorn

llacl-endo plng a w rir.ecu.quimica.com [ 132.168.12.1 I con 32 byt¿s ds datos:

Estadísticas de ping pana 192.160.12.1 :
Paquetes: snuiado§ - 4. recir¡ido$(Bz peld ido$ ),

fier¡pos nDroxinados de ida 9 e.relta en
l!ínl¡¡o = O¡¡s. lláxino = 6íls. lledin

C:iWIRDüW§i sy5teó¡32\tHD.é¡.e

EI

\)c

IIL-128
I IL =12S
IIL=120
IIL-128

l: bytes =32 t ienpo(1n
l3 bgtes=32 t ieoDo(1r,r
I ! lrytes-32 tieotlo<ln
t: lrytes =32 tier¡po<1r.r

nesp(esta desde
Respuesta desde
Res¡ruesta desde
IlespuestÁ desd6

¿1. De¡.d idos = O

friliseguodos:
Bns

r92
ts2
192
ts2

t68,12
t6a l2
't68,12
t 6a.12
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Luego se esta listo para configurar el DNS en un cliente y se lo hace de la siguiente
manera:

s"-.t 
I

I @.ú Mucr

¡5S95

lii@l
§$& |

tr'igura 6-57 Pantdla de cone¡iones dc red

Luego se da clic en el botón de Propiedades obteniendo la siguiente pantalla

eaual 
I mtenricacim I Avan:ad* |

rl Ad¡ptsd.. EllEfr'.t F.tl PCI dé Sis 3m

I
l

l

x

m
m
m
g¡

Est conerih utf¿e bs rifpienles elcle¡tor:

$crf! p¡a,rdar Mbo.áft
Co.lpdli ¡rFarq§ y ürtivqr pür lrdca titi:¡!.o&
Prctüdd d. p¿q(¡ct6 0oor.Bil@ffimm

Pr+ied¡dcs

coñécl¡d¿s cdrc sí.
r?dca

aceda I Ff:r I
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-Se da doble clic en el icono de conexión de red que se encuenha en la barra de tareas
teniendo como resultado la siguiente pantalla.

-
I

¡5.392 I

Coñactor us¡¡dol

lnslr¡¡/... I

17 Meruor icoro c¡ d á.á d. rdJÉ.cih d con.tr¡¡re

Figura G58 Pantellr de protocotos tcp/ip



Manual de Usuario

Después de obtener la pantalla de Propiedades se debe ubicar en la opción de Protocolo
Intemet (tcp/ip) y se da un clic en Propiedades teniendo como resultado la siguiente
pantalla.

Figura 6-59 Pant¿lla de conexión dns

Y es aquí donde se escoge la opción que dice Usar Ias siguientes direcciones de
servidor DN§ y se digita la dirección del DNS preferido.

6.20. CONFIGURACIÓN WEB SERYER

WEB SERVER o servidor donde se va a tener alojada nuestra página web, como su
nombre 1o indica servidor web, es el que permite alojar y levantar una pagina web, para
esto se debe de tener configurado el DNS.

Figura G60 Servidor WEB

EDCOM Capítuto 6 - Pdgina 4l ESPOL

Ecuaquimica C.A.

lt luas ü¿ .I¡eiéii lP rioír{iür-i¿
ic U!¡, ¡. s_,$üd. c}cc.ih le

l¡.'n .1,' ,¡' I

I

I

l^ 0!¡áá h d.(€rsn dd ¡{r.rijd DN§ ¿rrqr¡¡lr¡¡..¡.

I Sqvidd DNs sJálto

i Sr"oo, O¡¡s ol"oelo,

oe*,o" ¡*"¡o".. I

,-l?



Manual de asuorio Ecuoquimica CA.

Primero se debe tener instalado y levantado el DNS y posteriormente se ab¡e una
Terminal de consola y luego se verifica que se ericuentre instalado el paquete httpd se

lo hace con el comando rpm -qa httpd.

Arrhivo Edü¡, y€r l..m¡n¡l §d.Dss Ayoda

lloot0localhost ,/l* r?r -q httpd
httptl-2.0.52-3
[.ootaloc¡lhoot /lf

Figura 6-61 Pantalla de verilicación de paquetes

Se ubica el archivo httpd.conf en la siguiente ruta cd etc/httpüconf para luego
editarlo con el comando vi httpd.conf y realizar los siguientes ajustes.

i,

#
I
*
ñ

áGh¡vo Edila. Ys Iemiosl ldapos Ayuda

# Use nare-baaed virtual. hóstlng.

#Na[evirtu¡llloÉt' :80

l¡0T§: NoneuiltuaL¡lost aarnot be used plthout a po¡t specifier
(e.9. :80) if rcd-ssl i8 being used, due to the nature of the
SSL p¡otocol.

*
# Virtu¡l¡l§st exarlrle:
, Ahost .ny Apeche dlrective Í¡y 80 lnto I VirtuálHost rontainer.
# lte fir8t Virtuá¡lloft i€ction is us€d for re$¡e6ts ¡rithout 8 knovn
* server nare.
<Virtua¡llost i:80>

ServeEÁdnln rootelocalhost. localdalain
DotunentRoot /var/rffi/htd/ecuaquinica/
ServerNa¡le rw. ecuaauillicr. co¡

f,./Yir tua [los t>
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Figura 6-62 Prntalla de conliguración httpd



Manual de Usuario Ecuaquimica C.A.

Listen 80
DocumentRoot "/varlwww,/html"
DirectoryIndex index.htrnl index.htnl.var
NameVirtualHo st *:80

(en el mismo archivo) copiar:

<VirtualHost *:80>
(para permitir el puerto http se habilite)
ServerAdmin root@localhost.localdomain
(dirección para enviar informes de errores)
DocumentRoot /varlwww/htmUsitio/
(ruta donde se va a ubicar la página )
ServerName www.pagina.com
(nombre de lo que se habilito en el dns)
</VirtualHost>

Gr¡b¡r el archivo httpd.conf
Se presiona la tecla ESC luego la tecla : y se digitan las letras wq que permiten grabar y
salir del archivo eütado

Luego de haber realizado las configuraciones anteriores se debe ir a la siguiente ruta cd
/varlw\uw/htmY

Cambio de directorio
cd ecuaquimica
Denho de esta carpeta se copiarán los a¡chivos del sitio web

Una vez copiado los archivos se tiene que levantar el servicio con el siguiente
comando
service httpd start

Luego se debe ir al navegador y cargar nuestra página www.ecuaquimica.com
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Ubicar las siguientes líneas y verificar si se encuentran comentadas

Luego en esta ruta se crea la carpeta donde se alojará el sitio web
mkdir ecuaquimica

En caso de que no resultg se verifica en el navegador si la configuración está mediante
proxy y se lo deshabilita
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figura 6-63 Pantalla de carga de págins

6.21. CONFIGURACIÓN PROXY

El Proxy en Linux, sirve para dar permisos o privilegios a máquinas para que puedan
hacer uso de Internet e ingresar por una determinada dirección IP y por un puerto
especifico.

El Servidor Proxy Linux ofrece grandes ventajas en el uso de la conexión a Intemet
como la optimización de la velocidad de conexión y mejora en la seguridad de la red
local.

Relations : Cf ients - Proxy - §erveurs Sorvours l{WW

Ssryeu.i FTP

Cl¡orÉ WWW Servo!r PROXY

'<--->
Ssrvour. WAI§

Cache

O.r.¡da p¡r L.ur.¡t LE PRIEUB

Figura 6-64 llustración de conexiones proxy

II
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Para poder instalar el Proxy se tiene que tener levantados el DNS y también el
WEBSERVER, luego se debe abrir una Terminal de consola luego verificar si se tiene
instalado el paquete squid con el siguiente comando rpm -qi squid

Archivo Editü V€r lerm¡nal §doas Ayud¿

llootoloc¡1host -lt rp|l - q squid
squid-z.5. SaASLf6-3
[rootolocalhost -],

Figura É65 Psntslla de verificaclón de paquetes squid

Se ubica el archivo squid.conf en la ruta cd /etc/squidT para luego editarlo con e1

comando vi squid.conf y realizar los siguientes ajustes.

Se procede a ubicar y descomentar las siguientes líneas.

http¡ort 8080
(en esta línea se debe poner 8080 ya que se va a salir por este puerto)
cache_men 16 MB
(cuanto de memoria se va a darle a la página de cache)
cache_dir ufs /varlspool/squid 100 16 256
cache_access log /var/log/squid/access log
(guarda los sccesos a la pagina)
pid_fi lename /var/var/ruilsquid.pid

Lo siguiente se escribe donde estiá,¡r todas las ACL
acl red src 192.168.12.55/255.255.255.0 (ip del servidor y mascara)
Donde red es un nombre cualquiera que se da para habilitar la ACL

Luego se debe ubicar la siguiente línea:

http_access allow red web
(aquí se permite y se apertura nuestra acl)

!,

,
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# INSERT YOUR OWN RULE(S) HERE TO AILOW ACCESS FROM YOUR
CLIENTS
Y se pone lo siguiente para permitir nuestra acl .
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http_access allow manager localhost

Grab¡r el archivo squid,conf

Se presiona la tecla ESC luego la tecla : y se digitan las letras wq que permiten grabar y
salir del archivo editado

Se inician los servicios de esta manera
#service squid start

6.22. CONFIGURANDO EL CLIENTE

Pa¡a habilitar el Proxy en una máquina Windows se realiza lo siguiente:

Se abre el Intemet Explorer se dirige al menú herramientas y se escoge opciones de
Internet

r¡xl-r"¡:-*-:rJ*¡*:*.rs:,:.1

:]

.!J!:ti1.-ry_,1-*jt1r;j*""llE;ñ,,.r* ; r.3 iw

Figura 6-66 Pantslla dc Opciones de Internet

Obteniendo como resultado la siguiente pantalla

Figura G67 Pantalla de conliguración de la LAN

¡úoüú¡ á¡6/rhrüdadtu

cdi-- t

cd6¡..*¿L núr-b¿lAl
r. úúqrdL órar ú r|,&ó. hr
!. 6l., ¡-r&e, o¡ (rrú¡dó¡r,
p..dri0!i úE¡-&c
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E .pküá ! concxiüEi dc ¿ctcso tdofór¡co o d¿ rcdcs prúad¿s
vf¡r.lca (Y?t,l),
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car¡(el¿r

8@192.168.12.!

lnm

Servidor proxy

Configuración de la ¡ed de área tocal (LANI
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Y se escoge la viñeta que dice CONEXIONES para luego dar clic en Configuración
de la Red LA¡t... , dando como resultado la siguiente pantalla:

Figura 6-68 Pantalla de asignsción de prory

Listo, se da aceptar y ahora se puede cargar nuestra página en el navegador

Figura 6-69 Pantalla de págin8 cargada mediante Proxy

SEAÚ7oÑ Y AD'T'NIST"ACION E?V AEDE'

ANEIJS'§ DE CN-EAOO E§IAI,CrI'A,)O

ECIJAQU'MICA cA,

OIRETCTOA tEStS. Arü. É^BIAN BAqSOZ¡

tiüt

@
{Éri?

Eq'*grsr

lnt gr-té.r A gáJlElgz

P, zAnlERAt'¿O

J. tatQtEz
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6.23. DENEGAR ACCESOS POR HORA

Incluir las listas de control de acceso (ACL)
acl (nombre de la lista) time (día) (hora inicio)-(hora fin)
Ej.: acl matutino time A 12:00-12:10
acl (nombre de la regla) src (IP de la red o la máquina a restringir)/

Ej.: acl cliente src 192.168.12.21

Los días están determinados por las letras
Lunes M
Martes T
Miércoles W
Jueves H
Viemes F
Sábado A
Domingo S

Pueden combinarse los días

La hora inicio y hora fin debe ser asigrrados en formato 24:00

Incluir las listas en las reglas de control de acceso

http_acces deny cliente matutino

Reiniciar el servicio.
service squid restart

6.24. ACCESO CON AUTENTICACIÓN

Crear el archivo claves.
touch /etc/squid/claves

Levantar permisos al mchivo.
chmod 600 /etc/squid/claves

Cambiar de propietario al archivo.
chown squid:squid /etc/squid/claves

Asignar contraseña
htpasswd /etc/squid/claves (usuario existente)

La línea donde dice auth¡laram descomentarla y ponerla así:

auth¡laram basic program /usrfl ib/squid/ncsa_auth /etc,/squid/claves

Copínlo 6 -Pdgina 48

Configurar el archivo squid.

Especiñcar ruta del programa básico de pariimetros de autentificación y ruta de
conhaseñas.

EDCOM ESPOL
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Incluir lista de control de acceso.

acl password proxy_auth REQUIRED

Incluir regla de control de acceso

http_access allow cliente password

Reiniciar el servicio.
service squid restart

Una vez configurado el proxy con acceso de autenticación se abre el explorador de
windows y se carga el sitio web, en este caso www.ecuaquimica.com se ve que pedirá
usuario y clave que fueron creados en Linux.

Figura 6-70 Pantalla de ingrcso de usuario y contr¡señá

6.25. CONFTGURACTÓN SENDMATL (SERVTDOR DE CORREO)

SendMail es un servicio que ofrece Linux para poder levantar un servidor de correo, el
mismo que sirve para tener una comunicación interna o extema mediante un correo
electrónico, asignando a la misma dirección de correo por usuarios

§E R§'DOR DE CORRE O

ROITITR

{-?Gffi

C¡Érü !in|,( C ¡enl EWi rdo¡\e

Figura 6-71 Ilustración de SendMail

POP3f IIAP
Podfr / Sondmáll (SXTP)

Í

Ent( !.añañÉ sld paJ¡ro.d fu ofory .t !t:. !6§. I !. r
trtar Htrltar
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Clr1cal

?rttt',!.dl
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Salir con: wq para guardar los cambios.
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A continuación se da a conocer los protocolos que se manejan en el envío y recepción
de mails:

SMTP, Simple Mail Transfer Protocol: Es el protocolo que se utiliza para que dos
servidores de correo intercambien mensajes.

POP, Post Office Protocol: Se utiliza para obtener los mensajes guardados en el
servidor y pasrirselos al usuario.

IMAP, Intemet Message Access Protocol: Su finalidad es 1a misma que la de POP, pero
el funcionamiento y las funcionalidades que ofrecen son diferentes.

Primero se abre una Terminal de consola luego se ubica el archivo k¡bS-telnet en la
siguiente ruta cd /etc/xinetd.d./ para luego editarlo con el comando vi krbS-telnet y
realiza¡ los siguientes ajustes.

service telnet

{

flags
disable = no (en esta línea se coloca no eu vez de yes)

= REUSE (para que se habilite telnet)
socket t)4)e = stream
wait
user = root
server = /usr/kerberos/sbin/telnetd
log_on_failure += USERID

Grabar el ¡rchivo xinetd.d
Se presiona la tecla ESC luego la tecla : y se digitan las letras wq que permiten grabar y
salir del archivo editado

]

&É" Eñ tr Irn¡.¡ sd¡e- ¡{uA
,, Dowrút r.o .üf¡c¡tra f:r¡.
, D.f.(¡l v.¡u.t.r. ¡¡IM.ft.!.¡.h v¡'lrEr 1t'. e( r..¡t¡lr.d t¿ 'Eoñu¡t, úy oa th. ¡.1N.. E&.rt1e to .ht¡ {r. páth., t&t'r. JEt .s{l-
¡ úitn F.¡ ó.Lútr. b.ln¡ b.Ed 6 oltau. o¡,.t4É. ñr D¡r¡E ll.r.d l*r.
, ¡r! ló¡ .c¡f1ar --Dr.tis/E -.{F(*r¡I1¡r¡l.t. --1É.l.t.rodr¡-^.r
, -+jrh-f rdt¡r/r!¡/3¡¡.!/..1

I ,rrroo¡. r r&t t. lr. ¡8vlña!
, i.., iB9. C.ps orps¡aF.t.el. r 1r, f-Cr
,IP.¡ hBt rltüo6 rlrrr (o ¡llrú l¡ tú.EE.tr6, lt'r Dt dE.nrly
, ¡)*rbl. t. rrorrly E¡tID1. .d¡I.d... "r' 1lct3ú rñ .l¡ lPea lndd{..¡
, "t::¡' lt.r* ttr.rl rAó 1ñcrfe6, fr¡t rt ú& at..a t ¡tl lPI¡r
, tnt aa¡.é d.r.d¡¡ 6 tü. úp.r¿tttt .t 8.. Yú.ú.!.rllr po¡r. rlrl¡

. fP * h$r .d¡r6t ró.r. ro ll.tü l¡ tú stL sffitio.. o"fNrt.

. ro ¡h.r¡ rcfl.3t¿.qrrl.ur¡k lf mr 'e..rf¡.d.

''l.t./<¡ov...r...nl' ¡art, !o¿61C

Figura 6-72 Pantalla de ingreso de usuario y contraseña
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Verificar si los paquetes sendmail y dovecot se encuentran instalados
rpm -q sendmail
rpm -q dovecot

I
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Sin cerrar la Terminal de consola se debe ubicar el archivo dovecot.conf en la siguiente
ruta cd /etc/ para luego editarlo con el comando vi dovecot.conf y realizar los
siguientes ajustes.

descomentar y agregar pop3:
protocols = imap imaps pop3
Grabar el archivo
Se presiona la tecla ESC luego la tecla : y se digitan las letras wq que permiten grabar y
salir del archivo editado

Se ubica el archivo sendmail.cf en la siguiente ruta cd /etc/maiV para luego editarlo
con el comando vi sendmail,cf y realizar los siguientes ajustes.
Se ubica lo siguiente

Cwlocalhost
(se comenta y se crea una nueva línea con el nombre del dominio quedando asi)
Cwecuaquimica.com

Luego se procede a ubicar # SMTP daanon options
y descomentar las siguientes líneas para proceder a activar los puertos POP3 Y SMTP

Grabar el archivo sendmail.cf

Se presiona la tecla ESC luego la tecla : y se digitan las letras wq que permiten grabar y
salir del archivo editado
Se ubica el archivo host en la siguiente ruta cA letc/ para luego editarlo con el comando
ü host y realizar los siguientes ajustes

t27.0.0.1
192.168.12.1

ecuaquimica.com
ecuaquimica.com

(se establece el dominio
(en la loopback como en la

@ireccién del servidor)

Gr¡bar el archivo host
Se presiona la tecla ESC luego la tecla : y se digitan las leüas wq que permiten grabar y
salir del archivo editado

Se ubica el archivo network en la siguiente ruta cd /etc/ para luego editarlo con el
comando vi network y realizar los siguientes ajustes

NETWORICNc=yes
HOSTNAME=localhost.localdomain (aquí se pone el nombre del dominio)
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COMENTARIOS

O Daemon?ortoptions=Port=smtp,Addrl 27.0.0. 1, Name=MTA
Se descomenta y se procede a cambiar la loopback por 0.0.0.0
O ClientPortoptions:Famil5ine! Address=0.O.0.0
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Grabar el archivo network
Se presiona la tecla ESC luego la tecla : y se digitan las letras wq que permiten grabar y
salir del a¡chivo editado

Para finalizar la configuración se inici¡n los servicios
service dovecot start
service sendmail start

Archivo Edir& ye, Icmird Sdapás Ayuda

lldotolocalbott -], 6e!r¡1c. ¿lov€tot rest¡tt
Parando Doveaot 1f¡p:
Inichn¿lo Dove.ot Irrp;
[lootolocsll¡oit -1, aa!!¡1c€ Bcfrdb¡il r€start
Ap¡ga¡ilo ¡snd¡rll l
Dásaatlv¿c1é¡t da sn-c1leít¡
Inll¡nilo sanal¡¡l1:
Inlclo do ar-cll.nt:
frootolo..lhort -1,

ofi
OK

OK
0Ii
0l(
OK

l
l
l
l

Figura 6-73 Pantsll¿ de activación de servicios de sendmail

Agregar un usuario en linux para correo en la Terminal de consola:

adduser asv
passwd asv

Ar<hivo Editar Y!, Irmi¡al Sdrp¡r Aylda

frootoloc¡lhost -1, a¿ldua.! usua!1o
llootolocalhost -¡# p¡ssrd usu{rio
Changirg pas*oril fo! t¡rer qsu¿rlo.
Ne, U§IX pissnordr
8¡D P¡§SroBO: it ls basad on ¡ dictlon¡ry rord
Reti,p. ngú UNIX p¿.!rord:
p6ssrd: ¿ll ¡uthentLcatloD tok€ns upalateal su...6sñ¡1Ly.

Figura 6-74 Pantalla de aperturar un usuario

I
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6.26. COI\FIGI]RACIÓN CLIENTE

Para comprobar que el servidor de correo funciona se debe agregar una cuenta de correo
en Outlook de la siguiente manera:
Primero se abre el correo Outlook Express, luego se dirige al menú herramientas y se

escoge el submenú cuentas como en el siguiente gráfico.

J:;i;
É$

!

I
I

S.'6iú. t*d"d

,0

l_-'''-

h¡rffii¡&ÚÚ.|¡d.rú!¡-¡¡-

r&¡.-rlc-

MBffiU
f¡rü4{¡¡¡r¡-*r

sflffi
a r¡r¡¡d.¡&-..

alr-e-

@l
.!:st o a aü s 6 ,r s s p i n ,i , §uIrJ.ád¡rJ¡3J-¡.-llrE¡r.J .d. .1l.;' ;CTt-ñ

Figura 6-75 Prntalle para aperturar una cuenta en windows

Luego se visualiza¡á una nueva pantalla en donde se escoge la üñeta Correo para dar
clic en agregar correo quedando así:

--lrlal

fú cc,Éli¡,dr,| sd,r¡¡,r@r i,:.l¡n;--- ll
q+¡ -. rF . !r.'¡¡!..

6 sdl¡ l¡.r¡-é-É¿i6&

r ¡ hid.r drorr tv!..r¡ tr ir.cmtu ¡ r. A&d.l¡ d. ñrd. @=r
glsJoeE!§a§aÉ E 96üÉ. or..lúa..19. .16r...1ú¿-1.i...1!}¿.lEr..li-R..lf6; l:?Jú ro,o'

Figura 6-76 Agr€gar una cuenta de correo
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3
Su nonbr¡

Alenvi¡r coÍeD etecl,ónico, su nombro ápeacerá e¡ el canpo 0e delmensaíe
sóliede. Esoib¡ Ju nonüo t¿ly como dessa que ¿pdezc¿

Hsíüle pilr fi¡oslr¡r:

I
L¿NCEI¿' I

Figura 6-77 Pantalla d€ ingreso de nombre de usu¡rio

Luego de poner el nombre se da un clic en siguiente teniendo como resultado otra
pantalla donde se va a poner nuestra dirección de correo.

OiÉcción dc cooro clcctrónico do lnt"rñ"l

L¡ di¡ección d¿ correo ebctrmico es Ia direccio¡ q&¡e oka¡ persoñós utili:üán para
enüarh mensejes.

Figura 6-78 Pantalla de ingreso de nombr€ de usuario de correo
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Luego en la siguiente pantalla se debe ubicar el nombre con el cual se va a identificar.

Oiicci,l dr cqr€o elcckórico:

< Atr¿. C¿nc¿l¡r

rf-,

§
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Una vez digitado nuestra dirección de correo se da un clic en siguiente para llegar a la
pantalla donde se establece las direcciones de correo entrante como saliente.

SlrYd(r d. {P0P3. IMAF o HI IP}

El !€rvidú SM IF 3! d&á paá C co{co d.rlü.
s

( A!&

Figura 6-79 Pantalla de asignación de direcciones de servidores

Luego que se han añadidos datos de servidor de correo entrante y saliente se da un clic
en siguiente donde se pone el usuario y contraseña que fue asignada por el servidor
Linux

Inicb ds ¡o¡iitr dol corrao dG lr¡tolnct

Esc¡ba d ¡er¡bre de l¿ cr¡cnL y h co¡{r6s.ñ¡ qJo iu proy¿edor de s€.vicios lr*¿lñel
le ha proporcirnedo.

Nornb. d. curflt.[

P Bocoda cortr6señ¿

Sisu proveedor de servicios lnternet requide arenlhacÍir de contr¿sñ¡ sagra
{SPA) p¡¡ó loner óccoso ¿ su cuÉrld da correo, áclrue b casül¿ de vÉril¡csción 'ln¡co¡
i.sitn u3á do dler[ici(iin da corüoseña seEua [SPA]'.

T l¡ic¡q¡ §!§i5ñ us¡rdo ¡¡. ertic¡ción da coñtr¡sañr seouo {§PAl

< Aí,h

Figura G80 Pantalls d€ ingreso de nombre de usuario y contraseña

ñaaEfu¿

EDCOM

)¡o.¡r. d.¡.{vih. d. ¿d.r!o rl.ca6abo

MisiliJü d. c.r., cr¡rarl..t IPoP3--l

írs2168 rt r \

&¡tr.seiE:
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I
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Una yez realizado todos estos pasos ya se puede hacer uso del correo, ya sea enüando o

recibiendo correo como en el siguiente gráfico se ve como se hace la prueba de envío y
recepción.

Figura 6-81 Pant¿lla de estado de recepción o envío de mails

PANTALLA DE RECEPCIÓN DE CORREO EN LINI,IX

Figura 6-82 Pantaus de recepción de correo en linur
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PA}{TALLA DE RT,CEPCIÓN DE CORREO EN WINDOWS

Figura 6-t3 Psnt¡ll¡ de recepción de correo en windows

6.27. CONFIGURACIÓN FIREWALL

FIREWALL (cortafuegos) es un servicio que ofrece Linux para poder colocar nuestras
reglas de resficciones a nivel del servidor ya sean estas para el envio o recepción de
paquetes.

Es un hardware especifico con un sistema operativo o una IOS que filtra el tráfico
TCPruDP/ICMP/../IP y decide si un paquete pas4 se modifica, se convierte o se

descarta.

Como administrador de una red, es importante que se entienda la naturaleza de los
posibles ataques a la seguridad informática.
Algunos ejemplos de ñrewall pueden ser:

-Acceso no autorizado
-Denegación de servicio

Para establecer bloqueos se lo realiza con el comando IPTABLE

RsdLo(¡l
Zotl¿
Des.mili¡¡ri¿¡d¡

Muro Col.luaqoi

Módérn ADSL

Figura 6-t4 flustración gráfica de firewall
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6.28. PARÁMETROS DE IPTABLE

IPtables es un sistema de firewall vinculado al kemel de Linux que se ha extendido
enormemente a partir del kemel 2.4 de este sisterna operativo. Al igual que el anterior
sistema ipchains, un firewall de iptables no es como un servidor que se lo inicia o se lo
detiene, o que se pueda caer por un error de programación (esto es una pequeña mentira,
ha tenido alguna vulnerabilidad que permite DOS, pero nunca tendrá tanto peligro como
las aplicaciones que escuchan en determinado puerto TCP): iptables esta integrado con
el kemel, es parte del sistema operativo.

S

-d
source address. E|. -s 192.168.1.0124
destino address. Ej: -d 84.56.73.3
tipo de protocolo (TCP, UDP, ICMP). Ej: -p TCP
puerto de origen
puerto de destino
-in-interface : el interfaz por el que se entra (ethO,ethl, ppp0, ... )
--out-interface: el interfaz por el que se sale (ethO,ethl, pppO, .. )
No atiende nuevas peticiones de conexión.

-p:
--sport :

-dport:

-o=
-syn:

INPUT: Trafico enhante OUTPUT: Ttafico saliente

6.29. ÓRDENES BÁSICAS

lptables .F : Borrado de reglas
lptables -L : Listado de reglas que se están aplicando
lptables -A : Append, añadir regla
lptables -D : Borrar una regla

Para poder realizar un bloqueo de telnet se 1o realiza de la siguiente forma:
iptables -A INPUT -s 0.0.0.0/24 -d 200.10.145.x/32 -p tcp -dport 23 -j DROP
Para poder realizar un bloqueo de FTP se lo ¡ealiza de la siguiente forma:
iptables -A INPUT -s 0.0.0.0124 4200.10.145.x/32 -p tcp -dport 2l -j DROP
Para poder realizar un bloqueo PING se lo realiza de la siguiente forma:
iptables -A IMUT -s 192.168.12.x -d 200.10.145.x -p icmp -j DROP

SALIDA DE PANTALLA BLOQUEO PING AL SERVIDOR

Figura 6-85 Salids de psntalla de bloque por ping al seryidor
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o
o

o
Agent rela¡s DHCP

Se crear un archivo con el comando touch quedando de la siguiente ma¡rera touch
dhcpd.conf,

Una vez realizado se debe copiar éste archivo a la siguiente ruta con el comando cp
Cp /usr/share/doc/dhcp3.0.l /dchpd.conf.sample/etc/dhcpd.conf

UTouteR
¡

Ardivo Ere, Yü l.núr¡ :C¡p¡¡ 
^!Id¡iii¡,r-Wal¡t.-.tyl. i¡t.¡l¡i

i8nor. rllmt-Lpalat.ii

op¡1on tl*dl.rt -l80oi I tr¡st.lD St¡¡l¿¡ld ?1r.
t o!,tlon nrp-i!c1¡¡a¡. Il2,l6t.1.1i
, optlon tEtb16-n¡¡.-6rrv.rt 192,168.1.1i
I --- §.l.rt. pot¡t-to-lolüt rÉd. (dat¡u.1t 1. Itybrld). Don't rh¡n!¡ rhfs ürl.s.
t -- Vou rcÍlirtt¡r¡d ta.ibio6 veEy ,.1¡
, optloi ¡Etülo¡-tbd.-tD. 2¡

, --- ¡k!.ult 8¡t.¡¡y
optlon ¡6utoB
optloh rubFt-rcl

1!2,168,0.11
255.25S.2s5.0:

192 . ¡6{1. 1?. r:

r.nt dyñ¡li.-booty ¡!2.168.¡2.128 tC2, 16ü.12. 2S{l
i¡.Iüult-li¡¡.-tiri 21ÉOOi
¡d-].¡rr-tl¡! 43200:

a rr r¡nt tlt n¡r...¡s.¡ to ¡9p.¡r ¡t . flxld ¡iltaa.
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Flguro 6-87 Pantalla de conftguración de dhcp
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6.30. CONF'IGI]RACIÓN DHCP

El servicio DHCP es un protocolo de configuración aquel que permite asigrrar una
dirección IP con su mascara de RED de forma automática a host o máquinas que se

encuentren conectadas a la red.

client§ DHCP Clionts DHCP

Serveur DHCP

Flgura 6-E6 trustmción grlfica de DECP

Primero se debe abrir una Terminal de consola €n la cual se necesite verificar si el
paquete dhcpd, esta instalado y se lo hace de la siguiente manera:

rpm -qdhcp

optlon nl8-¿orrln
optioñ al¡¡¡ 1n-i¿r.
option ilo¡¡dn-m¡.-6.8i¡!

ESPOL
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COMENTARIOS

subnet 192.168.12.0 netmask 255.255.255.0 { (aquí se asigna segrnento de red )

# -- default gateway
option routers 192.168.0.1;
(aquí se ubica la dirección del Gateway)
optionsubnet-mask 255.255.255.0;
option nis-domain "domain.org";
(aquí se describe el nombre del dominio)
option domain-name "domain.org";

option domain-name-servers 192.168.12.1 ;
(aquí se pone la dirección de dns)

option time-offset - 18000;
range dynamic-bootp I 92. 1 68. I 2 .128 192.1 68.12.254;
(aqui se define el rango de direcciones IP desde - hasta)
Grabar el archivo dhcp.conf
Se presiona la tecla ESC luego la tecla : y se digitan las letras wq que permiten grabar y
salir del archivo editado

Una vez creado el archivo se lo copia a la siguiente mta con el comando cp

Quedando asi: cp /varllib/dhcpidhcpd.leases, en éste archivo van a quedar guardadas

todas las direcciones IP asignadas por el servidor DHCP

Se levanta el DHCP con chkconfig dhcpd on pgrep dhcpd

Se restaura el servicio del dhcpd
service dhcpd restart

Luego que se ha cumplido con nuestra conñguración en Linux se procede a cambiar la
configuración en la máquina que tenga Windows en este caso Windows XP haciéndolo
de la siguiente manera:

6.31. CONF'IGURACIÓN EN EL CLTENTE

-Se da doble clic en el icono de conexión de red que se encuentra en la barra de tareas
teniendo como resultado la siguiente pantalla.
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Figura 6-6E Pantella de propiedades de redes

Luego se da un clic en el botón de Propiedades obteniendo la siguiente pantalla.

Co{¡$¡r...

para ,adac Micro.oñ

qaJ¡rsta¡.¡ erodrd¡d.J

l.¡.r üc¿6¡o ¿ bc r.tr-rsor d¿ r,¡ rád

Figura ó-89 Pantalla de propiedades de tcp/ip

Después de obtener la pantalla de Propiedades se debe ubicar en la opción de Protocolo
Internet (tcp/ip) y se da un clic en Propiedades teniendo como resultado la siguiente
pantalla.

lf Pnrocdo lrrüñ.r (ICP¿P)

:rti,,,," p""*¡"
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Figura 6-90 Psntsllr de propied¡des de tcp/ip

Y es aquí donde se escoge la opción que dice Obtener una dirección IP
automáticamente.

Con esto queda ya habilitado en el cliente el uso del dhcp.

Figura G91 Pant¡lla de dhcp configurado
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ANEXO
GLOSARIO DE TÉRMINOS
0-9

10 mbps: Millones de bits por segundo unidad de velocidad de t¡ansferencia de
información.

10 base T: Especificación Ethernet de banda base de l0 Mbps que usa dos pares de

cables de par trenzado (Categoría 3, 4 ó 5): un par para hansmitir datos y el otro para

recibir datos. I0BASE-T, que forma parte de la especificación IEEE 802.3, tiene una
limitación de distancia de aproximadamente 100 metros por segmento. Ver también
Ethemet e IEEE 802.3.

l0 base-Fr Especificación Ethernet de banda base de l0 Mbps que se refiere a los
est¿indares IOBASE-FB, IOBASE-FL y I0BASE-FP para Ethemet sobre cableado de
fibra óptica. Ver también IOBASE-FB, I0BASE-FL, I0BASE-FP y Ethemet.

100 base FX: Especificación Fast Ethemet de banda base de 100 Mbps que usa dos
hebras de cable de ñbra óptica multimodo por enlace. Para garantizar una temporización
de señal adecuada, el enlace I0OBASE-FX no puede exceder una longitud de 400
metros. Basado en el estrindar IEEE 802.3. Ve¡ también 100BASE-X, Fast Ethemet e
IEEE 802.3.

10 base-F: Especificación Ethemet de banda base de 10 Mbps que se refiere a los
estándares IOBASE-FB, l0BASE-FL y I0BASE-FP para Ethemet sobre cableado de
fibra óptica. Ver también IOBASE-FB, IOBASE-FL, IOBASE-FP y Ethernet.

10 base-FB: Especificación Ethernet de banda base de l0 Mbps que usa cableado de
fibra óptica. IOBASE-FB forma parte de la especificación IEEE IOBASE-F. No se

utiliza para conectar estaciones de usuario pero, en cambio, suministra un backbone de
señalización síncrona que permite que segmentos y repetidores adicionales se conecten
a la red. Los segmentos IOBASE-FB pueden tener hasta 2000 metros de largo. Ver
también l0BASE-F y Ethemet.

0 base-Fl: Especificación Ethemet de banda base de 10 Mbps que usa cableado de
fibra óptica. IOBASE-FL forma parte de la especificación IEEE IOBASE-F y, aunque
puede interoperar con FOIRL, está diseñado para reemplazar a la especificación FOIRL.
los segmantos IOBASE-FL pueden tener hasta 1000 metros de largo si se usan con
FOIRL, y hasta 2000 metros si se usan exclusivamente con I0BASE-FL. Ver también
l0BASE-F, Ethemet y FOIRL.

l0 base-FP: Especificación Ethemet de banda base de fibra pasiva de 10 Mbps que usa
cableado de fibra óptica. La IOBASE-FP forma parte de la especificación IEEE
IOBASE-F. Organiza una cantidad de computadores en una topología en eshella sin
necesidad de usar repetidores. Los segmentos IOBASE-FP pueden tener hasta 500
metros de largo. Ver también I0BASE-F y Ethemet.
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A.Z

Ancho de Banda: La diferencia enhe las liecuencias mas altas y más bajas disponibles
para señales de red. El término también se usa para describir la capacidad de

rendimiento medida de un medio o un protocolo de red específico.

ARP: Protocolo de resolución de direcciones. Protocolo Internet que se usa para asignar
una dirección IP a una dirección MAC. Definido en la RFC 826. Comparar con RARP.

Broadcast: Envío de información en cualquier formato a mas de un lugar de destino

Banda Base: Característica de una tecnolo gía de red en la que se usa sólo una
frecuencia de portadora. Ethemet es un ejemplo de una red de banda base. También
denominada banda estrecha. Ver la diferencia con banda ancha. Término utilizado en la
www

§pgi (Bits per Second). Medida que representa la rapidez con que los bits de datos se
transmiteri a través de un medio de comunicaciones. Por ejanplo: un módem de 28.8
Kbps es capaz de transferir 28.800 bits por segundo.

$!: (Binary Digit ó Dígito Binario). Es un dígito en base 2,es deciq 0 ó l.Un bit es la
unidad más pequeña de información que la computadora es capaz de manejar. El ancho
de banda se suele medir en bits por segundo.

Bvte: Unidad de medida de la cantidad de información en fo¡mato digital. Usualmente
un byte consiste de 8 bits. Un bit es un cero (0) o un uno (l). Esa secuencia de números
(byte) puede simbolizar una letra o un espacio (un carácter). Un kilobyte (Kb) son 1024
bytes y un Megabyte (tvfb) son 1024 Kilobytes.

Bloqueo: En un sistema de conmutación, una condición en al que no hay ninguna ruta
disponible para completar un circuito. El término también se usa para describir una

B

Asienación de direcciones: Técnica que permite que distintos protocolos interoperen
traduciendo direcciones desde un formato a otro. Por ejemplo, al eruutar IP a través de
una red Frame Relay, las direcciones IP se deben mapear a las direcciones Frame Relay
de modo que los paquetes IP se puedan transmitir por la red. Ver también resolución de
direcciones.

Banda Ancha: Sistema de transmisión que permite multiplexar múltiples señales

independientes en un cable. En la terminologla de telecomunicaciones, cualquier canal
que tenga un ancho de banda mayor que el de un canal con calidad de voz (4 kHz). En
terminología LAN, un cable coaxial en el que se usa la señalización analógica.
Comparar con banda ancha.
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situación en la que no se puede iniciar una actividad hasta que la oha no se haya
completado.

Cable blindado: cable que posee una capa de aislamiento blindado para reducir la
interferencia electromagnética.

Cable co¡xial: cable compuesto por un conductor cilíndrico exterior hueco que rodea
un conductor de alambre intemo único. En la actualidad se usan dos tipos de cable
coaxial en la LAN: cable de 50 ohmios, que se usa para la señalización digital, y cable
de 75 ohmios que se usa para señales analógicas y señalización digital de alta velocidad.

Cable de fibr¡ óptica: Medio fisico que puede conducir una t¡ansmisión de luz
modulada. Si se compara con otros medios de transmisión, el cable de fibra óptica es

más caro, sin embargo no es susceptible a la interferencia electromagnética y es capaz
de brindar velocidades de datos miás altas.

Cable neutro: Cable de circuito que se conecta a la conexión a tierra en la central de
energía y en el transformador.

Cableado backbone: Cableado que proporciona inte¡conexiones entre los armarios de
cableado, entre los centros de cableado y el POP, y entre los edificios que forman parte
de la misma LAN. Ver cableado vertical.

Cableado de Catesoría 1: Una de'las cinco clases de cableado UTP que se describen
en el estrindar EIA/TIA-568B. El cableado de Categoría I se usa para comunicaciones
telefónicas y no es adecuado para transmitir datos. Comparar con cableado de Categoria
2, cableado de Categoría 3, cableado de Categoría 4 y cableado de Categoria 5. Ver
también EIA/TIA-568B y UTP.

Cableado de Catesorla 2 : Una de las cinco clases de cableado UTP que se describen
en el estrindar EIA/TIA-5688. El cableado de CategorÍa 2 es capaz de hansmitir datos a
velocidades de hasta 4 Mbps. Comparar con cableado de Categoría t, cableado de
Categoría 3, cableado de Categoría 4 y cableado de Categoría 5. Ver también EWTIA-
s68ByUTP.

Cableado de Categoría 3: Una de las cinco clases de cableado UTP que se describen
en el estrindar EWTIA-5688. El cableado de Categoría 3 se usa en las redes IOBASE-
T y puede transmitir datos a velocidades de hasta l0 Mbps. Comparar con cableado de
Categoría 1, cableado de Categoía 2, cableado de Categoría 4 y cableado de Categoría
5. Ver también EWTIA-568B y UTP.

Cableado de Categoría 4: Una de las cinco clases de cableado UTP que se describen
en el estándar EIAITIA-5688. El cableado de Categoría 4 se usa en redes Token Ring y
puede transmitir datos a velocidades de hasta 16 Mbps. Comparar con cableado de
Categoría 1, cableado de Categoría 2, cableado de Categoría 3 y cableado de Categoría
5. Ver también EIA/TIA-568B y UTP.



Cableado de Catesorí¡ 5: Una de las cinco clases de cableado UTP que se describen
en el estándar EIA/TIA-568B. El cableado de Categoría 5 se usa para ejecutar CDDI y
puede transmitir datos a velocidades de hasta 100 Mbps. Comparar con cableado de
Categoría l, cableado de Categoría 2, cableado de Categoría 3 y cableado de Categoría
4. Ver tambien EIA/TIA-5688y UTP.

@!¡¡¡ Subsisterna especial de memoria en el que se almacenan los datos más

utilizados para obtener acceso más rápido. Una memoria caché almacena el contenido
de las ubicaciones RAM de acceso más frecuente y las direcciones donde estos datos se

almacenan. Cuando e1 procesador hace referencia a una dirección de manoria, la caché

comprueba si almacena dicha dirección, En caso afirmativo, los datos se devuelven al
procesador. En caso negativo se produce un acceso normal a mernoria. La caché es útil
cuando los accesos a RAM son lentos respecto a la velocidad del microprocesador ya
que es más nápida que la memoria RAM principal.

Canaleta decorativa Tipo de canal montado en la pared que tiene una cubierta
removible que se usa para admitir el cableado horizontal. La canaleta decorativa es lo
suficientemente grande como para contener dos cables.

C¡naleta: Un tipo de canal adosado a la pared que tiene una cubierta rernovible para
dar apoyo al cableado horizontal. La canaleta es lo suficienternente grande como para
contenef vafios cabl es,

Cspa física: La Capa I del modelo de referencia OSI. La capa fisica define las
especificaciones eléctricas, mecánicas, de procedimiento y firncionales para activar,
mantener y desactivar el enlace fisico entre sisternas finales.

Capa de control de enlace de datos: La Capa 2 del modelo de arquitectura SNA.
Tiene la responsabilidad de transmitir datos a través de un enlace fisico determinado.

Cap¡ de red: La Capa 3 del modelo de referencia OSI. Esta capa proporciona
conectividad y selección de rutas enhe dos sistemas finales.

Capa de transporte: La Capa 4 del modelo de referencia OSI. Esta capa es responsable
de la comunicación confiable de red entre nodos finales. La capa de tralsporte
suministra mecanismos para establecer, mantener y terminar los circuitos virtuales,
detección y recuperación de elrores de transporte y control del flujo de información.

C¡pa de sesión: La Capa 5 del modelo de referencia OSI. Esta capa establece,
adminisha y termina sesiones enbe aplicaciones y administra el intercambio de datos
entre entidades de capa de presentación.

Capa de servicios de present¡ción: La Capa 6 del modelo de arquitectura SNA. Esta
capa suministra administración de recursos de red, servicios de presentación de sesión y
algo de administración de aplicaciones. Corresponde aproximadamente a la capa de
presentación del modelo OSI. Ver también capa de control de flujo de datos, capa de
control de enlace de datos, capa de control de rut4 capa de cont¡ol fisica, capa de
servicios de transacción y capa de control de hansmisión.



Capa de aplicación: La Capa 7 del modelo de referencia OSI. Esta capa suministra
servicios a los procesos de aplicación (como, por ejemplo, correo electrónico,
transferencia de archivos y emulación de terminal) que están fuera del modelo OSI. La
capa de aplicación identifica y establece la disponibilidad de los socios de

comunicaciones deseados (y los recursos que se requieren para conectarse con ellos),
sincroniza las aplicaciones cooperantes y establece acuerdos con respecto a los
procedimientos para la recuperación de errores y el control de la integridad de los datos.

Corresponde aproximadamente a la capa de servicios de transacción del modelo SNA.
Ver también capa de enlace de datos, capa de red, capa fisica, capa de presentación,

capa de sesión y capa de transporte.

Q Detección de portadora. Señal que indica si una interfaz está activa. También, una
señal generada por un módem que indica que se ha conectado una llamada.

@¡§ Nodo que solicita servicios a un servidor.

§glg¡ Generalmente, una lista ordenada de elementos que esperan ser procesados. En
enrutamiento, un conjunto de paquetes que esperan ser enviados a través de una interfaz
de router.

Conector RJ: Conector macho registrado. Conectores estándar que se usaban
originalmente para conectar las líneas telefonicas. En la actualidad, los conectores RJ se

usan para conexiones telefónicas y para conexiones l0-100-1000 BASE-T y otro tipo de
conexiones de red. Los RJ-l1, RJ-12 y RJ-45 son tipos populares de conectores RJ

@¡!g¡ Valor arbitrario, generalmente basado en el número de saltos, ancho de banda de
los medios u otras medidas, que se asigna a través de un administrador de la red y que

se usa para comparar varias rutas a través de un entomo de internetwo¡k. Los protocolos
de enrutamiento usan los valores de costo para determinar la ruta más favorable hacia
un destino en particular: cuanto menor sea el costo, mejor será la ruta. A veces
denominado costo de ruta.

Consola: DTE a través del cual se introducen los comandos en un host.

Correo electrónico: Aplicación de red utilizada ampliamente en la que los mensajes de
cotreo se transmiten electrónicamente entre los usuarios finales a havés de diversos
tipos de redes usando diversos protocolos de red. A menudo denominado e-mail.

CSMA/CD: Acceso múltiple con detección de portadora y detección de colisiones.
Mecanismo de acceso a los medios en que los disposiüvos que están listos para
t¡ansmitir datos verifican primero el canal en busca de una portadora. Si no se detecta
ninguna portadora durante un período de tiempo determinado, el dispositivo puede
comenzar a transmitir. Si dos dispositivos transmiten al mismo tiernpo, se produce una
colisión que es detectada por todos los dispositivos que han tenido una colisión. Esta
colisión retarda'las transmisiones desde aquellos dispositivos durante un período de
tiempo aleatorio. El acceso CSMA/CD se usa en Ethemet e IEEE 802.3.

Colisión: En Ethernet, el resultado de dos nodos que transmiten de forma simultánea.
Las tramas de cada uno de los dispositivos chocan y resultan dañadas cuando se

encuentran en el medio fisico. Ver tambien dominio de colisión.



§@ Acción de presionar y soltar nípidamente el botón del mouse (ratón).

Cliente: Se dice que un programa es un "cliente" cuando sirve sólo para obtener
información sobre un programa 'servido¡". Cada programa "cliente" está diseñado para

trabajar con uno ó más programas "servidores" específicos, y cada "servidor" requiere
un tipo especial de "cliente". Un navegador es un programa "cliente".

Computador: Es un dispositivo electrónico compuesto básicamente de un procesador,

memoria y dispositivos de entrada./salida (E/S). La ca¡acterística principal del
computador, respecto a ohos dispositivos similares, como una calculadora, es que puede

realizar tareas muy diversas, cargando distintos programas en la memoria para que los
ejecute el procesador, Siernpre se busca optimizar los procesos, ganar tiempo, hacerlo
mrás fáci1 de usar y simplificar las tareas rutinarias.

Contraseñ¡ ó Password: Una clave generalmente contiene una combinación de

números y letras que no tienen ninguna lógica. Es una medida de seguridad utilizada
para restringir los inicios de sesión a las cuentas de usuario, así como el acceso a los
Sistemas y recursos de la computadora.

CP]U: (Central Processing Unit ó Unidad central de procesamiento). Es el dispositivo
que contiene los circuitos lógicos que realizan las instrucciones de la computadora.

Cuadro de Texto: Parte de un cuadro de diálogo donde se escribe la información
necesaria para ejecutar un comando. En el momento de abrir un cuadro de diálogo, el
cuadro de texto puede esta¡ en blanco o contener texto.

Cursor: Símbolo en pantalla que indica la posición activa, generalmente titilante.
Muestra la posición en que aparecerá el próximo caracter a üsualizar cuando se pulse
una tecla.

CSU: Unidad de servicio de canal. Dispositivo de interfaz digital que conecta el equipo
del usuario final con el loop telefónico digital local. A menudo se doromina, de forma
conjunta con DSU, como CSU/DSU.

[S equipo de comunicación de datos. Equipo de comunicación de datos (expansión
EIA) o equipo de terminación de circuito de datos (expansión ITU-T). El dispositivo y
las conexiones de una red de comr¡nicaciones que abarca el extremo de la red de la
interfaz usuario a red. El DCE proporciona una conexión fisica con la red, envía tráfico
y suministra una señal de temporización que se usa para sinqonizar la transmisión de

Cuadro de Diálogo: Ventana que aparece temporalmente para solicitar o suministrar
información al usuario.

D

Db: Decibelios

@_En Intemet, una parte del árbol de jerarquía de denominación que se refiere a
las agrupaciones generales de redes basadas en el tipo de organización o geografia



datos entre los dispositivos DCE y DTE. Los módems y las tarjetas de interfaz son

ejernplos de DCE. Comparar con DTE.
Descifrado: La aplicación inversa de un algoritmo de cifrado a los datos cifrados,
restaurando por 1o tanto los datos a su estado original, no cifrado.

Dato: Son las señales individuales en bruto y sin ningún significado que manipulan las

computadoras para producir información.

Dl[E: Equipo de terminal de datos. Dispositivo en el extremo del usuario de una
interfaz usumio-red que actua como origen de datos, destino de datos o ambas. El DTE
se conecta a una red de datos a través de un dispositivo DCE (por ejemplo, un módern)
y por lo general usa señales de ternporización generadas por el DCE. El DTE incluye
dispositivos como, por ejemplo, computadores, traductores de protocolo y
multiplexores.

Directorio: En D.O.S. , una lista de nombres de archivo que contiene toda la
información de los archivos almacenados. A partir de Windows 95 este término se

reemplazó por CARPETA.

Dirección: Existen tres tipos de dirección de uso común denko de Internet: "Dirección
de correo electrónico" (email address); "lP" (dirección Intemet); y "dirección
hardwa¡e",

Dirección del Protocolo de Internet (dirección IP): Dirección única que identifica a

un equipo host en una red. Identifica a un equipo como una dirección de 32 bits que es

única en una red con Protocolo de control de transmisión/Protocolo Intemet (TCP/IP).
Número único que consta de 4 partes separadas por puntos. Una dirección IP se suele
representar err urta notación decimal con puntos que indica cada octeto (ocho bits o un
byte) de una dirección IP como su valor decimal y separa cada octeto con un punto. Por
ejemplo: 172.16.255.255. Cada computadora conectada a lntemet tiene un único
núme¡o de IP. Si la máquina no tiene un IP fijo, no está en realidad en Intemet, sino que
pide "prestado" un IP a un servidor cada vez que se conecta a la Red (usualmente vía
módem).

Disco Rísido: Unidad de almacenamiento permanente de información. Éste es el que
guarda Ia información cuando apagamos la computadora. Aquí se guardan la mayoría de
los programas y el sistema operativo. Su capacidad de almacenamiento se mide en
Megabytes (Mb) o Gigabytes (Gb), en donde 1024 Mb: 1Gb.

Disquete: Dispositivo que puede insertarse y extraerse en una unidad de disco.

p§ (Domain Name Systan ó Sistema de Nombres de Dominio). El DNS es un
servicio de búsqueda de datos de uso general, distribuido y multiplicado. Su utilidad
principal es la búsqueda de direcciones IP de sistemas centrales ("hosts") basándose en
los nombres de éstos. El estilo de los nombres de "hosts" utilizado actualmente en
lnternet es llamado "nombre de dominio". Algunos de los dominios más importantes
son: .COM (comercial - empresas), .EDU (educación, centros docentes), .ORG
(organización sin iínimo de lucro), . NET (operación de la red), .GOV (Gobiemo USA)
y .MIL (ejercito USA). La mayoría de los países tienen un dominio propio. Por ejernplo,



AR (Argentina) .PY (Paraguay), .US (Estados Unidos de América), .ES (España), ..AU
(Australia), etc.

Dominio: (Domain Name). Nombre único que identifica a un sitio de Intemet. l¡s
nombres de dominio tienen 2 o más secciones, separadas por puntos. La sección de la
izquierda es la más específica, y la de la derecha, la más general. Una computadora
particular puede tener más de un nombre de dominio, pero un nombre de dominio se

refiere únicamente a una PC.

Download ó descarsar: En lnternet es el proceso de hansferir información desde un
savidor de información a la propia PC.

Documentación: Manual escrito que detalla el manejo de un sisterna o pieza de
hardware

Doble Cüc: Acción de presionar y soltar rápidamente el botón del mouse (ratón) dos
veces, sin desplazarlo. Esta acción sirve para ejecutar una determinada aplicación, como
por ejonplo: inicializarla.

DVD¡ (Digital Versatile Disc ó Disco Versátil Digital). Disco que sirve para almacenar
más datos de contenido digital, como música o video, que un CD. Un DVD guarda un
mínimo de 4.7 Gigabytes (el tamaño de una película de cine).

![¡Estrindar Europeo equivalente al americano T1. Los circuitos El yT1. Los dos usan
canales de 64 Kbps, pero el Tl tiene 24 mientras que el El tiene 32 canales.

EIA,/TIA-568: Estándar que describe las características y aplicaciones para diversos
grados de tendido de cableado UTP. Ver también cableado de Categoría 1, cableado de
Categoría 2, cableado de Categoría 3, cableado de Categoria 4, cableado de Categoría 5
yUTP.

Encapsulamiento: El proceso por el cual se envuelven datos en un encabezado de
protocolo en particular.

Dmulación de terminal: Aplicación de red en la que un computador ejecuta software
que la hace aparecer ante un host remoto como una terminal conectada directamente.

Enrutamiento: Proceso para encontrar una ruta hacia un host destino. El enrutamiento
en redes de gran tamaño es muy complejo dada la gran cantidad de destinos intermedios
potenciales que debe atravesar un paquete antes de llegar al host destino.

Ethernet: Especificación de LAN de banda base inventada por Xerox Corporation y
desarrollada de forma conjunta por Xerox, Intel y Digital Equipment Corporation. Las

E

§[ Unidad de servicio de datos. Dispositivo que se usa en la transmisión digital que

adapta la interfaz fisica de un dispositivo DTE a una instalación de transmisión como,
por ejemplo, Tl y El. La DSU también es responsable de funciones tales como



redes Ethernet usan CSMA/CD y se ejecutan a través de varios tipos de cable a l0
Mbps. Ethemet es similar al conjunto de esüindares IEEE 802.3. Ver también
10BASE2, 10BASE5, I0BASE-F, IOBASE-T, 10Broad36 e IEEE 802.3.
Elemento de Psntalla: Partes que constituyen una ventana o cuadro de diálogo como
por ejemplo: la barra de título, los botones de "Maximizar" y "Minimizar", los bordes
de las ventanas y las barras de desplazamiento.

Escritorio: Fondo de la pantalla sobre la cual aparecen ventanas, iconos y cuadros de

diálogo.

Estación de trabaio: Computador de gran potencia que cuenta con elevada capacidad
gráfica y de cálculo. Llamadas así para distinguirlas de los que se conocen como
sen¡idores.

Expandir: Mostrar los niveles de directorio ocultos del a¡bol de directorios. Con el
administrador de archivos es posible expandir un solo nivel de directorio, una rama del
arbol de directorio o todas las ramas a la vez.

Explorador: Llamado tambien explorador Web. Interfaz cliente que permite al usuario
ver documentos HTML en el World Wide Web, en otra red o en su propio equipo;
seguir los hipervínculos y transferir archivos. Un ejemplo es Microsoft Intemet
Explorer.

Extensión: Está compuesto por un punto y un sufijo de hasta tres ca¡acteres situados al
final de un nombre de archivo. La extensión suele indicar el tipo de archivo o directorio.

Fibra monomodo: Cable de fib¡a óptica con un núcleo estrecho que permite que la luz
enhe sólo en un único angulo. Dicho cableado tiene mayor ancho de banda que la fibra
multimodo, pero requiere una fuente de luz con una anchura espectral más angosta (lor
ejemplo, un laser). También denominada fibra de modo único. Ver también fibra
multimodo.

Fibra multimodo: Fibra óptica que permite la propagación de múltiples frecuencias de
luz.

Firewall: Router o servidor de acceso, o varios routers o se¡vidores de acceso,
designados como un búfer ent¡e cualquier red pública conectada y una red privada. El
router firewall usa listas de acceso y otros métodos para garantizar 1a seguridad de la red
privada.

Fluctuación de fase: Distorsión analógica de la línea de comunicación provocada por
la variación de una señal de sus posiciones de tanporización de referencia. La
fluctuación de fase puede provocar la pérdida de datos, especialmente a altas
velocidades.

Fluio de datos: Todos los datos que se transmiten a través de la línea de

F

comunicaciones en una sola operación de lectura o escritura.



Frecuencia: Cantidad de ciclos, medidos en hercios, de una señal de corriente altema
por unidad de tiempo.

[! Protocolo de transferencia de archivos. Protocolo de aplicación, parte de la pila de
protocolo TCP/IP, que se usa para transferir archivos entre nodos de la red. El FTP se

deñne en la RFC 959.

FulI duplex: Capacidad de hansmitir datos de forma simultiínea entre una estación
emisora y una estación receptora

Gateway: En la comunidad IP , un término antiguo que se refiere a un dispositivo de
enrutamiento. En la actualidad, el término router se usa para describi¡ nodos que

ejecutan esta función, y gateway se refiere a un dispositivo con fines especiales que
ejecuta conversión de capa de aplicación de la información de una pila de protocolo a

otra.
Gateway fronterizo: Router que se comunica con routers de otros sistemas autónomos.

G

§jpi Prefijo que indica un múltiplo de 1.000 millones, o sea l0e. Cuando se emplea el
sistema binario, como ocune en informática, significa un múltiplo de 210, o sea

1.073.741.824.

Grupo de trabaioi Conjunto de estaciones de trabajo y servidores de una LAN que
estiin diseñados para comunicarse e intercambiar datos entre sí.

H

[4¡¡!ry¡. Son todos los componentes fisicos que componen una PC

Hercio; Unidad de medida de la frecuencia, abreviada como Hz. Un sinónimo sería
ciclos por segundo.

Hexadecimal: Base 16. Representación numérica que usa los dígitos 0 a 9, con su
sigaificado habitual, y las letras A a la F para representar dígitos hexadecimales con
valores de 10 a 15. El dígito ubicado más a la derecha cuenta unos, el siguiente cuenta
múltiplos de 16, Iuego 16 2=256, etc.

EosL Sisterna computacional ubicado en una red. Es similar al término nodo, salvo que
el host generalmente implica un siste¡na computacional, mientras que el nodo
generalmente se aplica a cualquier sistema conectado a la red, incluyendo servidores de
acceso y routers.

HTML: (HyperText Markup Language). Lenguaje utilizado para crear los documentos
de hipertexto que se emplean en la WWW. Los documentos HTML son simples
archivos de texto que contienen instrucciones (llamadas tags) entendibles por el
Navegador (Browser).
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StP: (HyperText Transport Protocol). Protocolo utilizado para transferir archivos de

hipertexto a través de Intemet. Requiere de un programa de HTTP en un
extremo yun "servidor" de HTTP en el otro extremo. Es el protocolo más importante de
laWWW.

$[ Dispositivo de hardware o software que contiene módulos de red y equipo de
internetwork múltiples, independientes pero conectados. Los hubs pueden ser activos
(cuando repiten señales que se envían a havés de ellos) o pasivos (cuando no repiten,
sino que simplemente diüder¡ las señales que se enüan a través de ellos).

!pp[ Instituto de ingenieros eléctricos y electrónicos. Organización profesional cuyas

actiüdades incluyen el desarrollo de estánda¡es de comunicaciones y de redes. Los
estándares LAN del IEEE son los estrfurdares de LAN predominantes en el mundo
actual.

IEEE 802.1: Especificación del IEEE que describe un algoritmo que evita los loops de
capa dos mediante la creación de un spanning tree. El algorihno fue inventado por
Digital Equipment Corporation. El algorituno de Digital y el algoritmo IEEE 802.1 no
son exactamente los mismos, ni tampoco son compatibles.

IEEE 802.12: Est¡indar LAN del IEEE que especifica la capa fisica y la subcapa MAC
de la capa de enlace de datos. El IEEE 802.12 usa el esquema de acceso a los medios de
prioridad de dernanda a 100 Mbps a través de una diversidad de medios fisicos. Ver
también l0OVG-Any LAN.

IEEE 802.2: Protocolo LAN del IEEE que especifica una implementación de la
subcapa LLC de la capa de enlace de datos. IEEE 802.2 administ¡a errores, entramado,
control de flujo y la interfaz de servicio de la capa de red (Capa 3). Se usa en las LAN
IEEE 802.3 e IEEE 802.5. Ver también IEEE 802.3 e IEEE 802.5.

IEEE 802.3: Protocolo LAN del IEEE que especifica una implementación de ia capa
fisica y la subcapa MAC de la capa de enlace de datos. IEEE 802.3 usa acceso
CSMA/CD a diversas velocidades sobre diversos medios fisims. Las extensiones del
estándar IEEE 802.3 especifican las implementaciones de Fast Ethernet. Las variantes
ffsicas de la especificación IEEE 802.3 original incluyen 10BASE2, IOBASE5,
IOBASE-F, IOBASE-T y l0Broad36. Las variantes fisicas de Fast Ethemet incluyen
1OOBASE-T, 100BASE-T4 y l0OBASE-X.

lggno¡ Símbolo gráfico que aparece en la pantalla de una PC para representar
determinada acción a realizar por el usuario, ejecutar un programa, leer una
información, imprimir un texto, etc.

!p,§ Instalación de distribución intermedia. Recinto de comunicación secundaria para
un edificio que usa una topología de red en est¡ella. El IDF depende del MDF.

Impresora: Dispositivo de salida, cuya funcionalidad es transcribir/pasar un documento
(imagen y/o texto) desde el ordenador furocesador de textos, bloc de notas, visor de



imágenes, etc.) a un medio fisico, generalmente papel, mediante el uso de cinta,
cartuchos de tinta o también con tecnología láser.
Imoresora de ección a tinta: Crean imágenes directamente sobre el papel al rociar
tinta a través de una pequeñas boquillas, su calidad de impresión es bastante alta.

ImDresora Predeterminada: Impresora que se utiliza si se elige el comando Imprimir,
no habiendo especificado antes la impresora que se desea utilizar. Sólo puede haber una
impresora predeterminada, que debe ser la que se utilice con mayor Aecuencia.

Información: Es lo que se obtiene del procesamiento de datos, es el resultado final.

Informática cliente-servidor: Término que se usa para describir los sistemas de red
informáticos distribuidos (de procesamiento) en los que las responsabilidades de
transacción se dividen en dos partes: cliente (front end) y servidor ftack end). Ambos
términos (cliente y servidor) se pueden aplicar a los programas de software o a los
dispositivos informáticos actuales.

Internetwork unto de redes interconectadas por routers y otros dispositivos que
funcionan (generalmente) como una sola red.

lfProtocolo Intemet. Protocolo de capa de red en la pila TCP/IP que brinda un
servicio de intemetworking no orientado a conexión. E'l IP suministra características de
direccionamiento, especificación de tipo de servicio, fragmentación y reensamblaje y
seguridad. Documentado en la RFC 791 .

IP access-erouD: Comando que enlaza una lista de acceso existente con una interfaz de
salida.

!@,¡!¡Comando que se usa para crear una entrada estática que relaciona el nombre de
host con la dirección del mismo en el archivo de configuración del router.

IP multicast: Técnica de enrutamiento que permite que el tráfico IP se propague desde
un origen hacia un número de destinos o desde varios orígenes hacia varios destinos. En
lugar de enviar un paquete a cada destino, se enüa un paquete a un grupo de multicast
que se identifica mediante una sola dirección de grupo de destino IP.

l!! Intercambio de paquetes de intemetworking. Protocolo de capa de red (Capa 3) de
NetWare que se usa para transferir datos desde servidores a estaciones de trabajo. El
IPX es similar al IP y al XNS.

Internet: Conjunto de redes conectadas entre sí, que utilizan el protocolo TCP/IP para
comunicarse.

Intranet: Red privada dentro de una empresa que utiliza el mismo software y
protocolos empleados en la Internet global, pero que sólo es de uso intemo.

!4!q@ Una conexión e interacción entre hardware, software y usuario, es decir, como
la plataforma o medio de comunicación entre usuario o programa.
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!p Organización I¡ternacional de Normalización. Organización intemacional que es

responsable por una amplia gama de estándares, incluyendo aquellos relevantes para el
networking. ISO desarrolló el modelo de referencia OSI, un modelo de referencia de
networking sumamente popular.

Jumner: Termino que se usa para los cables de interconexión que se encuentran en el
arrnario de cableado.

Kbps: (Kilobits por segundo). Unidad de medida de la capacidad de transmisión de una
línea de telecomunicación. Cada kilobit esta formado por mil bits.

Elg.b¡lg¡ Es el equivalente a 1024 bfes.

!¿$§ Red de area local. Redes de datos de alta velocidad y bajo nivel de errores que
abarcan un rlrea geográfica relativamente pequeña (hasta unos pocos miles de metros).
Las LAN conectan estaciones de trabajo, dispositivos perifericos, terminales y otros
dispositivos que se encuentran en un mismo edificio u otras áreas geográficas limitadas.
Los estándares de LAN especifican el cableado y la señalización en las capas fisica y de
enlace de datos del modelo OSI. Ethernet, FDDI y Token Ring son tecnologias LAN de
uso muy difundido. Comparar con MAN y WAN.

@ Diodo ernisor de luz. Dispositivo semiconductor que emite luz producida por la
conversión de energía eléctrica. Las lámparas de estado en los dispositivos de hardware
generalm ente son LED.

Línea de acceso telefónico: Circuito de comunicaciones que se establece mediante una
conexión de circuito conmutada usando la red de la compañía telefonica.

Línea de comunicación: Enlace fisico (como, por ejemplo, un cable o circuito de
teléfono) que conecta uno o más dispositivos con uno o más dispositivos.

Línea de mira: Característica de determinados sistemas de transmisión como, por
ejemplo, los sistemas laser, de microondas e infrarrojos, en los que no puede existir
ninguna obstrucción en la ruta directa entre el transmisor y el receptor.

K

!g1!q§¡g: Retardo entre el momento en que el disposiüvo solicita acceso a una red y el
momento en el que se le otorga permiso para transmitir también sucede en el momento
en que un dispositivo recibe una trama y el momento en que la trama sale desde el
puerto destino.

L



LÍnea dedicada: Linea de comunicaciones que se reserva indefinidamente para

transmisiones, en lugar de conmutarse cuando se requiere transmiti¡. Ver también línea
arrendada.
Lista de acceso: Lista que mantienen los routers Cisco para controlar el acceso hacia o
desde el router para dive¡sos servicios (por ejemplo, para evitar que los paquetes que

tienen una determinada dirección IP salgan de una interfaz específica del router).

!9g[¡¡ Nombre de usuario utilizado para obtener acceso a una computadora o a una red.
A diferencia del password, el login no es secreto, ya que generalmente es conocido por
quien posibilita el acceso mediante este recurso.

M

!!!Q Control de acceso al medio. La más baja de las dos subcapas de la capa de
enlace de datos definida por el IEEE. La subcapa MAC administra acceso al medio
compartido como, por ejernplo, si se debe usar transmisión de tokens o contención. Ver
también capa de enlace de datos y LLC.

MICIP: Protocolo de capa de red que encapsula paquetes IP en DDS o transmisión a

havés de AppleTalk.

![4@ Topología de red en la que los dispositivos se organizan de una manera
administrable, segmentada, con varias interconexiones, a menudo redundantes, ubicadas
estratégicamente entre nodos de la red. Ver también malla completa y malla parcial.

Malla completa: Término que describe a una red en la que los dispositivos estan
organizados en una topología de malla, en la que cada nodo de la red tiene un circuito
fisico o un circuito virtual que lo conecta a todos los otros nodos de la red. Una malla
completa brinda una gran cantidad de redundancia pero, dado que su implementación
puede resultar excesivamente cara, generalmente se la reserva para los backbones de la
red. Ver t¿mbién malla y malla parcial.

Maoa de cableado: Característica suministrada por la mayoria de los analizadores de
cable. Se usa para probar las instalaciones de cableado de par trenzado, y muestra cuáles
hilos están conectados a cuáles pines, en conectores macho y hembra.

!!! Publicación de estado de enlace. Paquete de broadcast que usan los protocolos de

estado de enlace que contiene información acerca de los vecinos y los costos de la ruta.
Los routers receptores usan las LSA para mantener sus tablas de enrutamiento

MAN: Red de área metropolitana. Red que abarca un área metropolitana. Por lo
general, una MAN abarca un área geográñca miás grande que una LAN, pero más
pequeña que una WAN.

MAP. Protocolo de automatización de fabricación. Arquitectura de red creada por
General Motors para satisfacer las necesidades específicas las instalaciones fabriles. El
MAP especifica una LAN de transmisión de tokens similar a IEEE 802.4. Ver también
IEEE 802.4.



Mapa de topoloeía: Henamienta para administrar un switch ATM Lightsfeam 2020
que examina una red y muesta el estado de sus nodos y enlaces troncales. El mapa de

topología es una aplicación basada en HP OpenView que se ejecuta en un NMS.

Máscara de red: Combinación de bits que se usa para describir qué parte de una
dirección se refiere a la red o subred y qué parte se refiere al host. Algunas veces se

denomina simplemente máscara. Ver también máscara de subred.

Máscara wildcard: Cantidad de 32 bits que se usan de forma conjunta con una
dirección IP para determinar cuáles son los bits de una dirección IP que se deben

ignorar al comparar esa dirección con otra dirección IP. La másca¡a wildcard se

especifica al configurar las listas de acceso.

@ Message Digest 5. Algoritmo que se rrsa para la autenticación de mensajes en

SNMP v.2. El MDs verifica la integridad de la comunicación, autentica el origen y
controla la puntualidad. Ver también SNMP2.

!!![ Instalación principal de distribución principal. Recinto de comunicación primaria
de un edificio. El Punto central de una topología de networking en estrella donde están
ubicados los paneles de conexión, el hub y el router.

Mes¡bvte MB): 1 .048.576 bytes; 1.024 Kilobytes.

MegaherE: Unidad de medida de la frecuencia de reloj del microprocesador (en
millones de ciclos por segundo).

Memoria RAM: Memoria de acceso aleatorio cuyo contenido permanecerá presente
mientras el computador permanezca encendido.

Memori¡ ROM: Memoria de sólo lectura. Chip de memoria que sólo almacena
pemanentemente instrucciones y datos de los fabricantes.

@ste enlace esta constituido por dos transceptores de radio provistos de
antenas parabólicas que se apuntan directamente entre si. La radio puede transportar
transmisiones punto a punto de muchos anchos de banda. Su alcance varia según el
tamaño de la antena, el clima en la zona y la magnitud de la potencia emitida
contemplando todos estos conjuntos la señal puede llegar hasta 80 Km.

Médem: (Modulator,Dernodulator). Dispositivo que se conecta a la computadora y a la
línea telefónica y que permite comunicarse con otras computadoras a través del sisterna
telefónico. Básicamente, los módems sirven a las computadoras de la misma manera
que los teléfonos sirven a las personas.

Mouser Permite convertir el movimiento de la mano en desplazamiento de un cursor
sobre la pantalla.

Multicast: la multidifusión (multicast) permite que grupos de usuarios seleccionados
reciban la misma transmisión de datos en una red los cuales están identificados por una
única dirección de grupo de destino IP.
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Navesador de Web: Aplicación de cliente de hipertexto basada en CUI como, por
ejernplo, Mosaic, que se usa para acceder a documentos de hipertexto y otros servicios
ubicados en innumerables servidores remotos a través de la WWW e Intemet. Ver
también hipertexto, Internet, Mosaic y WWW.

§!$ Protocolo de enlace de denominación. Protocolo AppleTalk de nivel de transporte
que conüerte un nombre dado en forma de una cadena de catacteres en una dirección de

intemetwork.

NET: Título de entidad de red. Direcciones de red, definidas por la arquitectura de red

NetBIOS: Sistema básico de entrada./salida de red. API que usan las aplicaciones de

una LAN IBM para solicitar servicios de procesos de red de nivel inferior. Estos

servicios pueden incluir establecimiento y terminación de sesión y transferencia de

información

NetWare: NOS distribuido de uso generalizado desarrollado por Novell. Suministra
acceso remoto transparente a archivos, y muchos otros servicios de red distribuida.

Networking: Conexión de cualquier conjunto de computadores, impresoras, routers,
switches y otros dispositivos con el propósito de comunicarse a través de algún medio
de kansmisión.

NIC: Tarjeta de interfaz de red. Placa que suministra capacidades de comunicación de
red hacia y desde un sistema computacional. También denominado adaptador.

NOS: Sistema operativo de red. Término genérico que se usa para referirse a lo que en
realidad son sistemas de archivos distribuidos. Los ejemplos de NOS incluyen LAN
Manager, NetWare, NFS y VINES.

Número de host: Parte de una dirección IP que designa qué nodo de la sub¡ed se está
direccionando.

Número de red: Parte de una dirección IP que especifica la red a la que pertenece el
host.

Número de saltos: Métrica de enrutamiento que se usa para medir la distancia entre un
origen y un destino. El RIP usa el número de saltos como su única mét¡ica.

NVRAM: RAM no volátil. RAM que retiene su contenido cuando una unidad se apaga.
En los productos Cisco, la NVRAM se usa para guardar la información de
configuración.

s!9¡. 8., una red de rirea local, un nodo es un dispositivo que está conectado a la red y
es capaz de comunicarse con otros dispositivos de la misma.
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Nombre de suarlo: La secuencia de caracteres que lo identifica. Al conectarse a r¡na

computadora, generalmente necesita proporcionar su nombre y contraseña de usuario.
Esta información se usa para verificar que la persona está autorizada para usar eI

Sistema.

Operador de red: Persona que monitorea y controla una red de forma continua,
ejecutando tareas como

Oscilación: Señal secundaria superpuesta a la onda de 60 Hz. Tiene una magritud que

varía entre el 15% y el 100% del voltaje normal de la línea de alimentación. Ver
sobrevoltaje, pico y baja de voltaje.

@ Interconexión de sistemas abiertos. Programa internacional de normalización
creado por la ISO y la UIT-T para desarrollar estándares de interconexión que faciliten
la interoperabilidad de equipos de múltiples proveedores.

OSINET: Asociación internacional diseñada para promove¡ OSI en las arquitecturas de
los proveedores.

Q§!$ Versión abierta del algorihno "Prime¡o la ruta libre más corta". Algoritrno de
enrutamiento IGP jerárquico, de estado de enlace, propuesto como suceso¡ de RIP en la
comunidad lntemet. Las características de OSPF incluyen enrutamiento por menor
costo, enrutamiento de múltiples rutas y balanceo de carga. El OSPF deriva de una
versión inicial del protocolo ISIS

@Ensamblador/desensamblador de paquetes. Dispositivo que se usa para conectar
dispositivos simples (como terminales de modo de carácter) a una red, los cuales no
admiten toda la funcionalidad de un protocolo específico. Los PAD almacenan los datos
en el búfer de los PAD y ensamblan y desensamblan los paquetes que se enüan a
dichos dispositivos finales.

Panel de conexión: Conjunto de ubicaciones de pin y puertos que se puede montar en
un bastidor o una consola de pared en el armario de cableado, Los paneles de conexión
actúan como conmutadores que conectan los cables de las estaciones de trabajo entre sí
y con el exterior.

Paquete: ación lógica de información que incluye un encabezado que contiene
información de conkol y (generalmente) datos del usuario. Los paquetes a menudo se
usan para referirse a las unidades de datos de la capa de red. Los términos datagrama,
trama, mensaje y segmento también se usan para describir las agrupaciones de
información lógica en las diversas capas del modelo de ¡eferencia OSI y en los dive¡sos
circulos tecnológicos.

P



Paquete de choque: Paquete que se envia al transmisor para informarle que hay
congestión y que debe reducir su velocidad de envio.

Par trenzado: Medio de transmisión de relativa baja velocidad compuesto por dos

cables aislados dispuestos en un paffón en espiral regular. Los cables pueden ser

blindados o no blindados. El uso del par trenzado es común en aplicaciones de telefonía
y es cada vez más común en las redes de datos. Ver también STP y UTP.

Paradiafonía: Energía de interferencia transferida de un circuito a otro.

![Central telefónica privada. Conmutador telefónico digital o analógico ubicado en

las instalaciones del suscriptor y que se usa para interconectar redes telefónicas privadas
y públicas.

§!¡Información de control de protocolo. Información de control que se agrega a los
datos del usuario para formar un paquete OSI.

Pila de tocolo: unto de protocolos de comunicación relacionados que operan de
forma conjunta y, como un gn¡po, cumplen con la comunicación en alguna o en las siete
capas del modelo de referencia OSI. No todas las pilas de protocolo abarcan cada capa
del modelo ¡ a menudo, un solo protocolo de la pila se dirige a una cantidad de capas a
la vez. El TCP/P es un protocolo de pila típico.

Pinel Abreviatura para Packet Internet Groper o Packet lnter-network Groper, una
utilidad que se usa para determinar si una dirección IP en particular está disponible.
Funciona enviando un paquete a la dirección especificada y esperando una respuesta. El
PING se usa principalmente para diagnosticar las fallas de las conexiones de Internet.

Plan de distribución: Diagrama simple que indica dónde están ubicados los tendidos
de cable y la cantidad de habitaciones hacia las que se dirigen.

POP: Punto de presencia. Punto de presencia es el punto de interconexión entre las
instalaciones de comunicación suministradas por la ernpresa telefónica y e1 servicio de
distribución principal de1 edifi cio.

Portadora: Onda electromagnética o corriente altema de una sola frecuencia, adecuada
para modulación por parte de otra señal portadora de datos. Ve¡ también modulación.

Protocolo de enrutamiento: Protocolo que logra el enrutamiento a havés de la
implementación de un algoritmo de enrutamiento especíñco. Los ejernplos de
protocolos de emutamiento incluyen el IGRP, el OSPF y el RIP.

Pug¡¡@ Interfaz de un dispositivo de intemetworking (como, por g'emplo, un router).
En terminología IP, un proceso de capa superior que recibe info¡mación de las capas
inferiores.
Un conector he¡nbra de un panel de conexión el cual acepta el mismo tamaño de
conector que el de un RJ45. Los cables de conexión se usan en estos puertos para

§f Autocomprobación de encendido. Conjunto de diagnósticos de hardware que se
ejecutan en un dispositivo de hardware cuando ese dispositivo se enciende.



realizar interconexiones entre los computadores conectados al panel, Es esta

interconexión conexión la que permite la operación de la LAN.

B:Égi@. Documento de World Wide Web. Una página Web suele consistir en un
archivo HTML, con sus archivos asociados de gráficos y secuencias de comandos, en

un directorio determinado de un equipo concreto (¡ por tanto, identificable mediante
una dirección URL).

Periféricos: Cualqüer dispositivo de hardware conectado a una computadora.

Pixelr (PICture cELL). Es la parte más pequeña de una pantalla de video, constituido
por uno o más puntos que se consideran como una unidad. Es por tanto, el bloque de
construcción de imágenes.

Protocolo: Método por el que los equipos se comunican en Intemet. El protocolo mas
común en el World Wide Web es HTTP. Otros protocolos de Intemet incluyen FTP,
Gopher y telnet. El protocolo forma parte de la dirección URL completa de un recurso.

Proveedor: Institución o empresa que provee acceso a uno o varios servicios de
Intemet.

R

RAM: Memoria de acceso directo aleatorio. Memoria volátil que puede ser leída y
escrita por un microprocesador.

Red: Conjunto de computadores, impresoras, routers, switches y otros dispositivos que
se pueden comunicar entre sí a través de algún medio de transmisión.

Red de conexión única: Red que tiene una sola conexión con un router

Redistribución: Permitir que la información de en¡utamiento detectada a havés de un
protocolo de enrutamiento sea distribuida en los mensajes de actualización de otro
protocolo de en¡utamiento. A veces denominada redishibución de ruta.

Redundanci¡: En intemetworking, la duplicación de dispositivos, servicios o
conexiones de modo que, en caso de que se produzca una falla, los dispositivos,
servicios o conexiones redundantes puedan ejecutar el trabajo de aquellos que han
fallado. Ver también sistema redundante.

Rendimiento: Velocidad de la información que llega a, y posiblemente atraviesa, rm
punto particular de un sistema de red.

Repetidor: Di
de red.

spositivo que regenera y propaga señales eléctricas entre dos segmentos

Redireccionar: Parte de los protocolos ICMP y ES-IS que permiten que un router le
indique a un host que puede ser más efectivo usar otro router.



Retardo: El tiempo que hay entre el inicio de una transacción por parte del emisor y la
primera respuesta recibida por el ernisor. También, el tiempo que se requiere para

mover un paquete desde el origen hacia el destino a través de una ruta específica.

RF: Radiofrecuencia. Término genérico que se usa para referirse a frecuencias que

corresponden a transmisiones radioeléctricas. Las redes de televisión por cable y de

banda ancha usan tecnología RF.

@¡Ler: Dispositivo de capa de red que usa una o miás métricas para determinar la ruta
óptima a través de la cual se debe enviar el tráfico de red. Los routers envían paquetes

desde una red a otra basándose en la información de la capa de red.

RIP: Protocolo de información de enn¡tamiento. IGP que se suministra con los sistemas

UNIX BSD. El IGP más común de Internet.

RMON: Monitoreo rernoto. Especificación de agente MIB que se describe en la RFC
l27l que define las funciones para el monitoreo rernoto de los dispositivos conectados a
la red.

ROM: Mernoria de sólo lectura. Memoria no volátil que un microprocesador puede

leer, pero no escribir.

Ruta estática: Ruta que está configurada e ingresada en la tabla de enrutamiento de
forma explícita. Las rutas estáticas tienen prioridad sobre las rutas elegidas por los
protocolos de enrutamiento dinrimicos.

Segmento: La sección de una red limitada por puentes, routers o switches.
Término que se usa en [a especificación TCP para describir una unidad de información
de la capa de transporte. [¡s términos datagrama, trama, mensaje y paquete tambien se
usan para describir las agrupaciones de información lógica en las diversas capas del
modelo de referencia OSI y en los diversos círculos tecnológicos.

§@ Protocolo simple de t¡ansferencia de correo. Protocolo lntemet que suministra
seryicios de correo electrónico.

Sondeo: Método de acceso en el que el dispositivo de red primario Fegunta, en forma
ordenad4 si los secundarios tienen algún dato para transmitir. La pregunta se realiza en
forma de mensaje que se envía a cada dispositivo secundario, lo que le otorga al
secundario el derecho de transmitir.

Switch: Dispositivo de red que filtra, reenvía o inunda tramas basándose en la dirección
destino de cada trama. El switch opera en la capa de enlace de datos del modelo OSI:

Ruta por defecto: Entrada de la tabla de enrutamiento que se utiliza para dirigir tramas
para las cuales el salto siguiente no aparece explicitamente en la tabla de enrutamiento.

s



T

Switch LAN: Switch de alta velocidad que envía paquetes entre segmentos de enlace de

datos. La mayoria de los switches LAN envían tráfico basándose en las direcciones
MAC. Esta variedad de switch LAN a veces de denomina switch de trama. Los switches
LAN a menudo se clasiñcan de acuerdo con el método que usan para enviar tráfico:
conmutación de paquetes por método de corte y coünutación de paquetes por
almacenamiento y anvío. Los switches multicapas son un subconjunto inteligente de los
switches LAN.

Servidor: Computadora o programa que brinda un servicio especifico al "cliente", que
se ejecuta en otras computadoras. El término puede referi¡se tanto a un equipo de una
red que envía archivos o ejecuta aplicaciones para otros equipos de la red; el software
que se ejecuta en el equipo servidor y que efectua la tarea de servir archivos y ejecutar
aplicaciones; o bien, en la programación orientada a objetos, un fragrnento de código
que intercambia información con otro fragmento de código cuando se pide.

$ (Sistema Operativo). Programa o conjunto de programas que permiten administrar
los recursos de hardware y software de una computadora.

Software: Todos los componentes no fisicos de una PC (Programas).

!!¡Servicio de portadora de WAN digital. Tl transmite datos con formato DS-l a

l.5zt4 Mbps a través de la red de conmutación telefonica, usando codificación AMI o
B8ZS. Comparar con El. Ver también AMI, BBZS y DS-I.

Tabla de enrutamiento: Tabla que se grrarda en un router o en algún otro dispositivo
de intemetworking que ayuda a identificar las rutas hacia destinos de red en particular y,
en algunos casos, las métricas asociadas con esas rutas,

@Protocolo de Transferencia de A¡chivos Trivial. Versión simplificada del FTP
que permite que los archivos se transfisran desde un computador a otra a través de una
red.

Termin¡l: Dispositivo simple en el que los datos se pueden introducir o recuperar
desde una red. Generalmente, las terminales tienen un monitor y un teclado pero no
tienen ningún procesador ni unidad de disco local.

Topologia: Disposición ffsica de los nodos y medios de red dentro de ura estructu¡a de
networking empresarial.

Topología de anillo: Topología de red que consta de un conjunto de repetidores
conectados entre sí mediante enlaces de transmisiones unidireccionales para formar un
solo bucle cerrado. Cada estación de la red se con€cta a la red en el repetidor. Aunque
lógicamente están organizadas en anillo, las topologías de anillo a menudo están
organizadas en una es[ella de bucle cerrado.



Topología de bus: uitectura LAN lineal en la que las transmisiones de las
estaciones de red se propagan a lo largo del medio y son recibidas por todas las otras
estaciones.

Topología en árbol: Topología LAN similar a la topología bus, salvo que las redes en

árbol pueden tener ramificaciones con múltiples nodos. Las transmisiones desde una
estación atraviesan la longitud del medio y son recibidas po¡ todas las otras estaciones.

Topologí¡ en estrella: Topología LAN en la que los puntos de terminación de una red
se conectan a un switch central común mediante enlaces punto a punto. Una topología
de anillo que está organizada como estrella implanenta una estrella de loop cerrado
unidireccional en lugar de enlaces punto a putrto.

Toooloeía en es rerarourca: logía en estrella extendida en la que un hub
central se conecta a través de cableado vertical con otros hubs que dependen del mismo.

Trans celver: Unidad de conexión al medio. Dispositivo que se usa en las redes
Ethemet e IEEE 802.3 que suministra la interfaz entre el puerto AUI de una estación y
el medio común de Ethemet. La MAU, que se puede incorporar a una estación o puede

ser un dispositivo individual, ejecuta fiuciones de capa fisica, incluyendo la conversión
de datos digitales desde la interfaz Ethemet, detección de colisiones e inyección de bits
en la red.

TIA: Asociación de la Industria de las Telecomunicaciones. Organización que

desarrolla estándares relacionados con las tecnologías de telecomunicaciones.

Tunneline: Arquitectura que está diseñada para suministrar los servicios necesarios
para implementar cualquier esquema de encapsulamiento punto a punto estiindar.

Tarieta de Interfaz de Red: §IC). Dispositivo a través del cual computadoras de una
red transmiten v reciben datos.

TCP/IP: (Transmisor Control ProtocoVlnternet Protocol). Conjunto de protocolos que
definen a la Internet. Fueron originalmente diseñados para el sistema operaüvo Unix,
pero actualmente puede encontrarse en cualquier sistema operativo.

!g!ry!¡ Protocolo que permite al usuario de Intemet conectarse y escribir comandos en
un equipo rerroto vinculado a Intemet como si el usuario estuüera utilizando un
terminal de texto conectado directamente al equipo. Forma parte de1 conjunto de
protocolos TCP/P.

_¡ry&!i Vtétodo para procesar la información en cuanto se recibe.

@!gg¡!-En redes conmutadas ethemet, transferencia de archivos/paquetes entre dos
entidades. Una difusión única puede iniciarla un servidor a una estación de trabajo, una
estación a un servidor, una estación a una impresora o cualquier otra unidad única hacia
otra entidad

U



UPS: (Uninterruptible Power Supply ó Suministro de Energia Ininterrumpida). Es un
estabilizador electrónico que está preparado para suplir al computador cuando se

presenten caídas de energía o cambios de voltaje.

URL: (Universal Resource Locato¡ ó Localizador de Recursos Universal). Identifica de
manera única la ubicación de un equipo, directorio o archivo en Intemet. La dirección
URL también indica el protocolo de Intemet apropiado, como HTTP o FTP. Por
ejemplo: http://www.microsoft .com.

@ Tecnología que facilita la conexión de perifericos a la computadora. Esta
reconoce automáticamente los dispositivos nuevos y no hay que insertar una placa
controladora para el dispositivo, ya que se conecta a la parte trasera de la PC a un
enchufe especial (puerto USB). La tarjeta madre debe tener esta tecnología en su
CHIPSET para poder conectar dispositivos de este tipo.

!|f,fCable de para trenzado no apantallado, lo que significa que no tiene envoltura
alrededor del grupo de conductores. Estos cables se usan principalmente en redes de voz
y datos

Usuario: Cualquier indiüduo que interactua con el computador a nivel de aplicación.
l,os programadores, operadores y otro personal técnico no son considerados usuarios
cuando trabajan con el computador a nivel profesional.

v
Vecjor: Segrnento de datos de un mensaje SNA. Un vector está compuesto por un
campo de longitud, una clave que describe el tipo de vector y datos específicos del
vector.

Virtualización: Proceso que se usa para implernentar una red basada en segmentos de
red virtuales. Los dispositivos se con@tan a segmentos virtuales independientemente de
su ubicación fisica y de su conexión fisica con [a red.

VLAN: LAN ürtual. Grupo de dispositivos en una LAN que se conñguran (usando
software de administración) de modo que se puedan comunicar como si estuvieran
conectadas al mismo cable cuando, de hecho, están ubicadas en una cantidad de
segmentos LAN distintos. Dado que las VLAN se basan en conexiones lógicas y no
fi sicas, son extrernadamente fl exibles.

VLSM: Máscara de subred de longitud variable. Capacidad de especificar una máscara
de subred distinta para el mismo número de red en distintas subredes. Las VLSM
pueden ayudar a optimizar el espacio de dirección disponible.

@ Protocolo de terminal virtual. Aplicación ISO para establecer una conexión de
terminal virnral a través de una red.

Virus: Programa que se duplica a sí mismo en un sisterna informático, inco¡porándose a
otros programas que son utilizados por varios sistemas. Estos programas pueden causar



problemas de diversa gravedad en los sistemas que los almacenan, se propagan a havés
de cualquier medio de almacenamiento, o a havés de la LAN, o de la misma lnternet.

w
!!!§ Red de rirea amplia. Red de comunicación de datos que sirve a usuarios denko
de un área geográficamente extensa y a menudo usa dispositivos de transmisión
provistos por un servicio público de comunicaciones. Frame Rela¡ SMDS y X.25 son
ejernplos de WAN. Comparar con LAN y MAN.

WorkGroup Directorr Herramienta de software de Cisco para la administración de
redes basadas en SNMP Workgroup Director se ejecuta en estaciones de habajo UNIX,
ya sea como una aplicación independiente o integrada con otra plataforma de
administración de red basada en SNMP, brindando un sistema de gestión poderoso y
transparente para los productos de grupo de trabajo de Cisco.

WWW: World Wide Web. Gran red de servidores de I¡temet la cual suministra
servicios de hipertexto y otros a terminales que ejecutan aplicaciones de clientes como,
por ejemplo, un navegador de Web. Ver también navegador de Web.

X Windows: Protocolo que interconecta estaciones de trabajo de interfaz gráfica de
usuario con programas servidores de aplicaciones que utiliza TCPIP

Z

Zonz d,e utoridad: Asociada con DNS, Ia zona de autoridad es una sección del árbol
del nombre de dominio para el que un servidor de nombre es la autoridad
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