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Manuol de Usuurio M. I. Mun didad de Gua uil

I. GENERALIDADES

I.I INTRODUCCION

En este tópico de graduación, se realizó un estudio exhaustivo de las comunicaciones
LAN y WAN de la M. I. Municipalidad de Guayaquil, y en este manual se lo detalla
paso a pa§o.

En el primer capítulo esta lo que son las generalidades de este manual.

En el segundo capitulo se describe la situación actual del municipio

En el tercer capítulo se da soluciones a los problemas ofreciendo una propuesta.

En el cuarto capítulo se presenta la implementación LAN y WAN que vamos a realizar.

En el quinto capítulo se muestra la configuración realizadas en los routers.

En el sexto capitulo se puede apreciar las configuraciones realizadas en Linux Fedora
Core 3 para el manejo de el Internet.

1.2 OBJETIVO DE ESTE MANUAL

El objetivo de este manual es guiar a los usuarios interesados como al personal

encargado del manejo y administración del ¿i¡ea de redes, entre los temas que se

detalla¡án en los capítulos más adelante tenemos:

. Conocer la realización de un estudio de Cableado Estructurado.

. Conocer las configuraciones realizadas en los routers

. Guía para conocer el entomo de Linux.

. Guia para conocer los comandos de Linux.
¡ Conocer el alcance de todas las configuraciones en Linux, por medio de una

explicación detallada e ilustrada de cada una que lo conforman.

1.3 A QUIEN VA DIRIGIDO ESTE MANUAL

Este manual está orientado a los Usuarios Finales involucrados en el Área de Redes, que

requieran hacer configuraciones para la navegación por Intemet.

EDCOM Capítulo I - Página I ESPOL
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1.4 LO QUE DEBE CONOCER

Los conocimientos mínimos que deben tener las personas que utilicen este manual
deben ser:

r Conocimientos básicos de Windows.
. Conceptos básicos de Redes y Sistemas Operativos.
o Conocimientos básicos de Informática basados en el ambiente de Intemet.

EDCOM ESPOLCqítulo I - Pdginu 2
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2.I ANTECEDENTES

La M. L Municipalidad de Guayaquil (Palacio Municipal), ocupa la manzara
comprendida entre las calles Malecón, Pichincha, Clemente Ballén y 10 de Agosto. Es
de estilo renacentista modemo y su estructura es una mezcla de arte dórico - gótico. El
primer Presidente del Concejo (alcalde) en ocuparlo fue Don Leopoldo Izquieta Pérez.

Su construcción se inició en e1 Gobiemo de Gonzalo Córdova pero fue el gobiemo
provisional de Isidro Ayora el que dio impulso a la obra y la concluyó.

El Palacio Municipal fue levantado en el mismo lugar donde estaba ubicado el antiguo
cabildo colonial, inaugurado en 1817, que duró 112 años y que tuvo que ser incinerado
en 1908, cuando la peste bubónica asoló Guayaquil. En las paredes del anüguo cabildo
se vivieron momentos históricos trascendentales de importancia: se firmó el acta de la
Independencia de Guayaquil el 9 de Octubre de 1820 y en él también tuvo lugar la
entrevista entre los grandes libertadores de América: Bolívar y San Martín.

F-igrrra L Palacio NlLrnicipal 1929

Manual de Usuario M. I. Municipalidad de Guayaquil
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Su diseñador (1921) fue el arquitecto e ingeniero Maccaferri, empezó a ser construido
por arrendamiento de los servicios de la Compañía Italiana de Construcciones, su

constructor fue el Ing. Juan Lignarolo. En 1927 se suscribe un nuevo contrato con la
Compañía Italiana de construcciones para que lo termine en el plazo de un año,
finalmente lue concluido en Octubre de 1928. Es decir desde el inicio del proyecto hasta
su culminación pasaron casi ocho años. El Palacio fue inaugurado en febrero de 1929.
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Manual de Usua¡io M. I. Municipalidad de Guayaqail

El actual Palacio Municipal ha sido testigo de momentos históricos, como lo fue recibir
la visita del entonces Presidente electo de los Estados Unidos Herbert Hoover en 1928,
mucho antes de ser inaugurado oficialmente.

La construcción del Palacio en ese entonces costó S/.2,3 00,000.00, mientras que su
remodelación y restauración costó aproximadrimente cerca de 3,000 millones de sucres,
debido principalmente a que ninguna de las administraciones anteriores se preocupó por
da¡le el mantenimiento debido. Es por eso que la Administración del Alcalde Ing. León
Febres Cordero asumió la responsabilidad de su reparación, restauración y
remodelación.

Figura 2. Palacio Municipal Actual
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2.2 INFRAESTRUCTURA DEL CENTRO DE CÓMPUTO

2.2.1 GABINETE 1DE COMUNICACIONES

SERVMUNIO6
HP RX2600
1 Procesador ltanium 2 900 Mhz
RAM: 4 Gb
Disco duro: 36 Gb
Directorio Activo Secundario

SERVMUNIOT
HP RX2600
1 Procesador ltanium 2 1.3 Ghz.
RAM:4Gb
Discos duros: 2 de 36 Gb. c/u
Directorio Activo Principal. Servicios de
DHCP, DNS, WINS, SUS, SILEC.
Consola de Administración de Antivirus y
Servicio de Certificados de Seguridad.

SERVMUNII2
HP RX5670
2 Procesadores ltanium 21.3 Ghz.
RAM: 4Gb
Dlscos duros: 2 de 73 Gb. c/u.
Velocidad Nic de 100/1000

SERVMUNIl4
HP RX5670
2 Procesadores ltanium 2 1.3 Ghz.
RAM: 4Gb
Discos duros: 2 de 73 Gb.

Capítulo 2 - Página 3 ESPOL

HP MSAIOOO
Dispositivo de Almacenamiento
Externo de SERVMUNI0T.
3 discos duros de 36 Gb en Raid-5
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2.2.2 GABINETE 2 DE COMUNICACIONES

SAN
Storage Area Network

SERVMUNIlOl
HP DL37O G3
RAM: 2Gb
Discos duros: 2 de 72 Gb
Administrador de EVA 3000
Windows 2000 Advantage Server

SERVMUNI09
HP DL38O G3
2 Procesadores Xeon 2.8 Ghz,
RAM: 4Gb
Discos duros: 6 de 36 Gb. Servidor
Correo lnterno con Exchange Server
2003.

SERVMUNI20 (lnspector de
ContenÍdo)
HP DL38O G3
1 Procesador Xeon 3.2 Ghz.
RAM: 1 Gb
Disco duro: '1 de 36 Gb.
Servidor de Auditoria.

EVA 3OOO

2 Controladores redundantes
16 discos duros de 72 Gb. clu

HP BLADE SERVERS
2 Procesadores de 3.06 MHz, 5 Gb Ram
2 Discos de 36 Gb

Servmuní21 :

Servmuni22:
Servmuni23:
Servmuni24:

Servm uni28:

ISA Server
Application Server Desarrollo
IDS
Share Point y Project Server

(2 Discos de 72Gb)
Blade Administrator

(2 Gb. de Ram)

SERVER-BE
Compaq Prolinea 1600
Con 768 memoria ram , 2 discos
duros Ultra 3 scsi de 9 Gb
Servidor de Correo Externo.

EDCOM Capítulo 2 - Ptigina 4 ESPOL
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Gabinete 2 de comunicacioncs

SUNDES
Sun Blade 150
I Procesador UltraSparc
2e 550 Mhz.512 Mb ram 2
discos duros 40 Gb
Servidor de Desarrollo

Sun Blade 150
1 Procesador UltraSparc 2e
550 Mhz. 256 Mb ram 1 disco
duro 40 Gb.
Servidor para Administración
de FireWall.

Sun Blade 150
I Procesador UltraSparc 2e
550 Mhz. 256 Mb ram 1 disco
duro 40 Gb.
Servidor para Proxy Server

Sun Blade 150
1 Procesador UltraSparc 2e 550
Mhz. 512 Mb ram 4 discos
duros 36 Gb. Multipack
Servidor de Contigencia para
Ultra450.
INTERNET

Ultra Sparc 450
I procesador Ultra 3 400 Mhz.
1.4Gb ram
3 discos duros 4.2 Gb. c/u
2 discos duros 18 Gb. c/u
1 disco duro 36 Gb.
Contiene la Base de Datos
Su nmuni.

Ultra Sparc 30
1 procesador Ultra 2e 300 Mhz.
1.6 Gb ram
4 discos duros 4.2 Gb. c/u
3 discos duros 18 Gb. c/u
Contiene la Base de Datos
Sunmunil.
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2.3 DTAGRAMA DE CONEXTON DEL BLOQUE NORTE r
3lvrTclt !¡lfai.asYs

ta^flt¡x tl ¡(,¡ §vlr¡ r c lr t\lIIE,t¡i'SYS

l--wa -

lP.¡)

c€Ntgo arc c]o¡af'¡r''<t{ ¡ )
,tt) a§r¡tr ¡t '1( rr\t \\-r ¡¡*

3$rtrc'l 3colll
ss ¡r Sloo

I t\.¡a t¡lrt L{rE 
'r

Figura 3. Diagrama de conexión del Bloque Norte

TI.A, -
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2.3.1 ESPECIFICACIONES GENERALES BLOQUE NORTE

SWITCH PRINCIPAL DE LA R-ED
ENTERASYS MATRIX N3
12 ptos. Fibra Óptica
30ptos. l0/100/1000
3 Hub
3Com Hub Link Builder FMS II
24Telco UTP, I UTP
2 Switch
3Com SW SuperStack 3 4400
24 UrP (10/100)
Router Cisco 3745
4 puertos WAN
(Mercado Artesanal, Centro Municipal, Policía
Metropolitana y Registro de la Propiedad)
8 puertos LAN
Router Cisco 2600
Intemet
2 puertos WAN (solo se utiliza uno)

Firewall Lucent
Modelo Brick 80

Dirección de Informática
(Centro de Cómputo)

1er. Piso

Switch Enterasys Matrix V2

2 SWITCH 3COM
SuperStack 3 3300

24 ptos. l0/100

Dirección de Obras Públicas

1 SWITCH 3COM
SS II 33OO

24 (10/100)
2 SWITCH 3COM
SS II IIOO
l2(10)+2(10/100)

Direccién de Asesoría Jurídica
(Ubicados en el techo)

3en Piso

I Hub SS II PS 40
12 UTP

I SWITCH 3COM SS 3 44OO

r2 (10/100)

2 SWITCH 3COM SS II 33OO

12 (10/100)
Departamento de Recaudaciones

Planta baja

1 Hub LinkBuilder FMS
12 UTP

2 SWITCH 3COM SS 3 44OO

12 (10/100)
Departamcnto dc Patcntcs

Planta baja

EDCOM Cltrítulo 2 - Ptigina 7 ESPOL
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2.4 DIAGRAMA DE CONEXIÓN DEL BLOQUE SUR

1G

Figura 4. Diagrama de corlexión dcl Bloque Sur

CIRCUITO
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É'I{}RTEL fiUS
16 Uap 1$/10O
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Fr'l S tI Telcs Hul,

FMS fl Telco Hlrb
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Ff{,ts I:

CABLEÍRON MMAC
HUB

sl¡r¡TcH }CO14
s§3 33úO

D-PL N(1)

ss3 4óoo

RECURSOS HUMANOS(4)

l*iLi ri I' r
JUSTICIA Y

vTGILANC¡A(PA)

l€-r i

VEIITAN¡LLA
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str,rrcH 3co!,1
ss3 3;ooHm-; '

swñcH 3corrr
ss 11 Ps HUB 40

oY¡r(4)

HUB LII{XBUILI}§R
FMS II

M 5S3 3300StrvITCH

SWrrCH 3c(:nl
ss rr 1100

c,r
5 4400

at: r

SWITCH ENTERASYS
MATRIX V2

DUAR(2)

SI/I,ITC|I 3colrl
ss3 330()

V¡A PUgLICA(PE)

strITcH 3coFr
5§3 330(}

S1¡l/IT
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2.4.I ESPECIFICACIONES GENERALES BLOQUE SUR

1 Switch
MATRIX EI
l2 puertos 10/100

3 Hub
FMS II Telco
24 puertos
I Switch
3Com SW SS II 3800
24 puertos

Dirección de Terrenos
lcr. Piso

I Hub
Cabletron MMac
72 puertos
Telco l0 BT
I Hub
Nortel
l6 UTP 10/100Dirección de Aseo Urbano

3er. Piso I Hub
Link Builder FMS II
12 UTP

Circuito Cerrado TV
3er. Piso

I SWITCH
3Com SS II 3300
12 UTP

l SWITCH
3Com SS II 3300
12 UTP 10/100

l SWITCH
3Com SS 3 4400
t2 UTP 10/100

Dircccién dc PIan dc Desarrollo
ler. Piso

I SWITCH
3Com SS 3 3300
12 UTP 10/100

l Hub
Link Builder FMS II
12 UTP 10/100

Dirección de ,Iusticia y Vigilancia
Mezzanine

Ventanilla de Terrenos
Planta baja

l SWITCH
3Com SS 3 3300
12 UTP l0/100

Dirección de Vía Pública
Planta baja

I SWITCH
3Com SS 3 4400
24 puertos 10/ 100

Dirccción dc Vía Pública
Planta baja

l SWITCH
3Com SS 3 3300
24 UTP 10/100

EDCOM Capítalo 2 - Página9 ESPOL
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Dirección de Urbanismo
2do. Piso

l SWITCH
3Com SS 3 4400
24 UTP 10/100

I SWITCH
3Com SS 3 3300
24 UTP 10/100

I SWITCH
MATRIX V2
24 UTP l0/100

Dirección de Recursos Humanos
(Ubicados cn cl tccho)

4to. Piso

2 SWITCH
3Com SS 3 4400
24 UTP 10/100

1 SWITCH
3Com SS II 1100
l2 urP 10/100

Organización y Métod
4to. Piso

os

(Ubicado en el techo)

EDCOM Capítulo 2 - Página I0 ESPOL
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2.5 DIAGRAMA DE CONEXION EDIFICIO VALRA

r EDIFICIO
VALFTA

Br¡dge

swtcH ss il 3300

Figura 5. Diagrarna de conexión del edificio Valra
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2.5.I ESPECIFICACIONES GENERALES EDIFICIO VALRA

EDIFICIO VALRA
(Ubicado en l0 de Agosto y Malecón, frente al Palacio Municipal)

1 SWITCH
3 COM SS II 33OO

24 UTP l0/100
Dirección de Medio Ambiente y
Áreas Verdes

ffirffi Bridge Wireless

1 SWITCH
3 COM SS 3 4400
24 UTP l0/100Direccién de Auditoria Interna
1 SWITCH
Enterasys Matrix V2
24 UTP r0/100

EDCOM ESPOL

UBICACION lc.lnacrrnÍsrrcAs

4to. Piso
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2.6 DIAGRAMA DE CONEXIÓN BIBLIOTECA MUNICIPAL

Sala Ecuador (1)

F¡BRA OPTICA lGbps

Figura 6. Diiigrama de conexión dc [a Biblioteca Municipal

3 COM HUB Link Builder TP
12 urP r00/r000

a

C. Computo (Mezanine)
--

I COM HUB Link Builds

Cablc
Stack

3 COM HUB Link Builder
FMS II I2 UTP

Cyber (Mezanine)

I COM HUB Link Builder'l P

r2 UTP l0/r00

-

ALA NORTE
SWITCH PRINCIPAL

3 COM Switch SS3 4400
24 UTP r0/r00
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2.6.I ESPECIFICACIONES GENERALES BIBLIOTECA
MUNICIPAL

BIBLIOTECA Y MUSEO MUNICIPAL
(Ubicado en l0 de Agosto y Pedro Carbo)

Biblioteca Municipal
Ubicado en la Sala Ecuador)

I HUB
3 COM Link Builder TP
12 UTP 10/100

Biblioteca Municipal
(Ubicado en el Centro de
Información, mezanine)

1 HUB
3 COM Link Builder TP
12 UTP 10/100
1 HUB
3 COM Link Builder FMS II
12 UTP 10/100
1 HUB
3 COM Link Builder FMS II
12 UTP 10/100

Biblioteca Municipal
(Ubicado en cl Centro de
Cómputo, mezanine)

l SWITCH
ss 3 4400
24 UTP 10/100

EDCOM Capítulo 2 - Ptígina 14 ESPOL
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2.7 DIAGRAMA DE CONEXIÓN MERCADO ARTESANAL

AT&T Paradyne Modem
Comsphere 3920 Plus

3 COM HUB SS II PS 40
I2 UTP

Línea dedicada de 5'12 Kbps
Contrato con la empresa
Tranferdatos.

Cisco Router 2700
24 UfP 10t100

Figurn 7. Diagramra de conexión del Mercado Arlesanal
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2.7.1 ESPECIFTCACIONES GENERALES Mf,RCADO
ARTESANAL

I ROUTER
CISCO 27OO

24 UTP 10/i00
l IIUB
SS II PS 40
l2 urP l0/100

Mercado Artesanal

1 ATT&T PARADYNE MODEM
COMSPHERE 3920 PLUS
128 Mbps

EDCOM Cttpitulo 2 - Pdgina 16 ESPOL
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2.8 DIAGRAMA DE CONEXIÓN CENTRO MUNICIPAL 2

Racal Modem ALM 3239 Línea dedicada de 512 Kbps
Contrato con la empresa
Tranferdatos.

Cisco Router 2700
24 UTP 10¡00

SWITCH
f,nterasys Matrix V2

24 101',100

Pigura 8. Diagrama de conexión del Centro Municipal 2

EDCOM Cupítulo 2 - Página 17 ESPOL
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2.8.1 ESPECIFICACIONES GENERALES CENTRO MUNICIPAL 2

CENTRO MUNICIPAL 2
(Ubicado en Portete y Av. Barcelona)

1 ROUTER
crsco 2700
24 UTP 10/100
1 SWITCH
ENTERASYS MATRIX V2
24 tolt00

Centro Municipal 2
(Alado de la P..1.)

Racal Modem
ALM 3239
128 Mbps

EDCOM Capítulo 2 - Ptigina 18 ESPOL
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2.9 ANÁLISIS DE PISO

2.9.1 CUARTO PISO DEL BLOQUE NORTE
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Figura 9. Cuarlo piso del Bloque Norte
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2.9.2 TERCER PISO DEL BLOQUE NORTE
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Figura I0. Tercer piso del Bloque Norte
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2.9.3 SEGUNDO PTSO DEL BLOQUE NORTE
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2.9.4 PRTMER PISO DEL BLOQUE NORTE
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Figura 12. Primer piso del Bloquc Nortc
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2.9.5 MEZANINE DEL BLOQUE NORTE
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2.10 WAN DE MEDIOS

CENTRO
ICIPAI,2

IVIERC:\DO
BIBLIOTI'CA
IlIUNI IPAI,

EDIFI(TIO
\/AI,BA ))) ) !.t (ihz

t I }lbpr

FTBRA óPftcA ! cbp¡

EDIFICIO
CR ON

ti,srJIt NI,OQU ¡iORTE

PALACIO MUNICIPAL

Figura 15. WAN de Medios
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2.11 WAN DE DISPOSITIVOS

CENTRO
MUNICIP/\L 2

BIBT,IOTECl\
MUNICIPAI,

]\lIERCADO
ARTE51\NAL

EDI ITICIO
CftI I,I,ON

FIBRA ór'TrcA r cbp§
(lttulttmodo a hitor)

E
))) )
2..1 Ghz
¡ r ltl b pÉ

( t«<g
reless III,OQU]; SUR Wireless

PAI,ACIO MUNICIPAI,

Figura 16. WAN de Dispositivos

IFICIO
\/AI,ftA

rI BLOQUH NORTE

NIOT, E 1T
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2.I2 ESPECIFICACIONES GENERALES

Estacioncs de trabajo
Servidor

Unix
Windows Server 2003

Base de datos Oracle y SQL Server 2000

DETALLE DESCRIPCIÓN UBICACIÓN

ESTRELLA EXTENDIDA Todo el Palacio Municipal

PROTOCOLO TCP/IP Todo el Palacio Municipal

Categoría 5E Ala Sur

Categoría 6 A

Ala Norte (Dptos. de
Acción Social,
Administración,
Urbanismo)
Edificio Crillón

TIPO DE CABLE

Fibra óptica es multimodo
Conexión entre Biblioteca
Municipal, Edificio Crillón
y Palacio Municipal

ANCHO DE BANDA

Para todo el Palacio
Municipal.
Servicio prestado por
EasyNet

I Router Cisco 37454 ptos
Wany8ptosLan Palacio Municipal

1 Puente Bridge Edificio Valra
I Router Cisco 2700 Mercado Artesanal

I Router Cisco 2700 Centro Municipal

DISPOSITIVOS WAN

I Router Cisco 2700 Policía Metropolitana

l0/100 Mbps

Recursos Humanos
Desarrollo Institucional
Administración
Turismo

l00i 1000 Mbps

Auditoria Intema
Alcaldía
Urbanismo, Avalúos y R.
Financiero
Informática

EDCOM Capítulo 2 - Ptigina 27 ESPOL
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ESPECIFICACIONES DE SOFTWARE

ESPECIFICACIONES DE LA RED

TIPO DE RED

Internet 512 Kbps

TIPO DE TARJETAS
DE RED



BACKBONE
FIBRA OPTICA Y COBRE HORIZONTAL

COBRE VERTICAL

VLAN

Ala Norte
(Existe una Vlan en cada uno
de los departamentos)

Obras Públicas, Ventanillas,
Informática, Alcaldía,
Asesoría Juridica,
Financiero y Biblioteca

Ala Sur
(Solo existe una Vlan para
todo este bloque)

Terrenos, Plan de
Desarrollo, Urbanismo,
Salud, Recursos Humanos,
Administración. Desarrollo
Institucional

2.13 ESPECIFICACIONES DE CABLEADO INTERNO

En el BLOQUE SUR se encontró que en algunos departamentos no se cumple con las
normas establecidas por el cableado estructurado, las cuales se detallan a continuación:

* Ventanillas de Terrenos.- Existe dos Hubs.

"L En algunos departamentos las conexiones están directamente del Switch a la
estación de trabajo, no tienen face plate, jack, pach cord, etc.

¡ TERRENOS(VENTANILLAS)
. RECURSOSHUMANOS
. URBANISMO,AVALÚOS YR.
. SALUD E HIGIENE
. ADMINISTRACIÓN
. DESARROLLOINSTITUCIONAL

* No hay la debida separación entre los puntos de red y los puntos eléctricos.

"l No estan etiquetados los gabinetes de los Racks de las siguientes areas:

CATASTRO
VENTANILLAS DE VÍA PÚBLICA.

* En pocos departamentos del Bloque Norte, existe cableado de categoría 6 con
conectores de categorÍa 5.

* No tienen un medio de respaldo WAN, para lo que son sus comunicaciones
entre el Palacio Municipal y sus sucursales.
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'l Existen 18 Hubs en funcionamiento, ubicados tanto en la Matriz como en sus

sucursales.
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M. I. Municipalidad de Guayaquil

3. PROPUESTA

La Institución actualmente cuenta con 1200 microcomputadoras de tecnología Pentium
4. La infraestructura en algunas áreas no cuenta con un sistema de cableado
estructurado, situación que en resumen les originan los siguientes inconvenientes:

o Falta de redundancia en equipos principales de la red municipal.
. Uso de equipos de comunicación obsoletos (Hub).
r Cableado no protegido adecuadamente.
o Cables de Rack sin etiquetar.
¡ Falta de face plate en algunos puntos de red.
o Separación inadecuada entre los puntos de red y los eléctricos.

o se cumple con las
normas de estandarización

cableado estructurado.

El cable se puede
deteriorar fácilmente.

Se desconoce la
ubicación de las

staciones de trabajo.

Interferencia
electromagnética y de

Congestión en el tr¡ífico de
a red por el uso de Hubs en

Departamentos:
Sistemas, Terrenos,

R.H.H, Administración,
ía Pública, Plan de
sarrollo.

titud en el tiempo de
a los usuarios.

No tienen medio de respaldo
AN para todo el
unlc1plo.

erdida total de la
unlcacl0n.

Falta de actualización en los
equipos de conmutación.

La falta de interés

El cuarto piso del bloque sur
no tiene canaletas, ni face
plate.

Los cables del Rack no estii.n
debidamente etiquetados.

No hay la debida separación
entre los puntos de red y
puntos eléctricos.
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3.2 SOLUCIÓN PNOPU¿STA ALTERNATIVA A

Después de un minucioso análisis de los problemas encontrados se ha llegado a la
conclusión de que con la adquisición de nuevos equipos y con una reestructuración del
cableado estructurado se lograrán coregir las debilidades y falencias que tiene el
Municipio de Guayaquil.

A continuación se detallarán las soluciones:

o se cumple con las normas
estandarización para
Ieado estructurado.

Conexiones ordenadas.

Dar riá.pidas soluci
a los problemas que
puedan presentar.

Conexiones ordenadas.

Congestión en el tráfico de la
red por el uso de Hubs en los
Departamentos: Sistemas,
Terrenos, R.R.H.H,
Administración, Vía Pública,
Plan de Desarrollo.

Mejorar los tiempos de

respuesta.

o tienen medio de respaldo
AN.

Cambiar los Hubs por Switch
100/1000 Mbps.

Implementar una VPN como
medio de respaldo WAN.

Una WAN robusta.

SOLUCION

El cuarto piso del bloque sur
no tiene canaletas.

Etiquetar los cables del rack
organizándolos por
departamentos.

Aplicar las normas de
estandarización para
cableado estructurado.

PROBLEMA

EDCOM Capírulo 3 - Página 2
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3.2.1 OBJETIVO DE LA FACTIBILIDAD

El objetivo primordial de está Solución Propuesta es reestructurar el cableado del 4to
piso del Bloque Sur del Palacio Municipal, con cable UTP Cat6.

El usar CAT6 permitirá tener un sistema de cableado estructurado de primera clase,
totalmente compatible con los antiguos sistemas de Clase D. Categoría 5 y 5e, que

ofrecerá un rendimiento óptimo hoy en día y un potencial extraordinario con vistas a un
futuro, lo que permitirá la opción de reutilizar los dispositivos actuales de red con que

cuenta la organización.

La Velocidad de transmisión con la que se contará es de lGbps o 1000 Mbps.

Las tarjetas de red §lC) de los dispositivos de red con las que se cuenta actualmente
permiten conexiones de 100/1000 Mbps.

Con la adquisición de routers y switches, se busca mejorar los tiempos de respuestas.

La implementación de una VPN, como medio de respaldo WAN, para lo que son las
comunicaciones entre Palacio Municipal y los demás edificios (Sucursales) con los que

cuenta la M. L Municipalidad de Guayaquil.

Los costos invertidos en el sistema de cableado estructurado y de los dispositivo de red
relacionados, asegurará un óptimo funcionamiento (tiempos y costos) de la organización
a través de una red, de alto rendimiento, confiabilidad, integridad y seguridad de la
información.

EDCOM Capítulo 3 - Ptigina 3 ESPOL
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3.2.2 FACTIBILIDAD TECNICA

Para la ejecución del proyecto, es necesario de los siguientes dispositivos materiales de
cableado estructurado:

Los equipos mencionados, se et cuentran disponibles en el mercado local, por
lo cual lafactibilidad tecnológica para el proyecto es favorable.

a

DESCRIPCIÓN UBICACIÓN

DISPOSITIVOS

CABLEADO

20

330

200

250

100

ROUTER CISCO 2600

SWITCH DE 24 PUERTOS
VELOCIDAD 1()O/1OOO MBPS.

Conectores RJ45

Canaletas varias medidas

Patch cord Categoría 6 RJ45

Face plate 4 puertos

Rack Principal de 5 pos

Rack pared

Edificio Crillón, depafamento
de Sistemas y la Biblioteca
Municipal en el Centro de
Cómputo.

Departarnentos: Sistemas,
Terrenos, R.R.H.H,
Administración, Vía Pública,
Plan de Desarrollo.

Departamentos: Sistemas,
Terrenos, R.R.H.H,
Administración, Vía Pública,
Plan de Desarrollo.

R.R.H.H Administración.

Departamentos: Sistemas,
Terrenos, R.R.H.H,
Administración, Vía Pública,
Plan de Desarrollo.

Departamentos: Sistemas,
Terrenos, R.R.H.H,
Administración, Via Pública,
Plan de Desarrollo.

Departamento de Sistemas

Departamento de Terrenos y
Recursos Humanos.

2

9

2

2

EDCOM Capítulo 3 - Página 4 ESPOL
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3.2.3 FACTIBILIDAD OPERATIVA

En el proyecto frabajará el siguiente personal:

FASES

ANÁLISIS DE CABLEADO ESTRUCTURADO
I JEFE DE REDES

1 ASISTENTE DE REDES

DISENO DE LA RED A NIVEL LAN Y WAN
1 JEFE DE REDES

IMPLEMENTACIÓN LAN Y WAN
1 JEFE DE REDES

3 ASISTENTE DE REDES CABLEADO

DOCUMENTACIÓN LAI\ Y WAN
I JEFE DE REDES

PRUEBAS ANIVEL LANYWAN
1 JEFE DE REDES

3 ASISTENTE DE REDES CABLEADO

4
4

3

1

1

1

I
1

EDCOM ESPOL
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3.2.4 FACTIBILIDAD ECONÓMICA

La inversión en el proyecto esta desglosada de la forma siguiente:

3.2.4.I COSTOS DE HARDWARE

CANTIDAD DESCRJPCIÓN COSTO
UNITARIO

COSTO
TOTAL

DISPOSITIVOS

CABLEADO

20

330

200

250

100

ROUTER CISCO 2600

SWITCH DE 24 PUERTOS
VELOCIDAD 100/1000 Mbps

Bobinas de Cable UTP Cat 6

Canaletas varias medidas

Patch cord categoría 6 RJ45

Face plate 4 puertos

Rack Principal de 5 pos

Rack pared

4.200,00

350,00

132,00

0,22

6,24

1 )')

8,66

t74,99

30,00

8.400,00

7.000,00

l. l 88,00

72 60

1.248,00

805,00

866,00

349,98

60,00

2

I

2

2

TOTAL COSTO DEL HARDWARE $ 19.989,58

EDCOM Capítalo 3 - Página ó ESPOL
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3,2,4,2 COSTOSOPERATIVOS

FASES

Costo Total de la Fase de Análisis a nivel Lan y Wan

ANALISIS A NTYEL LAN Y
WAN

I JEFE DE REDES
1 ASISTENTE DE REDES

DISEÑO A NIVEL LAN Y WAN
I JEFE DE REDES

IMPLEMENTACIÓN ANIVEL
LAI\YWAN

1 JEFE DE REDES
3 ASISTENTES DE REDES

CABLEADO

DOCUMENTACIÓN A NIVEL
LANYWAN

I JEFE DE REDES

PRUEBAS A NIVEL LAN Y
WAN

I JEFE DE REDES
3 ASISTENTES DE REDES

CABLEADO

500,00
350,00

500,00

500,00
3s0,00

500,00

500,00
350,00

2.000,00
1.400,00

3.400,00

1.s00,00

1.500,00

1.000,00
2.100,00

3.100,00

s00,00

500,00

500,00
1.050,00

1.550,00

Costo Total de la Fase de Diseño a nivel Lan y Wan

Costo Total de la Fase de Implementación a nivel Lan y Wan

Costo Total de la Fase de Documentación a nivel Lan y Wan

Costo Total de la Fase de Pruebas a nivel Lan y Wan

4
4

3

2
2

1

1

1

TOTAL OPERATIVOS s 10.050,00

EDCOM Capítulo 3 - Página 7 ESPOL
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3.2.4.3 COSTO TOTAL DEL SISTEMA PROPUESTO ALTERNATIVA A

DESCRIPCION

Costos de Hardware

Costos Operativos

Subtotal

Imprevistos 57o

TOTAL

19.989,58

10.050,00

$30.039,58

1.501,98

3.604,75

$35.146,31

EDCOM ESPOL

COSTO

tYA 12 0
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3.2.5 VENTAJAS Y BENEFICIOS

A continuación se detalla las ventajas que obtendrá la organización en la
implementación de un cableado estructurado completo:

Contar con una red altamente redundante que evite que áreas municipales se
queden sin acceso a la red.

Al cambiar los Hub por los switches se reducir¿ín sigrrificativamente los
broadcast logrando un mejor perfomance ya que aumenta el ancho de banda y la
velocidad en la red, además son más seguros ya que reducen el riesgo de sniffeo,
controlan de mejor forma la comunicación de datos, permitiendo que varios
usuarios puedan comunicaxse en paralelo usando circuitos virtuales y segmentos
de red dedicados en un entorno virtualmente sin colisiones.

Facilidad en la administración y mantenimiento del cableado facilitando la
ubicación e identificación de fallas en el mismo.

3.2.5.2 BENEFICIOS

Entre los beneflcios que obtendrá la Institución se detallan los siguientcs:

Tener una alta calidad de servicio tanto interna (entre rireas municipales) como
extema (atención a la comunidad), ya que se cuenta con un mayor ancho de
banda y velocidad de comunicación de datos.

Optimizar los procesos y registros que se manejan en las á¡eas extemas del
Palacio Municipal, como son el departamento de Adquisiciones que registran
todos los suministros que se proveefl en los diferentes departamentos, el Centro
Municipal 2, llevan los registros de todos los equipos como son: vehículos,
tractores, volquetas, etc., por cuanto la comunicación de la red será permanente.

Los datos de la Institución viajaran más seguros ya que estarán protegidos por
medios de seguridad tanto fisico como lógico.

Los dispositivos de comunicación rendirán de acuerdo a los requerimientos
técnicos de la Empresa ya que son dispositivos de última tecnología y pueden
abarcar futuras proyecciones del crecimiento de la Empresa tanto de su red LAN
(switches) como la red WAN (routers).

Manual de Usuario M. I. Municipalidad de Guaynquil
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M. I. Munici¡talidad de Guayuquil

3.2.6 PLAN DE TRABAJO: DIAGRAMA DE GANT DE LA ALTERNATIVA A

M. ¡. Municipalidad de Guayaquil
I

o
Pl ar¡ifi(,j ac i¿ r¡

Fase de .A¡ráIlsls a nlvel LAN y W-AN

l-eva¡tamrento cf e Ia mtbrm aclón

Áná}s¡s de las redes Lsfi y Wan
Cntizeci án r!R f'4r:il1 ns

EIabore.ión de proplrcste-

AccptEci6n dc F;pucct¡-
Fale d3 Discño a l¡iwcl L.{IY y 1¡¡A¡¡
Al1¡ürsrs de .tso
gla¡óiaciOnáe cráficos f^an y wan
[,om pEs. de -Ejqurpos

Fase de tmplementación a nivel LAN y WAIY
Tnsrále.iÍtn de Rerles T.an y ll\Ian

I¡stsls.oión de Equipos Le¡ y V¡s¡
Conñ6rrro-ción dc Equip@ Lorr y Wo-r¡

I¡¡.se dc Docr¡¡¡r e¡rünciót¡ ¡ tüvcl LAlf y f,[¡A¡{
EsL¡rblELcr llrrEUlxic¡rLus üc IIl a¡ruslcs
riáuorar r¡anuáes aJursáño
¡tisá oe r:rueo¡ a nivár l¡¡ y ú ¡jl
Fruebss finsles a- nieel l.ar¡
Pn ¡ehas iinales á nivpl Wañ

f 6 rlÍ¿s

32 dfas

11dÍas

8 dias
2 ¡lí ac

21 días

I dfas

I dias

l5 díes

6 dí;
B dÍa.s

o ¿¡Á
E aias

3 dlas

lurr
Iun
lun

mar

mié

mié

lun
jue

j-"
juc
jue

tun

luá
jue

z4t0't¡oB
z4t01106

24¡ü 06

0 8108i 06
1 8/OB/OA

z?/ila/fi6
s6/o8i o6
oG,f 00/o6

oc¡osiot
1to9/o6
2blü9t.Jti

05110/06

ohrl ó./óA

19/10i O6

1S,r1O/O5

05't10lOO

OUrrl O/o I
ú 97r o/u6

Bri7lu0ti
26t10/06

31/i oioA

Iull

maJ

lun
jue

11r n

jue

m flJ

¡nié

V¡E

mrÉ

¡nié

lu¡.r

tun
tun

Iun
lrin

0 6/ 11i 06

0 5¿09106

0'ir 0E/u6

1?/08i 06

21loFl46

2ünB¡46

o 6i oo/06

0 4/10/0 6

12/09/OC

22JO,tO6

04/10/0 6

25i 1oio6
1 'r l1 o/o6

1A/10/O 6

36i 1CúO 6

1C/10/O0

0€/10/ o 6

16,rrc,/ú6

o 6t 11/06

3 0J10i 06

0 á,r1 1 /06

fro{recto; C¿t¡lca<I<¡ Est¡ uu tu¡ad<.¡
Fecht lr¡ñ 25109/06

ffiHffiW Hñ, +
l-tt

- 

ñr,rm.rdr¡Pbv.útr 

-r,

)
+

EDCOM Capítulo3-PtÍgina10 ESPOL

Manual de Usuario

I



Manual de Asuario M. I. Municipalidad de Guayaquil

3.3 SOLUCION PROPUESTA ALTERNATIVA B

3.3.1 OBJETIVO DE LA FACTIBILIDAD

El objetivo primordial de está Solución Propuesta es reestructurar e[ cableado del 4to
piso del Bloque Sur del Palacio Municipal, con cable UTP Cat 5E.

El usar CAT 5E permitirá reutilizar la tecnología que actualmente existe en este piso,
con lo cual se abarata los costos de esta Propuesta, y obtendremos un rendimiento
óptimo de los recursos.

La Velocidad de transmisión con la que se contará es de l0/100 Mbps.

Las tarjetas de red §lC) de los dispositivo de red con las que se cuenta actualmente
permiten conexiones de 100/1000 Mbps.

Con la adquisición de switches, se busca mejora¡ los tiempos de respuestas.

La implementación de una VPN, como medio de respaldo WAN, para lo que son las
comunicaciones entre Palacio Municipal y los demás edificios (Sucursales) con los que

cuenta [a M. I. Municipalidad de Guayaquil.

Los costos invertidos en el sistema de cableado estructu¡ado y de los dispositivo de red
relacionados, asegurará un optimo funcionamiento, confiabilidad, integridad y
seguridad de la información.

EDCOM ESPOLCapítulo 3 - Página ll
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3.3.2 FACTIBILIDAD TECNICA

Para la ejecución del proyecto, es necesario el siguiente hardware y dispositivos
networking:

Los equipos mencionados, se encuehÍran disponibles en el mercudo local, por
lo cual lafactibilidad tecnológica para el proyeclo esfavorable.

a

UBICACION

DISPOSITIVOS

CABLEADO

200

220

120

SWITCH DE 24 PUERTOS
VELOCIDAD 1O/IOO MBPS.

Bobinas de Cable UTP Cat. 5E

Conectores RJ45

Canaletas varias medidas

Patch cord Categoría 5E zu45

Face plate Newlink 4 puertos

Rack Principal de 5 pos

Departamentos: Sistemas,
Terrenos, R.R.H.H,
Administración, Via Pública,
Plan de Desanollo.

Departamentos: Sistemas,
Terrenos, R.R.H.H,
Administración, Vía Pública,
Plan de Desarrollo.

Departamentos: Sistemas,
Terrenos, R.R.H.H,
Administración, Via Pública,
Plan de Desarrollo.

Departamentos: Terrenos,
R.R.H.H, Administración.

Departamentos: Sistemas,
Terrenos, R.R.H.H,
Administración, Vía Pública,
Plan de Desarrollo.

Departamentos: Sistemas,
Terrenos, R.R.H.H,
Administración, Vía Pública,
Plan de Desarrollo.

Departamento de Sistemas.

5

I

EDCOM ESPOL
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3.3.3 FACTIBILIDAD OPERATIVA

FASES TIEMPO/SEMANAS

ANÁLISIS DE CABLEADO ESTRUCTURADO
I JEFE DE REDES

1 ASISTENTE DE REDES

DISEÑO DE LA RED A NIVEL LAN Y WAN
I JEFE DE REDES

IMPLEMENTACIÓN LAN Y WAN
1 JEFE DE REDES

2 ASISTENTE DE REDES CABLEADO

DOCUMENTACIÓN LAN Y WAN
1 .IEFE DE REDES

PRUEBAS A NIVEL LAN Y WAN
1 JEFE DE REDES

2 ASISTENTE DE R-EDES CABLEADO

3

J

2

I
I

I

I

1

EDCOM Capítulo 3 - Página lj ESPOL
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M. I. Municipolidad de Guayaquil

3.3.4 FACTIBILIDAD ECONOMICA

La inversión en el proyecto esta desglosada de la forma siguiente:

3.3.4.1 COSTOS DE HARDWARE

COSTO
UNITARI

o
COSTO
TOT,A.L

DISPOSITIVOS

CABLEADO

20

200

2s0

220

120

SWITCH DE 24 PUERTOS
VELOCIDAD IO/1OO MBPS

Bobinas de Cable UTP Cat. 5E

Conecto¡es RI45

Canaletas varias medidas

Patch cord categoría 5E RJ45

Face plate 4 puertos

Rack

300,00

75,00

0,18

3,00

6,50

80,00

6.000,00

375,00

36,00

1.000,00

660,00

780 00

80,00

5

4 00

1

TOTAL COSTO DEL HARDWARE $8.931,00
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3.3.4.2 COSTOSOPERATTVOS

FASBS SEMANAS

ANÁLISIS A NIVEL LAN Y
WAN

1 JEFE DE REDES
I ASISTENTE DE REDES

Costo Total de Ia Fase de Análisis a nivel Lan y Wan

500,00
300,00

500,00

500,00
300,00

500,00

500,00
300,00

1.500,00
900,00

2.400,00

1.000,00

1.000,00

s00,00
600,00

1.100,00

s00,00

500 00

500,00
600,00

1.100,00

Costo Total de la Fase de Diseño a nivel Lan y Wan

DISEÑO A NIVEL LAN Y WAN
I JEFE DE REDES

IMPLEMENTACIÓN A NTVEL
LANYWAN

1 JEFE DE REDES
2 ASISTENTES DE REDES

CABLEADO

DOCUMENTACIÓN A NIVEL
LANYWAN

1 JEFE DE REDES

PRUEBAS A NIVEL LAN Y
WAN

1 JEFE DE REDES
2 ASISTENTES DE REDES

CABLEADO

Costo Total de la Fase de Implementación a nivel Lan y Wan

Costo Total de la Fase de Documentación a nivel Lan y Wan

Costo Total de la Fase de Pruebas a nivel Lan y Wan

3

J

2

I
1

1

I
1

$ 6.100,00
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3.3.4.3 COSTO TOTAL DEL SISTEMA PROPUESTO ALTERNATIVA B

DESCRIPCION COSTO

Costos de Hardware

Costos Operativos

Subtotal

Imprcvistos 57o

rv{12"h

TOTAL

8.93 1,00

6. 100,00

§15.03I,00

751,55

1.803,72

$r7.586,27
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M. I. Municipalidad de Guoyaquil

3.3.5,T VENTAJAS

Las ventajas que se obtendrií¡ con la solución de la Alternativa B, es mejorar el acceso a

la red en el Bloque Sur del Palacio Municipal, por cuanto se cambiará el cableado en
ciertos puntos estratégicos, tomando en cuenta las normas de estandarización del
cableado estructurado, para poder optimizar la transferencia de datos.

3.3.5.2 BENEFICIOS

Dentro de los beneficios de la Alternativa B, tenemos su costo, por ser más bajo, que la
Alternativa A, porque se utilizará materiales de cableado estructurado económicos y
reutilizaremos la tecnología existente, de esta manera cubrimos las falencias y
necesidades, en el cuarto piso del Bloque Sur del Palacio Municipal, asegurando su

optimo funcionamiento.

EDCOM Capítulo 3 - Págino 17 ESPOL

Manuul tle Usutrio

3.3.5 VENTAJAS Y BENEFICIOS



Mmual de Usuario M. I. Municipalidad de Guayaquil

3.3.6 PLAN DE TRABAJO: DIAGRAMA DE GANT DE LA ALTERNATIVA B
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3.4 CONCLUSION

A fin de que la M. I. Municipalidad de Guayaquil mantenga su estatus de excelencia, es

aconsejable que invierta en tecnología. Por esüí razón es necesario que la entidad cuente
con un sistema de cableado estructurado, capaz de soportar todas sus necesidades de
comunicación a nivel LAN y WAN.

Para lograr sus objetivos, asegurando un funcionamiento eficiente de la red de
comunicación de datos, mejorando el tiempo en los procesos y reduciendo gastos

operativos, lo que redundará en beneficio de la comunicada.
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4. IMPLEMENTACION LAN Y WAN

4.1 CUARTO PISO DEL BLOQTTE SUR

Leyanda

VI-AAI Cal¡le Eléctrico C¿¡l¡le IJTP

Figura 17. Cuarto piso del Bloque Sur
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4.2 PRTMER PrSO DEL BLOQUE NORTE

II

(
{

i1,

I

L

Leyanda

¡:§l&cio¡les dc (r.ab¡rjo
I

Jrrnta Diroctiwat Cal¡lc UTP

Cable Eléctrico
Sofa

Figura t8. Primer piso del Bloquc Norte incluyc MDI
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4.3 MDF DEL PALACIO MUNICIPAL

I

Servidor de Apllcaciones

MDF'
PRO>rY
MRTG

DNS
\ryEBVPN MAIL

l t!

EE

ffi
Ég LI

-
-

t-
I

coaEtrói¡ oE REo ltt?
qa.€roor¡ E!ÉcrR¡ca

=il
Rrcl(S PR!\¡C¡PATES DE
coMuNrcactÓN

Figura I9. MDF del Palacio Municipal=
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,f\\
.$fl M' l' Munic

I'-al-.\Cl(, llU\-l('l ¡'¡1.

@-".
\t,*,,."
§

o
a

Figura 20. lmplcmentaci(in WAN
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5. ROUTERS

F ¡gura 21. Router

5.1 ¿QUÉ ES UN ROUTER?

Un router es un tipo de dispositivo de Internetworking que pasa paquetes de datos entre
redes bas¿furdose en direcciones de la capa 3. Un router puede tomar decisiones acerca
de [a mejor ruta para la distribución de datos por la red.

Trabaiar en capa 3 permite al router formar decisiones bas¿índose en las direcciones de
red, en lugar de las direcciones MAC individuales de la capa 2. Los router también
pueden conectar diferentes tecnologías de capa 2, como Ethemet, Token Ring y FDDI
(Interfaz de datos distribuidos por fibra).
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5.2 ROUTERS Y CONEXIONES SERTE

CABLE DTE

Figura 22. Cable D.l lr y DCE

La conexión consecutiva entre los cables DTE-DCE simula los dispositivos que conforman la
nube WAN. La conexión desde la interfaz s0/0 de un router a la interfaz s0/l del otro router
simula toda la nube de circuitos.

5.3 COMPONENTES INTERNOS DEL ROUTER

Tariotra de
administración

2517-2519

Tarjetas hija
y de hub

Fuente de
a¡lmBntadón

F'igura 23. Clonrponentcs internos del routcr

Ranuras WIC
2524,2525

Puertos aslncronos
2*9-2512

Puertos de hub
2505, 2507, 25r 6

EtñemeUTR

UART dual de la
interfaz dél usuário

M68030
ProcÉs6dor

PCMCIA

Flash
ASIC de

confol del
sistema

NVRAM

Abordo
DRAMBoot ROM I Puerlos

de WAN

Aux

s de la CPU

Consola

Bus del
s¡stema
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5.3.1 CPU
La unidad cenÍal de procesamiento. (CPU) ejecuta las instrucciones del sistema
operativo. Estas funciones incluyen la inicialización del sistema, las funciones de
enrutamiento y el control de la interfaz de red. La CPU es un microprocesador.
Los grandes routers pueden tener va¡ias CPU.

5.3.2 MEMORIA FLASH
La memoria flash se utiliza para almacenar una imagen completa del software IOS de
Cisco. Normalmente el router adquiere el IOS por defecto de la memoria flash. Estas
imágenes pueden actualizarse cargando una nueva imagen en la memoria flash. El IOS
puede estar comprimido o no. En la mayoría de los routers, una copia ejecutable del IOS
se transfiere a la RAM durante el proceso de arranque. En otros routers, el IOS puede
ejecutarse directamente desde la memoria flash. Agregando o reemplazando los
Módulos de memoria en línea simples flash (SIMMs) o las tarjetas PCMCIA se puede
actualizar la cantidad de memoria flash.

5.3.3 NYRAM
La memoria de acceso aleatorio no volátil (NVRAM) se utiliza para guardar la
configuración de inicio. En algunos dispositivos, la NVRAM se implementa utilizando
distintas memorias de solo lectura programables, que se pueden bonar
electrónicamente (EEPROM). En otros dispositivos, se implementa en el mismo
dispositivo de memoria flash desde donde se cargó el código de ananque. En
cualquiera de los casos, estos dispositivos retienen sus contenidos cuando se apaga la
unidad.

5.3.4 BUSES
La mayoría de los routers contienen un bus de sistema y un bus de CPU. El bus de
sistema se usa para la comunicación entre la CPU y las intefaces y/o ranr.ras de
expansión. Este bus transfiere los paquetes hacia y desde las interfaces. La CPU usa el
bus para tener acceso a los componentes desde el almacenamiento del router. Este bus
transfiere las instrucciones y los datos hacia o desde las direcciones de memoria
especificadas.

EDCOM Capítulo 5 - Prígina 3 ESPOL

s.3.2 RAM
La memoria de acceso aleatorio (RAM) se usa pata la información de las tablas de
enrutamiento, el caché de conmutación rápida, la configuración actual y las colas de
paquetes. En la mayoría de los routers, la RAM proporciona espacio de tiempo de
ejecución para el software IOS de Cisco y sus subsistemas. Por lo general, la RAM se
divide de forma lógica en memoria del procesador principal y memoria compartida de
entrada,/salida (I/O). Las interfaces de almacenamiento temporal de los paquetes
comparten la memoria de I/O compartida. El contenido de la RAM se pierde cuando se
apaga la unidad. En general, la RAM es una memoria de acceso aleatorio dinárnica
(DRAM) y puede actualizarse agregando más Módulos de memoria en línea doble
(DrMM).
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5.3.5 ROM
La memoria de solo lectura (ROM) se utiliza para almacena¡ de forma permanente el
código de diagnóstico de inicio (Monitor de ROM). Las tareas principales de la ROM
son el diagnóstico del hardware durante el afianque del router y la carga del software
IOS de Cisco desde la memoria flash a la RAM. Algunos routers también tienen una
versión más básica del IOS que puede usarse como fuente altemativa de ananque. Las
memorias ROM no se pueden bonar. Sólo pueden actualizarse reemplazando los chips
de ROM en los tomas.

5.3.6 INTERFACES
Las interfaces son las conexiones de los routers con el exterior. Los tres tipos de
interfaces son la red de área local (LAN), la red de área amplia (WAN) y Ia
Consola/AUX. Las interfaces LAN generalmente constan de uno de los distintos tipos
de Ethemet o Token Ring. Estas interfaces tienen chips controladores que proporcionan
la lógica necesaria para conectar el sistema a los medios. Las interfaces LAN pueden
ser configuraciones hjas o modulares. Las interfaces WAN incluyen la Unidad de
se¡vicio de canal (CSU) integrada, la RDSI y la serial. Al igual que las interfaces LAN,
las inte¡faces WAN también cuentan con chips controladores para las interfaces. Las
interfaces WAN pueden ser de configuraciones fijas o modulares. Los puertos de
Consola/AUX son puefos seriales que se utilizan principalmente para la configuración
inicial del router. Estos puertos no son puertos de networking. Se usan para realizar
sesiones terminales desde los puertos de comunicación del computador o a través de un
módem.

5.3.7 FUENTE DE ALIMENTACIÓN
La fuente de alimentación brinda la energía necesaria para operar los componentes
intemos. Los routers de mayor tamaño pueden contar con varias fuentes de
alimentación o fuentes modulares. En algunos de los routers de menor tamaño, la
fuente de alimentación puede ser extema al router.
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5.3.8 CONEXIONES EXTERNAS DEL ROUTER

Conexiones WAN

Ea a
a
@ ftr

Conexiones LAN Conexiones de
puerto de

administración

Figura 2{. 'Iipos de conexiones en un router

a
-

a aa

Conexiones LAN

Permiten que el router se conecte a los medios de la Red del
¿irea local. Por lo general, esta es una forma de Ethernet. Sin
embargo, podría ser alguna otra tecnología LAN, como por
ejemplo el Token Ring o FDDL

Conexiones WAN

Proporcionan conexiones a través de un proveedor del
servicio a un sitio lejano o a la Intemet. Estas pueden ser
conexiones seriales o cualquier número de otras interfaces
WAN.

Conexiones de
puerto de

administración

Proporciona una conexión basada en texto para la
configuración y diagnóstico de fallas del router. Estiín
conectados a un puerto de comunicaciones de un
computador.
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5.3.9 CONECTORES DEL ROUTER

Puertos seriales

*l a.-ra -_ - a¡ I

Puertos de
FastEthernet

aa ¡ aa
, @",,@

aa t!;t

Puerto
de

consola

Puerto
auxiliar

lntenuptor
de

aliment'ación
eléctrica

Conexión de
cable de

alimentación

Figura 25. Conectorcs del router Cisco 2600

Puertos seriales
Son puertos que se utiliza para conectar dispositivos
de red, como router, switches y una conexión de

consola.

Puertos FastEthernet
Puertos que conectan dispositivos de capa 2, y
manejan velocidades de 10/100 Mbps.

Puerto de Consola

Es un puerto de administración que se utiliza para
proveer acceso al foutef fuera de banda. se usa para la
configuración inicial de router, el monitoreo y los
procedimientos de recuperación de desaskes.

Pucrto Auxiliar Es un puerto de administración. No todos los routers
tienen un puerto auxilia¡.

Interruptor de
alimentación eléctrica

Botón de encendido on/off.

Conexión de cable de
alimentación

Conecta un dispositivo eléctrico a un enchufe a fin de
proporcionar energía al primero.
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5.3.10 INDICADORES DE LED DEL ROUTER

EtherneU Serial 0
Token Ring

Serial 1 BRI OK

Figura 26. lndicadores LED de un router

Ethernet/Token
Ring

Indicador de la Interfaz EthemelToken R

Serial 0 Indicador de la interfaz serial 0

Serial L Indicador de la interlaz serial 1.

BRI Indicador de la interfaz BRI.

ok El LED OK verde a la derecha del puerto AUX se enciende
luego de que el sistema se ha inicializado correctamente

Un LED de interfaz indica la actividad de la interfaz correspondiente. Si un LED está

apagado cuando la interfaz esfí activa y la interfaz está conectada correctamente, puede

ser señal de un problema. Si la interfaz está en gran actividad, el LED estará
continuamente encendido.
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5.4 HYPERTERMINAL

Figura 17. Tabla cle consola tclnrinal

Adaptador de RJ-45 a DB-9
Cable transpuesto RJ-45 a RJ-45 con un
adaptador hembra RI-45 a DB-9.

Paso I Conecte la terminal mediante un cable transpuesto RJ-45 a RJ-45 y un adaptador
RJ-45 a DB-9 o RJ-45 a DB-25. Figura 7.
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AdÉptador de
RJ-45 a DB-g

Paso 2 Configure la terminal o el software de emulación de terminal del PC para 9600
baudios, 8 bits de datos, sin paridad, I bit de parada, y sin control de flujo en hardware.

EDCOM ESPOL



M. I. Municipalidad de Guayaquil

A continuación se detalla los pasos a seguir:

I Abrimos el HyperTerminal con la siguiente ruta

C) ,,*r. r s r*rúrrédsrm
t !, ¡dcf,r. F..@rh¡,.d d. Flrru

,d *."*t O R"'ded'k'dEú'd'
&r t .dtÉttddé .J rY¡n4, ¡l.rr..or

¡-., .--.r..bú,r" d úéovÉ.l(sm)
l.r,'J tub"aE,-, d elh+hrftdrp¿ÚE

rl Lr¿ rtüó Eddr !,o f 3*
¡d *.,* o,* 

".0 
. 5 *4. *.o. 

".0

l/ .- ,! *,"*o.*'.*,,.,

ft*","*n * | "*",*,:-- .J ,oo'¿ñ c.&'
leD ffi * "** o **ft 'rrr'mrio( v,.o

É noGfi or!.tÉ e$,r
d e.dodE d e6ú5as'{¿.6
:r *-a,0"',* j t*r-,*

d ?,Ér,

)
ó
}J
E
IJ

.a

:i ¡.l¿dr'F .rmró..lk.
? Á,*d. F. dlñq,sn 

' 
d. d

U cffi$ñ. lFadb rú,.to

E)

@ c.,'-'"*. @ +"0."c,,r"

Figura 28. Pantalla para abrir el Hiper tcrrninal

Adrrrirn'súzrfu¡

;p ,

G)

I

Ícono Dcscripción
Al hacer clic sobre este botón que se encuentra ubicado en la barra
de tareas, podrá iniciar programas, abrir documentos, cambiar la
configuración del Sistema, obtener ayuda, buscar elementos en su

PC y muchas opciones más.

fr Accesorios
Al escoger esta opción, incluye accesorios y utilidades de Windows
para su equipo.

i::l Lomun¡cdcrone5 Esta opción te llevará al Hyper Terminal

Opción para establecer una sesión de consola con el router
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Descripción de la conexión

(

Aceptar

.i
Aparece un cuadro de dialogo en el cual se tendrá que poner el nombre de la

conexión y dar clic en aceptar

3-xl
Nueva conexión

Escriba un nombe y eliia un icono pata la conexión:

Nombrts:

lr oPrco

Icono:

--.:rl
q@H

&ror,.o

,ft-_r

Cancelat

Figura 29, Descripción de la conexión

3.- Se elije el puerto COMI que se está utilizando para la conexión y luego

presionar el botón
Acepta¡

3-xl

Escriba det¿lles del númeto de telélono que desed marcdr:

!aís o región:

Código de área:

§úmeto de
teléfono:

Cgnect us¿ndo:

Cancel¿t

Figura 30. Pantalla para conectarse

+ffiÑi"sockl
Aceptar

COM.l
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4.- Se configura el puerto COMI, como se detalla a continuación, y luego

presionar el botón

Figura 31. Propiedades tle COM I

I
Ninguno

Bits por segundo 96000
Bits de datos

Paridad nrnguno
Bits de parada

Control de flujo mnguno
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Esperar unos minutos y luego se muestra la información y los
se muestran durante el arranque inicial. Esta información varía,
interfaces del router y la versión del software Cisco IOS.

mensajes
segun

que

las

§ystem Bootst.ráp, version x.X(xxxxl IXXXXX xx],
SOETÍ¡ARE

Copyright (c) 1986-199X by Cisco Systems
2500 processor r+ith 4096 Kbytes of main memory

Notice: NVRAM invalid, possibly due to errite erase.

F3: 579?928+162396+2588O0 ót 0x30000 60

Use, duplication, or discLosure by the Govelnment is
subject to restrlctions as set forth in subparagraph
(c) of the Con nerc.lal Computer Sofetrate - Hestrlcted
Rights clause at EAR sec. 52.22'l-19 and subparagraph
(c) (l) (ii) of the Rights ln Technical- Data and Computer
softvrare clausé at DFARS sec. 232.227-'10T3.

Bestricted Rights Legend

BELEASE

{9

Figura 32. Pantalla inicial de contiguracitin del router

Nota,- La pantalla que se muestra en este gráfico es sólo de referencia y podría no
reflejar exactamente lo que [a pantalla muestra en la consola.

5.5 DESCRIPCIÓX CNNUR¿,L DE LOS MODOS DEL ROUTER

Para acceder a un router, se necesita una conexión. Después de efectuar la conexión, se

debe seleccionar uno de varios modos. Dichos modos interpretan los comandos que se

escriben y llevan a cabo las operaciones. Existen dos modos EXEC:

Modo de usuario.
Modo privilegiado (o modo autorizado).
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Un usuario entra automáticamente en el modo EXEC de usuario nada más conectarse al
router.

. Modo EXEC usuario

' Modo EXEC privilegiado

. Modo do configuráción global

. Modos de
conftg uración
especificos

Router (conf ig-controller¡ I
Router ( conf i g-¡r¿p-Ii c t) *
Rout r (conf ig-u¡¡p-ch¡¡)f

Llnoa

Routcr {conf ig-routrr) |
Routér {conf ig-ipr-routcr) |
Routcr (conf ig-rout€-e¡p) I

Figura 3J. Modos de conliguración de un ror¡ter

Todos los cambios de conñguración hechos mediante la interfaz de línea de comando
(CLI) en un router Cisco, se realizan desde el modo de configuración global. Se ingresa
a otros modos de operación más específicos según sea el cambio de configuración
requerido, pero dichos modos específicos son todos subconjuntos del modo de

configuración global.

Los comandos del modo de configuración global se utilizan en un router para ejecutar
comandos de configuración que afectan al sistema como un todo. El siguiente comando
lleva a[ router al modo de configuración global y permite ingresar comandos desde la
terminal:

La petición de entrada cambia para indicar que el router se

encuentra ahora en modo de configuración global.

RouLcr>

Router*

Rouler (conf,Ig) |

r¡ a tt oE co

Rouler (conflg- lf ) flnterfaz

Routér (conf Iq-subtf l #Subinterfaz

Controlador

Router

Lista de mápa

Clase do m€pa

Rout r (config-linc) *

Modo de conflguraclón boloS

EDCOM Ctpítulo 5 - Ptigina 13 ESPOL
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Route#configure terminal
Router(config)#

El modo de configuración global, a menudo abreviado como'global config', es el modo
de configuración principal. Estos son algunos de los modos de operación a los que se

puede ingresar desde el modo de configuración global:

. Modo

. Modo

. Modo

. Modo

. Modo

de interfaz
de línea
router
de subinterfaz
de controlador

Al ingresar a estos modos especificos, la petición de entrada del router cambia para
señalar el modo de configuración en uso. Todo cambio de configuración que se realice,
tendrá efecto únicamente en las interfaces o procesos relativos a ese modo particular.

Al escribir exit desde alguno de estos modos de configuración específicos, el router
regresa al modo de configuración global. Al presionar Control-2, se sale por completo
del modo de configuración y el router welve al modo EXEC privilegiado.

5.6 COMANDO SHOW

Los numerosos comandos show se pueden utilizar para examinar el contenido de los
archivos en el router y para diagnosticar fallas.

Show interfaces serial 0/1. Muestra la estadística completa del router.

Show controllers serial 0/1. Muestra la información del hardware

Show clock . Muestra la hora fijada en el router.

Shorv hosts .
Muestra la lista en cache de los nombres de host y sus

direcciones.

Show users . Muestra a todos los usuarios conectados al router.

Show version.
Despliega la información acerca del router y de la
versión del IOS que este corriendo en la RAM.

Show protocols. .
Muestra el estado global y por interface de cualquier
protocolo de capa 3 que haya sido configurado.

Show startup Configuration.

Show running Configuration.

Show ip route .

Muestra las interfaces por las que se llega a otras redes

mediantes los protocolos de enrutamiento ej: O:ospf,
R:rip, C: directamente conectado

Show vlans.
Muestra todas las vlans creadas con sus respectivos
puertos asignados.
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5.7 TMPLEMENTACIONWAN
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Figura 3{. Implementación WAN para configurar en los Routers
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5.8 ROUTERBLOQUE NORTE

Router>
Router>enable
Router#
Router#confi gure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Router(config)#hostname ROUTER_BLOQUE*NORTE
ROUTER_BLOQUE_NORTE(config)#

Contraseña de consola del router

Router> Modo de usuario.

Enable
Router# Modo privilegiado.

configure Terminal Modo de configuración global

Hostname <nombre > Comando para asignar el nombre a un router.

ROUTER_BLOQUE_NORTE(config)#line console 0
ROUTER_BLOQUE_NORTE(confi gJine)#password topico
ROUTER_BLOQ UE_NORTE(config-line)#login

RO UTER_BLOQUE_NORTE(config-line)#exit

Designa la conexión de consola del router.

Establece una contraseña

login
Solicita al usuario una contraseña antes de
permitir conectividad.

exit
Comando para regresar al modo de
configuración global.

Contraseña de terminal virtual del router
ROUTER_BLOQUE_NORTE(config)#line vty 0 4
ROUTER_BLOQUE_NORTE(confi gJine)#password topico
ROUTER_BLOQUE_NORTE(confi g-line)#login
ROUTER_BLOQUE_NORTE(config-line)#exit

Permite la clave de acceso

Ejecutar cifrado de la contraseña
ROUTER_BLOQUE_NORTE(confi g)#service password-encryption
ROUTER_BLOQUE_NORTE(conÍig)# enable secret topico

EDCOM Capítulo S - Página 16 ESPOL
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Comando para entrar en modo EXEC privilegiado.

line console 0

Password <pas swoÍd>

I

ROUTER_BLOQUE_NORTE(confi g)#enable password topico
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line vty 0 4
Establece una contraseña de conexión en sesiones
Telnet entrantes.

password <password> Establece una contraseña.

login
Solicita al usr¡ario una contraseña antes de permitir
conectividad.

exit Comando para regresar al modo de configuración
global.

enable password <¡rass¡{ord> Comando para restringir el acceso al modo EXEC
privilegiado.

service password-encryption
Comando que aplica un cifrado débil a todas las
contraseñas sin cifrar.

enable secret (password> Comando que usa un fuerte algoritmo MD5 para

ciÍiar.

Configuración de una interface serial 0

ROUTER_BLOQUE_NORTE(confrg)#interface serial 0
ROUTER_BLOQUE_NORTE(config-if)#ip address 192. I 68.15.1 255.255.255.252

RoUTER_BLOQUE_NORTE(config-if)#clock rate 56000
ROUTER_BLOQUE_NORTE(config-if)#no shutdown
%LINK-3-UPDOWN: Interface Serial0, changed state to up
ROUTER_BLOQUE_NORTE(confi g-if)#exit

interface serial 0
Comando para ingresar al modo de

confi guración de interfaz
ip addreaa <íp address>

<re ¿¡naat>

clock raEe 56000 Establece la velocidad del reloj si es DCE
(omita este paso si es DTE).

no shutdown Activa la interfaz.

exit
Se utiliza para salir del modo de

configuración de interface actual

Con uración de una interface serial I
ROUTER_BLOQUE_NORTE(config)#interface serial I
ROUTER_BLOQUE_NORTE(config-if)#ip address 192.168.15.1,4 255.255.255.252
ROUTER_BLOQUE_NORTE(confi g-if)#no shutdown
%LINK-3-UPDOWN: Interface Seriall, changed state to up
ROUTER_BLOQUE_NORTE(config-if)#exit
ROUTER_BLOQUE_NORTE# copy running- conf ig st.artup- conf ig
Building configuration...

IoK]
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interface serial I Comando para ingresar al modo de

conñguración de interfaz
ip addresa <ip address>

<DeE naek>
Especifica la dirección de la interfaz y la
máscara de subred.

no shutdown

exit
Se utiliza para salir del modo de
configuración de interface actual

eopy ru¡EiD.g- coDfig EEartup-
coEfLg

Almacena la configuración actual desde la
RAM a IaNVRAM.

Configuración de una interface Ethernet 0

ROUTER_BLOQUE_NORTE(conñg)#interface Ethemet 0
ROUTER_BLOQUE_NORTE(config-if)#ip address 1 92. I 68 .1 6. | 25 5.255.25 5.224
ROUTER_BLOQUE_NORTE(config-if)#no shutdown
ROUTER_BLOQUE_NORTE(config-if)#exit

§
interface elhernet

Comando para ingresar al modo de
configuración de interfaz ethemet.

ip address <ip address>
<rie tmask>

Especifica la dirección de la interfaz y la
máscara de subred.

no shutdown

exit
Se utiliza para salir del modo de configuración
de interface actual

ROUTER_BLOQUE_NORTE#ping 192. | 68.1 5.2
Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.15.2, timeout is 2 seconds:
t!!!!
Success rate is 100 percent (5/5), round+rip min/avglmax: ll2l4 ms

Capa d. r6d

Polroófi de €co

Figura 35. Pruebas con el
comantlo ping.

192.t68.'t5.2

Comando ping envía un paquete al host destino y
luego espera un paquete de respuesta de ese host.
Los resultados de este protocolo de eco pueden
ayudar a evaluar la confiabilidad de ruta a host, las

demoras en la ruta y si se puede acceder al host, o
si éste está funcionando. Este es un mecanismo de
prueba básico. Esta operación puede realizarse en
los niveles EXEC usuario o privilegiado.
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I Activa la interfaz.

Activa la interfaz.
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ROUTER_BLOQUE_NORTE#ping i 92.168. 15. I
Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.1, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round+rip min/avglmax : l/214 ms

ROUTER_BLOQUE_NORTE#ping 192.168.15.5

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.15.5, timeout is 2 seconds:
!t!!!
Success rate is 0 percent (0/5), round-trip min/avglmax = ll2l4 ms

ROUTER_BLOQUE_NORTE#ping 192. 168. 16.1

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16.1, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avglmax: I/2/4 ms

El enrutamiento es el proceso usado por el router para enviar paquetes a la red de

destino. Un router toma decisiones en función de la dirección de IP de destino de los
paquetes de datos. Todos los dispositivos intermedios usan la dirección de IP de destino
para guiar el paquete hacia la dirección correcta, de modo que llegue finalmente a su

destino. A fin de tomar decisiones correctas, los routers deben aprender la ruta hacia las
redes remotas. Cuando los routers usan enrutamiento dinámico, esta información se

obtiene de otros routers, Cuando se usa enrutamiento estático, el administrador de la
red configura manualmente la infbrmación acerca de las redes remotas.

Los protocolos de enrutamiento son diferentes a los protocolos enrutados tanto en su

función como en su tarea.

Un protocolo de enrutamiento es el esquema de comunicación entre routers. Un
protocolo de enrutamiento permite que un router comparta información con otros
routers, acerca de las redes que conoce así como de su proximidad a otros routers. La
información que un router obtiene de otro, mediante el protocolo de enrutamiento, es

usada para crear y maritener las tablas de enrutamiento.

Ejemplos de protocolos de enrutamiento:

. Protocolo de información de effutamiento (RIP)

. Protocolo de errutamiento de gateway interior (IGRP)

. Protocolo de enrutamiento de gateway interior mej orado (EIGRP)

. Protocolo "Primero la ruta más corta" (OSPF)
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Un protocolo enrutado se r¡sa para dirigir el tráfico generado por los usuarios. Un
protocolo enrutado proporciona información suficiente en su dirección de la capa de

¡ed, para permitir que un paquete pueda ser enviado desde un host a otro, basado en el
esquema de direcciones.

Ejemplos de protocolos emutados

Protocolo Internct (lP)
Intercambio dc paquetcs de intcmetwork (lPX)

5.8.2 IDENTIFICACIÓN DE LAS CLASES DE PROTOCOLOS DE
ENRUTAMIENTO

La mayoría de los algoritmos de effutamiento pertenecen a una de estas dos categorías:

. Vector-distancia

. Estado del enlace

El método de enrutamiento por vector-distancia determina la dirección (vector) y la
distancia hacia cualquier enlace en la red. El método de estado del enlace, también
denominado "primero la ruta más corta", recrea la topología exacta de toda la red.

Vector-d¡stanc¡a

Enrutamlento

Estado de Bnlace

Figura 38. Vector distancia.

I

I
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5.8.3 OSPF

Un protocolo de enrutamiento interior de estado del enlace.

Los protocolos de estado del enlace conocen los routers distantes y cómo se

Interconectan.

5.8.3.I CARACTERíSTICAS

Para configurar este protocolo de enrutamiento, primero debemos cambiamos al modo
de configuración global, luego establecer el protocolo con el comando "router ospf
area" luego debemos establecer con una o más órdenes "networkt', las redes

directamente conectadas al router, seguido de la mascara wilcard y el area. Finalmente
salimos con el comando"exit".

ROUTER_BLOQUE_NORTE#oonf t
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_BLOQUE_NORTE(confi g)fhouter ospf I
ROUTER_BLOQUE_NORTE(config-router)#network 192.168.15.0 0.0.0.3 area 0
ROUTER_BLOQUE_NORTE(config-router)#network 192.168.15 t12 0.0.0.3 area 0

ROUTER_BLOQUE_NORTE(confi g-router)#exit
ROUTER_BLOQUE_NORTE#wr
Building configuration...

toKl

Conligure terminal Ingresa al modo de configuración global

router ospf area P¡otocolo de enrutamiento interior de estado del enlace.

network Se establece las redes directamente conectadas al router,
seguido de la máscara wilcard y el área.

exit Comando para salir del protocolo de enrutamiento.

wr Almacena la configuración actual desde la RAM a la
NVRAM.
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r Usa la ruta mas corta
¡ Las actualizaciones son por eventos
o Tiene una vista común de la red
. Consume menos ancho de banda
r Conve¡ge rápidamente
o No susceptible a bucles de enrutamiento
o Requiere mas potencia y memoria
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ROUTER_BLOQUE_NORTE#ping 192.168.1 5.10
Type escape sequence to abort.
Sending 5, 100-b1'te ICMP Echos to 192.168.15.10, timeout is 2 seconds:
!t!!!
Success rate is 0 percent (0/5), round-trip min/avg/max : 1/214 ms

ROUTER_BLOQUE_NORTE#ping I 92. I 68. 1 5.6

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.6, timeout is 2 seconds:
!r!!!
Success ¡ate is 100 percent (5/5), round-trip min/avg/ma,x: l/2/4 ms

ROUTER_BLOQUE_NORTE#conf t
Enter configuration commands, one per line. End with CNTLiZ.

BANDWIDTH BDR
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ROUTER_BLOQUE_NORTE(config)#int serial 0
ROUTER_BLOQUE_NORTE(confi g-if)#bandwidlh 3000

ROUTER_BLOQUE_NORTE#ping I 92. 1 68. 1 6. I

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16.1, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round+rip min/avglmax: ll2l4 ms

ROUTER_BLOQUE_NORTE#ping 192.168. 16.3

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.16.3, timeout is 2 seconds:
!!!!!
Success rate is 0 percent (0/5), round-trip min/avglmax : 1/214 ms
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Building configuration...
toKl
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Una ACL es una lista secuencial de sentencias de permiso o rechítzo que se aplican a
direcciones o protocolos de capa superior. Las ACL son listas de condiciones que se

aplican al triifico que viaja a través de la interfaz del router permitiendo ia
administración del tráfico y asegurando el acceso hacia y desde una red.

. Protocolo de Internet (IP)

. Intercambio de paquetes de Intemetwork (lPX)

F s0/0 S0i0 Router C

FAO/
Rouler A s0/1

s0/1
ACL

extend¡da
Router D

está

A0/0
FAOIl

FAOiO

Figura 39. Cokrcación de ACL

5.8.5 TIPOS DE ACLS

¡ Estandar (cerca del posible destino) del l-99 o 1300,1999
o Extendidas (cerca del posible origen) de 100 1999 o 2000-2699
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5.8.4 LISTAS DE ACCESO

Las ACL pueden aplicarse en Protocolos Enrutados:

Las ACL se definen según el protocolo, la dirección o el puerto además el orden en el
que se ubican es muy importante.

Router B

FAO/1
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5.8.5.I FUNCIÓN DE LA WILCARI)

Las máscaras de wildcard usan unos y ceros bfurarios para filtrar direcciones IP
individuales o en grupos, permitiendo o rechazando el acceso a recursos según el valor
de las mismas.

La única similitud entre la máscara wildcard y Ia de subred es que ambas tienen 32 bits
de longitud y se componen de unos y ceros. La opción any reemplaza la dirección IP
con 0.0.0.0 y la máscara wildcard por 255.255.255.255. Esta opción concuerda con
cualquier dirección con la que se la compare.

5.8.5.2 DIRECCIONES DE TRAFICO

La dirección in o out (entrada o salida) determina si se va a permitir entrada o salida de
tráfico en el router que se esta conligurando en el momento.

Por ultimo inglesar la i¡teffaz ethemet en la cual se va a determinar si se va a permitir
entrada o salida de tráfico:
"ip access-group access-list-number"

A continuación un ejemplo de una acl extendida denegando ping al servidor y telnet.

ROUTER_BLOQUE_NORTE#conf t
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_BLOQUE_NORTE(config)#access-list I I 0 deny icmp host I 92. 1 68. 1 6.3
host 192.168. 16.36 echo
ROUTER_BLOQUE_NORTE(config)#access-list 1 12 deny tcp host 192. 168. I 6.36
any eq telnet

Conligure terminal Ingresa al modo de configuración global

access-list 110 deny icmp
Acl extendida denegando ping a un host
especifico.

access-list 112 deny tcp
Acl extendida denegando telnet a un host
especifico.
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Las acls se crean en el modo de configuración global con el comando:
"access-list <numero de access list> <permit/deny> < test-conditions >"
"access-list number < permit/deny > <test-conditions>".
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ROUTER_BLOQUE_NORTE#show protocols
Global values:
Intemet Protocol routing is enabled
Serial0 is up, line protocol is up
Intemet address is 1 92. 1 68. I 5. 1/30
Ethemet0 is up, line protocol is up
Intemet address is 192.1 68.1 6.1 /27

sbow
prot,ocola

Muestra el estado global y por interface de cualquier
protocolo de capa 3 que haya sido configurado.

RO UTER_BLOQUE_NORTE#show running-confi g

ahovr ru¡:titlg-
config

Muestra el contenido del a¡chivo de configuración
activo o la configuración para una interfaz específica
o información de un map class.

hostname ROUTER_BLOQUE_NORTE
enable secret 5 $sdf$6978yhg$jnb76sd

ip subnet-zero
I

interface Serial0--------
ip address I92. 1 68. I 5. I 255.255.255.252
no ip directed-broadcast
clock rate 56000
bandwidth 3000

interface Serial 1 ------
ip address I 92. 1 68. 1 5. l4 255.255.255.252
no ip directed-broadcast
bandwidth 1544
I

-@

§
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Building confi guration...
!

Versionl2.l -------------@
service timestamps debug uptime
service ümestamps log uptime
no service password-encryption
t
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interface Etherneto
ip address 192.1 68.1 6.1 255.255.255.224
no ip directed-broadcast
bandwidth 10000
ip ospf cost 100

interface Ethemet0.l
encapsulation dotlq I

router ospi I
network 192.168.15.0 0.0.0.3 area 0
network 192.168.16.0 0.0.0.31 area 0

I

ip classless
no ip http server

access-list I l0 deny icmp host 192.168.16.3 host 192.168.16.36 echo--
access-list 112 deny tcp host 192.168.16.36 any eq telnet

o
ine con 0
login
transport input none
password topico
line aux 0

line vty 0 4
login

o
password topico

!

no schedule¡ allocate
end
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ROUTER-BLOQUE-NORTB#

ROUTER_BLOQUE_NORTE#wr
Building configuration...

toKl

ROUTER_BLOQUE_NORTE#ping 1 92. 1 68. I 5.6

Type escape sequence to abort.
Sending 5, 1OO-byte ICMP Echos to 192.168.15.6, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avg/max : 11214 ms
ROUTER_BLOQUE_NORTE#ping 192.168.15.9

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.9, timeout is 2 seconds:
!!!!!
Success rate is 0 percent (0/5), roundtrip min/avglmax = ll2l4 ms
ROUTER_BLOQUE_NORTE#ping 192.1 68.1 6.34

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.16.34, timeout is 2 seconds:
t!l!!
Success rate is 0 percent (0/5), round+rip min/avg/max: ll2l4 ms
ROUTER_BLOQUE_NORTE#ping 1 92. I 68. 1 5.9

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16,34, timeout is 2 seconds
!t!!!
Success rate is 0 percent (0/5), round-trip min/avglmax = 11214 ms

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.10, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avgimax = ll2l4 ms

ROUTER_BLOQUE_NORTE#ping 192.168.15.10

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.15.10, timeout is 2 seconds:
l!l!!
Success rate is 100 percent (5/5), round-trip min/avglmax :1/214 ms
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Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.15.9, timeout is 2 seconds:
!!!!!
Success rate is 0 percent (0/5), round-trip min/avglmax = l/2/4 ms
ROUTER_BLOQUE_NORTE#ping 192. I 68. | 6.3 4

ROUTER_BLOQUE_NORTE#ping 1 92. I 68. I 5. 1 0
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ROUTER_BLOQUE_NORTE#ping 1 92. 1 68. 1 5.9

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.9, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avglmax = 112/4 ms

ROUTER-BLOQUE-NORTE#
ROUTER_BLOQUE_NORTE#show clock
*03:04:25 UTC March 1 1993000

show cLock Muestra la hora fijada en e[ router.

SHOW ACCESS.LISTS

ROUTER_BLOQUE_NORTE#show accessJists
Extended IP access list 1 10

deny icmp host 192.168.16.3 host 192.168.16.36 echo (0 matches)
Extended IP access list 1 12

deny tcp host 192.168.16.36 any eq telnet (0 matches)

ROUTER-BLOQUE-NORTE#
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5.9 ROUTER BLOQUE SUR

Router>
Router>enable
Router#configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Router(config)#hostname ROUTER_BLOQUE_SUR
ROUTER_BLOQUE_SUR(config)#

Modo de usuario

Enable Comando para entra¡ en modo EXEC privilegiado.

Router# Modo privilegiado
configure Terminal Modo de configuración global

hostname <nombre > Comando para asignar el nombre a un router.
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Contraseña de consola del router
ROUTER_BLOQUE_SUR(confi g)#line console 0
ROUTER_BLOQUE_SUR(confi g-line)#password topico
ROUTER_BLOQUE_SUR(configJine)#login
ROUTER_BLOQUE_SUR(co nfi g-line)#exit

line console 0 Designa la conexión de consola del router.

Password <passrord> Establece una contraseña.

login
Solicita al usuario una contraseña antes de
permitir conectividad.

exit
Comando para regresar al modo de
configuración global.

Contraseña de terminal virtual del router

Permite la clave de acceso

ROUTER_BLOQUE_SUR (config)#enable password topico

E ecutar cifrado de la contraseñ¡
ROUTER_BLOQUE_SUR (config)#service password-encryption
ROUTER_BLOQUE_SUR (config)# enable secret topico
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Press Enter to Start

ROUTER_BLOQUE SUR (config)#line vty 0 4
ROUTER_BLOQUE_SUR (confi gJine)#password topico
ROUTER_BLOQUE_SUR (config-line)#login
ROUTER_BLOQUE SUR (config-line)#exit

Router>
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Iine vty 0 4
Establece una contraseña de conexión en sesiones
Telnet entrantes.

password lpassword> Establece una contraseña.

login Solicita al usuado una contraseña antes de permitir
conectividad.

exit Comando para regresar al modo de configuración
global.

eaabLe password <passtr¡old> Comando para restringir el acceso al modo EXEC
privilegiado.

service password-encryption Comando que aplica un cifrado débil a todas las
contraseñas sin cifrar.

enable secret <p assword> Comando que usa un fuerte algoritmo MD5 para
cifrar.

Configuración de una interface serial 1 y con su dirección IP
ROUTER_BLOQUE_SUR(confi g)#int serial I
ROUTER_BLOQUE_SUR(config-if)#ip address 192.168.15.2 255.255.255.252
ROUTER_BLOQUE_SUR(config-if)fÉno shutdown
%LINK-3 -UPDOWN: Interface Serial l, changed state to up
ROUTER_BLOQUE_SUR(confi g-if)#exit
ROUTER_BLOQUE_SUR#wr
Building confi guration...

loKI

interface serial I Comando para ingresar al modo de
confr guración de inlerfaz

ip address <ip addreeí>
<Detmagk>

Especifica la dirección de la interfaz y la
máscara de subred.

no shutdown

exit
Se utiliza para salir del modo de
configuración de interface actual

copy ru.Dj¡f ng- conf ig EtsarEup-
config (wr)

Almacena la configuración actual desde la
RAM aIaNVRAM.

EDCOM

I

Activa la interfaz.
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Conliguración de una interface scrial 0 y con su dirección IP
ROUTER_BLOQUE_SUR(config)#int se 0
ROUTER_BLOQUE_SUR(conlig-il)#ip address I 92. 1 68. I 5. 5 25 5.25 5.25 5.252
ROUTER_BLOQUE_SUR(confi g-if)#clock rate 5 6000
ROUTER_BLOQUE_SUR(config-if)*Éno shutdown
%LINK-3-UPDOWN: Interface Serial0, changed state to up
ROUTER_BLOQUE_SUR(confi g-if)#exit

OSPF: Un protocolo de enrutamiento interior de estado del enlace.

ROUTER_BLOQUE_SUR#conf t
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_BLOQUE_SUR(config)fhouter ospf I
ROUTER_BLOQUE_SUR(config-router)#network I 92. 1 68. 1 5.4 0.0.0.3 area 0
ROUTER_BLOQUE_SUR(confi g-router)#network 192. 1 68. 1 5.0 0.0.0.3 area 0
ROUTER_BLOQUE_SUR(confi g-router)#exi1
ROUTER_BLOQUE_SUR#wr
Building confi guration...

loKl

Comando para ingresar al modo de
confi guración de interfaz

ip addreag <ip address>
<D.atfiaak>

Especifica la dirección de la interlaz y la
máscara de subred.
Establece la velocidad del reloj si es DCE
(omita este paso si es DTE).

no shutdown Activa la interfaz.

exit
Se utiliza para salir del modo de
configuración de interface actual

Configure terminal Ingresa al modo de configuración global

router ospf area Protocolo de enrutamiento interior de estado del enlace.

network Se establece las redes directamente conectadas al router,
seguido de la máscara wilcard y el área.

exit Comando para salir del protocolo de enrutamiento

wr Almacena la configuración actual desde Ia RAM a la
NVRAM.
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interface serial 0

clock raEe 55000
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ROUTER_BLOQUE_SUR#ping I 92. I 68. I 5. 1

Type escape sequence to abof.
Sending 5, 100-b¡e ICMP Echos to 192.168.15.1, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round+rip min/avglmax = 11214 ms
ROUTER_BLOQUE_SUR#pin g 192.1 68.1 5.2

Type escape sequence to abort.
Sending 5, 1O0-byte ICMP Echos to 192.168.15.2, timeout is 2 seconds:
!!!t!
Success rate is 100 percent (5/5), round-nip min/avglmax = 1/214 ms
ROUTER_BLOQUE_SUR#ping 192.168.16.1

Type escape sequence to abort.
Sending 5, 1O0-byte ICMP Echos to 192.168.16.1, timeout is 2 seconds:
!!!t!
Success rate is 100 percent (5/5), round-trip min/avglmax = ll2l4 ms
ROUTER_BLOQUE_SUR#ping 192.168.15.6

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.6, timeout is 2 seconds:
!!!!l
Success rate is 100 percent (5/5), round-trip min/avglmax = ll2/4 ms
ROUTER_BLOQUE_§UR#ping 192.1 68.1 5.9
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Type escape sequence to abort.
Sending 5, 1O0-byte ICMP Echos to 192.168.15.9, timeout is 2 seconds:
!!!!t
Success rate is 0 percent (0/5), round-trip min/avglmax = I/2/4 ms



SHOW RUNNING-CONFIG DEL ROUTER BLOQUE SUR

ROUTER_BLOQUE SUR#show running-config
Building confi guration...

!

Version 12.1---
service timestamp, a"uug uptil"
service timestamps log uptime
no service password-encryption
I

hostname ROUTER_BLOQUE_SUR------
enable secret 5 $sdf$6978yhg$jnb76sd

p subnet-zero

interface Serial0------
ip address 192. 168. 15.5 255.255.255.252
no ip directed-broadcast
clock rate 56000
bandwidth 1544

interface Serial I
ip address 192.1 68.1 5.2 25 5.255.255.252
no ip directed-broadcast
bandwidth 1544
I

interface Ethemeto
no ip address
no ip directed-broadcast
bandwidth 10000
shutdown

I

I

router ospf I
network 192.168. I 5.4 0.0.0.3 area 0
network 192.168.15.0 0.0.0.3 area 0

p classless
no ip http server

§

o
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line con 0
login
transport input none
password topico
line aux 0

line vty 0
login
password topico

!

no scheduler allocate
end

ROUTER_BLOQUE-SUR#
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5.10 ROUTERBIBLIOTECA

Press Enter to Start

Router>
Router>enable
Router#
Router#confi gure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Router(config)#hostname ROUTER_BIBLIOTECA
ROUTER_BIBLIOTECA(conlig)#

Router> Modo de usua¡io.

Enable Comando para entra¡ en modo EXEC privilegiado.

Router# Modo privilegiado.
configure Terminal Modo de configuración global.

Comando para asignar el nombre a un router

Contraseña de consola del router
ROUTER_BIBLIOTECA(config)#line console 0
ROUTER_BIBLIOTECA(confi g-!ine)#password topico
ROUTER_BIBLIOTECA(confi g-line)#lo gin
ROUTER_BIBLIOTECA(confi g-line)#exit

line console 0 Designa la conexión de consola del router.

login
Solicita al usuario una contraseña antes de
permitir conectividad.

exit
Comando para regresar al modo de
configuración global.

Contraseña de terminal virtual del router

Permite la clave de acceso

ROUTER_BIBLIOTECA(confi g)#enable password topico

Ejecutar cifrado de la contraseña
ROUTER_BIBLIOTECA(config)#service password-encryption
ROUTER_BIBLIOTECA(conÍig)# enable secret topico
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Hostname <nombre >

I

Password <pass¡i'ord> | Establcce una contraseña.

ROUTER_BIBLIOTECA(config)#line rty 0 4
ROUTER_BIBLIOTECA(confi g-line)#password topico
ROUTER_BIBLIOTECA(confi gJine)#login
ROUTER_BIBLIOTECA(confi gJine)#exit

I
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line v§ 0 4
Establece una contraseña de conexión en sesiones

Telnet ent¡antes.

pas§Word lpassword> Establece una contraseña.

login
Solicita al usuario una contraseña antes de permitir
conectividad.

exit
Comando para regresar al modo de configuración
global.

eDable pagEwold <paasrrord> Comando para restringir el acceso al modo EXEC
privilegiado.

serrice password-encryption
Comando que aplica un cifrado débil a todas las
contraseñas sin cifiar.

enable secret <p assword>
Comando que usa un fuerte algoritmo MD5 para
cifrar.

Configuración de una interface serial 1 y con su dirección IP
ROUTER_BIBLIOTECA(config)#int serial 1

ROUTER_BIBLIOTECA(conlig-if)#ip address 192.168.15.6 255.255.255.252
ROUTER_BIBLIOTECA(config-if)#no shut
%LINK-3-UPDOWN: Interface Seriall, changed state to up
ROUTER_BIBLIOTECA(confi g-if)#exit

Configuración de una interface serial 0 y con su dirección IP

interfacc serial I Comando para ingresar al modo de
confi guración de interfaz

ip addreag <iI, address>
<ae tfias¡r>

Especifica la dirección de la interfaz y la
máscara de subred.

no shutdorvn

exit
Se utiliza para salir del modo de
configuración de interface actual

copy ru!.DiDg- coD.f ig Etartup-
coafig

Almacena la conf,rguración actual desde la
RAM a IaNVRAM.

intcrface serial 0
Comando para ingresar al modo de
confi guración de interfaz

Ip addresE <ip address>
<¡eEInask>

clock ratse 56000 Establece la velocidad del reloj si es DCE
(omita este paso si es DTE).

no shutdown Activa la interfaz.

exit
Se utiliza para salir del modo de

configuración de interface actual
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I

I

Activa la interfaz.

ROUTER_BIBLIOTECA(config)#int serial 0
ROUTER_BIBLIOTECA(config-if)#ip address 192.168.15.9 255.255.255.252
ROUTER_BIBLIOTECA(config-if)#clock rate 56000
ROUTER_BIBLIOTECA(conlig-if)#no shutdown
%LINK-3-UPDOWN: Interface Serial0, changed state to up
ROUTER_BIBLIOTECA(config-if)#exit

I Especifica la dirección de la interlaz y Ia
I m¿íscara de sub¡ed.
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5.10.1 REDISTRIBUCION DE RUTAS

Es posible tener zonas que usan protocolos de encaminamiento distintos. Por ejemplo
OSPF y RIPv2. Hay que inyectar las rutas que se aprenden de un protocolo a otro. A
éste proceso se la llama "redistribución de rutas".

Para poder establecer comunicación entre dos protocolos distintos se debe utilizar el
comando "redistribute <protocolo>" esta línea debe ir dentro de la configuración del
protocolo.

ROUTER_BIBLIOTECA(config)#router ospf 1

ROUTER_BIBLIOTECA(config-router)#network 192.168.15.4 0.0.0.3 area 0
ROUTER_BIBLIOTECA(confi g-router)#redistribute rip
ROUTER_BIBLIOTECA(config-ro uter)#exit
ROUTER_BIBLIOTECA(config)#int serial I
ROUTER_BIBLIOTECA(config-if¡#router ospf 1

ROUTER_BIBLIOTECA(confi g-router)fhedistribute rip
ROUTER_BIBLIOTECA(config-router)#exit
ROUTER_BIBLIOTECA*Éwr
Building configuration...

toKl

ROUTER_BIBLIOTECA#conf t
Enter configuration commands, one per line. End with CNTLIZ.
ROUTER_BIBLIOTECA(config)#router rip
ROUTER_BIBLIOTECA(config-router)#version 2
ROUTER_BIBLIOTECA(config-router)#network I 92. I 68. 1 5.8
ROUTER_BlBll0TECA(config-routcr)#redistribute ospf I
ROUTER_BIBLIOTECA(config-router)#exit
ROUTER_BIBLIOTECA(config)#int se 0
ROUTER_BIBLIOTECA(confi g-if)#router rip
ROUTER_BIBLIOTECA(config-router)#version 2
ROUTER_BIBLIOTECA(coniig-router)#redistribute ospf 1

ROUTER_BIBLIOTECA#ping I 92. I 68. I 5. I

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.1, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round+rip min/avglmax = l/214 ms
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BANDWIDTH DR

ROUTER_BIBLIOTECA#conf t
Enter configuration commands, one per line. End with CNTL/Z
ROUTER_BIBLIOTECA(confi g)#int se 0
ROUTER_BIBLIOTECA(config-if)#bandwidth 5000
ROUTER_BIBLIOTECA(confi g-if)#exit
ROUTER_BIBLIOTECA(config)#int serial 0
ROUTER_BIBLIOTECA(config-if)#no bandwidth 5000
ROUTER_BIBLIOTECA(config-if)#exit
ROUTER_BIBLIOTECA(confi g)#int se 1

ROUTER_BIBLIOTECA(config-if)#bandwidth 5000
ROUTER_BIBLIOTECA(conlig-if)#exit

ROUTER_BIBLIOTECA#wr
Building conf,rguration...

toKl

Tlpe escape sequence to abort.
Sending 5, 100-b1te ICMP Echos to 192.168.15.l, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avglmax : 1/214 ms

ROUTER_BIBLIOTECA#conf t
Enter configuration commands, one per line. End with CNTLIZ.
ROUTER_BIBLIOTECA(config)fhouter ospf I
ROUTER_BIBLIOTECA(config-router)#network 192.168.16.0 0.0.0.3 1 area 0
ROUTER_BIBLIOTECA(config)#exit

EDCOM Capítulo 5 - Página 38 ESPOL

ROUTER_BIBLIOTECA#ping I 92. 1 68. I 5. I



Monual de Usuuio M. I. Municipalida de Guayuquil

5.10.2 PROTOCOLO RrP VERSTON 2 (VECTOR DTSTANCTA)

Es un protocolo de enrutamiento por vector-distancia, que utiliza el número de saltos
como métrica para la selección de rutas.

Si el número de saltos es superior a 15, el paquete es desechado. Por defecto, se envía
un broadcast de las actualizaciones de enrutamiento cada 30 segundos.

Para configurar un protocolo de enrutamiento, primero se debe cambiar al modo de
configuración global, luego se debe establecer con una o más órdenes "network", las
redes directamente conectadas al router.y finalmente salir con el comando "exit" a
continuación se va a ver la configuración del router C con el protocolo rip:

ROUTER_BIBLIOTECA#
ROUTER_BIBLIOTECA#conf t
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_BIBLIOTECA(config)#int serial 1

ROUTER_BIBLIOTECA(confi g-if)#router ospf I
ROUTER_BIBLIOTECA(config-router)#redistribute rip
ROUTER_BIBLIOTECA(config-router)#default-metric I 0
ROUTER_BIBLIOTECA(co nfi g-routcr)#exit

ROUTER_BIBLIOTECA(config)#int se 0
ROUTER_BIBLIOTECA(confi g-if)#router rip
ROUTER_BIBLIOTECA(config-router)#version 2
RouTER_BlBllOTECA(config-router)#redistribute ospf I
RO UTER_BIBLIOTECA(coufi g-router)#default-metric I 0
ROUTER_BIBLIOTECA#wr
Building confi guration...

loKl

ROUTER_BIBLIOTECA#pin g 1 92.1 68.1 6.3 4
Type escape sequence to abort.
Sending 5, 100-ble ICMP Echos to 192.168.16.34, timeout is 2 seconds:
!!t!!
Success rate is 100 percent (5/5), round-trip min/avg/max = 112/4 ms

ROUTER_BIBLIOTECA#conf t
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_BIBLIOTECA(config)fárouter ospf I
ROUTER_BIBLIOTECA(conlig-router)#no network 192. 168.15.4 0.0.0.3 area 0
ROUTER_BIBLIOTECA(conlig-router)#network 192. 168.15.0 0.0.0.3 area 0
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ROUTER_BIBLIOTECA#conf t
Enter conflguration commands, one per line. End with CNTL/Z.
ROUTER_BIBLIOTECA(conlig)#router ospf I
ROUTER_BIBLIOTECA(conlig-router)l*redistribute rip
RouTER_BlBlloTECA(config-router)#default-metric I 0

ROUTER_BIBLIOTECA#wr
Building confi guration...

toKl

SHOW PROTOCOLS DEL ROUTER BIBLIOTECA

ROUTER_BIBLIOTECA#show protocols
Global values:
Intemet Protocol routing is enabled
Serial0 is up, line protocol is up
Internet address is 192. 1 68.15.9/30
Seriall is up, line protocol is up
Intemet address is 192. 168.15.6/30
Ethemet0 is administratively down, line protocol is down

shortr
pro!ocoIa

Muestra el estado global y por interface de cualquier
protocolo de capa 3 que haya sido configurado.

ROUTER_BIBLIOTECA#conf terminal
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_BIBLIOTECA(config)#router ospf 1

ROUTER_BIBLIOTECA(config-router)#no network 192.168. 16.0 0.0.0.3 area 0
ROUTER_BIBLIOTECA(conlig-router)#network I 92. 168.16.1 0.0.0-31 area 0
ROUTER_BIBLIOTECA(config-router)#no network 192.168.16.0 0.0.0.3 1 area 0
R0uTER_BlBlloTECA(config-router)#redistribute rip

ROUTER_BIBLIOTECA(confi g-router)#default-metric 1 0

ROUTER_BIBLIOTECA#w¡
Building conliguration...

loKl

ROUTE R_BI BLIOTECA#oonf t
Enter conhguration commands, one per line. End üth CNTL/Z.
ROUTER_BIBLIOTECA(config)#router ospf I
ROUTER_BIBLIOTECA(confi g-router)#network I 92. 1 68. I 6. 1 0.0.0.3 I area 0
ROUTER_BIBLIOTECA(config-router)#redistribute rip
RouTER_BlBllOTECA(config-router)#default-metric 1 0
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Type escape sequence to abort.
Sending 5, 1O0-byte ICMP Echos to 192.168.16.1, timeout is 2 seconds:
t!!!!
Success ¡ate is 0 percent (0/5), round-trip min/avglmax: 112/4 ms
ROUTER_BIBLIOTECA#piI g 192.1 68.1 6.1

Type escape sequence to aborl.
Sending 5, 10O-byte ICMP Echos to 192.168.16.1, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round+rip min/av/max = ll2/4 ms
ROUTER_BIBLIOTECA#pin g 1 92.1 68.1 6.13

Type escape sequence to abof.
Sending 5, 100-b¡e ICMP Echos to 192.168.16.33, timeout is 2 seconds:
t!t!!
Success rate is 0 percent (0/5), round-trip min/avglmax = 71214 ms
ROUTER_BIBLIOTECA#pin g | 92.1 68.1 6.3 4

Type escape sequence to abort.
Sending 5, 100-b1.te ICMP Echos to 192.168.16.34, timeout is 2 seconds
t![ !

Success rate is 100 percent (5i5), round+rip minlavglmax = Il2l4 ms
ROUTER_BIBLIOTECA#pin g 192.1 68.1 6.3 5

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16.35, timeout is 2 seconds
!!!!!
Success rate is 100 percent (5/5), round-trip mir/avglmax = 7/2/4 ms
ROUTER_BIBLIOTECA#ping 192.1 68.16.36

Type escape sequence to abort.
Sending 5, 1OO-by'te ICMP Echos to 192.168.16.16, timeout is 2 seconds:
l!l!!
Success rate is 0 percent (0/5), round-trip min/avglmax : ll2l4 ms

Manual de asuario M, I. Municipalidttl de Gaayaquil
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ROUTER_BIBLIOTECA#conf t
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_BIBLIOTECA(config)#int serial I
ROUTER_BIBLIOTECA(config-iQlhouter ospf 1

ROUTER_BIBLIOTECA(config-router)#redistribute rip
R0uTER_BlBlloTECA(config-router)#defauhmetric I 0
ROUTER_BIBLIOTECA(conlig-router)#exit

ROUTER_BIBLIOTECA(config)#int se 0
ROUTER_BIBLIOTECA(confi g-if)#router rip
ROUTE R_BIBLIOTECA(confi g-router)*Éversion 2
ROUTER_BIBLIOTECA(config-router)#redistribute ospf I
RO UTER_IIIBLIOTECA(conlig-router)#default-metric I 0

ROUTER_BIBLIOTECA#wr
Building confi guration...

loKl

ROuTER_BlBllOTECA(config-router)#delault-metric I 0
ROUTER_BIBLIOTECA(config-router)ffexit
ROUTER_BIBLIOTECA(config)fhouter rip
ROUTER_BIBLIOTECA(config-router)#version 2
ROUTER_BIBLIOTECA(config-router)ffnetwork 192.1 68.15-8
ROUTER_BIBLIOTECA(config-router)#network 192. 168. 16.34
ROUTER_BIBLIOTECA(conlig-router)*Éredistribute ospf I
RouTER_BlBllOTECA(config-router)#default-metric I 0

ROUTER_BIBLIOTECA#wr
Building confi guration...

toKl
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ROUTER_BIBLIOTECA#
ROUTER_BIBLIOTECA#conf t
Enter configuration commands, one per line. End with CNTLIZ.
ROUTER_BIBLIOTECA(conlig)#router ospf 1

ROUTER_BIBLIOTECA(config-router)#network I 92.168. 15.0 0.0.0.3 area 0
ROUTER_BIBLIOTECA(config-router)fÉnetwork 192. 168.15.4 0.0.0.3 area 0
ROUTER_BIBLIOTECA(config-router)#network 192. 168.16. 1 0.0.0.3 I area 0
ROUTER_BIBLIOTECA(config-router)fhedistribute rip
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ROUTER_BIBLIOTECA#conf t
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_BIBLIOTECA(config)#int serial I
ROUTER_BIBLIOTECA(config-if)#router rip
ROUTER_BIBLIOTECA(confi g-router)#redistribute ospf 1

R0uTER_BlBlloTECA(confrg-router)#default-metric I 0
ROUTER_BIBLIOTECA(confi g-router)#exit

ROUTER_BIBLIOTECA(confi g)#router rip
ROUTER_BIBLIOTECA(config-router)#version 2
ROuTER_BlBllOTECA(config-router)#redistribute ospf I
ROUTER_BIBLIOTECA(confi g-router)#defaultmetric I 0
RO UTER_BI BLIOTECA(confi g-router)#exit

ROUTER_BIBLIOTECA(config)#int serial 1

ROUTER_BIBLIOTECA(config-if)*houter rip
ROUTER_BIBLIOTECA(confi g-router)#version 2

ROUTER_BIBLIOTECA(config-router)#redistribute ospf I
RouTER_BlBllOTECA(config-router)#defaulrmetric 10

ROUTER_BIBLIOTECA(confi g-router)#exit

ROUTER_BIBLIOTECA(config)#int serial 0
ROUTER_BIBLIOTECA(confi g-if)#router ospf I
ROUTER_BIBLIOTECA(confi g-routcr)#redistribute rip
ROuTER_BlBllOTECA(conlig-router)#default-metric I 0

ROUTER_BIBLIOTECA#wr
Building conñguration...

loKl

ROUTER_BIBLIOTECA#pin g 192.1 68.1 6.34

Type escape sequence to abort.
Sending 5, 100-b1ae ICMP Echos to 192.168.16.34,timeout is 2 seconds:
!!!!l
Success rate is 100 percent (5/5), round-trip min/avg/max: ll2/4 ms
ROUTER_BIBLIOTECA#pin g 1 92.1 68.1 6.3 6

Type escape sequence to abort.
Sending 5, 10O-byte ICMP Echos to 192.168.16.36, timeout is 2 seconds:
!!!!l
Success rate is 100 percent (5/5), round-trip min/avglmax = 112/4 ms
ROUTER_BIBLIOTECA#ping 192. 168. 16.3
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Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16.3, timeout is 2 seconds:
!l!l!
Success rate is 100 percent (5/5), round-trip min/avglmax = 1/214 ms



ROUTER_BIBLIOTECA#conf t
Enfer configuration commands, one per line. End with CNTL/Z.
ROUTER_BIBLIOTECA(config)#router ospf I
ROUTER_BIBLIOTECA(conlig-router)#network 192.168.1 5.8 0.0.0.3 area 0
RouTER_BlBllOTECA(config-router)#redistribute rip
ROUTER_BIBLIOTECA(confi g-router)#default-metric 1 0

ROUTER_BIBLIOTECA#w¡
Building confi guration...

toKl

ROUTER_BIBLIOTECA#ping 192.168.16.36

Type escape sequence to abort.
Sending 5, 1O0-byte ICMP Echos to 192.168.16.36, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round+rip m in/avg/max = ll2l4 ms

SHOW RUNNING-CONFIG DEL ROUTER BIBLIOTECA

ROUTER_BIBLI OTECA#show running-conlig
Building confi guration...

!

Version 12.l ---
service timestamps debug uptime
service timestamps log uptime
no service password-encryption

hostname ROUTER_BIBLIOTECA---------
enable secret 5 $sdf$6978yhg$jnb76sd

p subnet-zero

interface Serial0------
ip address 192. I 68. I 5.9 255.255.255.252
no ip directed-broadcast
clock rate 56000

!
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interface Seriall
ip address 192. 1 68. I 5.6 255.255.255.252
no ip directed-broadcast
bandwidth 5000

!

interface Ethemet0
no ip address
no ip directed-broadcast
bandwidth 10000
shutdown

router rip

version 2 oredistribute OSPF 1

default-metric 10
network 192.168.15.0
network 192.168.16.0

!

router ospf 1

redistribute RIP
default-metric 10
network 192.168.15.0 0.0.0.3 area 0
network 192.168.16.0 0.0.0.31 area 0
network 192.168.15.4 0.0.0.3 area 0

!

ip classless
no ip http server

line con 0
login
transport input none
password topico
line aux 0

line vty 0 4------------------
login
password topico

!

no scheduler allocate
end

ROUTER BIBLIOTECA#
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5.11 ROUTER CRILLON

Press Enter to Start

Router>
Router>ena
Router#conf t
Enter conñguration commands, one per line. End with CNTL/Z.
Router(config)#hostname ROUTER_CRILLON
ROUTER_CRILLON(config)#

M. I. Muni dad de Guayaquil

Router> Modo de usua¡io.

Comando para entrar en modo EXEC privilegiado.

Router# Modo privilegiado.
conligure Terminal Modo de configuración global.

Hostname <nombre > Comando para asignar el nombre a un router.

Contraseña de consola del router
ROUTER_CRILLON(config)#line console 0
ROUTER_CRILLON(confi gJine)#password topico
ROUTER_CRJLLON(confi gJine)#login
ROUTER_CRJLLON(confrg-line)#exit

line console 0 Designa la conexión de consola del router.

Password <paasword> Establece una contraseña.

Iogin
Solicita al usuario una contraseña antes de
permitir conectividad.

cxit
Comando para regresar al
configuración global.

modo de

Contraseña de terminal virtual del router
ROUTER_CRILLON(config)#linc vty 0 4
ROUTER_CRILLON(confi gJine)#password topico
ROUTER_CRILLON(confi g-line)#login
ROUTER_CRILLON(config-line)#exit

ROUTER_CRILLON(confi g)#enable password topico

Ejecutar cifrado de la contraseña
ROUTER_CRILLON(config)#service password-encryption
ROUTER_CRILLON(co nfig)flenable secret topico
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line vty 0 4
Establece una contraseña de conexión en sesiones
Telnet entrantes.

Establece una contraseña

login
Solicita al usuario una contraseña antes de permitir
conectividad.

exit Comando para regresar al modo de configuración
global.

enable pagswoxd, <pagsword> Comando para restringir el acceso al modo EXEC
privilegiado.

service password-encrTption Comando que aplica un cifrado débil a todas las
contraseñas sin cifrar.

enable secret <p assword>
Comando que usa un fuerte algoritmo MD5 para
cifrar.

Configuración de una interface serial 0 y con su dirección IP
ROUTER_CRILLON(config)#int serial 0
ROUTER_CRILLON(config-if)#ip address 1 92. I 68. 1 5. 1 3 25 5.25 5.25 5.252
ROUTER_CRILLON(config-if)#clock rate 56000
ROUTER_CRILLON(config-if)#no shutdown
%LINK-3-UPDOWN: Interface Serial0, changed state to up
ROUTER_CRILLON(confi g-if)#exit

interface serial 0
Comando para ingresar al modo de
configuración de interfaz

Ip addreaa <il) address>
<ae!l,ask>

Especifica la dirección de la interfaz y la
máscara de subred.

clock ratse 56000 Establece la velocidad del reloj si es DCE
(omita este paso si es DTE).

no shutdown Activa la interfaz.

exit
Se utiliza para salir del modo de

configuración de interface actual

Confi ración de una interface serial I y con su dirección IP
ROUTER_CRILLON(confi g)#interface serial 1

ROUTER_CRILLON(conlig-if)#ip address 1 92. I 68. I s. 1 0 25 5.25 5.25 5.252
ROUTER_CRILLON(conlig-if)#no shutdown
%LINK-3-UPDOWN: Interface Seriall, changed state to up
ROUTER_CRILLON(confi g-if)#exit

interface serial 1
Comando para ingresar al modo de
confi guración de interfaz
Especifica la dirección de la interfaz y Ia
máscara de subred.

no shutdown

Exit Se utiliza para salir del modo de
configuración de interface actual
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password <paaa:rord>

I

I

ip address <íp address>
<¡e¿ma.Ek>

I Activa la interfaz.
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Configuración de una interface scrial 2 y con su dirección IP
ROUTER_CRILLON(config)#interface serial 2
ROUTER_CRILLON(config-if)#ip address 192.1 68.1 5.17 255.255.255.252
ROUTER_CRILLON(confi g-if)#no shutdown
%LINK-3-UPDOWN: Interface Serial2, changed state to up
ROUTER_CRILlON(config-if)#exit
ROUTER_CRILLON#wr
Building confi guration...

loKl

ROUTER_CRILLON#conft
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_CRILLON(conñg)#router rip
RouTER_CRllloN(conlig-router)flversion 2
ROUTER_CRILLON(config-router)#network I 92. 1 68. I 5.8
ROUTER_CRILLON(confi g-rouf er)#network 1 92. | 6&.1 5. 12

ROUTER_CRILLON(confi g-router)#network I 92. 1 68. I 6.0
ROUTER_CRILLON(config-router)#exit
ROUTER_CRILLON#wr
Building confi guration...

IOK]

interface serial 2
Comando para ingresar al modo de

confi guración de interfaz
lp address <ip address>

<¡te!mask>

no shutdown Activa la interfaz.

Exit Se utiliza para salir del modo de

configuración de interface actual
copy ruEDing-coEfig startup-

coDfig
Almacena la configuración actual desde la
RAM a IaNVRAM.
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ROUTER_CRILLON#ping I 92. 168. I 5. I 0

Type escape sequence to abort.
Sending 5, 1O0-by'te ICMP Echos to 192.168.15.10, timeout is 2 seconds:
!!t!!
Success rate is 100 percent (5/5), round{rip min/avglmax :1/2/4 ms
ROUTER_CRILLON#ping I 92. I 68. I 5.9

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.9, timeout is 2 seconds
!!!!!
Success rate is 0 percent (0/5), round-trip min/avglmax = l/214 ms
ROUTER_CRILLON#ping 1 92. 1 68. 1 5. I 3

Type escape sequence to abort.
Sending 5, 1OO-byte ICMP Echos to 192.168.15.13, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avglmax : ll2l4 ms
ROUTER_CRILLON#ping 1 92. 1 68. 1 6. I

Type escape sequence to abort.
Sending 5, 1OO-byte ICMP Echos to 192.168.16.1, timeout is 2 seconds:
t!!l!
Success rate is 100 percent (5/5), round+rip min/avglmax = ll2l4 ms
ROUTER_CRJLLON#ping 192.168.1 5.1 4

Type escape sequence to abort.
Sending 5, iO0-byte ICMP Echos to 192.168.15.14, timeout is 2 seconds
!!!!!
Success rate is 100 percent (5/5), round-trip min/avglmax = l/214 ms
ROUTER_CRILLON#ping I 92. I 68. I 6. I

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.16.1, timeout is 2 seconds:
!!!!l
Success rate is 100 percent (5/5), round-trip mir/avg/max: l/214 ms
ROUTER_CRILLON#ping 1 92. 1 68. 1 6.3

Type escape sequence to abort.
Sending 5, 1O0-byte ICMP Echos to 192.168.16.3, timeout is 2 seconds:
r!!!!
Success rate is 100 percent (5/5), round-trip min/avgimax = l/2/4 ms
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ROUTER_CRILLON#conft
Enter conliguration commands, one per line. End with CNTL/Z.
ROUTER_CRILLON(confi g)#router rip
ROUTER_CRILLON(config-router)#network 192. 168. 16.0
R0uTER_CRlllON(config-router)#redistribute ospf 1

ROUTER_CRILLON#wr
Building configuration...
toKl

SHOW RUNNING-CONFIG DEL ROUTER CRILLON

ROUTER_CRILLON#show running-confi g
Building configuration...

!

Version 12.1---

ohostname ROUTER_CRILLON-
enable secret 5 $sdl$6978yhg$jnb76sd

p subnet-zero

interface Serial0------
ip address 192. I 68. 15. I 3 255.255.255.252
no ip directed-broadcast
clock rate 56000
bandwidth 1544

interface Seriall
ip address 1 92. 168. 1 5. 1 0 255.255.255.252
no ip directed-broadcast
bandwidth 1544

!

! interface Serial2
ip address 192.1 68.1 5.1 7 255.25 5.25 5.252
no ip directed-broadcast
bandwidth 1544
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I

ip classless
no ip http server

line con 0
login
transport input none
password topico
line aux 0

line rty 0
login
password topico

!

no scheduler allocate
end

ROUTER CRILLON#
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5.12 ROUTERVALRA

Press Enter to Start

Contraseña dc consola del router
ROUTER_VALRA(confi g)#line console 0
ROUTER_VALRA(confi g-line)#password topico
ROUTER_VALRA(config-line)#login
ROUTER_VALRA(config-line)#exit

Contraseña de terminal virtual del router
ROUTER_VALRA(config)#line vty 0 4
ROUTE R*VAlRA(config-line)#password topico
ROUTER_VALRA(confi g-line)#login
ROUTER_VALRA(configJine)#exit

Pcrmite la clave de acceso

Ejecutar cifrado de la contraseña
ROUTER_VALRA(config)#service password-encryption
ROUTER_VALRA(config)# enable secret topico

Routcr> Modo de usuario.

Enable Comando para entrar en modo EXEC privilegiado.

Router# Modo privilegiado.
configure Terminal Modo de configuración global.

Hostname <nombre > Comando para asignar el nombre a un router.

Line console 0 Designa la conexión de consola del router.

Password <password> Establece una contraseña.

login
Solicita al usuario una contraseña antes de
permitir conectividad.

exit
Comando para regresar al
configuración global.

modo de

Router>
Router>enable
Router#confi gure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Router(confi g)#hostname ROUTER_VALRA
ROUTER_VALRA(conlig)#

I

I

ROUTER_VALRA(conlig)#enable password topico

I
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line v§ 0 4
Establece una contraseña de conexión en sesiones
Telnet entrantes.

password <passwo¡d> Establece una contraseña.

login
Solicita al usuario una contraseña antes de permitir
conectividad.

exit Comando para regresar al modo de configuración
global.

eDable password <passrrord> Comando para restringir el acceso al modo EXEC
privilegiado.

service password-encryption Comando que aplica un cifrado débil a todas las
contraseñas sin ciliar-

enable secret <p asaword> Comando que usa un fuerte algoritmo MD5 para
cifra¡.

Configuración de una interface serial 0 y con su dirección IP

interface serial 0
Comando para ingresar al modo de
configuración de interfaz

rp addreee <l,p ad.dresa>
<¡fe t¡¡¡ask>

Especifica la dirección de la interfaz y la
máscara de subred.

clock ¡ate 56000 Establece la velocidad del reloj si es DCE
(omita este paso si es DTE).

no shutdown

exit
Se utiliza para salir del modo de
configuración de interface actual
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ROUTER_VALRA(config)#int serial 0
ROUTER_VALRA(config-i0#ip address I 92. I 68. I 5. 18 255.255.255.252
ROUTER_VALRA(config-if)#clock rate 5ó000
ROUTER_VALR[(conñg-iQ#no shutdown
%LINK-3-UPDOWN: Interface Serial0, changed state to up
ROUTER_VALRA (confi g-if.¡#exit

Activa la interfaz.
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Configuración de una interface serial I y con su dirección IP
RouTER_VAlp{(config)#interface serial 1

ROUTER_VALRA(conlig-if)#ip address 192.168.1 5.21 255.255.255.252
ROUTER_VALRA(confi g-if)#no shutdown
%LINK-3-UPDOWN: Interface Seriall, changed state to up
ROUTER_VALRA(config-if)#exit
ROUTER_VALRA#wr
Building conhguration...

toKl

ROUTER_VALRA#conft
Enter configuration commands, one per line. End with CNTLIZ
ROUTER_VALRA(config)#router rip
ROUTER_VALRA(confi g-router)ftuersion 2

RouTER_VAlRA(conñg-router)#network 192. 168.15. l6
ROUTER_VALRA(con fi g-router)#network 192. I 6S.l 6.0
ROUTER_VALRA(config-router)#exit
ROUTER_VALRA#wr
Building configuration...

toKl

interface serial I Comando para ingresar al modo de
configuración de interfaz

ip addresE <7p address>
<¡¡e!¡rask>

Especifica la dirección de la interfaz y Ia
máscara de subred.

no shutdown Activa la interfaz.

exit
Se utiliza para salir del modo de

configuración de interface actual
copy ru¡¡,iag-coDfig sEartup-

cotrfig
Almacena la configuración actual desde la
RAM a IaNVRAM.
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RO UTER_VALltA#ping 192.1 68. I 5.17

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.17, timeout is 2 seconds:
!l!l!
Success rate is 100 percent (5/5), round-trip mirVavg/max = l/214 ms
ROUTER_VALRA#ping I 92. I 68. 1 5. I 8

Type escape sequence to abon.
Sending 5, 1O0-byte ICMP Echos to 192.168,15.18, timeout is 2 seconds:
!!l!!
Success rate is 0 percent (0/5), round+rip min/avglmax = ll2l4 ms

ROUTER_VALRA#ping I 92. 1 68. 1 5. 10

Type escape sequence to abort.
Sending 5, 100-b)'te ICMP Echos to 192.168.15.10, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round{rip min/avglmax = l/214 ms

ROUTER_VALRA#ping 192.168.1 6.1

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.16.1, timeout is 2 seconds:
llI

Success rate is 100 percent (5/5), round-trip mirr/avg/max = l/2/4 ms

ROUTER_VALRA#ping 1 92. I 68. I 5. I

Type escape sequence to abort.
Sending 5, 1OO-byte ICMP Echos to 192.168.15.1, timeout is 2 seconds:
l!!!!
Success rate is 100 percent (5/5), round+rip min/avglmax :11214 ms

ROUTER_VALRA#ping 192.1 68.1 6.1

Type escape sequence to abort.
Sending 5, 1O0-byte ICMP Echos to 192.168.16.1, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avglmax :11214 ms

ROUTER_VALRA#ping 192.1 68.1 6.3

Type escape sequence to abort.
Sending 5, 1O0-byte ICMP Echos to 192.168.16.3, timeout is 2 seconds:
llllt
Success rate is 100 percent (5/5), round+rip min/avglma.x = ll2/4 ms

M. L Municipalidad de Guryaquil
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ROUTER_VALRA(config)#router rip
ROUTER_VALRA(confi g)#version 2

ROUTER_VALp.A(gqnfig-router)#network 1 92. I 68. I 6. I
ROUTER_VALf,A(confi g-router)#redistribute ospf 1

ROUTER_VALRA(config-router)#no redistribute ospf 1

ROUTER_VALRA#w¡
Building confi guration..,

toKl

SHOW RUNNING.CONF'IG DEL ROUTER VALRA

ROUTER_VALRA#show running-confi g
Building conliguration...

hostname ROUTER_VALRA---------------
enable secret 5 $sdf$6978yhg$jnb76sd

p subnet-zero

interface Serial0------
ip address 1 92. 168. 15. 1 8 255.255.255.252
no ip directed-broadcast
clock rate 56000
bandwidth 1544

I

interface Serial I ----*-
ip address 192.1 68.1 5.21 255.25 5.25 5.252
no ip directed-broadcast
bandwidth 1544

!
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ROUTER_VALRA#conft
Enter configuration commands, one per line. End with CNTL/Z.

!

Versionl2.l-- -----------re
service timestamps debug uptime
service timestamps log uptime
no service password-encryption
I

!

!

I

!

I
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interface Ethemet0-------:--
no ip address
no ip directed-broadcast
bandwidth 10000
shutdown

router rip

version 2

redistribure OSPF l ----------
network 192.168.15.0
network 192.168.16.0

I

ip classless
no ip http server

line con 0
login
transport input none
password topico
line aux 0

line v§ 0 4------------------
login
password topico
!

no scheduler allocate
end

ROUTER VALRA#

§
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5.I3 ROUTER MERCADO

Press Enter to Start

Router>
Router>enable
Router#confi gure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Router(config)#hostname ROUTER_MERCADO
ROUTER_MERCADO(config)#

Router> Modo de usuario.

Comando para entrar en modo EXEC privilegiado.

Router# Modo privilegiado.
configure Terminal Modo de configuración global

Hostname <nombre > Comando para asignar el nombre a un router.

Contraseña de consola del router
ROUTER_MERCADO(config)#[ine console 0
ROUTER_MERCADO(confi gJine)#password topico
ROUTER_MERCADO(confi g-line)#login
ROUTER_MERCADO(confi gJine)#exit

Line console 0 Designa la conexión de consola del router

Password <passrr'ord> Establece una contraseña

login
Solicita al usuario una contraseña antes de
permitir conectividad.

exit Comando para regresar al modo de
configuración global.

Contraseña de terminal virtual del router
ROUTER_MERCADO(conlig)#line vty 0 4
ROUTER_MERCADO(confi g-line)#password topico
ROUTER_MERCADO(confi g-line)#login
ROUTER_MERCADO(configJine)#exit

Permite la clave de acceso

ROUTER_MERCADO(config)#enable password topico

Ejecutar cifrado de Ia contr¡seña
ROUTER_MERCADO(conlig)#service password-encryption
ROUTER_MERCADO(confi g)#enable secret topico
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line vtv 0 4
Establece rma contr¿rseña de conexión en sesiones
Telnet entrantes.

login Solicita al usuario una contraseña antes de permitir
conectividad.

exit
Comando para regresar al modo de configuración
global,

eDab1e pagEword <password> Comando para restringir el acceso al modo EXEC
privilegiado.

service password-encryption Comando que aplica un cifrado débil a todas las
contraseña-s sin cifrar.

enable sccret <passrvo¡d> Comando que usa un fuerte algoritmo MD5 para
cifrar.

Configuracién de una interface serial 0 y con su dirección IP
ROUTER_MERCADO(config)#int serial 0
ROUTER_MERCADO(config-if)#ip address 192.1 68.1 5.22 25 5.255.255.252
ROUTER_MERCADO(config-if)#clock rate 56000
ROUTER_MERCADO(config-if)#no shutdown
%LINK-3-UPDOWN: Interface Serial0, changed state to up
ROUTER_MERCADO (config-i$#exit

interface serial 0
Comando para ingresar al modo de

confi guración de interfaz
Ip addreag <ip add!es8>

<¡¡eü¡nasrr>

clock !aE6 56000 Establece la velocidad del reloj si es DCE
(omita este paso si es DTE).

no shutdown Activa la interfaz.

exit
Se utiliza para salir del modo de
configuración de interface actual

Conliguración de una interface serial I y con su dirección IP

EDCOM ESPOL

password lpassword> 
| Estubl"ce una contraseña.

I

I

Especifica la dirección de la inteffazy la
máscara de subred.

ROUTER_MERCADO (config)#interface serial 1

ROUTER_MERCADO (config-if)#ip address 1 92. I 68 . | 5.25 25 5.25 5.25 5.252
ROUTER_MERCADO (confi g-if)#no shutdown
%LINK-3-UPDOWN: Interface Seriall, changed state to up
ROUTER_MERCADO (confrg-if)#exit
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ROUTER_MERCADO#conft
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_MERCADO(confi g)#router rip
ROUTER_MERCADO(config-router)#version 2
ROUTER_MERCADO(config-router)#network I 92. 1 68. I 5.20
ROUTER_MERCADO(confi g-router)#network 192.1 68. I 5.24
ROUTER_MERCADO(confi g-router)#exit

ROUTER_MERCADO#w¡
Building confi guration...

toKl

ROUTER MERCADO#conft
Enler configuration commands, one per line. End with CNTLIZ.

ROUTER_MERCADO(config)#router rip
ROUTER_MERCADO(config)#version 2
ROUTER_MERCADO(config-router)#network I 92. 168.16.1
ROuTER_MERCADO(config-router)#redistribute ospf 1

ROUTER_MERCADO(confi g-router)#no redistribute ospf I

ROUTER_MERCADO#wr
Building configuration...

toKl
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ROUTER_MERCADO#ping 192.1 68.1 5.22

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.15.22, timeout is 2 seconds:
!!t!!
Success rate is 100 percent (5/5), round-trip min/avg/max : l/214 ms

ROUTER_MERCADO#ping 192.1 68.1 5.21

Type escape sequence to abort.
Sending 5, 1O0-byte ICMP Echos to 192.168.15.21, timeout is 2 seconds:
!l!!!
Success rate is 0 percent (0/5), round-trip min/avglmax = ll2l4 ms

ROUTER_MERCADO#ping 1 92. 1 68. 1 5. 10

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.10, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round+rip min/avglmax : ll2l4 ms

ROUTER_MERCADO#ping I 92. 1 68. I 6. I

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16.1, timeout is 2 seconds
!!!!!
Success rate is 100 percent (5/5), round-trip min/avglmax = ll2/4 ms

ROUTER_MERCADO#ping 192. I 68. I 5. 1

Type escape sequence to abort.
Sending 5, 10O-byte ICMP Echos to 192.168.15.1, timeout is 2 seconds:
!!!!t
Success rate is 100 percent (5/5), round-trip min/avg/max = ll2l4 ms

ROUTER_MERCADO#ping 192. I 68. 16. 1

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16.1, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round+rip min/avglmax :1/2/4 ms

ROUTER_MERCADO#ping 192.1 68.1 6,3

EDCOM ESPOL
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Type escape sequence to abort.
Sending 5, 10O-byte ICMP Echos to 192.168.16.3, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-nip min/avglmax = 1/214 ms
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SHOW RUI\NING.CONFIG DEL ROUTER MERCADO

ROUTER_MERCADO#show running-confi g
Building configuration...

service timestamps debug uptime
service timestamps log uptime
no service password-encryption
!

hostname ROUTER MERCADO-----
enable secret 5 $sdf$6978yhg$jnb76sd

p subnet-zero

interface Serial0------
ip address 192.168.15.22 255.255.255.252
no ip directed-broadcast
clock rate 56000
bandwidth 1544

!

!

interflace Ethemet0------
ip address 192. 168. I 6. I 255.255.255.224
no ip directed-broadcast
bandwidth 10000

router rip
version 2

redistribute OSPF I ----------
network 192.168.15.0
network 192.168.16.0
I

ip classless
no ip http server
!

line con 0
login
transport input none
password topico
line aux 0

§

o
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line vty 0 4---
login
password topico

I

no scheduler allocate
end

ROUTER MERCADO#
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5.I4 ROUTER CENTRO

Press Enter to Start

Router>
Router>enable
Router#configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Router(confi g)#hostname ROUTER_CENTRO
ROUTER_CENTRO (config)#

Router> Modo de usuario.

Enable Comando para entrar en modo EXEC privilegiado.

Router# Modo privilegiado
configure Terminal Modo de configuración global.

Hostname <nombre > Comando para asignar el nombre a un router.

Contraseña de consola del router
ROUTER_CENTRO(config)#line console 0
ROUTER_CENTRO(confi g-line)#password topico
ROUTER_CENTRO(config-line)#login
RO UTER_CENTRO(configJine)#exit

line console 0 Designa la conexión de consola del router.

login
Solicita al usuario una contraseña antes de
permitir conectividad.

exit Comando para regresar al modo de
configuración global.

Contraseña de terminal virtual del router

Pcrmitc la clavc de acceso

ROUTER_CENTRO(config)#enable password topico

E ecutar cifrado de la contraseña
ROUTER_CENTRO(confi g)#service password-encryption
ROUTER_CENTRO(config)# enable secret topico
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Password <paasword> lEstablece unacontrascña.

ROUTER_CENTRO(config)#line vty 0 4
ROUTER_CENTRO(confi g-line)#password topico
ROUTER_CENTRO(confi g-line)#login
ROUTER_CENTRO(confi g-line)#exit
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Co ración de una interface serial 0 y con su dirección IP
ROUTER_CENTRO(config)#int serial 0
ROUTER_CENTRO(config-if)#ip address | 92.168.1 5.26 255.255.255.252
ROUTER_CENTRO(conñg-if)#clock rate 56000
ROUTER_CENTRO(config-if)#no shutdown
%LINK-3-UPDOWN: Interface Serial0, changed state to up
ROUTER_CENTRO (config-if)#exit

line vty 0 4
Establece una contraseña de conexión en sesiones
Telnet entrantes-

Establece una contraseña.

login
Solicita al usuario una contraseña antes de permitir
conectividad.

exit
Comando para regresar al modo de configuración
global.

eD.abLe paasword <password> Comando para restringir el acceso al modo EXEC
privilegiado.

service password-encryption Comando que aplica un cifrado débil a todas las
contraseñas sin cifrar.
Comando que usa un fuerte algoritmo MD5 para

cifrar.

interface serial 0
Comando para ingresar al modo de

confi guración de interfaz
Ip address <lp addr€ss>

<ae¿InasJ(>
Especifica la dirección de la interfaz y la
máscara de subred.

clock rat€ 55000 Establece la velocidad del reloj si es DCE
(omita este paso si es DTE).

no shutdown Activa la interfaz.

exit
Se utiliza para salir del modo de
configuración de interface actual

ESPOL

password <passwoid>

enable secret <paa BwoEd>

I
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Configuración de una interface scrial 1 y con su dirección IP
ROUTER_CENTRO(config)#interface serial I
ROUTER_CENTRO(config-if)#ip address 192.1 68.1 5.29 25 5.255.255.252
ROUTER_CENTRO(conlig-if)#no shutdorvn
%LINK-3-UPDOWN: Interface Seriall, changed state to up
ROUTER_CENTRO(confi g-if)#exit
ROUTER_CENTRO#wr
Bui lding configuration...

toKl

ROUTER_CENTRO#conft
Enter configuration commands, one per line. End with CNTL/Z.
ROUTER_CENTRO(config)#router rip
RouTER_CENTRO(conlig-router)#version 2

ROUTER_CENTRO(confi g-router)#network I 92.1 68.1 5.24
ROUTER_CENTRO(conÍig-router)#network 1 92. I 68. 1 6.0
ROUTER_CENTRO(config-router)#exit

ROUTER_CENTRO#wr
Building confi guration...

toKl

ROUTER_CENTRO#conft
Enter configuration commands, one per line. End with CNTL/Z.

ROUTER_CENTRO(confi g)#router rip
ROUTER_CENTRO(confi g)*Éversion 2
ROUTER_CENTRO(config-router)#network I 92. I 68. 1 6.3 3

RouTER_CENTRo(config-router)thedistribute ospf 1

ROUTER_CENTRO#wr
Building conliguration...

toKl

interface serial I Comando para ingresar al modo de
configuración de interfaz

ip addresa <itr) addtess>
<Jlet¡nag,(>

Especifica la dirección de la interfaz y la
máscara de subred.

no shutdown Activa la inferfaz.

exit
Se utiliza para salir del modo de
configuración de interface actual

copy ruD¡.iDg-coEfig starEup-
config

Almacena la configuración actual desde la
RAM a IaNVRAM.
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ROUTER_CENTRO#ping 192. 168. I 5.26

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.15.26, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avg/max = 112/4 ms
ROUTER_CENTRO#ping 192.168.1 5.29

Type escape sequence to abort,
Sending 5, 100-b1.te ICMP Echos to 192.168.15.29, timeout is 2 seconds:
!!!!!
Success rate is 0 percent (0/5), round-trip min/avg/max = l/214 ms

ROUTER_CENTRO#ping I 92. 1 68. 1 5.6

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.15.6, timeout is 2 seconds
III!!
Success rate is 100 percent (5/5), round-trip min/avg/max = 11214 ms

ROUTER_CENTRO#ping 1 92. I 68. I 6.34

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.16.34, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round{rip min/avglma.x = 112/4 ms

ROUTER_CENTRO#ping 1 92. I 68. 1 5.2

Type escape sequence to abort.
Sending 5, 100-b¡e ICMP Echos to 192.168.15.2, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avglmax: ll2/4 ms

ROUTER_CENTRO#ping I 92. 1 68. I 6. 1

Type escape sequence to abof.
Sending 5, 100-b¡e ICMP Echos to 192.168.16.1, timeout is 2 seconds:
t!t!!
Success rate is 100 percent (5/5), round-trip min/avglmax = 1/2/4 ms

ROUTER_CENTRO#ping 1 92. 1 68. 1 6.36

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16.36, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip minlarglmax = 112/4 ms
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SHOW RUNNING-CONFIG DEL ROUTER CENTRO

ROUTER_CENTRO#show running-confi g
Building confi guration...

!

Version 12.1

service timestamps debug uptime
service timestamps log uptime
no service password-encryption

hostname ROUTER_CENTRO--------------
enable secret 5 $sdf$6978yhg$jnb76sd

p subnet-zero

interface SerialO------
ip address 192.168.15.26 255.255.255.252
no ip directed-broadcast
clock rate 56000
bandwidth 1544

interfacc Serial I
ip address 192.168.15.29 255.255.255.252
no ip directed-broadcast
bandwidth 1544
!

interface Ethemet0
no ip address
no ip directed-broadcast
bandwidth 10000
shutdown

I

router rip

version 2

redistribute OSPF I

o

o

*o

F.rM6§$te
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network 192.168.15.0
network 192.168.16.0

!

ip classless
no ip http server
!
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line con 0
login
transport input none
password topico
line aux 0

line vty 0 4--------
login
password topico

!

no scheduler allocate
end

ROUTER CENTRO#
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Press Enter to Start

Router>
Router>enable
Router#configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Router(config)#hostname ROUTER_MU SEO
ROUTER_MUSEO(config)#

Contrascña de consola dcl router

Router> Modo de usuario.

Enable
Router# Modo privilegiado.

configure Terminal Modo de configuración global.

Hostname <nombre > Comando para asignar el nombre a un router.

ROUTER_MUSEO (config)#line console 0
ROUTER_MUSEO (configJine)#password topico
ROUTER_MUSEO (config-line)#login
ROUTER_MUSEO (confi g-line)#exit

Contraseña de terminal virtual del router

line console 0 Designa la conexión de consola del router.

Password <passi¡ord> Establece una contraseña.

login
Solicita al usuario una contraseña antes de
permitir conectividad.

exit
Comando para regresar al modo de
configuración global.

ROUTER_MUSEO (config)#line vty 0 4
ROUTER_MUSEO (conlig-line)#password topico
ROUTER_MUSEO (config-line)#login
ROUTER_MUSEO (config-line)#exit

Permite la clave de acceso

ROUTER_MUSEO (config)#enable password topico

Ejecutar cifrado de la contraseña
ROUTER_MUSEO (config)#service password-encryption
ROUTER_MUSEO (config)#enable secret topico

EDCOM

5.15 ROUTERMUSEO

Comando para entrar en modo EXEC privilegiado.

I
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line vty 0 4
Establece una contraseña de conexión en sesiones

Telnet entrantes.

pa§§wofd <pasaword> Establece una contraseña.

Solicita al usuario una contraseña antes de permitir
conectividad.

exit
Comando para regres¿u al modo de configuración
global.

eD.able paEgworil <ftagaword> Comando para restringir el acceso al modo EXEC
privilegiado.

service password-encryption Comando que aplica un cifrado débil a todas las
contraseñas sin cifrar.

enable secret n assrvord>
Comarido que usa un fuerte algoritmo MD5 para
cifrar.

Configuración de una interface serial 0 y con su direccién IP
ROUTER_MUSEO(confi g)#int serial 0
ROUTER_MUSEO(co nfi g-if)#ip address I 92. 1 68. I 5. 3 0 25 5.25 5.25 5.252
ROUTER_MUSEO(config-if)#clock rate 56000
ROUTER_M USEo(config-if)#no shutdown
%LINK-3-UPDOWN: Interface Serial0, changed state to up
ROUTER_MUSEO (config-if)#exit

Comando para ingresar al modo de
confi guración de interfaz

Ip addreas <ip add¡ess>
<¡et¡nast>

Establece [a velocidad del reloj si es DCE
(omita este paso si es DTE).

no shutdown

exit
Se utiliza para salir del modo de

configuración de interface actual

Conliguración de una interface ethernet 0 con su direccién IP
ROUTER_MUSEO(confi g)#int ethemet 0
ROUTER_MUSEO(config-if)#ip address 192.1 68.16.3 4 255.25 5.255.224
ROUTER_MUSEO(confi g-if)#no shutdown
%LINK-3-UPDOWN: Interface Ethemet0, changed state to up
ROUTER_MUSEO(confi g-if #exit

interface ethernet
Comando para ingresar al modo de

configuración de interfaz ethemet.
ip addreaB <íp address>

<aetmagk>
Especiñca la dirección de la interfaz y la
máscara de subred.

no shutdown

exit
Se utiliza para salir del modo de
configuración de interface actual
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login

I

interface seúal 0

I Especifica la dirección de la interfaz y la
I másca¡a de subred.

clock rate 56000

I Activa la interfaz.

Activa la interfaz.
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ROUTER_MUSEO#conft
Enter configuration commands, one per line. End with CNTL/Z

ROUTER_MUSEO(config)#router rip
ROUTER_MUSEO(confi g-router)#version 2
ROUTER_MUSEO(conlig-router)fÉnetwork i 92. I 68. 1 5.28
ROUTER_MuSEO(config-router)fÉnetwork I 92. I 68. I 6.0
ROUTER_MUSEO(conlig-router)#exit

ROUTER_MUSEO#wr
Building confi guration...

toKl

ROUTER_MUSEO#conf t
Enter configuration commands, one per line. End with CNTL/Z.

ROUTER_MUSEO(confi g)#router rip
ROUTER_MUSEO(confi g)#version 2

ROUTER_MUSE0(config-router)ftnetwork 1 92. I 68. I 6.33
RO UTER_MuSE0(conlig-router)fhedistribute ospf 1

ROUTER_MUSEO#wr
Building confi guration...

toKl
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ROUTER_MUSEO#ping 192.1 68.1 5.29

Type escape sequence to abort.
Sending 5, 10O-byte ICMP Echos to 192.168.15.29, timeout is 2 seconds:
t!!!!
Success rate is 100 percent (5/5), round-trip min/avglmax = l/2/4 ms

ROUTER MUSEO#ping 192.168.15.30

Type escape sequence to abort.
Sending 5, 100-b1'te ICMP Echos to 192.168.15.30, timeout is 2 seconds:
!!!!!
Success rate is 0 percent (0/5), round+rip minlavglmax = ll2l4 ms

ROUTER_MUSEO#ping I 92.1 68.1 5.26

ROUTER_MUSEO#ping 192.1 68.1 6.34

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16.34, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip min/avglmax: l/214 ms

ROUTER_MUSEO#ping 192.1 68.1 5.6

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.6, timeout is 2 seconds:

I

Success rate is 100 percent (5/5), round+rip min/avglmax = 11214 ms

ROUTER_MUSEO#ping 1 92.1 68.1 6.2

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16.2, timeout is 2 seconds:
!!!!!
Success rate is 100 percent (5/5), round-trip mi avglmax : 1/2/4 ms

ROUTER_MUSEO#ping 192.168.16.36

Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.16.36, timeout is 2 seconds:
l!t!!
Success rate is 100 percent (5/5), round-trip min/avg/max = ll2l4 ms
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Type escape sequence to abort.
Sending 5, 100-byte ICMP Echos to 192.168.15.26, timeout is 2 seconds:
!|u
Success rate is 100 percent (5/5), round+rip minlavglmax : ll2l4 ms
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SHOW RUNNING-CONFIG DEL ROUTER MUSEO

ROUTER_MUSEO#show running-confi g
Building confi guration...

!

Version 12.1 --- - ----- --- -- -
service timestamps debug uptime
service timestamps log uptime
no service password-encryption
!

hostname ROUTER_MUSEO----
enable secret 5 $sdf$6978yhg$jnb76sd

p subnet-zero

interface Serial0---------
ip address I 92. 168. I 5.30 255.255.255.252
no ip directed-broadcast
clock rate 56000
bandwidth 1544
!

!

interface Ethemet0--------
ip address 192. I 68. 16.34 255.255.255.224
no ip directed-broadcast
bandwidth 10000

version 2

redistribute OSPF I ----------
network 192.168.15.0
network 192.168.16.0

!

ip classless
no ip http server

riputerro
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del software Cisco

!

I
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!

line con 0
login
transport input none
password topico
line aux 0

line vty 0 4---
login
password topico
!

no scheduler allocate
end

ROUTER MUSEO#
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5.16 SWITCHES

Un switch es un dispositivo de red de Capa 2 que actúa como punto de concentración
para la conexión de estaciones de trabajo, servidores, routers, hubs y otros switches. Los
switches se pueden configurar y administrar desde una interfaz de línea de comando
(CLI). Contienen una unidad de procesamiento central (CPU), memoria de acceso
aleatorio (RAM), y un sistema operativo.

Una vez que se conecta el cable de energía eléctrica, el switch inicia una serie de
pruebas denominadas Autocomprobación de Encendido (POST). El POST se ejecuta
automáticamente para verificar que el switch funcione correctamente.

El LED del sistema indica el éxito o falla de la POST. Si el LED del sistema está
apagado pero el switch está enchufado, entonces POST está funcionando. Si el LED del
sistema está verde, entonces la POST fue exitosa.

Si el LED del sistema está ámbar, entonces la POST falló. La falla de la POST se

considera como un error fatal. No se puede esperar que el switch funcione de forma
confiable si la POST falla.

El switch tiene 2 modos de configuración USER EXEC y PRIVILEGED EXEC.
Cuando estamos en modo USER EXEC el prompt que nos muestra el switch es ">".
Cuando estamos en PRIVILEGED EXEC el prompt es "#" y en el modo de

configuración global el prompt es (config)#,

5.16.1 SWITCH SERVERA

CLI session with the switch is open.
To end the CLI session, enter [Exit]

changed state to down

Switch> Modo de usuario.

Enable Comando para entrar en modo EXEC privilegiado

Router# Modo privilegiado.

configure Terminal
Modo de configuración global o configure Terminal,
configura aspectos sencillos del switch.

Hostname <nombre > Comando para asignar el nombre a un switch.
Para salir del modo de configuración global.
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Switch>
Switch>enable
Switch#configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Switch(config)#hostname SERVER-A
SERVER-A(config)#

exit
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Contraseña de consola del switch
SERVER-A(config)#line console 0
SERVER-A(confi g-line)#password topico
SERVER-A(config-line)#login
SERVER-A(confi g-line)#exit

line console 0 Designa la conexión de consola del switch.

login
Solicita al usuario una contraseña antes de
permitir conectividad.

exit
Comando para regresar al modo de
configuración global.

Contraseña de terminal virtual del switch
SERVER-A(config)#line vty 0 15

SERVER-A(co nfi gJine)#password topico
SERVER-A(configJine)#login
SERVER-A(config-line)#exit

Permite la clave de acceso

SERVER-A(config)#enable secret topico

line vty 0 4
Establece una contraseña de conexión en sesiones
Telnet entrantes.

login
Solicita al usuario una contraseña antes de permitir
conectividad.

exit Comando para regresar al modo de configuración
global.

enable secret <passr.,ord> Comando que usa un fuerte algoritmo MD5 para
cifrar.

IP ADRESS Y DEFAULT GATEWAY
Se le puede otorgar al switch una dirección IP para fines de administración. Esto se

configura en la interfaz virtual, VLAN I . Por defecto, el switch no tiene dirección IP.
Los puertos o interfaces del switch se establecen en modo automático y todos los
puertos de switch est¿in en VLAN l. VLAN 1 se conoce como la VLAN de
administración por defecto.
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Password <passwold> lEstableceunacontrascña.

SERVER-A(config)#interface vlan I
SERVER-A(config-if¡#ip address 192.168.16.2 255.255.255.240
SERVER-A(config-if)ffno shut
%LINK-3-UPDOWN: Interface Vlan 1, changed state to up
SERVER-A(confi g-if)*kxit
SERYER-A(conf i g)#exit

password <passvord> lErtublaa"unaconlrascña.
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5.16.1.1 CREACIÓN DE LAS VLANS

Una VLAN es un agrupamiento lógico de estaciones y dispositivos de red. Las VLAN
se pueden agrupar por función laboral o departamento, sin importar la ubicación fisica
de los usuarios. El tráfico entre las VLAN está restringido.

Los switches y puentes envían úáfico unicast, multicast y broadcast sólo en segmentos
de LAN que atienden a la VLAN a la que pertenece el triáfico. Los dispositivos en la
VLAN sólo se comunican con los dispositivos que están en la misma VLAN.

Los routers suministran conectividad entre diferentes VLAN. Las VLAN mejoran el
desempeño general de la red agrupando a los usuarios y los recursos de forma lógica.

Las VLAN simplifican las tareas cuando es necesario hacer agregados, mudanzas y
modificaciones en una red. Las VLAN mejoran la seguridad de la red y ayudan a
controlar los broadcasts de Capa 3.

Tipos de vlans

Existen 3 tipos de vlans

. Vlans por puerto

. Vlans por direcciones MAC
o Vlans por protocolos

Vlans por puerto
El método de configuración es más común, los puertos se asignan individualmente, en
grupos, en filas o en 2 o mrás switches. Se implementa a menudo donde el protocolo de

control diniá.Lrnico (DHCP).

Vlans por protocolo
Se configuran como las direcciones MAC, pero usan una dirección lógica o IP pero ya
no son comunes debido a que existe DHCP.

EDCOM ESPOL

Vlans por direcciones MAC
Se implementa en escasa f¡ecuencia hoy en día la administración es compleja y es

necesario introducir y configurar cada dirección de forma individual.

Ctpítulo 5 - Ptígina 78



Manual de Usuario M. I. Municipalidad de Cuayaquil

5.16.I.2 CONFIGURACIÓN DE VLANS

Para configurar las vlans se debe estíu en el MODO PRIVILIGED EXEC, luego
ingtesar al modo de configuración de vlan con el comando "vlan database" después

ingresar la línea de comando "vlan (numero de vlan> name (nombre>"por último
salimos de la configuración con el comando "exit".

SERVER-A#vlan database
SERVER-A(vlan)#vlan I 10 name Sistemas
VLAN ll0added:

Name:Sistemas
SERVER-A(vlan)#vlan 120 name Financiero
VLAN 120 added:

Name:Financiero

SERVER-A(vlan)#vlan I 30 name RRIIH
VLAN 130 added:

Name:RRHH
SERVER-A(vlan)#vlan 140 name Administrativo
VLAN 140 added:

Name:Administrativo

SERVER-A(vIan)#exit
APPLY completed.
Exiting....

SERVER-A#conft
Enter configuration commands, one per line. End with CNTL/Z.
SERVER-A(config)#exit
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5.16.1.3 ASIGNAR SWITCH DE TIPO SERVER

El rol de VTP es mantener la conñguración de VLAN de manera unificada en todo un
dominio administrativo de red común. VTP es un protocolo de mensajería que usa
tramas de enlace troncal de Capa 2 pua agregar, bonar y cambiar el nombre de las
VLAN en un solo dominio. VTP también admite cambios centralizados que se

comunican a todos los demás switches de la red. VTP mantiene su propia NVRAM.

Para determinar un switch de tipo Server se debe estar en el MODO PRMLEGED
EXEC e ingresar al modo de configuración de vlans con el comando "vlan database",
una vez adentro digitar la línea de comando " vtp < Server o client>" después se digita
el comando 'qvtp domain <nombre del dominio>" y por último salir de la
configuración con el comando "exit".

SERVER-A#vlan database
SERVER-A(vlan)#rtp domain topico
Changing VTP domain from NULL to topico
SERVER-A(vtan)#vtp server
SERVER-A(vIan)#exit
APPLY completed,
Exiting....
SERVER-A#copy r

5.16.1.4 GUARDAR CAMBIOS EN EL SWITCH

Como ya se ha mencionado, los cambios de configuración que se realicen en el modo de
configuración global o específico se guardan sobre un archivo de configuración
residente en la RAM del switch llamado"running-config". Este fichero puede ser
visualizado desde el modo de configuración privilegiado con el comando "show
running-config". Si el switch se apagase, estos cambios se perderían al estar
almacenados en RAM. Para que no se pierdan y pasen a estar permanentemente
guardados en una memoria NVRAM hay que copiar el archivo "rururing-config"
(RAM) en el archivo "startup-config"(NMAM). Ello se puede hacer desde el modo
PRIVILEGED EXEC con el comando "copy running-config startup-conñg".

SERVER-A#copy running-confi g startup-confi g
Destination filename Istartup-config]?
Building configuration...
toKl
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5.16.I.5 ASIGNARPUERTOSAUNAVLAN

Las vlans pueden tener uno o varios puertos asignados, para asignar un puerto a la vlan
se debe estar en el modo de configuración glogal e ingresar al puerto que se desee

agregar a la vlan , una vez adentro digitar el comandos "switchport mode access" luego
digitar el comando "switchport access vlan <numerode vlan> " y por último salir de
modo de configuración global con el comando "exit".

SERVER-A>enable
SERVER.A#
SERVER-A (Config)#
SERVER-A (Conlig)#interface fastethemet 0/2
SERVER-A (config-if)#
SERVER-A (conlig-if)#switchport mode access

SERVER-A (confrg-if)#switchport access vlan 20
SERVER-A (config-if)#exit
SERVER-A#
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5.16.1.6 ASIGNAR IP A LAS VLANS

Por último en el router principal debemos estar en el modo de configuración global para
así ingresar a la interfaz ethemet con el comando "interface ethernet<numero de
interfaz>", levantamos la interface con el comando "no shut down" después
ingresamos a la sub interface ethemet con el comando "interface ethernet<numero
de interfaz , numero de subinterfaz>" una vez a dentro se digita el protocolo de
comunicación de vlans dotlq con el comando (encapsulation dotlq <numero de
vlan>" luego la dirección ip de la vlan con su mascara con el comando "ip address,
masc" y por último salir del modo de configuración global con el comando "exit".

SERVER-A # configure terminal
SERVER-A (conñg)# interface Ethemet 0
SERVER-A (config-if)# no shutdown
SERVER-A config-if)# interface Ethemet 0.1

SERVER-A config-subif)# encapsulation dotlq I
SERVER-A confrg-subif)# ip address 192.1 68.1 7 .l 25 5.25 5.25 5.240
SERVER-A config-subif)# interface Ethernet0.2
SERVER-A config-subif)# encapsulation dotlq 10

SERVER-A config-subif)# ip address 192.1 68.17.17 255.25 5.255.240
SERVER-A config-subif)# interface Ethemet0.3
SERVER-A config-subif)# encapsulation dotl q 20
SERVER-A config-subif)# ip address 1 92.1 68.1'1 .33 25 5.25 5.25 5.240
SERVER-A confi g-subif)# interface Ethemet0.4
SERVER-A config-subi0# encapsulation dotl q 30
SERVER-A config-subif)# ip address 192.1 68.17 .49 25 5.25 5.25 5.240
SERVER-A confi g-subif)# interface Ethemet0.5
SERVER-A config-subil)# encapsulation dotlq 40
SERVER-A config-subif)# ip address 192.1 68.17 .65 25 5.25 5.25 5.240
SERVER-A conlig-subif)# interface Ethemet0.6
SERYER-A config-subiQ# encapsulation dotlq 50
SERVER-A config-subif)# ip address I 92. 1 68. 1 7.8 I 255.255.255.240
SERVER-A config-subif)# interface EthemetO.T
SERVER-A conñg-subfl# encapsulation dotlq 60
SER\rER-A conñg-subil)# ip address I 92.1 68.17 .97 25 5.25 5.25 5.240
SERVER-A conlig-subif)# interface EthemetO.8
SERVER-A config-subif)# encapsulation dotl q 70
SERVER-A conñg-subif)# ip address I 92.1 68.17 .1 13 25 5.25 5.25 5.240
SERVER-A config-subil)# interface Ethemet0.9
SERVER-A config-subif)# encapsulation dotlq 80
SERVER-A confi g-subif)# ip address 1 92.1 68. 17 . 129 25 5.25 5.25 5.240
SERVER-A (config-if)# exit
SERVER-A#

ELIMINARWANS
Para eliminar la información de VLAN actual, borre el archivo de la base de
datos VLAN, denominado vlan.database, del directorio flash con el comando

"delete fl ash ;vlan.database".I
SERYER-A# delete fl ash:vlan.database.
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SHOW RUNNING-CONFIG

Muestra el contenido del archivo de configuración activo, como las interfaces, nombre,
y contraseñas.

SERVER-A#show running-confi g
!

Version 12.1

service timestamps debug uptime
service timestamps log uptime
no service password-encryption
!

hostname SERVER-A
ip name-server 0.0.0.0
enable secret 5 $sdt$6978yhg$jnb76sd

p subnet-zero

spanning-tree extend system-id
I

interface FastEthemetO/ I
bandwidth 100000

I

interface FastEthemet0/2
bandwidth 100000

!

interface FastEthemet0/3
bandwidth 100000

I

interface FastEthemetO/4
bandwidth 100000

!

interface F astEthernet0/S
bandwidth 100000

!

interface FastEthemet0/6
bandwidth 100000

!

interface FastEthemet0/7
bandwidth 100000

!

interface FastEthemet0/8
bandwidth 100000

!

interface FastEthemet0/g
bandwidth 100000

!

interface FastEthemet0/1 0
bandwidth 100000
I
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interface FastEthernetO/ I I
bandwidth 100000

!

interface FastEthemetO/ I 2
bandwidth 100000

!

vtp Server
Itp domain topico
interface Vlan I
ip address 192.1 68.1 6.2 255.255.255.240
no ip route-cache

vlan 1 l0 name Sistemas

vlan 120 name Financiero

vlan 130 name RRHH

SERVER-A#
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vlan 140 name Administrativo
!

ip classless
no ip http server
!

!

!

line con 0
login
transport input none
password topico
line aux 0
line r.ty 0 15

login
password topico

!

no scheduler allocate
end
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I default
10 l0

20 20

30 30

40 40

50 50

60 60

70 70

80 80
1002 fddi-default
I 003 token-ring-default
1004 fddinet-default
1005 tmet-default

FaO/1, FaO/1 0, F a0/ll, F a0/12
Fa0l2

active
active

active Fa0/3

active Fa0/4

active Fa0/5

active Fa0/6

active Fa0/7

active Fa0/8

active
active
active
active
active

Fa0/9

VLAN Type SAID MTU Parent RingNo BridgeNo Stp BrdgMode Trans 1 Trans2

1

10

20
30
40
50
60
70
80
110
t20
130
140

enet 100001 1500
enet 100010 1500
enet 100020 1500
enet 100030 1500
enet 100040 1500
enet 100050 1500
enet 100060 1500
enet 100070 1500
enet 100080 1500
sistemas 101002 1500
financiero 101003 1500
rrhh 101004 1500

administrativo 101005 1 500

0
0
0
0
0

0
0
0
0

0
0
0
0

ieee
ibm
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§HOWVLANS

Muestra todas las vlans c¡eadas con sus respectivos puertos asignados.

VLAN Name Status Po¡ts

0
0
0

0
0
0
0

0
0
0
0
0
0
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5.16.2 SWITCH SERVER D

CLI session with the switch is open.
To end the CLI session, enter [Exit].

Switch>
Switch>enable
Switch#configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Switch(config)#hostname SERVER-D
SERVER-D(config)#

Switch> Modo de usuario.

Enable Comando para entrar en modo EXEC privilegiado.

Router# Modo privilegiado.

configure Terminal
Modo de configuración global o configure Terminal,
configura aspectos sencillos del switch.

Hostname <nombre > Comando para asignar el nombre a un switch.
exit Para salir del modo de configuración global

Contraseña de consola del switch
SERVER-D(config)#line console 0
SERVER-D(confi g-line)#password topico
SERVER-D(configJine)#login
SERVER-D(config-line)#exit

line console 0 Designa la conexión de consola del switch.

Password <paÉsword> Establece una contraseña.

login
Solicita al usuario una contraseña antes de
permitir conectividad.

exit
Comando para regresar al modo de

configuración global.

Contraseña de terminal virtual del switch
SERVER-D(config)#line rty 0 15

SERVER-D(confi g-line)#password topico
S ERVER-D(confi g-line)#login
SERVER-D(confi g-line)#exit
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Permite Ia clave de acceso

SERVER-D(config)#enable secret topico

SERVER-D(conlig)#interface vlan I
SERVER-D(config-if)#ip address I 92. 1 68 . I 6.3 5 25 5.25 5.25 5.240
SERVER-D(confi g-if)#no shutdown
%LINK-3-UPDOWN: Interface Vlan l, changed stafe to up
SERVER-D(conñg-if)#exit
SERVER-D(config)#exit

SERVER-D#vlan database
SERVER-D(vlan)#vlan I 50 name Junta
VLAN 150 added:

Name:Alcaldia
SERVER-D(vlan)#vlan 160 name Operaciones
VLAN 160 added:

Name:Auditoria
SERVER-D(vlan)*Évlan 170 name Desarrolo
VLAN 170 added:

Name:Desarrollo
SERVER-D(vlan)#vlan I 80 name Urbanismo
VLAN 180 added:

Name:Urbanismo
SERVER-D(vlan)#exit
APPLY completed.
Exiting....

line v§ 0 4
Establece una contraseña de conexión en sesiones
Telnet entrantes.

password <password> Establccc una contraseña.

Iogin Solicita al usuario una contraseña antes de permiti¡
conectividad.

exit Comando para regresar al modo de configuración
global.

enable secret fpassh'ord>
Comando que usa un fuerte algoritmo MD5 para
cifrar.

IP ADRESS Y DEFAULT GATEWAY
Se le puede otorgar al switch una dirección IP para fines de administración. Esto se

configura en la interfaz virtual, VLAN 1. Por defecto, el switch no tiene dirección IP.
Los puertos o interfaces del switch se establecen en modo automático y todos los
puefos de switch están en VLAN 1. VLAN 1 se conoce como la VLAN de
administración por defecto.
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SHOW RUNNING-CONFIG

SERVER-D#show rururing-confi g
!

Version 12.I
service timestamps debug uptime
service timestamps log uptime
no service password-encryption
!

hostname SERVER-D
ip name-server 0.0.0.0
enable secret 5 $sdf$6978yhg$jnb76sd

p subnet-zero

spanning-tree extend system-id
!

interface FastEthemet0/1
bandwidth 100000

!

interface FastEthemet0/2
bandwidth 100000

!

interface FastEthemet0/3
bandwidth 100000

!

interface FastEthernet0/4
bandwidth 100000
I

interface FastEthemet0/S
bandwidth 100000

!

interface FastEthemetO/6
bandwidth 100000

!

interface FastEthemet0/7
bandwidth 100000

!

interface FastEthemet0/8
bandwidth 100000

!

interface FastEthernet0/9
bandwidth 100000

!

interface FastEthemet0/l 0
bandwidth 100000

!

interface FastEthemet0/ I 1

bandwidth 100000
!
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interface Fa-stEthemet0/l 2
bandwidth 100000

!

rtp domain bigdomain
interface Vlan I
ip address 192. I 68. 16.35 255.255.255.240
no ip route-cache

ip classless
no ip http server

line con 0
login
transport input none
password topico
line aux 0
line vty 0 15

login
password topico
!

no scheduler allocate
end

SERVER-D#
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vlan 150 name Junta

vlan 160 name Operaciones

vlan 170 name Desarrollo

vlan 180 name Urbanismo
I
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6. LINUX

Es un Unix libre, es decir, un sistema operativo, como el Windows o el MS-DOS (sin
embargo, a diferencia de estos y otros sistemas operativos propietarios, ha sido
desarrollado por miles de usua¡ios de computadores a través del mundo, fue creado
inicialmente como un hobbie por un estudiante joven, Linus Torvalds, en la universidad
de Helsinki en Finlandia, con asistencia por un grupo de hackers a través de Intemet.
Linux tenía un interés en Minix, un sistema pequeño o abreviado del IINIX
(desarrollado por Andy Tanenbaum); y decidido a desarrollar un sistema que excedió
los est¿indares de Minix. Quería llevar a cabo un sistema operativo que aprovechase la
arquitectura de 32 bits para multitarea y eliminar las barreras del direccionamiento de

memoria.

6.1 INTRODUCCIÓN A LINUX

Linux es lo contrario de un sistema operativo abierto, es decir viene con su código
fuente, para que un programador pueda adecuarlo a sus requerimientos. En este capítulo
se presenta¡an las características de este sistema operativo, comandos básicos y
configuraciones en Linux.

6.2 CARACTERISTICAS DE LINUX

Tiene un entomo gráfico X Windows, que nada tiene que envidiar a los modemos y
caros entomos comerciales.

Está orientado al trabajo en red, con todo tipo de facilidades como correo elect¡ónico.

Posee cada vez más software de libre distribución que desarrollan miles de personas a

lo largo y ancho del planeta.

Linux es:

. Confiable

. Seguro

. Constantemente actualizado y refinado con las últimas tecnologías

. Sistema multiusuario

. Multitasking

. Plug and Play

. Escalable
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Torvalds empezó escribiendo el núcleo del proyecto en ensamblador, y luego comenzó
a añadir código en C, lo cual incrementó la velocidad de desarrollo, e hizo que

empezara a tomarse en serio su idea.
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6.3 REQUERIMIENTOS DE HARDWARE

Nota: Estos son todos los requerimientos de Hardware que se van a necesitar
pra realizar una pequeña red, se van a necesita¡ 2 PC's con tarjetas de red, una

con mejores características para ser usada como Servidor y que tendrá como sistemas
operativo Linux, y la otra va a ser utilizada como cliente, con el sistema operativo
Windows XP. También se va a necesitar un switch y dos cables UTP para realizar una
conexión de red entre las dos PC's

Procesador Intel Celeron o AMD
Velocidad 500 Mhz o superior
Memoria RAN,4 128 Mb o superior

Memoria Caché 512 Kb
4 Mb o superior

Disco Duro 40 Gb o superior

Tipo de Monitor SVGA de 15""
Unidad de Disquete De 1.44 Mb
Mouse 2 o 3 botones

Teclado l0l teclas

Unidad de CD ROM 52X ó superior

PC Cliente
(Windows XP)

Tarjeta de Red l0/100 Mbps de velocidad

Servidor (Linux)
Procesador Pentium 4

Velocidad 530 de 3Ghz o superior
Memoria RAM 256 Mb o superior
Memoria Caché lMb
Disco Duro 40 Gb o superior
Tipo de Monitor SVGA de 15""
Unidad de Disquete De 1.44 Mb
Mousc 2 o 3 botones
Teclado 101 teclas

Unidad de CD ROM 52X ó superior
Tarjeta de Red 10/100 Mbps de velocidad

10/100 Mbps de velocidadI Switch De5puefososuperior

2 Cables UTP Categoría 5e l0/100 Mbps de velocidad
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Equipo Características Descripción

Características Descripción

Memoria de Video

Equipo Características Descripción
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6.4 REQUERIMIENTOS DE SOFTWARE

La estación de trabajo va operar con el sistema opemtivo Windows, se puede utilizar
cualquiera de sus versiones,

? Sugerencia: Nosotros en este manual vamos a utilizar Windows XP.

El servidor va operar con el sistema operativo Linux.

?

Microsoft Windows 98

.ry

20m

Microsoft Windows 2000

Microsoft Windows XP

Linux Fedora Core 3
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Losotipo I Descri¡rción del Programa

Sugerencia: Nosotros en este manual vamos a utilizar Linux Fedora Core 3

Losotipo Descripción del Prosrama
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6.5 INSTALACION DE LINUX FEDORA CORE 3

Lo primero que se debe realizar para instalar Linux es ir al SETUP del computador,
esto lo hacemos de la siguiente manera:

L Al arrancar el computador presionamos la tecla DEL o Supr de nuestro teclado.

Figura 40. Pant¿lla de arr¿rnque del compulador
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Cuando se ingrese a la configuración del BIO§ se tendrá una pantalla como esta.

1. Seleccionamos la opción BIOS FEATURES SETUP, para cambiar la
secuencia de buteo de nuestra máquina.

Figura 41. Setup del computador
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Fisurá 42. Pantalla BIOS FEAI IJRE SETUP

CPU clocl fallcd naset
Clll Eustcr Protcctlon
entf-Ulrus Protcctlon
CIU Intern¡l Cach¿

txtrn¡l C¡che
Cfll L2 C¡che EOC Checkhg
lroceg¡or lfurbcr ?¿atr¡o
llutct ?qtr 0n Scll lcst
Boot lror táll llrst
Boot Scqucncc
3np lloppg Drlw
Doot Up lt¡d.wl $tatu¡
Gatc 026 0¡tlon
lhmrg ?arttgzl00 Chccl
&curltg 0ptton
PCtzUGñ Palctte SnooP

H

D

D

D

D

D

rnir!¡rfr

ut
D80 -nnÍ t

I

CPU lntern¡l Core $Peed ! Auto

lsab lr
DCffi

B0ñ PCI/lSe ll03 (iS7117Cl

8¡0s r[fiIUBS§ §Bfll
ñuñBD §0¡nnBg, Illc,

I Dlsabled I

; En¡blei
l'En¡bled
I ln¡bleil
; habled
: ln¡ilcd
: Xn¡bletr
: En¡blcü
¡ Dl¡¡iled
: CDmll C,e
: Dl¡¡blcd
:0n

llor¡al
D ls¡b led
Satup
Dlsablel

Sh¡doy :

Shlioe I

Shador :

§h¡ior¡ I

Shodo¡¡ I
8h¡do¡ ¡

Shrdos ¡

Utdeo Bl0S
c000&cBfrt
cc00FctIPt
DmmÍt?
D{000-D?rtr
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1. Seleccione la opción Boot Sequence, luego presione la tecla AVPág para
cambiar la secuencia de buteo.

I

llll $elect ton llflftll ] 6{ll$
llllD S.lt.fi ,8,T. capabllltg
ieport llo tDD tor Ulll 95

Ilon-0§2
Enabl¿i
Yes

E8C ! lult flr+ I 8¿last ltcr
fl : lklp tlltlEtct' : lblllg
t5 r llti thluo¡ (tillt)f2 ! Color

t6 ! loal [l0S llcf¡ult¡
I? : Lod 0ptlrur Sattlngr
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l. Para salir de BIOS FEATURES SETUP presione la tecla E§C, y por ultimo
seleccione la opción SAVE & EXIT SETUP, para grabar y salir del Setup.

t,igur.r "lJ. Pantalla SAVti & liXlT SETI JP

$In'tDÉ[n cm§ §mlt

E¡os f[fifln[s sHl,P

cilPslr r[áninxs sEflr

P0uln müñGlllBllT §[IllP

Hr/rc¡ c0iucure?Ioll

I.OCI} BIIIS DITEüI.IB

añD 0P?Ilt¡n sxlllllc

IIITE§RfiTED PERI[H[RhTS

SUTIBUI§fln PñSSI.I{IRD

USEB Pñ§SMRD

snrr[ t EXII smrP

[x¡T HIft0llT sAultr§

'Y.AIDI HDD NUTÍ¡ DTTIC

ffflñ lculsá DIo§ (l§?ll?cl
cños sElrjf UT¡t¡il

fl#BD §0rnsm, lnc.

[sc : &lt
ll0 : §rr¡ I Exit §ctr¡
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Arranca de nuevo el computador, pidiendo que insertemos el CD de buteo.
Para proceder con la instalación de LINUX FEDORA CORE 3 se debe insertar en la
unidad de CD-ROM el CD #1 de instalación.

F¡gura 44. Panlalla de arranque del computador- buteando desde el cd-rom.
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Una vez iniciada la secuencia de buteo del disco I de LINUX FEDORA CORE 3, nos
presenta una pantalla de bienvenida modo texto, tal como lo muestra la gráfica.

1. Se debe presionar ENTER, para que inicie la instalación

Figurn .15. Pantalla l'cdora lnstall

Fedora

P
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Comenzando la instalación:

Dur¡ng this ¡nstallation, you (an

use your mouse or keyboard to
navigate lhrough the various
scfeens.

The Trb key allows you to
riove around the screen, the
up and Down arrow keys to

scroll ürough l¡sts, + and - keys
expand and collapse lists,
wh¡le Space and Enter s€lects
or removes fom selection a
highlighted item. You can also
use üe Alt-X key command
€ombination as a way of
clicking on buttons or mak¡ng
other screen selections, where
X¡s replaced with any
underlined letter appear¡ng

EIH¡de Hetp EBdease Notes { gack

Figura 46. Pantalla Llicnvenido a Fedora Instalacióu

EDCOM Capítulo 6 - Página l0 ESPOL

2. Dar clic en el botón Next.

Welcome to
Fedora Core

Fedora'co¡¡
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Fdora

) Next

Sp¿¡ish Gspañol)

1. Seleccionar el idioma, que va a tener el asistente de instalación de Linux

2. Dar clic en el botón Next.

Language Selection CI
What langu¡g€ \üor¡ld yolr l¡ke to use dudng lhe insl¿ll¡l¡on
proceSS?

Choose the language you would
l¡ke to use dur¡n9 th¡s ¡nstallat¡on

El¡t¡¿e h¿p

Itelier (k¿lieno)

J¡púese (E*E)
Kolean (Fl+01)

Macedodan (M6xe¡plr.xú)

I 
Mal¡y (Mdayu)

lNd cri¿n (Ncst)

lcelandi( slenska)

Persi¡n (E-rr¡)

Pdish (Pdsk¡)

PoÍ0guese (PonugGs)

Poruguese(Bra2¡lian) (Portugués (Brasil))

Pu¡jati (fr!n)

Ru5s¡an (Pyccr!l¡)

Sloveni¿n (slov€n§¿¡ñ¿)

Swed¡sh (SvenÉka)

lf¡mil G,ÁD

Figura 47. Pantalla seleccitin cle idiolna

EDCOM Capitulo 6 - Priginu 11 ESPOL
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1. Seleccionar la opción Personalizada, la cual permitirá escoger los paquetes que
deseen instalar.

2. Dar clic en el botón Siguiente.

Figula.lS. Pantalla tipo de instalación

§llsconderAyuda { A¡redor 5i9

@

I tt

o&

Tipo de lnstalación
Escaitorio persona¡
lde¡lp¡r¡ er¿ciMe5 dÉ n$¡jo o porr¡rh, 3ele..loie €sre r¡ro d.
inrr¡l¡ción p¡ra inil¡ld un e¡ro¡¡ode!irrioriogrifkoy (rc¡r un
sBlimáBe¿lp¡raclusodeldtEtrorior.lncip¡lodel.!cflorio,

EsEclón de rabelo
Esl¡ op(ión i.rrala un entornode er(rtorioqrilico.on herramienr¿t
p ¡ rlder ¡rrollo del sofi\r¡rc, l¡ ¡dm¡nisu¿cló¡ dels rsr€nr¡.

Servidor
Séhrciúe elte ripo dE h lt¡hrlón !i derer .mlú(¡¡ la (ondris m
de lkheJot y de l¡ imp.€rora, ¡5 í .omD lo! i€Nidor de ltbb, Se
h¡bilil¡riL¡ t¡ñblen lo5 reN,clo5 ükion¡h! y Fi.n. Es(og€r ldesÉ¡
d no hsr¡l¡r!n €nrorDogrifico,

Peraon¡l¡¡ada
S,elecchn€ €ltipode inraladón par¿ohener (o rolcompleio sÉü,e el
p¡o(esode hsr¡h(lón, h(luyendo 1¿ *le<cijn de p¿qu.rés d.
softBare y l¿s pr€lerenchs dt p¡ kion¡ñienrd

Seleccione elt¡po de ¡nst¿la(ión
que mejor se ajusta a sus
neces¡dades.

Una instala<ión destru¡rá
cualqu¡er inbrmación guardada
previamente en las partidones
selecc¡o¡adas.

Para más información
(oncern¡ente a las diferenc¡as
entre estas clases de instalac¡ón,
consulte la documentación del
prgducto.

EDCOM ESPOL

Manual de asua o M, I. Municipalidad de Gualaquil

Wry-

éj'1 .
l

T--l
I dNor¡s d€ ütim¡ ho'¡ I
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l. Escoger la opción Partición manual con Disk Druid

2. Dar clic en el botón Siguiente.

Uno de los obstáculos
mayores que encueñtra un
nuevo usuario durante la
instala<¡ón de Linux es el
pan¡c¡onamiento. Este proceso
§e fac¡l¡t¿ proporc¡onando una
opción de panicionamienlo
automático.

Al selecc¡onar
particionam¡ento automático,
no tiene que usar las
herramientas de
particionamiento par¿ as¡9nar
puntos de montaje, crear
paniciones o local¡zar espac¡o
para su ¡nstala(ión.

El pamc¡on¡mien¡o ¿u¡ornát¡co cor¡fi gura iu panic¡onamiento

basándoEe en el tipo de ¡nslalación. Tamb¡én p{red€

peEonal¡zar ¡as pati(iones una vez que hayan sido arcad¿s.

La h€mm¡ente de penicioíamiento manu, del disco, Disk
Druid, le pemite co¡f¡gúrar las p¿t¡cioí€s en un entomo
in¡eraat¡vo. Puede (onfigurar los tipos de sislemas de
archNos, puñros de mont¿je, lamaño y mucho más.

11r 
Panicionamiento Automátiro

Patición manual cql Diel Oru¡d

§6r.o,'a., ryuaa ElNotes d€ riútim¿ hore < Anreio.

EDCOM Capírulo 6 - Página 13 ESPOL

Configuración del
particionamiento
del disco

F¡gur¡ 49. Pantalla coufigulación dcl pafiicionamiento del disco

Mora"
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Lo siguiente es la CONFIGURACION DEL DISCO, aquí se mostrará un detalle de
las particiones que tenemos en el disco dwo con un detalle del espacio que ocupan y el
espacio libre del cual se dispone para nuestra instalación.

l. Dar clic en el botón Nuevo para crear una particiín raí2, en la cual se va alojar al
sistema operativo.

Configuración del
disco

i El¡a dónde le gustaía instalar
Fedora Core.

5¡ no sabe cómo crear
paniciones en su sistema o si
ne€€sita ayuda con el uso de
la5 henamient¿s de
partic¡onamiento manual,
consulte la documentac¡ón del
producto.

N

Fin

e Discos duros

Uble Especio libre 4096 I 52:

Si ha us¿do el
pan¡cionamiento automático,
puede o b¡en aceptar las
confi gura(iones actuales de
las pan¡ciones (pulse
S¡gu¡ente), o b¡en modiñcar la
configurac¡ón usando la
herramienta para el

)
I: Esconderel disposilivo RAID/os miembros del grupo d€ vdumen LVM

E¡E corder Ayuda E[o.ás de última hor¿

t igura 50. l)ant¿¡lla de particionamie¡rto del disco

t¡!B

I
Modlicar E¡minar RAID LVM

D¡spositúo Punlo de Monlajd
RAID¡r'olume¡

Tipo Formato
Tamaño
(MB) lnicio

EDCOM Capítulo 6 - Página 14 ESPOL
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I . Seleccionar este símbolo /, el cual representa a la ruiz de Linux, y es la partición
principal donde se alojara el sistema de archivo.

2. Se le asigna el tamaño fisico que tendrá en el disco duro (3000 MB).

3. Dar clic en el botón Aceptar.

Eunto de montaje:

lipo de sistema de archivos: ext3

sda 4095 MB VMware, Vf;lware Vinual S

U nidades admisibles:

Tamaño (l\48)

Opc¡ones de tamaño adicionales

O lamaño fijo

O Comdete todo el espacio basta (MB):

O Comdetar hasta el tamaño máximo permitido

n Fozar a partición primaria

Figura 51. Pantalla particionando la raíz

I eance.lar

EDCOM Capítulo 6 - Página 15 ESPOL
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1. Seleccionar el swap, que va a usarse como extensión de memoria virtual del
sistema.

Se le asigna el doble del tamaño de nuestra memoria RAM (512 MB).

Dar clic en el botón Aceptar

2

J

Añad¡r partición

lunto de montaje:

Iipo de sistema de archivos:

[J nidades admisibles:

Tamaño (MB)

Opciones de tamaño adicionales

O lamaño lijo

C Complete todo el espacio hasta (MB):

O Completar hasta el tamaño máximo permitido

n Fozar a partición primana

Figura 52. Pantalla particionando el SWAP

<lnaplicable>

swap

E sda 4095 MB VMware, Vl\4ware Virtual S

s12l

1

I Qancelar d Aceptar

EDCOM Capítulo 6 - Página 16 ESPOL
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Una vez creadas las particiones se tendrá algo como esto

l. Dar clic en el botón Siguiente.

Configuración del
disco

Éliji dóñdr h gus¡¿ti¡ kr$¡l¡r
Fador¡ Coae.

Sl oo i¡br (éltro aft¿r
p¡rddon§t cn ,u 3i$em¡ o rl
lla<ls¡a¡ üyud¡ (on cl uao de
ht berr¡miañt¡f ¿c
p§ftidoñ¡fld€üto ñán¡rel.
(onrul& l¡ ¿ófl¡lmnl¡dón ócl
prrdüoo-

Orr!4rrwo

? t)ar(a¡' r*roi

; ,¡rat íf,
: dwn¿¡l
i u¡n

§t,

ErtxroL..

:§s

'l,3!6?{

I r9S

t* {ú{i

aát ,t¡
§l h¡ ü1¡dó el
,¡flr(ion¡m¡€n¡o ¡r&miü(o,
!&¡cd. o b¡rn ¡Gpt¡r lri
(ü¡igu.¡(¡ont5 t(trrrle* dc
l¡, lrrdcioñes {púlta
sigúhnla). o birn ¡rodi§(¡r l¿
(onñgur¡aón ut¡ndo l¡

::::::§?ri::l_ -,
§Er<cnotr ry,ae

ll t5.{.d« d órroriltye iAl0&r ri¡rürx ¡rrl ilqo úr

Figura 5J. Pantalla partición completa

fedora

l¡g¡,ntr

hr.r h'nr
Irqr Éü kxrü

iad
¡9ta §!A

ü¡dfx¡ Ie; Lvtri(i{ú a$0

fbo I¡'t¡fu
o¡8,

Psro da lr,ortlk
(AlO¡rdtlnt
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A«¡v., d ar¡do loirF irvo llp¡t+¡¡(.r¡ d. nd
út¡m

I. Dar clic en el botón Siguiente.

Configuración de
la red

Cu¡huie. d¡Époritir! de red
quc aoSc¿ en el Éircn¡¡ 

'erádet!(á do ¡üioñád<¡nrantc
por.l pmgrame dE inf tJl¡ción
y ¡p¡re<e,á €ñ l¡ l¡il¡ de
Dispositivor dc rcd.

P¡r¡ con0gu.¡r cl d¡tpo3ithyo
dc ted, fclaa(ione cl
d¡5potilivo y pulr€ er
ilodil'rc¡r. En l¡ D¡ntálla d€
tlod¡lk¡r l¡ ¡ntlrt¡r. podrá
cscoger lcncr infwnra<ión de
lP y má'c¡ra de red
con0gurada por OHCP o
purdc lnroduclrto dc Iom¿
,nánu¡1. Pueda c!<ogtr
llmbi+n qu¿ ¿l daspos¡üm rs¡é
¡ct¡Yo cn al ñomrnto del

Olr porlli\,or & ..d

lloñrhr. drL tl(,¡l

Cq|&rr¡r cl ,Enb.t d.l hor¡

(a ir Lni¡ ¡rr0lú!<¡ ¡ r¡/at dr D¡lC P

O prnr*rrrt

co.rng!r&lóo mlr(.láñ.¡

fi.srr dc rlxrc;
D S Eirlrb:

(d. 'hor.óñr¿r(dr')

I ii;; I

Dl¡S §c<'¡.td¡E

DfiSIGrt¡Üü

tl-ll-Jutffi
ElExc.¡¿".1y'¿¡

!-igura 54. Pantalla conliguración de la rcd

d

1

Sf$rrra

EDCOM Capítulo 6 - Página 18 ESPOL
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Nota: Cuando se comience a realizar las configuraciones se le dará un IP a la
máquina.

I¡ a,-'k I
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Monual le Usuario

1. Selecciona¡ la opción Ningún cortafuegos

2. Dar clic en el botón Siguiente.

M. I. Muni, dad de Gua

( m¡tu€go6 Érda iyudart a pcy€iir ü(e56 no iMdi¡¿dor d 5u
¡do.¡ dd ñurldo e{terio. ¿Qile h¡lilir¡r un cdt¡fuegosl

.lnglin totlugre
O ts¡üxn¡ con¡fl*go,5

Pr¡cda r¡&a, l¡ñ cdt¡rl¡(tG p.r¡. ganrúli d ¡<<cro a tarvk.lt
c,Dadftor añ sü (ünput¡ro.. ¿A qi4 ra{vic¡¡,6 h ep§rl¡ naüou
d xaato?

fl cG$. ÉÍd¡ 6SH)
0 SáYirúwGb OrTIe HTTPS,

O Tr¡l§¡lllrri. da ¡rlúy6 (FIf)
E S.tih dr C olt,.o (sMfPt

uil

Configuración del
cortafuegos

El <ortafuego ertá ubi<¡do
enre su orden¡dory ln red, y
dat?fmin¡ qué r¿rurio! de su
ordeñ¡dor eslán ¡l alc¡¡<e dc
los usu¡rioc ¡cñoüc¡. [Jn
(onafuego conñgur¡do de
b]m¡ ¡de€uada puede
in(rem€nt¡r ls Eeguridrd de ru
sistema.

t{irgún cort¡füego3 - lH
N Eún con¡fuegor proYte lÜ
¡cccso total ¡ su rilEm¡ yno lf,
n¡liz¡ coñúolcs d¿ segurtdrd. lñ
Madi¡nt€ <onlro¡es de ü$

s.gurld¡d,r. ¡ñh¡bllna rl LH

§E¡<¡r¿". lyu¿.,

Sc<urily Ehh.m.d Li¡a (SÉtir¡s) ,.oFr<kn¿ (o. d.r da
3r9u lád m¿s ñft¡d6 $¡c b $.. ciÉn ó!po.il&r an uñ
s¡3t€or¿ Url,r trúcir¡¿ Sa F¡Gda carfg¡¡, €ñ rrl 6t¡do
¡nh¡tilat¿do, cí !r €dú s¡ ld¡lrErrc la ¡dvianc aota! lo qr 3a
dabcü ltch¡r¿r o ¿ r¡'l c!¡¡do (cñdet&ranta ¡ctivo.

{ a¡r¡or

Figura 55. l'antalla configuración de la red

I

EDCOM

Es(oj¡ el n¡vel¡deo¡do de
seguridad pare su sistema-

H¡ti lrtr iELjr¡E

I llur,r h. $: di.r r',r.1

¡
Hora"
ú 0 f

§E¡!ñ¡r
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Manual de Usuario M. I. Municipalidad de Guayaquil

I . Seleccionar el idioma por defecto para el sistema operativo:
Spanish (Ecuador).

2. Dar clic en el botón Siguiente.

Soporte adicional
del idioma

vez que la ¡nstala(¡ón haya
terminado, Si desea instalár
otros id¡omas, puede cambia

Seleccione un idioma a utilizar
como el idioma por defeclo. El
sistema utiliza este id¡oma un¡

E5cqa ¡o5 idiomas ¿dicionales que qsier¡ utilizar en el siliem¿:

Ll 5p¡nrsh (Bolrvra.)

E spáni5h (Cdomtia)

L l 5panrsh (Losta Rrca)

¡ Spanish (Domini(an Repüdic)

Spanish (Ecuador)

E Sp¿nish (El S¿lvador)

E spánish (cuetem¡l¿)

Ü Spanish (Honduras)

E Spe¡ish (Mexico)

D Spanish (Njc¡r¿gúa)

I spenish (P¿naná)

E Spanish (Pa¡aguáy)

D Spánish (Peru)

Ü sp¿¡ish (Pr¡eno Rico)

¡ Spanish (USA)

4 Anterior

g€le<cionartodo

Selecaioñarsé¡o por

defecto

Reiniciar

el ¡dioma prcdeterm¡nado tras
la instalación.

El programa de instalac¡ón
puede instalar y ut¡lizar varios
idiomas. Para usar mas de un
idioma en su s¡slema, elija los
lenguajes específicos a
instalar o selecciohe todos los
¡diomas para instal¿r todos los
lenguaies d¡sponibles en su
máqu¡na.

§Esco¡der Ayuda §Uotas de ú¡ti¡¡a hon

Figurá 5é. Pantalla soporte adicional del idioma

5igui(¡le

!:

I Sp¡rxsh (Sp&nl

EDCOM Ctrpítulo 6 - Págim 20 ESPOL

Mora"co¡a

El¡ja el idjoma por riefecto para erte sistema: 
| 
;;;il ¿;r"@ ;l



M. L Municipalidod de Guayaquil

1. Seleccionar la opción América/Guayaquil península.

2. Dar clic en el botón Siguiente.

Selección del huso
hora¡io

Sde<cime le ciuded mát cerc¡na ¡ su zona horaria:

También puede desplazarse
por la lista de c¡udades y
sele<cionar su ¿ona horaria
deseada.

Améri( ¡,/Cúatern¿l e

Tamb¡én puede selecc¡onar la

op(ión Reloj delS¡stema usa
UTC. (UTC, coord¡nated

Améri(rGuy¡ñe

! E¡ s¡steme hol¿rio urará UTC

ElE3.oñder AYuda BNo¡¡s de última hor¿

Figura 57. Pantalla selección del huso horario

Lo<elizac¡óñ Desrípción

Améri(a/Cuay¡qt¡¡l

5¡guienle

EDCOM Copítulo 6 - Pdgina 2l ESPOL

Manual de Usuario

Configure su zona horaria
seleccionando la ubicación
geográfica de su computadora.

En el mapa ¡nteractivo, pulse
en una c¡udad específi(a
(marcada con un punto

amarillo)yunaXroja
aparecerá ind¡cando su
selección.

I

< Anterior

tr

Hora-

p€ninsLrl¿
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l. Ahora se va a introducir la contraseña de la cuenta root, la cual se utiliza para la
administración del sistema operativo.

2. Confirmar la contraseña ingresada.

3. Dar clic en el botón Siguiente.

Configurar
contraseña de root

f( L".runro ,-t
(-./ lntroduzca una

Confáseñe de ¡oot:

Eonfima':

se utiliza para la adminisfac¡ón d r¡stem¿
(ontr¿s€ña para el usu¡rio r@t.

Use la cuenta root o de
superusu¿rio sólo para
propósiros de adm¡nistrac¡ón.
Una vez que la ¡nstalación se
hay¡ completado, cree una
cuenta no root para su uso
generaly su - pata ganar
a<ceso root cuando requiera
reparar algo rápidamente. Estas
reglas básicas minimizarán las
probab¡lidades de dañar su
sistema debido a un eÍor
lipográfico o de un comando
incorrecto.

§E5coñd€r Ayúd¿ Elotas de úhim¿ hora { Anterio¡

Figura 58. Pantalla coniigurar contraseña de root

Sigu¡ente

EDCOM Capítulo 6 - Página 22 ESPOL
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§iguienle

Fedora

Serv¡dor€s

l. Se elige cada uno de los paquetes que se desea instalar.

2. Dar clic en el botón Siguiente

Selección de grupos
de paquetes

Selecc¡one elgrupo de paquetes
(o apl¡cación) que desea ¡nstalar.
Para seleccionar un grupo de
paqueles, pulse en la cas¡lla de
ver¡ficac¡ón allado del mi5rño.

Una vez que un grupo de
paquetes ha sido seleccionado,
pulse en Detalles para verqué
paqueies serán instalados por
defecio y pará añadir o el¡minar
paquetes opc¡onales desde ese

9fupo.

ElEs.ond€r Ayuda

G :;§,ffi;ix"r,i,flf Jl'§ll,llHlÍ"" *, n",

O servldor w.b lt:2nol Oltdki

ri,
ial _l

E5tas heflamÉntas le pemiten ejé(utar un servidorW€b
en el 6istema,

E Hcr¡¡mient¡s de configur¡c¡ó¡ del servld9.rj fqu! Deralles

E servidor de <orreo l4l12l or¡dk:
Estos p¡quetes le perm¡ten conf¡gur¡r un se¡vüd de cofieo
IMAP o Posfix.

E servldor d. ñch.ros wlndows f ¡l Deralles

Este grupo de paquetes le permte compa¡t¡r ticheros entre
los sistemas Unux y MS W¡ndo s (lm).

E servldor d{l nombr€ DNs

serv¡dor FTP

I3/rl Agdr-e-!

*. Esle paquete le permite eje<r¡tar un seNidor de nombre
DñS (BIND) en el s¡stema.

,.)

Tl a¡s. d. datos PorlorcsoL
Tamaño tdal de lá ¡nsrala<¡ó¡:

lUrl DelJle5

Es¡as herrañ¡€nras le pemhen €je<utar un rervidor FTP en
el sistem¿

{ A¡te¡,

t,'igrra 59. Pantalla seleccit'rn de grupos de parluctcs
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En está pantalla comienza la instalación de los paquetes, el tiempo que demore la
instalación depende del número de paquetes.

lnstalación de
paquetes

Hémos reuhido toda la
¡nformac¡ón necesaria para
¡nstalar Fedora Core en el
s¡stema. Elüempo que demore
en ¡nstalartodo, dependerá del
número de paquetes a instalar.

g¡Esrcnd€r Ayuü¿

Formüeo del sislema d€ ficheros / ...
R E

) §¡gr¡ienre

Figura 60. Pantalla instalacitin de paquetes
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l. Dar clic en el botón Reiniciar.

§Mosrr;rr§u,Jr ENotas de ú¡fima hor¿

Enholabr¡ena, la ¡nrtala.¡ón ha s¡do (omdetada,

Figur¡ 61. Pantalla Reiniciar

Remueva (u¡lqúer m€dio de ¡nstalac¡ón (djs&eltes o CD-
ROMj) us¿dor durante el prc.eso de instala(üfi y pulse
"Reini(iafl pa¡a .einiciar sü ristem¡.

Beirici¿r
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IJna vez que la máquina se haya reiniciado mostrará una pantalla de bienvenida a Linux
Fedora Core 3, como está:

1. Dar clic en el botón Siguiente.

& B¡envenido
Hay ¡iguño6 pasos má5 que det¡e re¡lizar ¿r¡tes de quc sr¡ s¡slema esté listo par¿

5er úil¡2¡do. ElAgÉnte del <onfgur¡<ión de Red Hat le gdará a lravér de al9un6
elemeritos bás¡cos de corfgurac¡ón. Pdse d b€aóí 'Sagui.lne' en la squina irfeio.
dere(h¿ par¡ contirH¿r.

Figura 62, Pantalla l-licnvcnido

Bifivcr|ldo

Acuerdo d. Llaricl¡
F€cha y Hof¡

P¡nhll¡
ucr¡¡rlo d.l rls¡ün¡
f.rlara d. io¡ldo
cOsadicbÍ¡let
F¡it¡liz.r l¡ <ollf gur¡tión
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Luego dar clic en Siguiente para continuar.

1. En la pantalla de Acuerdo de Licencia dar clic en Si, acepto el Acuerdo de
Licencia.

2. Dar clic en el botón Siguiente.

@ Acuerdo de Licencia
UCENSE ACREEMENT
FEDORAIM) CORE 3

agrcemenr gov€ms úe darvrfoad, installatio.r d use ot tha
(a5 delircd Hory) ¡ñd ¡ny updates to lhe Software,

of the divery me(hanism. fhe Soltware i5 ¡ (dle(t¡ve
urder U.S. Cop/ighl ¡.¡w. Sutiect to the fdlovr¡r8 tems, Fedora

gnnts to th€ user Cusef) a li(ense to lhis .dle.tive worl
to the CNU ceneral Publi( Ucense. By do/vnloadjng,
or us¡ng lhe softwarc. User agrees lo the terms of lhis

fHE SOFTWARE. Fedora Core ohe "Solrwar€") ¡r a moduler Liror
operating rystem coñsistin9 of h¡rñdreds ol softwarc (ompoíentt.
The eñd user l¡cense agÉement for ea(h componenl ¡r lo<ated in
the componenas source code. With the exceFion of cenajn imagE

,iles cofltáin¡ng th€ Fedore trádema idrrtif¡ed ¡n Se.tioí 2

beloM/. the li(ense lems foa the (omponenls perm¡t Userto copy,
modify, ¿nd rcdirtdbule the (ompoñent, in both so0rce (ode and
tinery aode form5. Th¡s ¡greement does not liñit Use/s dghls
under, or gÉnt Uler rights úar supaÉede, the lkense terms of
any padaular compone¡1.

:§í, ¿ceÉo el AEuerdo de Li(efiia

O N9, no estoy de ¡<uerdo

{ Atr¡s

Figura 63. Pantalla acucrdo de licencia

BlEr re¡ldo

Acuedo de Lkc¡rc¡á

F.(h¡ y Hor¡

P Ella

Usr¡rlo dtl sirGltla

Tar¡eb da sooldo

CDs ¡dl.ldÉlet
Fharlz¡t l¡ (dílgur¡rióo

@
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l. Crear un nuevo Usuario.

2. Ingresar el nombre completo del Usuario.

3. Ingresar una contraseña.

4. Volver a ingresar la contraseña para confirmar que esta correcta.

5. Dar clic en el botón Siguiente.

@ Usuario del sistema
ll is Écdñreíd üa yc¡ (r!¡¡a ¡ lystam '¡¡iam¡rnc' lc regdr (Ía.r-
¡úni.islrxiya) uia d yoor ty3t6i. To <f!¡L . tyrlern '¡¡sarn¡ña,' Ca¡5a FúriL
the iíforú¡rin rEqrJlad bdor

lpeulo

F¡lltl¡¡rg Paulo Rec¿lde

E¡¡¡*ordr

lf yq, nGcd to lÉa riároú r¡h.lti<¡rio.r rl&lr 5 X.rh.r6 or MlS, Cc¡5. akl dre
U* Nñrqt LÉ9¡n bucqr

U* iterwdt l.diñ...

< A¡rá5

Figura 64. Pantalla usuario dcl sistema

Bkrñrrldo
Aaoc.do d. Lk rEL
?r.h¡ f )ldr
¡¡r ¡¡l¡
Uq¡r*¡ /.1 il¡larn¡
f¡rl.r¡ l. sr¡¿o
cor.óllduk
f Iniir{r h {o.rl¡EuraaL.r

4

I

Iigrrsrxc
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1. Dar clic en el botón Siguiente, para comenzar a trabajar en el entorno de Linux
Fedora Core 3.

@ Final¡zal la conf¡guración
Your system ¡s n* set up and rcady to use. Pleasc cl¡c¡ the 'Nerf h¡ttdl in the
lovver dght corn€r to adrliñue.

< Atás

Figura ó5. Pantalla finalizar contiguracirin

El.llv!nido

Acraaado ¡la L¡<arEia

P.<h¡ y Hor¡
P¡n¡¡ll¡
Usu ¡o d¿l silt rr¡
Ta¡ich dc sñldo
cDs¡dkioodls
Fináll¡¡. h conligur¡.}ón
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6.6 INICIANDO CON LINUX

Figura 66. [,inux Fedora

Existen tres formas de acceder a un sistema Zi¿ax:

A través de una consola de texto, el usuario se conecta directamente al
ordenador que tiene instalado liznx y accede mediante un sistema no gráfico.

Desde un gestor de sesiones gráfrco (X lhindows), el usuario se conecta
directamente al ordenador que tiene instalado Linux y accede al sistema
mediante un programa gráfico.

a

a

a Desde un ordenador remoto mediarte telnet o secure shell
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6.6.1 ENTRADA Y SALIDA DEL SISTEMA

En cualquiera de los casos en la pantalla aparegerá (m.ís o menos) lo siguiente:

Zogiz.' (Se teclea el nombre del usuario)

Figura 67. Pantalla de Usuario
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Password: (Se teclea la contraseña, que no se ve en la pantalla)

Figura óE. Pantalla de Contraseña

Por motivos de seguridad la contraseña debe cumplir ciertas condiciones tales como

. Contener al menos seis caracteres.
o Contener al menos un carácter numérico o especial y dos alfabéticos.
o Se¡ diferente del nombre de login.

La primera vez que se accede al sistema la contraseña empleada será la proporcionada
por el administrador del sistema. Existen diversas formas para terminar la sesión de

trabajo en Linux, dependiendo de si estamos en modo gráfico o de texto.

EDCOM Cnpítulo 6 - Prígina j2 ESPOL

En modo texto:
Presionar las teclas <ctrl> d
Escribir el comando exit.

p ur'. ¡i{ c..ri" § n.r"r.r. * o*o.,

CORE

¡o..lllert¡E!.,l.r.
.]rm i5 d. iún, ]¡:o2
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6.6.2 COMANDOS DE LINUX

Para efectuar el cambio o la introducción de un possfi,ord o conlraseña se utiliza el
comando passrd.

El proceso a seguir es el siguiente:
passttd
(current) aNIX password: (se teclea la contraseña actual; no aparece en pantalla)

New UNIX password: (se teclea la nueva contraseña; no ap¿rece en pantalla)

Relype new UNIX password: (se teclea de nuevo la nueva contraseña comprobando que
se ha tecleado bien, Si no coincide no se cambia produce el cambio).

clear

Ctrl + C

Ping <dirección IP>

Ifconlig eth0 direcciónIp up

Ifconfig eth0 direcciónlp down

Netconfig

Netstat -plan

Este comando limpia la consola.

Parar una secuencia

Si está activa la tarjeta

Levanta la tarjeta de red

Baja la tarjeta de red

Reinicio de la red

Monitoreo de la red

6.6.2.1 LISTADO DEL CONTEI\ilDO DE DIRECTORIOS: COMANDO LS
Una de las acciones más habituales a la hora de trabajar es mostrar el contenido de un
directorio, como se ha visto existen herramientas gráficas con este fin, no obstante el
sáel/ incluye un programa con este mismo fin:

/s Muestra los nombres de los ficheros y subdirectorios contenidos en el directorio en el
que se está. Sólo se obtienen los nombres de los ficheros, sin ninguna otra información.

/s -¿ Muestra todos los ficheros incluyendo algunos que ordinariamente est¿in ocultos
para e[ usuario (aquellos que comienzan por un punto). Se recuerda que el fichero punto
(.) indica el directorio actual y el doble punto (..) el directorio padre, que contiene, al
actual.
/s -/ Esta es la opción de lista larga: muestra toda la información de cada fichero
incluyendo: protecciones, tamaño y fecha de creación o del último cambio introducido.

¡ /s -c Muestra ordenando por día y hora de creación.
o /s -f Muestra ordenando por día y hora de modificación.
o /s -r Muestra el directorio y lo ordena en o¡den inverso.
. ls subdir Mtestra el contenido del subdirectorio subdir.
. ls J Jilename Muestra toda la información sobre el fichero
o ls -color Muestra el contenido del directorio coloreado.
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6.6.2.2 CREACIÓN DE SUBDIRECTORIOS: COMANDO MKDIR
El comando mkdir (make directory) permite a cada usuario crear un nuevo
subdirectorio:

mkdir subdirl dotde subdir es el nombre del directorio que se va a crear

rmdir subdirl donde subdir es c[ nombre del di¡ectorio que se va a eliminar

6.6.2.4 CAMBIO DE DIRECTORIO: COMANDO CD
Este comando permite cambiar de directorio a partir del directorio actual de trabajo. Por
ejemplo, cd /home/Pedro En este ejemplo pasamos del directorio actual de trabajo al
nuevo di¡ectorio /home/Pedro, que será desde ahora nuestro nuevo directorio.
cd dire Nos traslada al subdirectorio dire (quc deberá existir como subdirectorio en el
directorio actual).

cd.. Retrocedemos un nivel en la jerarquía de directorios. Por ejemplo, si estamos en
/home/Pedro y usamos este comando, pasaremos al escalafón inmediatamente superior
de la jerarquía de directorios, en este caso a/home.

6.6.2.s SITUACION ACTUAL: COMANDO PWD
El comando pwd Qtrint working directory) visualiza o imprime la ruta del directorio en
el que nos encontramos en este momento. Este comando es uno de los pocos que no
tiene opciones y se utiliza escribiendo simplemeíte pwd.

6.6.2,6 ACCESO A UNIDADES DE DISCO
Linux a diferencia de llindows no utiliza letras ("a:", "c:'r, rrd'rr, ...) para acceder a las
distintas unidades de disco de un ordenador . En Linux para acceder al contenido de una
unidad de disco o de un CD-ROM este tiene que haber sido previamente " montado" . El
monlado se realiza mediante el comando mount, aon lo que el contenido de la unidad se

pone a disposición del usuario en el directorio de Linux que se elija. Por ejemplo para
acceder al CD-ROM se teclearía el siguiente comando:

mount -t iso9660 /dev/cdrom /mnt/cd¡om

Para montar disquetes se suele utilizar el direcforio /mnlfloppy
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6.6.2.3 BORRADO DE SUBDIRECTORIOS: COMANDO RMDIR
Este comando borra uno o más directorios del sistema (remove direcfory), siempre que
estos subdirectorios estén vacíos. Por ejemplo:

Nota: al contrario que en MS-DOS en Linux no existe la forma cd.. sin espacio entre cd
y los dos puntos.
cd Nos sitúa nuevamente en el directorio personal del usuario.

a
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Cuando el usuario haya dejado de usar ese disco deberá "desmonlarlo" mediante el
comando umount antes de sacar el disquete o el CD-ROM. En este último caso debería
escribir:

umounl /mnL/cdrom

6.6.2.7 COPIA DE FICHEROS: COMANDO CP
Este comando tiene la siguiente forma cp Jilel file2 y hace una copia de Jilel y le llana
Jile2. Si file2 no existía, lo crea con los mismos atributos deJilel. Si/e2 existía antes,
su contenido queda destruido y es sustituido por el defile|.
El {rchero file2 estará en el mismo directorio q\tertkl. Tanto filel como file2 indican el
nombre de un archivo, que puede incluir el la ruta al mismo sí alguno de ellos no se

encuentra en el directorio actual. Otra posibilidad es:

cp fileI Jile? namedir qrue hace copias defilel y Jile2 en el directorio namedir.a

6.6.2.8 TRASLADO Y CAMBIO DE NOMBRE DE FICHEROS: COMANDO
MV

Este comando tiene una forma similar al anterior, mv Jilel jlle2 El comando mv realiza
la misma función que el anterior (cp) pero además destruye el fichero original.

En definitiva traslada el contenido defilel ajile2; a efectos del usuario lo que ha hecho
es cambiar el nombre afilel, llamándole Jile2. De igual form4 mv jilel Jile2 namedir
traslada uno o miás ficheros (/ilel, Jile2,...) al directorio namedir conserv¿indoles el
nombre.

El comando, mp namedirl namedir2 cambia el nombre del subdirectorio namedirl por
namedir2.

Hay que recalcar que el comando ,rrv sirve así mismo para cambiar el nombre de los
ficheros.

6.6.2.9 BORRADO DE FICHEROS: COMAIT{DO RM
Este comando tiene las formas siguientes, rmÍikl rtk2.
Este comando elimina uno o más ficheros de un directorio en el cual tengamos permiso
de escritu¡a.

Con este comando resulta facilÍsimo bonar ficheros inútiles, y desgraciadamente,
también los útiles.

Por eso es conveniente y casi imprescindible emplear lo opción -i, de la forma siguiente
. rm -i Íilel file2

Con esta opción, Linux pedirá confirmación para borrar cada fichero de la lista, de si
realmente se desea su destrucción o no.
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6.6.2.10 CAMBIO DE MODO DE LOS FICHEROS: COMANDO CHMOD
Los permisos de cada fichero se pueden ver con el comando ls J. Paru cambiar los
permisos de un fichero se emplea el comarrdo chmod, que tiene el formato siguiente:

chmod <permisos> <nombre_archivo>

signilicado
escritura
lectura
ejecución

chmod 777 vistazo

6.6.2.11 COMANDOS PARA BUSCAR ARCHIVOS

Find / Busque en todo el disco

valenId
w
r
x

cla
4
2
I

Find /etc Si conozco la dirección

Slocate <nombre del archivo> Buscar archivos más específicos

Slocate sambalmore Buscar más

Cd /etc/sambn Ir a un archivo

Exit Logout Salir De Una Consola Virtual

6.6.2.13 COMANDOS PARA EL EDITOR "VI"

. Para editar un archivo: # vi <nom_arch>
o Para ir a modo de comando presione <ESC>

Añadi¡ texto detrás del cursor
Insertar texto delanfe del cursor
Salir
Graba el archivo
Graba el archivo y sale
lnom_arch> sobre escribe en el archivo existente
Salir sin grabar
Funciona igual que el comando :wq

a

a

a

6.6.2.12 COMANDOS PARA REINICIAR Y SALIR DEL SISTEMA

Shutdown Poweroff Apagar Sistema

a
i
q
w
wq
w!
q!
x
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6.7 CONFIGURACIONES

6.7.I REQUISITOS PARA REALIZAR LAS CONFIGURACIONES

Realizar una red pequeña con los requerimientos que especificamos en el capitulo 3 y 4
de este manual, en la cual se tendrá un servidor Linux y un cliente Windows.

s Nota: En este manual no se va a explicar como realizar una red, ni tampoco la
instalación de Windows XP, al inicio de este manual se explico que los usuarios

debían tener conocimientos de redes y sistemas operativos

Requisitos que debe cumplir el servidor Linux

Se debe deshabilitar el Firewall, para esto se ejecuta el siguiente comando

e # setup

L Seleccionar la opción Configuración de Firewall.

2. Dar clic en el botón Ejecutar una Herramienta.

Atrch¡vo Ed¡td yer Ieminal §dapas Ayuda

Figura 69. Sctup

Er@túDlocalhost/
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Ejecutar una Helranienta

Elija una llerrardenta

Configuraci.ón de Ia autentificación
Configuración de la irpresora
Configuración de La red

Configuración del ratón
Configuración del teclado
Configuración de X
Servi.cios de1 sistena

Sal-i¡

€ar lodo terto 1.17 (c) 1900-2de

Us¡r



Er@lCDlo<alhosl:/
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I . Seleccionar la opción Inhabilitado.

2. Du clic en el botón Aceptar.

Archivo Editar ye¡ Ierm¡nal §dapas Ayuda

ó
Nota: Deshabilitar los firewalls, en los PC clientes (Windows).
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Figura 70. Configuración del cortal'rLegos

I

1

Aceptar

Conf iguraq j.ón deI cortafuegos

Un colt¿fuegos 1e protege f¡ente a i¡t¡usiones no
autorizadas a La ¡ed. A1 habili-tar un cortafuegos
bloquea todas Ias conexlones entrante6. Si lnhabilita
el cortafuegos entonces perldtirá Ia entrada de
1as conexi.ones, 10 que no es ¡ecomendable.

tl¡hi t

Personalizar cancelar

Nlvel de segu¡idad:

2003 Inc.

€ntre selecciona
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6.7.2 CONFIGURACION DE SAMBA

§MB (acrónimo de Server Message Block) es un protocolo, del nivel de presentación
del modelo OSI de TCP/IP. La interconectividad entre un equipo con Linux y el resto
de los equipos de la red en una oficina con alguna versión de Windows es importante,
ya que esto nos permitirá compartir archivos e impresoras. Esta interconectividad se

consigue exitosamente a través de SAMBA.

lmprosorl

PC-Clionte

Switch

Servidor Li¡ux
S¡¡uba

PC-Cliente
\{indows

Figura 7!. Grátlco de Samba

SWITCT{
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1--- Verificar si el paquete de samba esta instalado:
rpm -q samba

2---- Configurar la tarjeta de red.
# ifconfig ethO 192.168.12.1 up

Archvo Ed¡t¡r Ver l€rmiül §C¡D¡s AIUda

.92.164 12.'1 upIrooto:ocalhost 1¡,
Irooto:ocalhoÉt./],

ifconlia €tm!

Figura 72. Levantar la tarjera de red

E
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# ifconfig

[root0locelhost /lt tf.onfig
ethO Link encap: Ethernet

inet add¡: i92.168-l

//Comprobar que se le asigno la IP a la Tarjeta de Red.

Ar(tivo Edítü y€r Ieiminrl §dap¡s AIUdr

ll!í :E0:4C:7E:D5:
2.1 Ecast: 192.168.12 Xask:2 55.25S.2 55. O

i¡et6 ¿ddr : fe80 : : 2e0 : 4cf f : f e7e : d564,/64 Scope : Llnk
lrP ERoADCAST ÍUITICAST llTU:1500 ¡letrlc:1
RX packEts:0 rrro¡s:0 dropped;0 ovrrrwlE t 0 frane:0
TX pack€ts:25 error6:0 dropped:0 ov€rruns:O carrler:0
collisions : 0 txqueuelen: 10O0
RX bytEÉ:0 (0.0 b) TX bytes:2191 (2.1 Xi8)
-nterrupt:11 Ease address: Oxec00

lo Iink cal Loopback
inet addr:1? 0.0,1 Hask: ?55.0.0.0
in€tG add¡: : :1/128 Scope:llost
IJP LooPBA« Rt XilINC Xru:16436 [€tric:l
RX packets:2088 errore;0 dropped:O ovc¡ru¡s:O frarÉ:O
tI packets:2088 enors:O dropped:O overruns:ó car¡ie¡:ó
collisions:O txgueuelen:0
N( bytes:3836132 (3.6 ¡li8) TX bytes:3836132 (3.6 XiX)

. IrootQloca lhost /!t !

Figu ra 73. litontig

1. La dirección IP que se le ha asignado al servidor (192.168.12.1).

2. El Dominio de Broadcast (192.168.12.255).

3. La Mascara de subred (255.255 .255.0).

4. La Loopback (127.0.0.1).

3-- Editar el archivo de samba:
Modificar el fichero /etclsamba/smb.conf con cualquier editor de texto. Dentro de este
notará que la información que le será de utilidad viene comentada con un símbolo ( # ) y
los ejemplos con ( ; ) punto y coma, siendo estos últimos los que se toma¡á como
referencia.

# vi /etc/samba/smb.conf

4---- Dentro del archivo de configuración se hacen las siguientes modificaciones:

lvorkgroup = municipio
netbios name = pclinux // Agregar está línea
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¡or,s lcalhost/

Anh¡ro Edla yer Icm¡nál 5dápa3 Ayud¿

for corBentry and ¿ ; for parts of the config file that you
¡ay rish to enable

llOTE: fhenever you oodify this fi1€ you Ehould run the coru¡and "testparn"
to check that you hav€ not ¡ade any basic syy¡tactlc error3,

#
t
i
*

,
I

# workgrorrp = NT-Do¡ain-Nane or l{orkgroup-Nane
+',: k,:r'',,¡t! = munlcrplo GrUpO dS Trub4o
\, 11, ¡,, . 't.¡1, = Pclinux Nombúe d€l PC

# server strinE is the equivalent of the Ml'Drscription ficld
.,,.!.¡,1,r. r l¡.i f) " Saüba Server ComÉfrtÉfio

* This option is irportant fo! security. It ellors you to lestrict
# connectlons to nachinee ¡rhich a¡e on yor.E local n€t¡oak. Thc
* follorint exa¡pfe restricta acceaa to tro C claaa netnorka and
# the "loopb¡ck" interf¡ce. For rcre eránples of the sy¡rtáx see
f th€ snb. conf nan page

-r§mn- L8,24

Figura 7{. Archivo smb.conl

5-- Ir al final del axchivo y agregar las siguientes líneas:

IRecursos]
comment = Carpeta compartida de Linux
path = / Recursos
valid users = paulo lupe
public = yes
wr.table = yes
browseable = yes
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m

d Nota: Las impresoras se comparten de modo predeterminado, así que solo hay
que realizar algunos ajustes. Si se desea que se pueda acceder hacia la impresora
como usuario invitado sin clave de acceso, basta con añadir public = Yes.



M, L Munic lidad de Guuyaquil

r@tú¡ fEálhost:.r

óÍ€t¡vo Edt¡r y:cr lcrÍ¡in¡l §ol¡prs AIrd¡

Carp€ta que vamos a compallir
Lr ri¡nrr¡r¡l = Cerpete compBnlda de Linupcomentario
path = /R€ct¡,,3os
\.¡lid use¡s = paulo lups
publi§ = yee
yritable = yes
brotrBesble = ye

I
__ IHSRTAR ,.

Rüa del di€ctoño
Usualios qu€ puÉden accos€r a osta c€rp€ta
Con pemiso publico
Coñ pámi8ó dá ádlclón
Con pofm¡ao d€ nav6gscrón

3r3,1 Piñal

Guardamos los cambios y salimos.

Figura 75, Carpeta compartida

Descripción de Samba
El volumen puede utilizar cualquiera de las siguientes opciones:

public
Es un equivalente del parámetro guest ok, es decir define si se permitirá el acceso
como usuario invitado, El valor puede ser yes o No.

brot.s€a.bIe
Define si se permitirá mostrar este recurso en las listas de recursos compartidos. El
valor puede ser Yes o No.

rrritable
Define si se permitirá la escritura. Es el parrimetro contrario de read onry. El valor
puede ser yes o No. Ejemplos: <(writable = yes>) es lo mismo que <<read only = No>>.

Obviamente <<writable = No>> es lo mismo que «read only = yes>,

va].id userg
Define que usuarios o grupos pueden acceder al recurso compartido. Los valores pueden
ser nombres de usua¡ios separados por comas o bien nombres de grupo antecedidos por
una @. Ejemplo: paulo, rupe, Gadministladores.

6---- Se crea los usu¿rios de sesión en Linux:
adduser paulo
adduser lupe

7---- Se crea la contraseña para los usuarios de sesión en Linux:
passwd paulo
passwd Lupe
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8---- Se crea la carpeta para poder acceder desde Windows.
cd/
mkdir Recursos

Se crea un archivo de texto para accederlo desde Windows.
cd Recursos y luego
vi informe.fxt

9---- Se crea la contraseña para ingresar en la red desde una máquina lYindows a un
linux.

Smbpasswd -a paulo
Smbpasswd -a lupe

10-- Habilitar todos los permisos y reiniciamos los permisos.
Chmod *777 /Recursos //nuestro directorio a compafir.
Chmod +777 /Recursos/informe.txt //nuestro archivo a compartir.

Con "chmod +777" se da todos los permisos, tanto a la carpeta como al archivo.

11--- Reiniciando los servicios
Service smb restart

Archivo Ed¡lar yer Ierminal Sdapas Ayud¡

Lrootolocalhost ,/l# service smb reEtart
Apagándo los servicios SIIIB:
Apagando los servlcios NI{B:
fniciando servicios SI'ÍB:
Iniciando servlcios NÍB:
trootaloc¿1host ,/lr I

toxl
toK I
toKl
toKl

#
Figura 76. Reiniciando los servicit.rs de Sarnba

Nota: Cuando se va a levantar el servicio por primera vez se debe utilizar el
siguiente comando service smb start.
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l2-- Configurar la PC que tiene Windows XP.

1 En el icono Mis sitios de red dar clic con el botón derecho del Mouse.
2 Después dar clic en Propiedades.

Figura 77. Mis sitios de red

I En Conexión de red dar clic con el botón derecho del Mouse.
2 Después dar clic en Propiedades.

Figura 78, Clonexioncs de red

Abrir
Explorar

Buscdr equ¡pos..,

l*tis s¡tio5 de D¡ta¡onarios

5up,:r fJintend,r

Propiedades
IJIlEBOX

áD
Nürl.'n

Antivirus 2

tr-E,
WinDID ''

RecDrder 5

m

fu(h¡vo Ed¡ción vBr Fóvor¡lor Horr¿mi€ntás Op(iones ¿vanzadás el tt ff
e¡lr Bu,:qued¡ Córpelas/

LAN o Internet de alta Yclociddd

conex¡ones de pu¿nta

cra¿r ac(6o dlccto
Eifnrn¡r

Cambiar nombre

Deractiv¡r
E tado
Repar¿r
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I Selecciona¡ Protocolo Internet (TCP/IP).
2 Dar clic en Propiedades.

)

flfl Adaptador Fast EthernetVlA PCI 10/

Esta conexión qtiliz¿ los siguientes elementos:

Confiour¿r

1

E
M
M
E

Cliente para redes Microsoft

Compatif impresor¿s y archivos para redes Microsoft

amador de paquetes QoS

I

redes conectadas

Descripción

Conectar usando:

GenerEl

Figura 79. Propiedades de conexiones de área local
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El Notif¡carme quóndo esta conex¡ón tengd concctividd limitede o
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Aceptar Cancelar
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I Se le asigna una dirección IP al PC Cliente de Windows.

2 Se le asigna una mascara de subred.

3 En la puerta de enlace predeterminada, se le asigna la misma IP del servidor
Linux.

4 Y por último dar clic en el botón Aceptar.

Figura tl0. Propieclades clc Protocolo Lrternet

192 . 158 . 12 . 2

192 . 168. 12 . 1

fuade haccr que la cmlisqación lP 3é drilná áutmílic¡mñle 3i s¡J
rád.. cdrpalhle @n 6tc r.c!r3o D6lo co¡t.rio. n6c.*il¿ cúmult.r
con d addñsn¿dor dsl¿ ¡ed.uál $ l. cor ieueón lP

O qhú'á úá di..clh lP arlomálic.mrü.

O UlJ ta !¡g'iierre úec{ih lE

DirÉ.lh lP:

lÉrcr. dc snred

E¡ata de crJa pGddqriEd.:

I ,li ' r 'i /,r ,.n i ñrr

OU!ü lós siouiehles disccion.s d. s6'vid.¡ DNS:

256 2s5 . 255 . 0

Sqüdor oNS p..a.úlo:

SRidor DNS dtañ¡lilol

P.opiedades de Protocolo lnternet {TCPrlPl trl?
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Ahora se va a configurar para que el Grupo de trabajo de la máquina Windows para
que sea el mismo que el del Servidor Linux y también se le va a dar un nombre al PC,
der clic derecho con el mouse en el icono de MI PC, escoger Propiedades, después
seleccionar la pestaña Nombre de equipo,

Figura 8t, Propiedades dcl sistema

I Actualizaciones automÉt¡cas ll R"n to

Windows usa la siguiente inlomación paro idcntilicar su equipo
en la led.

Para usar elAs¡stente para identificación de red para
unirse a un dominio y crear una cuenta de usu¡lio local-
haga clic en ldentificación de red.

Para cambial elnombre de erte equipo o unLse a un
dominio. haga clic en Cambi¿r.

ld. de red

Aceptar Cancelar

tamliar

GFUPO TEABAJI]

.{pliqar

lQescripción del equipo:

ar sistemó

Ha¡dware 0pciones evanzadas

Por ejemplo: "E quipo de la sala de estar" o
"Equipo de María".

pEulo.pcsoft.Nombre completo de
equrF0:

GBUPO_TFABA O:

Restaur

General

Propiedades del Bistema ? tr
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I Dar Nombre al PC y Nombre al Grupo de Trabajo.
2 Y clic en el botón Aceptar.

Figura E2. Cambio en el nombre de equipo

3 Dar clic en el botón Aceptar.

Figura 83. Resultado final del Grupo de trabajo

h pert¿nanc¡¿ de est6 sqüpo. Los
acieso a los fccufsos ds red

Ués.

O qrupo de trébaio:

MUNICIPIO

Eomb.e d6 equipoi

Puede cambid cl ñombre y
camb¡or puaden llcctar el

Nombre completo de
SISTEMAS.

Cambios en el nombre de eguipo trt?

W¡ndorvs us.16 sigdenle infsrn¿ción pdr.llerü¡fbd su cquiF

Por d€rdo: "E +¡¡po d€ la eda de s3tr" o
"Equiro do }l.rf.".

Nombre compl€lo de §B¡.m¡t

GBUPO TBABAIO: f{UMCIP|O

P.r. sa €lA.i.tqt6 p.r. ;déñlifb.cióh d. Bd p6,¿
uñir¡c o un domhioy clear un. cucnt. clt usudio lmá|.
haga clic on ldcntilicaciln dc rod

P.r. o.ÍÉi.r ol ñorüa d. 6le .qqipo o ki,.É á un
dornih¡o. h¡g¡ clic.h Crñüiár.

ld. de red

C.mbiár

C¿ncBlar

Descfipción del sqipo:

Acluol¿adones ¿ulomótic.s
H.rdw.re Opcirr!ávanz¿d.s

l, Bslslo I

... .l'lPrF-9 99.g'q,q.eg .....i

Paopleddder del ¡i¡lema IE?
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Finalmente se va a buscar la máquina Linux, la brlsqueda se la puede realizar por
nombre del equipo o por su dirección IP.

I Ingresar el nombre del PC Linux, en este caso es "pclinux".
2 Y dar clic en el botón Buscar,

&(llE EúrÉh Ver Fa.rútor liarütsot.' Ayud.

t ;O oo*,-a" t:l
Li:J

I Rcr,.t.do. dG 16 biiq¡d. - EquSot E¡.
A'¡rt¿r*a pü. bj'§q.ldá x i&rnb.o

t *'or
En L cepata

5.rv., (pqlnux) MUNtCtPtó

¿Qr.¡¿ .quba crtá

¡lqn¡ro dÉ a¡po:
pc¡inux

Qo¡lÁ ¿6ñ5*ñ ¿G*é. -

& a¡Hüá¡E ó o*o

E¡ ñi'.6r ú ¡r*.rrid

Figura 8,1. Búsqueda

Ingresar con el Usuario y Password creados en Linux.

Figura 85. Conectar a

aaaa aa

Acept€r cÉncÉlar

I Rccordor controsefio

Csnectando

Usu¿rior

ContrEseñüi
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Carpeta compartida de Linux,
a la cual solo pueden acceder

los usr¡arios paulo y lupe.

, cea; @-

)R

Y É)" (¿.
¡rdt{.la ar¡ Ldit¡.á¡

¡0¡¿ .{4. lrr¡

lDi*..d¡r'Eú-¡.é.
r¡¡lD

§ar<rronox

¡,rt*r fdndr Y.r F.rrflc, .tkr§¡dr r}ii!

0**. j I ¡)n "**
-, :., tp rlleldor * L hirc!.d. .Eq-*6

a De esta manera se puede acceder a los recursos de un PC Linux, desde una PC
Windows.

Figura 8ó. Búsqueda con éxito
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6.7.3 CONFIGURACIÓN DE DNS

Domain Name System (Sistema de Dominio de Nombre).
Es un servicio que permite a los usuarios utilizar nombres en vez de tener que recordar
direcciones IP. La búsqueda de DNS es de form¿ recursiva, estii basado en una
estructura jerárquica. DNS se vale del FQDN (Full Qualified Domain Name que es la
relación exacta con respecto a un dominio), para la resolución de nombres de host a su
respectiva dirección IP.

wwrv.¡r¡ nicipio
<-

-

l9¿.168.12.1

r§!r'w.mun¡clp¡o
PC-Clierrre

Servidor l,¡nux
I)N§

Figura 87. Orálico DNS

En un nombre de dominio, la jerarquía se lee de derecha a izquierda. Por ejemplo, en
google.com, el dominio más alto es com. Para que exista una raiz del á¡bol, se puede
ver como si existiera un punto al final del nombre: google.com, y todos los dominios
estan bajo esa raíz (también llamada "punto").

Cada componente del dominio (y también la raíz) tiene un servidor primario y varios
servidores secundarios. Todos estos servidores tienen la misma autoridad para
responder por ese dominio, pero el primario es el único con derecho para hacer
modificaciones en é1. Por ello, el primario tiene la copia maestra y los secundarios
copian la información desde é1. El servidor de nombres es r¡n programa que típicamente
es una versión de BIND (Berkeley Internet Name Daemon).

Figura 88. Gráfico dc la jerarquía del DNS
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l**VeriJicar si se encuentrd instdlado el paquete del bind.
rpm -q bind

Archivo Ed¡ta¡ Yer Iermin¡l Solapa. AIuda
You have ne¡{ rail 1n ,/varlspoo1/nai1,/root

st ,/l# .pm -q blnd
Paquete bind instalado

ó

Figu ra 89. Conlirmación del paquele bind

Nota: Trabajar con la misma IP que realizo Samba.

)Lrld-g,2.4-2

r@t ilÉalhost:/
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I Seleccionar el servicio named.
2 Y dar clic en e[ botón 0k.

r@t@localhost/

&.h¡vo Editar \¿er lerm¡nal Solapas Ayuda

I

3---Editar el archivo de las zonas ...
vi /etc/named.conf

zone "municipio.com" IN {

Figura 90. Servicios

§d¡p&s AIud¡

Figu ra 91. Archivo named.conl'

)

type master;

En zona sc especifica el nombre de
nuestro Dominio.
Especifica el tipo de Dominio.

file "municipio.com"; <- Es el archivo de la zona y conforma
la parte principal del servidor DNS

Ar<livo Edra¡ Y.. Ie.rrind
]'. ,' ,, IN {

f i 1e ''munrclpro com'' :
allu4 r¡pcl¡tc { nonei };
):

zot¡e "O. in-addr, a¡:Fe" IN {
ly¡r€ ¡¿t ri¡¡: i
flLe "na-ü€d. zcro' ;
o¡¡oH upd.té ( no'ré¡ )¡

)i
l.¡L luire _/G t(,/rrr¡¡L . lÉ!|" ;:*J
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2-- Ir al setap y habilitar el servicio: named

nlrISResIrorrdc
rdro¡ritor
¡.Lpd
resBagebuÉ
¡ieocode-ctl
n¿red
net&ryr
netfs

I

l

7

¿Qué aervlcios s€ deben ejecutar automáticadente?

Cance laI]

Servlcios
Red II¡c-

<F1>

aooll¡ lo< al hos!:/
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4----Vamos a crear una zona para nuestro dominio-

1 Ubicarse en el siguiente directorio cd /var/nameúlchrooÍ/var/named/
2 Se lista para ver el contenido del directorio ls.
3 Copiar e[ archivo localhoslzone y se renombra con z¿ unicipio.conl
4 Se lista para ver que se creo el archivo municipio.cottt

Ar<tivo Edita¡ Ver lemin¡l :olagar AIr¡d.

Irootoloc¡lhost / l] cd /va¡/naned/chroot/var./n
[¡ootGlocalhost na¡edl, ls
lrlj§css,c(,¡! loc¡ldoau.i¡¡. zone naned. broadcrt t nrnÉd.ip6.¡.ocal
dat¡ loc¡lt¡ost.zonc naned. c¡ nancd.loc¡l

f¡al¡l!¿ . ¿€!(,
s l,¡ve e

Irootoloc¡lhost nared]t cp localhoEt.zone rnunlc¡p¡o.com
I roo tt .Ioc ¡ ll¡oa t naredlt.le

lqc alhost, rone na¡ed. j,p6.local murrcl
data ne¡rsd. bEoadc¿a t ¡Ltrld.1oc¡l
loc¡Idorsl"n. zone n¡ned.c¡ nanqd. zc¡o
[loqteloc¡lhost nared] I t

Figura 92. Copia de localhost.zone

S---Editar el archivo de municipio.com

Archivo o inal

ú1¿vo§

Archivo

$nr
Yer Ierminal

IN SOA @

Sdapas Ayuda

root (

Ed¡tar

86400

42
3H
15
1W

1n

M

)

1¡r NS
INA
IN AAAA

e
127 . O. O.1
::1

"publicar. cotn" 12L, 195C Todo

Figura 93. Archivo Municipio.cont

4

I
2

3

ú

root 8n locálhostyvaínar¡cdrc hroowar/named

,

root,?! lcalhost:/vaínamed/c h rñWaíñamed
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Editamos
$ TTL 86400

IN SOA municipio.com. root.municipio.com. (
l3; serial
28800;refresh
14400;rctry
3600000;expire
864000; ttl
)

municipio
127.0.0.t
192.168.12.1 (IP del Servidor)
municipio

localhost
municipio

NS
INA
INA
CNAME

I
Grabar y Salir "wq"

Nota: Pa¡a entender mejor este fichero se detallla el significado de ciertas
palabras que se encuentran en el mismo.

Es el Name Server e indica que máquina es el servidor de nombre de
dominio.

soA Es una abreviatur a de Stdrd of Authority.

Es una notación especial que simboliza el origen.

Registro al nombre canónico, que hace que r¡n nombre sea un alias.

Tiempo de actualización de la página.

Tiempo de reintento de consulta.

Tiempo de expiración de la página.

Tiempo total de vida.

@

CNAME

REFRESH

6----Luego se edita el hosts (Aquí se astgna la IP y la Zona del dominio).
vi /etclhosts
192.168.12.1 www.municipio.com

Grabar y Salir "wq"

RETRY

EXIPIRE

MINIMI]N
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7----Editar resolv.conf (Para que busque el dominio 192. 168.12.1).
search localdomain
ndmesener I 92. I 68. 12, 1(ip servidor)

Grabar y Salir "wq"

§nlúvo
,,lri¡

Ed¡ta¡ YeI I€minal §olasas Ayud¡

192.164.12.1

Figura 94. Archivo resolv.conf

8----Levantar el servicio del named
service named start

Ticnc que enviar respuesta........

de Guayaquil

*.1

¡ocaldo!¡i

rootdD lacálh osHvár/n¡mÉd/ch rEouv¡r/nanred

EDCOM ESPOL

También podemos utilizar los siguientes comandos:
service named restart Pa¡a reiniciar los servicios
serrice named reload Para recargar los servicios

9--lr al PC Cliente y hacer un ping al Dominio
ping www.municipio.com
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6.7.4 CONFIGURACIÓN DE WEBSERVER

El servidor Web es un programa que corre sobre el servidor que escucha las peticiones
HTTP que le llegan y las satisface. Dependiendo del tipo de la petición, el servidor Web
buscará una página Web o bien ejecutará un progftima en el servidor. De cualquier
modo, siempre devolverá algún tipo de resultado HTML al cliente o navegador que
realizó la petición.

T

i
I

I

I

I

I

web Server Linux

I ----Revisa¡ si esta instalado el httpd en nuestro sistema.
# rpm -q httpd

Atrch¡vo Edita. yer Ierm¡nal solapas
st ,/l # rpm -q httpd

Iroo st /7#

Ayuda

Paquete httpd instalado

Figüra 96. Conflnnación del paquetc httpd

DB

t -2 . O. 52-3

rooto localhort:/
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2--Editar el archivo httpd.conf

vi /etc/httpd/httpd.conf

Buscar las siguientes líneas y descomentarlas:

Listen 80

DocumentRoot"/var/www/html"

//Puerto por donde llega el Intemet.

//Ruta donde se va a guardar el Site

//Especificamos el nombre y la

{9

Directory Index index.html index.var
extensión del Site.

Nota: Para comentar una línea en un archivo de configuración se lo realiza
ubicado un signo de numeración (#) o un punto y coma (;) al inicio de la línea
que se desea comentar. Ejemplos:

# Listen 80 Línea comentada.

Listen 80 Linea descomentada

root@lGalhost:/

Alch¡vo Editar yer Iermiñal Solapas AIud¡
l,l.,rli, ,rlL¡,-., t ..1'(.r'a'h i l -i O
<,'lf¡lo.lu1c'

listen: ALlor{s you
ports ¡ in áddition
direct 1ve.

bind Apache to specific IP addl]esses andlor
the defaul-t. See also the <VirtualHost>

Change this to Listen on specífic IP aádxesses aa shor¿n below to
p¡event Apache from glom¡nj.ng onto aff bouna IP addresses (O.O.O.O)

#Listen 12-34 - 56- 7a:80
i!i. t "n ao +- I)escomentar esta línea

Dynamlc Shared Object (DSO) St¡pport

F¡gura 9?. Archivo httpd.conl

To be ábl.e to use the furrctionali.ty of a rnodule which was buift as a DSO you
have to place corresponding 'Loaduoaule' lines at this locatlon so th€
directives contáined in it are actually ávailable -before- they are used.

133,1 Ll.$
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3--Aquí se agrega la carpeta del sitio a guardar

NameVirtualHost *:80

ServerAdmin root@localhost.localdomain
DocumentRoot /var/www/htmUsitio/
ServerName www.municipio,com

</VirtualHost>

Guardar y salir wq

ServerAdmin: Es el nombre del administrador del servidor.

DocumentRoot: Especificar el directorio base que va a servir de servidor WEB.

ServerName: Nombre y directivas del virtr¡al host.

Ar<livo Ed¡tü yer lemin¿l sd¿p¡s Ayuda

Al¡ost any Apache dfrectiue ray go lnto a Vlrtualllost co[tainer.
Ihe first Virtu{lll,óst séction is uré¿ for r¿quésts vithout ¡ knoHn
Server nar€ .

<VlrtualHost ':80>
§erverAd¡i¡ rebE¡sterOdur¡y-hoct. ex¡nple. co¡
DocutrentRoot /rwr{/docs,/duruy-host. exerpla . con
ScrverM¡¡e durry-h,ost. exanple. co[
ErrorLog logs,/dr¡¡¡ry-host.exerryle. con-ermr-log
Cus tonlog logs/dnEry-ho st. exar¡rle. col-acc€ss-lot co¡5lon

</V ir tu¡ lHo s t >

<Virtualllost t:80>
§erve¡:Adrin rootolocalhost, locsLdoD¡ln
Docu¡entRoot ./var/xry/htrl/Éitio
SrrverNane wn vr.fnur¡cido.com

</vlrtualHost>

Figura 98. Archivo httpd.confparte linal

4----Ir a la siguiente ruta
cd /var/rvwdhtmU y crear la carpeta donde se va a guardar el sitio.
# mkdir sitio
# cd sitio
# touch index.html
ilvi index.html

t
I
*
I
,+

I

I
I
*
,

"ql

r@tat l«Álhost,
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5--Verificar si la configuración del navegador esta por PROXY.
I Seleccionar la opción Detectar la configuración automáticamente.
2 Desactivar la opción Servidor Proxy, si estuviese seleccionada.

Figura 99. Configuración de la red de área local

6--Cargar la Página www.municipio.com

Figura 100. Intemet Explorcr página www.municipio.com

Conf rqur Bci iñ ¡ulomábra

La (onfl0ur6clón automót¡ca puedc suporponarse a lE m¿nu¿|, pára evll¿r
que eito ocurrá¡ d€§habillts h conflguración automáli(a,

f]U.¿r lecuencl¿ de (omÜldor d¿ (úfisuracion automátka

cancal¿.

Opr¡oñcs ¿{ ¿n¿ódát

para su [AN, E5t¿ coñtlgurnción no sa
lcr.so tcbfónico o ds r6dBs p.ivá&s

ulüizrr un r.rvldor proxy
apfcérá a cor]axionai d?
v¡rtu.lcs (vPll) ,

dáñ Á¿dó. !f ¿rdB u*lüÉ ay!¿.

rr+rtr ñor'r*.ñú¡..@

T(JPtco DE GRADUACIóN

ADnúNrsrf,ActóN DE sEcuRrDAD EN REDzs

INSTITUCIÓN

N, I, MUMCIPN,IDAD DB GUAYAqWL

INTE(RANTES

HBNRY ARROYÓ

LUPE HERRENA

PAIJU' RECAI.T'E
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6.7.5 CONFIGT]RACIÓN DE PROXY

El Servidor Proxy Linux es una solución segura, robusta y versátil basada en Software
Libre para una red local corporativa, es el que se encarga de la distribución de Internet y
accesos o restricciones de determinados usuarios a ciertos servicios.

El Servidor Proxy Linux ofrece grandes ventajas en el uso de la conexión a Intemet
como la optimización de la velocidad de conexión y mejora en la seguridad de Ia red
local.

La seguridad se maneja en el Control de Listas de Acceso más conocidas como Access
List o ACL.

Es enviada la pógina Web
al Servidor Web

Web requerlda
de Int¿rnet

.-

Private tP

1¡á"

Web Server

Proxy Server

Figura l0l. Gráfico de PR()XY
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1---Revisar si esta instalado el SQUID en nuestro sistema.
# rpm -q squid

Archivo Editar Yer lerminal Solapas Ayuda
t -l# rpm - q squld

troots Paquete squid instaladost -l#

Figura 102. Confimración del paquete squid

2----Tener levantados los servicios de DNS y WEBSERVER.

3*-Ir al Setup y habilitar el SQUID.

1 Seleccionar el servicio squid.
2 Dar clic en el botón 0K.

f,rchivo lditar !!er ferminal §olapas Ayuda

Figura loJ. Servicios squid

¡6t4o lGa I hos¡: -

E ¡armt@l«alhost-E
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f:-

¿Qué servicios s€ deben ejecutar automáticanente?

artd
ilb
En{d
q¡laqrd
s-¡rarassasein
squid
§shd

I
1

I

Cancela¡

Servicios
1.3.11-.1 -

EDCOM
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4----Configurar el archivo Squid.

# vi /etc/squid/squid.conf

Arch¡vo Ed¡t¿r yer Ie¡minal §dapas Ayuda

*
I lf you rur¡ Squid on a dual-ho¡ed machine ¡¡ith an internal
# and an external interface we reconn€nd you to speclfy the
# int€rnal address:port in http-port. This r¡ay Squid ¡,lU only be
# visible on the internal address,
#
#Default:
* itir_o.r. ¡rzs Editar está línea, por este puerto el.Servidor
¡ttp-poit 8o8d <- Proxy distribuye el Internet
# TAC: https-port
# U6aEe: [ip:]port cert=cert ificat e , pem [k€y=kev.pe ] [option6.,,l
#
# Ihe socket address where Squid ÍilI listen for IIIT?S client
# lequests,
#
# this is really only uaeful for sltuationa whele you are nulrring
# squid in accelerator node and you want to do the SSL uork at the
ll accelerator level.
*
# You may 6peci.fy nultiple Bocket addresseB on nultiple line§l
.- :¡ml n -- 54,15

Editar lo siguientes

http¡rort 8080 Puerto 8080
(Si Ud. Tiene http3ort 3128, cámbiela por httpjort 8080)

cache men l6MB La memoria cache que voy a utilizar
(Si Ud. Tiene cache_men 8MB, cámbiela por cache_men l6MB)

LX

cache dir ufs /var/spooUsquid 100 16 256
(Descomentarla)

<- Cuanto de Intemet vamos
almacenar en el disco duro.

acl red scr 192.168.12.11255,255.255.0< Asigno la IP del Servidor y mascara

http_access allow red
(Agregue esta línea)

Permite el acceso a mi red

Nota: Para comentar una línea en un archivo de configuración se lo realiza
ubicado un signo de numeración (#) o un punto y coma (;) al inicio de la línea
que se desea comentar. Ejemplos:

# Listen 80 Linea comentada.

Línea descomentada.

I

6r@t@ lo(alhost-

EDCOM

Listen 80

ESPOL

L-

a

Figura 10,1. Archivo squid.conl'
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Parámetro cache mem

El parámetro cache_mem establece la cantidad ideal de memoria para lo siguiente:

. Objetos en tránsito.
¡ Objetos frecuentemente utitizados (.É/o/).

o Objetos negativamente almacenados en el caché

Los datos de estos objetos se almacenan en bloques de 4 Kb. El par:imetro cache_mem
especifica un límite máximo en el tamaño total de bloques acomodados, donde los
objetos en tránsito tienen mayor prioridad. Sin embargo los objetos Hot y aquellos
negativamente almacenados en el caché podrán utilizar la memoria no utilizada hasta
que esta sea requerida. De ser necesario, si un objeto en tránsito es mayor a la cantidad
de memoria especificada, Squid excederá lo que sea necesario para satisfacer la
petición.

Parámetro cache dir

¿Cuánto desea almacenar de Internet en el disco duro?
Este parámetro se utiliza para establecer que tamaño se desea que tenga el caché en el
disco duro para Squid. Para entender esto un poco mejor, responda a esta pregunta:

¿Cuánto desea almacenar de Internet en el disco duro? De modo predefinido Squid
utilizará un caché de 100 MB, de modo tal que encontrará la siguiente línea:

cache_dir ufs fuarlspooUsquid 100 16 256

Se puede incrementar el tamaño del caché hasta donde lo desee el administrador.
Mientras más grande sea el caché, más objetos se almacenarán en éste y por [o tanto se
utilizará menos el ancho de banda. La siguiente línea establece un caché de 700 MB:

cache_dir ufs /var/spooUsquid 700 16 256

Los números 16 y 256 significan que el directorio del caché contendrá 16 directorios
subordinados con 256 niveles cada uno. No modificar esto números, no hay
necesidad de hacerlo.

Es muy importante considerar que si se especifica un determinado tamaño de caché y
éste excede al espacio real disponible en el disco duro, Squid se bloqueará
inevitablemente. Sea cauteloso con el tamaño de caché especificado.
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rcottllaalhost-

Ar(túvo Edt Yer le¡mind sd¡p¡s AIt¡á
1 fileuplo&d req-¡ire-typ€ -i ^¡ru lt ipsrt/ for¡-d¡ t¡$
1 Java3crlpt rep-ri¡¡e-type -i ^applicatlon,/x-Javascriptt

córqÉnded rininu! conf tguratlon:
ell src 0.0.0.0/0.0.0.0
red src 1g2 168 12. l/255.255.255. O ¡ ACL Ap¡icada a toda rni red'

trenager proto cech€-obj€ct
localho3t src 127 .0.0.1/255.255.255. 255
to-Iocalhost dst 127. 0.0. 0/8
S5L-ports por[ 443 563
Saf€Jrorts port 80 g http
Sefé-polts port 21 * ftD
Safe-ports port 4.13 56S * http$, sners
S¡f€-ports poft 70 , gopher
SafeJrorts port 21O J rale
Saf€-ports po¡rt lO2S-65535 # r¡r¡registeled ¡,orts
S¡fe-ports port 260 # http-nglt
Safelrorta port 488 , 8Es-http
Safe-ports port 591 # filenaker
Ssfe-ports port 777 g rultiling http

rNsf,RráR - 1802.¡l{)

lrc
*ac
I
#R€
dcI
.cl
¡cl
¡cl
acl
{cl
acl
ácI
acl
acl
acI
acI
acI
acI
¡cl
acl

53S

Figura 105. Archivo squid.conf ACL

Realizar esto antes de la Miscelánea:
Httpd access_port 80
Httpd_accel_sin gle_host ON
Httpd_accel_with_proxy ON

Guardar y salir wq

(Descomentar)
(Descomentar y encender "ON")
(Descomentar y encender "ON")

5---Reiniciar el servicio del SQUID
# service squid restart

root@lo<alhost-

AEh¡vo Ed¡tar yer Ierminal §olapas Ayuda

lroot6loca].host -l# service squid restart
Parando squid:
Iniciando squid:
lroot@localhost -]# I

OK

oli

Figura 106. Reiniciar el servicio squid
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6----Configurar en el cliente (una PC Windows cualquiera)

En Conexiones de red @ar clic derecho del mouse)
Conexión de ¡írea local
Propiedades
En la ficha General:

Figura 107. Propiedades de Protocolo Internel

Pusds h¡ce¡ que la conligur¿ción lP se asilne automélicErnente si su
rcdGs aompaliblc coñ ¿ste recurso. De lo cont¡¡rio. nec¿rild consit.r
con .l ¡dministr¿dor de ld Éd cuéles lá úonligur¿ción lP ápropiádá

O qbtener wl¿ direÉión lF ¿ulomáticEmenle

O U§.r l¡ liguieñte dirección lP:

r ir4 r j l:! 1 ,: 'j: , ,lru!

O lJsd bs dqjcnl¿s dieccbncs dc rayljor oNS:

0pcioie¡ Év¿n¿ad¿s.,.

Gener¿l

D¡lccier lP

Mácc¡¡ dc ¡rácd:

E¡ata d! !.l.cc p¡!dd.nrüd.:

Sqvidor oNS prde¿lo:

Scryido, DNS Jt rid cr

Cdncel¿,
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1 Usar la siguiente dirección IP 192.168.12.1 (cualquiera)
2 La mascara de subred.
3 Puerta de enlace predeterminada 192.168.12.1 (IP del Servidor)
4 Servidor DNS preferido 192.168.12.1 (IP del Servidor)
5 Damos clic en el botón Aceptar.

Propiedades de prolocolo lnternel (TCprlP) F]F

Aceptd
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Ahora abrir Internet Explorer y realizar lo siguiente:

Ir al Menú Hcrramientas/
Dar clic en Opciones de Internet/

1 Seleccionar la ficha Concxiones.
2 Dar clic en el botón Conliguración de LAN.

Figura 108. Opciones de Internel

Coñfiqur.ció.C. !cc6só t l.lóñicoy de rÉdé3 Frieádá. virtL:á,6s

€, s¿hct (Pr6dct.hin.d, 
I

EllJ. cqflclr.dóñ c ñ.qcrt. conft9ur.r! un
r.?v¡dór proxy p!r. ¡rñ. cñróh.
O No m.lq ñulE uñ. conlxión
O !tac., eu.ndo rc h.y. riñoun. @.nón . L.cd
O M*c., ¡i.rp.G l. cdÉlióñ Frúdltdriñád.

Eoñrieuráción d. lá rÉ¿ de á¡o. loc6l (LAll)
t. coñflqur.ción d. LAN no t. ápllc6. l6t (oñ6xion.s
d. 6«crc téLfóMo. Ellt. Conf¡ourxión, má6 anbá,
pr. corf¡Cú.. á<..s t6láóñ¡co,

Co¡ligureión d. L.AN,.,

I ?_llx IOpcioner dé lnlernet
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Conliguración de LAN

I Selecciona¡ la opción de Proxy.
2 Dar la dirección IP del servidor.
3 Asignar el puerto 8080.
4 Dar clic en el botón Aceptar.

Figura 109. Configuración de la red de área local

cónr,quración aútomáti.á
L. coñflgurücióñ .utométicá puéd€ ruperponers. a la manuá|. Párá 6v¡tár
qu6 asto ocurr., de5hab¡lit6 la contiquración automáti...

E D.t (t.r lrconflqur¿ción .utomát¡cémsnts

E Urér tGcuén(i! dG comándG dé con¡iguréc¡ó. Eutñátic6

Opcionar .v6ntüd.s192,164,12,1 BoaolD¡r..clónl

dire(cioneE localet

para 5u LAN, E la conFi
lccE.o tel6lón¡.ó o dé r

Uull¿¿r un servldor pr
lplic.rá . coñ6xloñ.t
vlrtu.l6, (vPN),

EI18

EDCOM ESPOL

ConllBuraclón dé Ia réd de área local {LAN¡
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7--Probar cargando la página www.municipio.com que es la que se configuro para el
DNS y WEBSERVER.

Figura I 10. lnternet l-rxplorer

Por Horario:

Sintaxis: acl (nombre de la lista) time (día) (hora inicio)-(hora fin)

rGTIil
t--§l
Ir_l
t--H -l

Después de está ACL: acl red scr 192.168,12.11255,255.255.0

Añadir: acl horario time SMTWHFA 10:00-12:00

&rrrr E&ió.r l. E Er6 !.re¡{6 arud.

O*.. .-¡ ¡{ d llr 7,'**. ::iFñr6 €) ;i- , .4. lflü

TÓPIco DE GRADUACION

ADMIN,STRAaTÓN DE SEdUNDAD EN REDEy

INSTITTCIÓN

N. I. NIJMCIPAADAD DÉ GUAYASUL

INTEGRANTES

HENRY ARROTO

LÜPE TTERRBRA

PAUIo RECAI.DE

M.l. Mun¡cipolidod de Guoyoqu¡l

ESCIIELA STIPERIOR POLTTECMCA DEL LITORAL

- lmllsmg¡la¡oñlv ñ

DIRECTOR

ANL PABIAN BARWZA

t "*d,*,"

I¡lsrfxI:::U.l- r¡urlclr¡¡i¡,¿d d.G!.r.qull;;¡ .Iir..ort l¡t¿rñt t¡plo¡.r -[Trntnjdr ¡ln.o¡r¡lótr]
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Ahora Ia navegación va a estar restringida por nucstra red y por horario.

http_access allow red lhorario No se podrá navegar de 10:00AM a 12:00PM

Reinicie el servicio del SQUID
# service squid restart

Por Autenticación:

En el archivo squid.conf comentar esta línea.
#auth_param basic program /usr/libexec/ncsa_auth /usr/etc/passwd

Luego añadir esta linea.
auth3aram basic program /usr/lib/squid/ncsa_auth /etclsquid/claves

Salir y grabar

Crear el archivo claves
touch /etc/squid/claves

Arclúvo ErIr Ycr

f ¡ooto loc¿ lhost
I rootOloc¡¡l ho3t

Ierm¡rBl §d¡9¡5 AIt¡d¡

ll lol'hn r.¡$qlrdr.!r}nt
lf

lermind §dapas Ayuda

ll chmod 600 /rtcy'rquid/cl.vct

t,

Figura t11. Creación del archivo claves

Archivo E&u Y€r

IrootSlocalhost
Irootelocalhost

Figura ll2. Petmisos al archivo claves

fmt 1r lcalhost;,¡ya r/ll'lfry html

EDCOM ESPOL

Dar permisos al archivo
chmod 600 /etc/squiüclaves
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Reiniciar el servicio del SQUID
# service squid restart

Ingresar al Intemet Explorer de nuestro PC Cliente

Como resultado de la implementación de autenticación en Windows pedirá rsuario y
password para ingtesar a www.municipio.com

Figura I13. Pantalla de Autenticaciótr Proxy

A¡óh/o Eddóo fcr Füyütot Ha.rrrLr*E Ayrrda

E¡t6r ulsrñE mc Énd pá6Ekrd icr prory át t92.t66-l2- 1

p¿ulo

I urt eev.ord t'urap.f to rarñansar tlE Dsrl,¡rd.

or( C6ñacl

I

Prs¡'ñ ordi

l!-

I,iEl w,tulv.fi un¡c¡tli6. cónr

.l) e¡.i¿r¡o p¡¡r¡ Htp¡/rsáver.eiA e.pEd ú trtctr¡tI I

* lllcro¡ofl Internel fxplorer x
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6.7.6 CONFIGURACION DE SENDMAIL

Sendmail es el agente de transporte de correo mií6 común de Intemet en los sistemas
Linux. Aunque actúa principalmente como MTA (Mail Transport Agent), que son los
encargados de transferir los mail a su correcto destino.

Protocolos que utiliza Sendmail:

SMTP, Simple Mail Transfer Protocol: Es el protocolo que se utiliza para que
dos servidores de correo intercambien mensajes.

POP, Post Office Protocol: Se utiliza para obtener los mensajes guardados en el
servidor y pasarselos al usuario.

IMAP, Internet Message Access Protocol: Su finalidad es la misma que Ia de

POP, pero el funcionamiento y las funcionalidades que ofiecen son diferentes.

Mail §erver Linux

o

Envía
¡rucr[o 2ó SMTF

Recibe
puerto 110 POP.3

PC-Clie¡rte
Windows

Paulo

PC-Clieute
Windows

Lupe

Figura I l.l. Gráflco de Sendmail

EDCOM ESPOL
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l--- Revisar si esta habilitado el Dovecot y Sendmail en el sistema, ir al SETUP.

I Seleccionar el servicio dovecot.
2 Seleccionar el servicio sendmail.
3 Dar clic en el botón OK.

Arch¡vo Ed¡tar ye, Ielmina¡ So¡ap¡s Avuda

Figura I15. Servicios dovecot

r@tr@localhost-

Arch¡vo Editar yer lermiñal Solapas Ayuda

Figura I ló. Servicios scndmail

2-- Comprobar cual es la dirección IP del servidor.
# ifconfig
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rc
ntsysv 1.3"1L-a -

hrl r:e <F1> Dar

I
diska.qr
dovecot
ec.}¡o
€cl¡io-u4t
cklogi¡r
gpr

l
I
I

I gBsftp

¿Qué 6ervici06 s€ deben eJ€cutar automáticamente?

Cancelaa

Se!r¡icios
!

ntsyÉv

Prrlse <É-l> Ear

2

aaslauthd
ss¡d¡aiI
crartd
mb

I 6n¡pA

I rsync
I r|d¡od

¿Qué servicios se deben eJ€cutar

Cáñcolar

Servicios
j
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3-- Editar el Hosts.
vi /efclhosts (que es el fichero donde su PC estará en un dominio).

I Comentar esta línea:
#127.0.0.1 localhost.localdomain localhost.

2 Ingresar lo siguiente:
192.168.12.1 www.munlcrplo.com.

AEhivo Ed¡t¡, yer Ie,rniñal §d¡ea5 Ayuda

I Do not te¡ove the fo¡lowin8 line, or várlous progr¡¡g
I that require netrork fu¡¡cti.onality rill faiI.
#127,O.O,l- locá lho st . Ioca ldon¡ in locafhost
192.168.12.1 www.munlclpio.corn

4,1 Todo

F¡gura I17, Archivo Hosts

Nota: Para comentar una línea en un archivo de configuración se lo realiza
ubicado un signo de numeración (#) o un punto y coma (;) al inicio de la línea
que se desea comentar.

4-- Habilitar el Puerto POP3.
vi /etc/xinetd.d/krb5-telnet (editando la siguiente línea)

disable = no
Guardar y salir (wq)

"/atc/hosts" {L, f79C

I

ó
Nota: El servicio de telnet está deshabilitado

d'sable = yes archivo original.

Imtünlm¿lho5f- E

EDCOM Capítulo 6 - Ptigina 75 ESPOL

Guardar y Salir (wq)



Manual de Usuario M. I. Municipalidad de Guayaquil

r@t6¡ln¿lhost-

Archivo Editar

# ¿lefault: off
* description:

service telnet
{

Yer Iemihál Solapas Ayud¿

The kexberized telnet Ée¡ver eccepts normal telnet s€ssions, \
but can also use Kelberos 5 authentlcation,

Editamos esta línea
Disable = no

disable = nol
flags
socket_tlpe
wait
useT

10g_orLfailure
/usr/kerbero6/sbin/teln€td

= USERID

INSERIAR

Figura I lE. Archivo krb5+clnct

vi /etc/dovecot.conf (descomente y edite)

Guardar y Salir (wq)

5--- Reinicie el servicio de Dovecot.
# service dovecot restart

6-- Revisar si está habilitado el puerto de descarga POP3.
# netstat -planlgrep ll0

7 --- Dar el nombre al Servidor.
vi /etc/sysconfily'network

REUSE
6 trea¡t

l

6,14-21 Todo

Como está en su máquina Editándola
#protocols = imap imaps protocols = imap imaps pop3

#imap_listen = [: :] imap_listen = [: :]

#pop3_listen : [: :] pop3_listen : [: :]

Como está en su máquina Editándola
Networking : yes Networking = yes

Hostname = localhost.localdomain Hostname = municipio.com
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8-- Editar SENDMAIL.
vi /etc/maiVsendmail.cf

Anhivo Ed¡t¡r ylr Brmiñ¡l Ed¡p¡s AI'd¡
*0 LDAPDefaul tSpec=-h locnlhost

tr*t tt¡trt§tttttt
I local info 4
tr**tttrttrttrtrtl

* hoat/don¡in nrlea eñdin8 rjth a token i¡¡ cl.!r É .re cánonlcaf
CP,

- I§EXIII - 89.1t

I üy ¡,DAP c¡r¡rter
t need to Bet t¡ia befole ¡ny LDAP lookups ¡re donc (ln(ludlf¡8 c¡¡sre.)
rlD(spnd-r¡tlffT Clust€r)t¡

c¡ mun¡c¡plo .com
* file cont¡inínt n.¡€É of l¡o3t3 for rhlch úe recelve erall
IF/etc/náil/1oc ¡l-hoÉt-¡¡raÉ

, ¡y offici.l do¡¡ln n¡¡e
, .., define thls only 1l sen¿h¡ll canmt autor¿tfcelly &ter nc yor¡¡ domln
irDj¡ü.loo.ClI

4i

Figura I19. Archivo sendmail.cf

Como está en su máquina Editándola
Cwlocalhost Cwmunicipio.com

0.0.0.0

Donde 0.0.0.0 permite enviar e-mails desde cualquier dirección.
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Arch¡vo Ed¡tar Ver Ierm¡nal Sdapas Ayuda

lrootGlocalhost -l# setup
lroot@localt¡ost -l# vi /etc/ho6ts
[root@localhost -] # vj. /etc,/xinetd. d/krbs-telnet
lroot@localhost -l# vi /etc,/sysconfig/netHork
[root@localhost -]# vi /et c,/mai l,/sendnail , cf
[root@localhost -]# service sendrail restalt
Apagando sendmail:
Desactlvación de sn-client:
fniciando sendrail:
Inicio de sm-client:
[rootBlocalhost -]# I

t0Kl
[0t(]
[0K]
[oli]

Figura 120. Reiniciar los servicios de sendrnail

10---- Crear un Usuario y darle una contraseña.
# adduser usuario
# passwd usuario

Ar<hivo Editar yer Ierminal §dapas AIud¿

[root@localhost -]# service dovecot restart
Parando Dovecot fmap:
Iniciando Dovecot lmap:
[rootolocalhost -l* adduser usuarlo
[rootAlocalhost -]# passwd usuario
ChanAing passv{ord for user usu¿rio.
New UNIX passq¡ord:
BAD PASSWORD: it is based on a dlctionary word
Retype nPw UNIX password:
passsd: al l authenlicat-Lon tokens upd¿ted successful ly.
lrootolocalho6t -l# I

Figura l2l. Crear usuario

OK
OK

E

rooi(r lo«¡lhost-
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9-- Reinicie el servicio de Sendmail.
# service sendmail restart

t
t

l
l
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1l-.- Configurar en e[ cliente (una PC Windows cualquiera)

1. Botón Inicio
2. Todos los programas
3. Outlook Express

Figura 122. Outlook Lxpress

d';*r:,,.
u!¡ n .d,n,"" -a

@*--*-
$**.*,'
[t**.a,*."**
.\
B
6

I

I clJlo r @ rr.!s$r.td!id'ú.

B r¡e,h¡rü ¿.nr.

6t b

a,'n y,.ó. tdEd.dreb r'r9,.' d.rle¿

a¡ haL¡. r¡üdri.* r.o

(i rn ¡ 
^tu.<ó. 

d. tra..cJc

t! l¡.¿ñ¡rorer!.or
i! úü,,o)

O Rrq¡¡G..t 
'rhb.' 

¡r.d.

ü Élro,A¡o'
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I . Dar clic en el Mcnú Herramienta.
2. Luego scleccionar Cucntas.

Oultook Express

Archivo Edlciin Ver H.rr.mlcnt.s lvlens¿je Ayud¿

-
lS oultook Expr.s5
r! (A CErpetai loc.lct

@ eanae¡a ae en!

$ eande¡a de saltd!
(É Elemeftor env¡ac
g Elementos ekn¡ñ¿

@ eonador

Íncron¡2e córp€tá

Rlqlai dG msnsala

Whdow, lvlerrerBer

¡r afi¡Af¡V

Sug€rencla del dfa x

Par¡ ¿xponcr un nusvo
menslja 6n un grupo
dc notic¡á5, §.leccjon¿
el grupo d6 noticias en
l. list¿ carpatas y
hagr cl¡c en
Exporic¡ón nucvá.

I
Cre¿r

l'
h.y .ont¿cto! quc mo5t.6r, Há9á cfc

6n ContEctos para (rBar un contacto

Grupos dc noticiüt

m
EX

T Al inic¡ar Outlook Exprcsr, ¡r directamBntB
a gánd¿ja dé cn?üd.,

I
E!l.9!-t-Eg,rr9.o!r+

t]-,]

< Anterior Siguienta >

e.,.. ¡,lr¡¡t¡¡lade¡ '

E5tá outlook Exprcs:!! L i.l r.lr:,¡irft 'inrd

F¡gura t2J. Outlook Exprcss Menú Herramienlas

.ttg ü 17,40

mm

En Cuentas de Intemet:

I De un clic en la pestaña Correo.
2 Dar un clic en el botón Agregar

Cuentas de lnternet

Todo Coreo

Tipo

Figura l2{. cuentas de Intemet

lmportar

Cerrar

Cu

I
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En el OUTLOOK EXPRESS

L¡br.tr d. dirccc¡úrrr... cbl+|.'lryús+a
A-lrÉgár r,rmrlenlE a -itrei.r lc d[e:rioíe§

I

I

I

CmfiErra léi auBr*as.

Out

r+¡r¡rIdI.j

2

Conexión

5e¡vicio de di¡ectotio

rablecer Domo predElermin¿dá i
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1 Da¡ un nombre a la cuenta.
2 Dar un clic en el botón Siguiente.

Figura t25. Asistente para Ia conexión a Intemet: su nombre

,\Su nombre

EDCOM Capitulo 6 - Página 81 ESPOL

p¿rd l¡ conexlón n lnternet

2

Al envia co¡reo eleckónico, su rnnbre aparecaÉ en el campo De deJ mensaie
s¡llente. Escrib¡ su nombre taly como desea que opuezca.

Por elemplo: Jorge López

Nombre para moskar:

Siguiente > Cancel¡r
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1. Se le da una dirección de correo a la cuenta.
2. Dar un clic en el botón Siguiente.

Figura 126. Asistente para la conexión a Intemet: dirección

,§Dirección de corrco elechónico de lrte¡net

com

EDCOM Capitulo 6 - Ptígiru 82 ESPOL

2

< AtrÉs

La dreccirin de:oíec electónicc es ladirección que otr¿s per¡onas ulilizaán para
cnviorlc m:noojcc.

C¡ncelar

Dieción de coreo dectrónico:

Por eiemplo: algr.rien@niero*cf t.com
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Asignar Ia dirccción IP entrante y saliente:

I . Ingresar la IP del servidor 192.168.12.1
2. Dar clic en el botón Siguiente.

l¡ombre d6l serridor de co[eo eleclr6nico

Figura 127. Asistente para la conexión a Intemet: nombre del servidor

,ñ

POP3

192.168.12.1

192.168.12.1
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la conexidn a lnlsrnet

Mi ¡e¡vilor da mlrco enbantc e¡

SéNidor dé éonéo E*{rár1tc IPOtr3,|MAP o HTTP]

Elservido¡ SMTPsc utilizaparaclcoreo safcne.

Servidor de correo saliente (SMIP}

Cancela¡< aras ll §ig¡ie¡te >
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I
2

J

Ingresar el nombre de la cuenta.
Ingresar Ia contraseña de la cuenta.
Dar clic en el botón Siguiente.

Figura 128. Asislcrltc para la conexi(rn a Internct: inicio de sesión

rlz,Eln¡c¡o de ses¡ón del cor¡6o de lnternet

usu¿rio

x
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3

< Al¡¡És I Gnc¿la¡

Conlraseña:

P Fecorda contraselle

'lnici¿r

le ha proporcionado

Nombre de cusntai
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1 . Dar clic en el botón Finalizar y se obtendrá una nueva cuenta de correo

cone n

Figura 129. Asistente para la conexirin a Intomet: finalizar'

2. Dar clic en el botón Envió y recepción de correo en Outlook Express.

Esc¡ibió correddme¡t¿ tod¿ ló ¡rro¡m¿c¡ón rEcesarió par! colfiguó¡ l¿ cuehtd.

Si d6sc. guBrdar la configuración. haga clc en Finalizar.

C¡ncelar< Atrás Finelizar

A.dfvo Eddóo Yü HürÜlt r*e ilrs¡rá Áyud.

-Jr á/s€ilxs
c'crcnrro Rrspqd.r Rr+trtdlr ... R.úviü

¡;

ffwi¿, y r...

CrEas x I

$ anrore4rcar
ÉJ (a crp..E b(&

* ú.odci! dG G¡*r!d. (l)
S 6*doi. do ,.rdrÉE
@ tbrr*or cf*rr<lor
(P Eq'rdq

!0Pr.
ü ro@nxrñpro com

<l )

f¡'cr ulu.rb PraÉ m.@m¡nlp¡o,co.'|
Aarr*o: Íroñtara rrr$o

corta(tor r x
i
No hay (oúrt{Etor arrc r¡E t ú, Hao! c¡(
| üñ Cantdto5 oora oe¿l- ú cor*¿¿to

I rnoñrlrór, O no bfdrrs j!!l can cor*xróa
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..r^, t, lBr2s

póra

-/l\-
t,¡

I

r¿ El€rneñtos er¡rrladoG

úvtanL

Hola Como eslas.

_l

Figura 130. Elenrentos enviados
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1 Revisar si nos llego el mensaje del usuario
# mail -u root

Archivo fditar Ver Terminal

Inlcio de sn-client:
Iroot6localhost -]# mail -u

Sdarc Ayuda

rail: option requires an argu[ent -- u

t0r(¡

Figura 131. Revisión de c<lmeo

13-- Envié desde el servidor un mensaje a usuario.
# mail usuario@municipio.com
Subject Saludos
. (Coloque un punto y de ENTER)

1

¡¡.x,¡1r1¡ lr¡.alhu>l;-
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lw

Recepción de correo en la máquina Linux.

Usage: nail [-ilnv] [-e subject] [-c cc-ailCr ] [-b bcc-addr] to-addr ...
[- sendnail-options . ".]

nail [-iln],lvl -f [n¡nel
¡ail [ -iln]lvl [-u user]

You have ner rail ln /var/spoolhail/¡oot
[root0locelhost -]{ nail -u root
llail version 8.1 6/6/93. tlpe ? for }elp.
"/var/nail,/root": 3 nessages 3 neu
>N 1 rootOloc¡lhoct .local T\¡c Jur 13 01:50 37 /L258 "Inv¡lid Plle Co"
N 2 root0localhost.local Sat Jun 24 16:09 80/2250 "Invalid Ei.le Co"

nt{r 
3 usuaflo@mun¡ctfio.com S¡t Jun 2{ 18124 43/tlO!.@

EDCOM ESPOL
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l4-- Revise en la PC Windows si flegó el mensaje del root, en el Outlook Express

1. Dar clic en el botón Envió y recepción de correo en Outlook Express.

ArdÍvo Eüón VGr t¡írrld*6 f i.{l..úa Ayud.

Crnar aoí.o R6lpord.r R.Gspond.r ... Raa.ntt I¡prirñ¡r

x
(¡ orrtoot trprÜ§¡

a @ crcac uoba
SE.dcrrdecr*rd. (¡)
ql 8.rd.1. d. .dd.
É@
I a6nE*6 chúr.dot
É sdr.dor

I rool@tnonrcipio com rEfls¿i. ru6vo

Env¡¡r
.l #ü€,*XErr

!0

<i I

Ocr qaurb Füo¡ ro@ñr¡dclplo.csn
Aa.lnto: ñ¡6rt¿ro a*wo

Co.ta<lo, - x Hola Como estas.

Fo hay (drEtor cr rrrt¡, Ha*a d(
i an Cütador c&. oaü ú act¡do
I .¡-Éo,

t¿ El€ment6 eñvlados

I ar¡cft5arar, 0 ño lciro,S g co.' (c!nón

ISr25

Figura lJ2, Outlook Express bandcja de enlrada

¿J (9AFÍ(OS, , . +l Oo(1 - I'l«o,.,
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6.7.7 CONFIGURACIÓN DE DHCP

DHCP (Dynamic Host Configuration Protocol), es un protocolo que instalado en un
servidor de una red local, permite la configuración automática del protocolo TCP/IP de
todos los clientes de dicha red.

Es una herramienta que puede hacer más agradable la vida de los
administradores de una red local.

Con un servidor DHCP se tendrá una red con máquinas "plug-and-play", con
sólo conectarlas podrá dialogar con red.

La ventaja no es sólo esta, adem¿ís se podrá modificar la configuración de todos
los equipos de la red con sólo modificar los datos del servidor.

Teniendo esta herramienta, ¿Qué administrado¡ irá cliente por cliente
configuriíndolo de forma independiente?

Se¡vidor L¡nux
DHCP

Switch

t'C-(lllcnt€ PC-Clicntc l'C-Clionie

Figura 133. Cráfico de DHCP

a

a

a
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I --cp /usr/share/docid.C.-3.0. 1 /dhcpd.conf.sample /etcldhcpd.conf

Z--cd / etcl vi/ dhcpd.conf

3-- subnet 192.168.12.0 netmask 255.255.255.0{
#--default gateway
Option routers 192.168.12.1;
Option subnet-m ask 25 5.25 5.25 5.0
Option nis-domain "municipio.com";
Option domain-name "municipio.com";
Option domain -name- seryer 192.168.12.1;
Option netbios -narne- server 192.168.12.1;

Range dynamic-boop I 92. I 68. I 2.30

4--touch /var/lib/dhcp/dhcp.leases

5--chkconfig dhcpd on

6--pgred dhcpd

7----service dhcpd restaf

8-- En Windows realizamos lo siguiente:

192.t68.12.40;

1. En MI PC buscar Mis Sitio de Red
2. Dar clic derecho y elegir Propiedades.

Figura lJ:1. Mis sitios de red

t, -".*-".-.
!n.d4!.!3!=. ó'o

qD ü*h.,(.,

§p***<oc
o¡Étu.ú.¡ird .r*o.¡c.ú¡c

-1§'
-¡

)a l¡ o,-& 3' (a»
r 

- o<ob<d(<r)
r - 6(1ñrG (D)
r .g hdad d. colf J

. O Pbdd.dd

x 
^r.n¡ñ. 

.rm.!.Edo. d cr..@¡ts

- - xl

EDCOM ESPOL
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A continuación se verá la pantalla de conexiones de red.

1 . Dar clic derecho al icono de conexiones de area local
2. Dar clic en Propiedades.

Figura lJ5. Conexiones de led

Aldvo E.lkróñ !.r flvortB H.trer«t., o9d@e dhr.d4 ayú.

+

t.únér¡.ñér¡ered - Eln

Arirt.¡*. p¡. ú.róñ nE Ali*at. pró r6f¡¡ú.<ljo .b?
e

cm,b:d"ry

! co,¡exiores de red E{trlB

EDCOM Capítulo 6 - Página 90 ESPOL

Ar¡tt.nt.

tan o lñtúñ.t d. .f. v.lo.¡d.d



Manual de Usuario M. L Municipalidad de Guayaquil

Luego se verá Ia pantalla de propiedades de conexión de área local.

l. Seleccionar el protocolo Intemet (TCP/IP).
2. Dar clic en el botón Propiedades.

Figura 136. Propiedades de conexión de área local

Opciones .vüzadas

E NIC Fást Ethernet PCI F.mili¡ FTLS'I Confiqur¿r

Esl¡ consxión utilizE los siouienlss slamentos:

Protocolo TCP/IP. Elprotocolo de rcd dc áre. c,{tcr¡s¿
prad6terminado que parm¡tB lá comun¡cación ¿ntre varias
rsdos ctr€ctadas enke sí

ElMostd ¡cono cñ elá..a dG noa¡ficación .l con ct¿r.c

@ N oülicarma cuondo esta con¿r¡óñ teng. ccr.lctividad limitada o
rub

I
rrl
lvl
t7l
E

Cliente parg redés Microsolt
Compérti ir¡presoiEsy archivo. para ¡ed¿s Microsoft
P¡ogrómador de paquétss QoS
Protocolo lntern"l {TCP/lP}

Descripc¡ón

ConBcla¡ usBndo:

Goncral

DóncelEr

J- Propiedadss de Conexión de áreo local tsB
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Configurar la tarjeta de red de manera dinámica, en este caso pondrá las opciones
obtener una dirección IP automáticamente y obtener la dirección del servidor DNS
automáticamente ,

En la ficha General

Figura 137. Propiedades de Protocolo lntemet

Ptrede hacer que la configuración lP se asigne óutomáticémente s¡Su
red Bs compEtible con este Écurso. De lo contr.rio. n¿césita consult¿r
con el administr¿dor dc l. r¿d cuál es l¡ configur6c¡dn lP Eprop¡ad6.

@ Obtener una direcció¡ lP automát¡cameñtB

@ Obtencr la dirección del sBrv¡dor DNS ¡utomáticamañtr

O lJsér lrs siguientes di¡ecciones da servidor oNS:

Opcioñes av¿nz¿das.-

C¿ncelar

Conf iguración alternativa 
I

Gener¿l

Servidor Dl.l5 alternativo

Seruid,lr ú¡15 preferido

t'--) lJsar la siguiente dirección lP:

Propledñdes de Protocolo lnternet (TCP/lPl
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1 Dar clic en la opción Obtener una dirección IP automáticamente.

2 Dar clic en el botón Aceptar.

rzt8

T-- --- ___l
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6.7.8 CONFIGURACIÓN DE FIREWALL

El firewall puede ser un dispositivo físico o un software sobre un sistema operativo. Es
r¡n hardware específico con un sistema operativo o una IOS que filtra el tráfrco
TCPruDP/ICMP/../IP y decide si un paquete pasa, se modifica, se convierte o se
descarta.

]tolicious Hacke¡

PC-Cl¡ent€

Fi¡ciroll

Figura 138. Cráflco de Firew'all
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Comandos básicos:

IPtables -F: Bonado de reglas
IPtables -L: Listado de reglas que se estrín aplicando
IPtables -A: Append, añadir regla
IPtables -D: Borrar una regla

Bloquear TELNET
IPtables -A INPUT -s 0.0.0.0124 4192.168.12.x/32 -p tcp -dport 23 -j DROP

Bloquear PING
IPtables -A INPUT -s 192.168.12.x -d 192.i68.12.x -p icmp -j DROP

Bloquear FTP
IPtables -A INPUT -s 0.0.0.0/24 -d 192.168.12.x/32 -p tcp -dport 21 -j DROP

Hacer ping al servidor desde el PC Cliente.

Figura 139. Pantalla de ping

D:\> plñq r92.1G8.r.2.1

H¡clédo ptl¡g á 192.168.ü-r cori ¡2 byt€s dé datos

i Simboh ft(¡irlrm!
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GLOSARIO DE TERMINOS

Ancho de Banda: La diferencia entre las frecuencias m¡ís altas y más bajas disponibles
pam señales de red. El término también se usa para describir la capacidad de
rendimiento medida de un medio o un protocolo de red especifico.

ARP: Protocolo de resolución de direcciones. Protocolo Intemet que se usa para asignar
una dirección IP a una dirección MAC. Definido en la RFC 826. Comparar con RARP.

Asignacióu de direcciones: Técnica que permite que distintos protocolos interoperen
traduciendo direcciones desde un formato a otro. Por ejemplo, al enrutar IP a través de
una red Frame Relay, las direcciones IP se deben mapear a las direcciones Frame Relay
de modo que los paquetes IP se puedan transmitir por la red. Ver también resolución de
direcciones.

Banda Ancha: Sistema de transmisión que permite multiplexar múltiples señales
independientes en un cable. En la terminología de telecomunicaciones, cualquier canal
que tenga un ancho de banda mayor que el de un canal con calidad de voz (4 kHz). En
terminología LAN, un cable coaxial en el que se usa la señalización analógica.
Comparar con banda ancha.

Broadcast: Envío de información en cualquier formato a más de un lugar de destino

Banda Base: Característica de una tecnología de red en la que se usa sólo una
frecuencia de portadora. Ethemet es un ejemplo de una red de banda base. También
denominada banda estrecha. Ver la diferencia con banda ancha. Término utilizado en la
www.

Bps: (Bits per Second). Medida que representa la rápidez con que los bits de datos se

transmiten a través de un medio de comunicaciones. Por ejemplo: un módem de 28.8
Kbps es capaz de transferir 28.800 bits por segundo.

Bit: (Binary Digit ó Dígito Binario). Es un dígito en base 2, es decir, 0 ó 1.Un bit es la
unidad más pequeña de información que la computadora es capaz de manejar. El ancho
de banda se suele medir en bits por segundo.



Byte: Unidad de medida de la cantidad de información en formato digital. Usualmente
un byte consiste de 8 bits. Un bit es un cero (0) o un uno (1). Esa secuencia de números
(byte) pueden simbolizar una letra o un espacio (un carácter). Un kilob¡e (Kb) son
1024 bltes y un Megab¡e (Mb) son 1024 Kilobytes.

Bloqueo: En un sistema de conmutación, una condición en el que no hay ninguna ruta
disponible para completar un circuito. El término también se usa para describir una
situación en la que no se puede iniciar una actividad hasta que la otra no se haya
completado.

Cable coaxial: Cable compuesto por un conductor cilíndrico exterior hueco que rodea
un conductor de alambre intemo único. En la actualidad se usan dos tipos de cable
coaxial en la LAN: cable de 50 ohmios, que se usa para la señalización digital, y cable
de 75 ohmios que se usa p¿ra señales analógicas y señalización digital de alta velocidad.

Cable de fibra óptica: Medio fisico que puede conducir una transmisión de luz
modulada. Si se compara con otros medios de transmisión, el cable de fibra óptica es

más caro, sin embargo no es susceptible a la interferencia electromagnética y es capaz
de brindar velocidades de datos más altas.

Cable neutro: Cable de circuito que se conecta a la conexión a tierra en la central de

energía y en el transformador.

Cableado backbone: Cableado que proporciona interconexiones enlre los arma¡ios de

cableado, entre los centros de cableado y el POP, y entre los edificios que forman parte

de la misma LAN. Ver cableado vertical.

Cableado de Categoria l: Una de las cinco clases de cableado UTP que se describen
en el estándar EIA/TIA-568B. El cableado de Categoría 1 se usa para comunicaciones
telefónicas y no es adecuado para transmitir datos. Comparar con cableado de Categoría
2, cableado de Categoría 3, cableado de Categoría 4 y cableado de Categoría 5. Ver
también EIA/TIA-5688 y UTP.

Cableado de Categoría 2: Una de las cinco clases de cableado UTP que se describen
en el estfurdar EIA/TIA-568B. El cableado de Categoría 2 es capaz de transmitir datos a
velocidades de hasta 4 Mbps. Comparar con cableado de Categoría l, cableado de
Categoría 3, cableado de CategorÍa 4 y cableado de Categoría 5. Ver también EIA/TIA-
568By UTP.

Cable blindado: Cable que posee una capa de aislamiento blindado para reducir la
interferencia electromagnética.



Cableado de Categoría 3: Una de las cinco clases de cableado UTP que se describen
en el est¿á.Lndar EIA/TIA-568B. El cableado de Categoría 3 se usa en las redes lOBASE-
T y puede transmitir datos a velocidades de hasta l0 Mbps. Comparar con cableado de
Categoría 1, cableado de Categoría 2, cableado de Categoría 4 y cableado de Categoría
5. Ver también EIA/TIA-568B y UTP.

Cableado de Categoría 4: Una de las cinco clases de cableado UTP que se describen
en el estándar EIA/TIA-5688. El cableado de Categoría 4 se usa en redes Token Ring y
puede transmitir datos a velocidades de hasta 16 Mbps. Comparar con cableado de
Categoria l, cableado de Categoría 2, cableado de Categoría 3 y cableado de Categoría
5. Ver también EIA/TIA-5688 y UTP.

Cableado de Categoría 5: Una de las cinco clases de cableado UTP que se describen
en el est¿indar EIA/TIA-5688. El cableado de Categoría 5 se usa para ejecutar CDDI y
puede transmitir datos a velocidades de hasta 100 Mbps. Comparar con cableado de
Categoría 1, cableado de Categoría 2, cableado de Categoría 3 y cableado de Categoria
4. Ver también EIA/TIA-568By UTP.

Caché: Subsistema especial de memoria en el que se almacenan los datos más
utilizados para obtener acceso más rápido. Una memoria caché almacena el contenido
de las ubicaciones RAM de acceso más frecuente y las direcciones donde estos datos se

almacenan. Cuando el procesador hace referencia a una dirección de memoria, la caché

comprueba si almacena dicha dirección, En caso afirmativo, los datos se devuelven al
procesador. En caso negativo se produce un acceso normal a memoria. La caché es útil
cuando los accesos a RAM son lentos respecto a la velocidad del microprocesador ya
que es más rápida que la memoria RAM principal.

Canaleta decorativa: Tipo de canal montado en la pared que tiene una cubierta
removible que se usa para admitir el cableado horizontal. La canaleta decorativa es lo
suficientemente grande como para contener dos cables.

Canaleta: Un tipo de canal adosado a la pared que tiene una cubierta removible para
dar apoyo al cableado horizontal. La canaleta es lo suficientemente gande como para
contene¡ varios cables.

Capa fisica: La Capa 1 del modelo de referencia OSI. La capa fisica dehne las

especificaciones eléchicas, meciiLnicas, de procedimiento y funcionales para activar,
mantener y desactivar el enlace fisico entre sistemas finales.

Capa de control de enlace de datos: La Capa 2 del modelo de arquitectura SNA
Tiene la responsabilidad de transmitir datos a través de un enlace fisico determinado.

Capa de red: La Capa 3 del modelo de referencia OSL Esta capa proporciona
conectividad y selección de rutas entre dos sistemas finales.

Capa de transporte: La Capa 4 del modelo de referencia OSI. Esta capa es responsable
de la comunicación confiable de red entre nodos hnales. La capa de transporte
suministra mecanismos para establecer, mantener y terminar los circuitos virtuales,
detección y recuperación de errores de transporte y control del flujo de información.



Capa de sesión: La Capa 5 del modelo de referencia OSI. Esta capa establece,
administra y termina sesiones entre aplicaciones y administra el intercambio de datos
entre entidades de capa de presentación.

Capa de servicios de presentación t La Capa 6 del modelo de arquitectura SNA. Esta
capa suministra administración de recursos de red, servicios de presentación de sesión y
algo de administración de aplicaciones. Corresponde aproximadamente a la capa de
presentación del modelo OSI. Ver también capa de control de flujo de datos, capa de
control de enlace de datos, capa de control de ruta, capa de control fisica, capa de
servicios de transacción y capa de control de transmisión.

Cliente: Nodo que solicita servicios a un servidor.

Colisión: En Ethemet, el resultado de dos nodos que transmiten de forma simultánea.
Las tramas de cada uno de los dispositivos chocan y resultan dañadas cuando se

encuentran en el medio fisico. Ver también dominio de colisión.

Cola: Generalmente, una lista ordenada de elementos que esperan ser procesados. En
emutamiento, un conjunto de paquetes que esperan ser enviados a través de una interfaz
de router.

Conector RJ: Conector macho registrado. Conectores est¿iLndar que se usaban
originalmente para conectar las líneas telefónicas. En la actualidad, los conectores RJ se

usan para conexiones telefónicas y para conexiones 10-100-1000 BASE-T y otro tipo de
conexiones de red. Los RJ-l1, RI-12 y RJ-45 son tipos populares de conectores RJ

Costo: Valor arbitrario, generalmente basado en el número de saltos, ancho de banda de
los medios u otras medidas, que se asigna a través de un administrador de la red y que
se usa para comparar varias rutas a havés de un entomo de intemetwork. Los protocolos
de enrutamiento usan los valores de costo para determinar la ruta más favorable hacia
un destino en particular: cuanto menor sea el costo, mejor será la ruta. A veces
denominado costo de ruta.

Consola: DTE a través del cual se introducen los comandos en un host.

Correo electrónico: Aplicación de ¡ed utilizada ampliamente en la que los mensajes de

correo se transmiten electrónicamente entre los usuarios finales a través de diversos
tipos de redes usando diversos protocolos de red. A menudo denominado e-mail.

Capa de aplicación: La Capa 7 del modelo de referencia OSI. Esta capa suministra
servicios a los procesos de aplicación (como, por ejemplo, correo electrónico,
transferencia de archivos y emulación de terminal) que estan fuera del modelo OSI. La
capa de aplicación identifica y establece Ia disponibilidad de los socios de
comunicaciones deseados (y los recursos que se requieren para conectarse con ellos),
sincroniza las aplicaciones cooperantes y establece acuerdos con respecto a los
procedimientos para la recuperación de errores y el control de la integridad de los datos.
Corresponde aproximadamente a la capa de servicios de transacción del modelo SNA.
Ver también capa de enlace de datos, capa de red, capa fisica, capa de presentación,
capa de sesión y capa de transporte.



C§MA/CD: Acceso múltiple con detección de portadora y detección de colisiones.
Mecanismo de acceso a los medios en que los dispositivos que están listos para
transmitir datos verifican primero el canal en busca de una portadora. Si no se detecta
ninguna portadora durante un período de tiempo determinado, el dispositivo puede
comenzar a transmitir. Si dos dispositivos transmiten al mismo tiempo, se produce una
colisión que es detectada por todos los dispositivos que han tenido una colisión. Esta
colisión retarda las transmisiones desde aquellos dispositivos durante un período de
tiempo aleatorio. El acceso CSMA/CD se usa en Ethemet e IEEE 802.3.

CIic: Acción de presionar y soltar nipidamente el botón del mouse (ratón)

Cliente: Se dice que r¡n programa es un "cliente" cuando sirve sólo para obtener
información sobre un programa "servidor". Cada programa "cliente" está diseñado para
trabajar con uno ó más programas "servidores" específicos, y cada "servidor" requiere
un tipo especial de "cliente". Un navegador es un programa "cliente".

Contraseña ó Password: Una clave generalmente contiene una combinación de
números y letras que no tienen ninguna lógica. Es una medida de seguridad utilizada
para restringir los inicios de sesión a las cuentas de usuario, así como el acceso a los
Sistemas y recursos de la computadora.

CPU: (Central Processing Unit ó Unidad central de procesamiento). Es el dispositivo
que contiene los circuitos lógicos que realizan las instrucciones de la computadora.

Cuadro de Diálogo: Ventana que aparece temporalmente para solicitar o suministrar
información al usuario.

Cuadro de Texto: Parte de un cuadro de dialogo donde se esc¡ibe la información
necesaria para ejecutar un comando. En el momento de abrir un cuadro de diálogo, el
cuadro de texto puede estar en blanco o contener texto.

Cursor: Símbolo en pantalla que indica la posición activa, generalmente titilante.
Muestra la posición en que aparecerá el próximo caracter a visualizar cuando se pulse
una tecla.

C§U: Unidad de servicio de canal. Dispositivo de interfaz digital que conecta el equipo
del usuario final con el loop telefónico digital local. A menudo se denomin4 de forma
conjunta con DSU, como CSU/DSU.

Computador: Es un dispositivo electrónico compuesto básicamente de un procesador,
memoria y dispositivos de entrada./salida (E/S). La característica principal del
computador, respecto a otros dispositivos similares, como una calculadora, es que puede
realizar tareas muy diversas, cargando distintos programas en la memoria para que los
ejecute el procesador. Siempre se busca optimizar los procesos, ganar tiempo, hacerlo
más fácil de usar y simplificar las tareas rutinarias.



Db: Decibelios

Dominio: En Internet, una parte del árbol de jerarquía de denominación que se refiere a

las agrupaciones generales de redes basadas en el tipo de organización o geografia

Descifrado: La aplicación inversa de un algoritmo de cifrado a los datos cifrados,
restaurando por lo tanto los datos a su estado original, no cifrado.

Dato: Son las señales individuales en bruto y sin ningún signihcado que manipulan las
computadoras para producir información.

DTE: Equipo de terminal de datos. Dispositivo en el extremo del usuario de una
interfaz usuario-red que actúa como origen de datos, destino de datos o ambas. El DTE
se conecta a una red de datos a través de un dispositivo DCE (por ejemplo, un módem)
y por lo general usa señales de temporización generadas por el DCE. El DTE incluye
dispositivos como, por ejemplo, computadores, traductores de protocolo y
multiplexores.

Directorio: En D.O.S., una lista de nombres de archivo que contiene toda la
información de los archivos almacenados. A partir de Windows 95 este término se

reemplazó por CARPETA.

Dirección: Existen tres tipos de dirección de uso común dentro de Intemet: "Dirección
de correo electrónico" (email address); "lP" (dirección Internet); y "dirección
hardware".

Dirección del Protocolo de Internet (dirección IP): Dirección única que identifica a

un equipo host en una red. Identifica a un equipo como una dirección de 32 bits que es

única en una red con Protocolo de control de transmisión/Protocolo Intemet (TCP/IP).
Número único que consta de 4 partes separadas por puntos. Una dirección IP se suele
representar en una notación decimal con puntos que indica cada octeto (ocho bits o un
b)'te) de una dirección IP como su valor decimal y separa cada octeto con un punto. Por
ejemplo: 17 2.16.255,255.

Cada computadora conectada a Internet tiene un único número de IP. Si la máquina ni
tiene un IP fijo, no está en realidad en Intemet, sino que pide "prestado" un IP a un
servidor cada vez que se conecta a la Red (usualmente vía módem).

DCE: Equipo de comunicación de datos. Equipo de comunicación de datos (expansión
EIA) o equipo de terminación de circuito de datos (expansión ITU-T). El dispositivo y
las conexiones de una red de comunicaciones que abarca el extremo de la red de la
interfaz usuario a red. El DCE proporciona una conexión fisica con la red, envía tráfico
y suministra una señal de temporización que se usa paxa sincronizar la tra¡smisión de
datos entre los dispositivos DCE y DTE. Los módems y las tarjetas de interfaz son
ejemplos de DCE. Comparar con DTE.



Disco Rigido: Unidad de almacenamiento permanente de información. Éste es el que

guarda la información cuando apagamos la computadora. Aquí se guardan la mayoría de

los programas y el sistema operativo. Su capacidad de almacenamiento se mide en
Megab¡es (Mb) o Gigab¡es (Gb), en donde 1024 Mb = lGb,

Disqucte: Dispositivo que puede insertarse y extraerse en una unidad de disco.

DNS: (Domain Name System ó Sistema de Nombres de Dominio). El DNS es un
servicio de búsqueda de datos de uso general, distribuido y multiplicado. Su utilidad
principal es la búsqueda de direcciones IP de sistemas centrales ("hosts") basándose en
los nombres de éstos. El estilo de los nombres de "hosts" utilizado actualmente en
Intemet es llamado "nombre de dominio". Algunos de los dominios mas importantes
son: .COM (comercial - empresas), .EDU (educación, centros docentes), .ORG
(organización sin ánimo de lucro), . NET (operación de la red), .GOV (Gobierno USA)
y .MIL (ejército USA). La mayoria de los países tienen un dominio propio. Por ejemplo,
AR (Argentina) .PY (Paraguay), .US (Estados Unidos de América), .ES (España), ..AU
(Australia), etc.

Dominio: (Domain Name). Nombre único que identifica a un sitio de Intemet, Los
nombres de dominio tienen 2 o más secciones, separadas por puntos. La sección de la
izquierda es la más específica, y la de la derecha, la más general. Una computadora
particular puede tener mas de un nombre de dominio, pero un nombre de dominio se

refiere únicamente a una PC.

Download ó descargar: En Intemet es el proceso de transferir información desde un
servidor de información a la propia PC.

Documentación: Manual escrito que detalla el manejo de un sistema o pieza de
hardware.

Doble Clic: Acción de presionar y soltar rápidamente el botón del mouse (ratón) dos
veces, sin desplazarlo. Esta acción sirve para ejecutar una determinada aplicación, como
por ejemplo: inicializarla.

DSU: Unidad de servicio de datos. Dispositivo que se usa en la transmisión digital que
adapta la interfaz fisica de un dispositivo DTE a una instalación de transmisión como,
por ejemplo, T1 y El.

DVD: (Digital Versatile Disc ó Disco Versátil Digital). Disco que sirve para almacenar
más datos de contenido digital, como música o video, que un CD. Un DVD guarda un
mínimo de 4.7 Gigab¡es (el tamaño de una película de cine).



El: Estrindar Europeo equivalente al americano Tl. Los circuitos El y T1. Los dos usan

canales de 64 Kbps, pero el Tl tiene 24 mientras que el El tiene 32 canales.

EIA/TIA-568: Estandar que describe las características y aplicaciones para diversos
grados de tendido de cableado UTP. Ver también cableado de Categoría 1, cableado de
Categoría 2, cableado de Categoría 3, cableado de Categoría 4, cabieado de Categoría 5
y UTP.

Encapsulamiento: El proceso por el cual se envuelven datos en un encabezado de
protocolo en particular.

Emulación de tcrminal: Aplicación de red en la que un computador ejecuta software
que la hace aparecer ante un host remoto como una terminal conectada directamente.

Enrutamiento: Proceso para encontrar una ruta hacia un host destino. El enrutamiento
en redes de gran tamaño es muy complejo dada la gran cantidad de destinos intermedios
potenciales que debe atravesar un paquete antes de llegar al host destino.

Ethernet: Especificación de LAN de banda base inventada por Xerox Corporation y
desarrollada de forma conjunta por Xerox, Intel y Digital Equipment Corporation. Las
redes Ethemet usan CSMA-/CD y se ejecutan a través de varios tipos de cable a l0
Mbps. Ethemet es similar al conjunto de estándares IEEE 802.3. Ver también
I0BASE2, 10BASE5, IOBASE-F, 10BASE-T, 10Broad36 e IEEE 802.3.

Elemento de Pantalla: Partes que constituyen una ventana o cuadro de diiá.'logo como
por ejemplo: la bana de título, los botones de "Maximizar" y "Minimizar", los bordes
de las ventanas y las barras de desplazamiento.

Estación de trabajo: Computador de gran potencia que cuenta con elevada capacidad
gáfrca y de cálculo. Llamadas así para distinguirlas de los que se conocen como
servidores.

Expandir: Mostrar los niveles de directorio ocultos del ¿iLrbol de directorios. Con el
administrador de archivos es posible expandir un solo nivel de directorio, una rama del
rírbol de directorio o todas las ramas alavez.

Explorador: Llamado también explorador Web. Interfaz cliente que permite al usuario
ver documentos HTML en el World Wide Web, en otra red o en su propio equipo;
seguir los hipervínculos y transferir archivos. Un ejemplo es Microsoft Intemet
Explorer.

Extensión: Está compuesto por un punto y un suñjo de hasta tres caracteres situados al
final de un nombre de archivo. La extensión suele indicar el tipo de archivo o directorio.

Escritorio: Fondo de la pantalla sobre la cual aparecen ventanas, iconos y cuadros de
diálogo.



Fibra multimodo: Fibra óptica que permite la propagación de múltiples frecuencias de
luz.

Firewall: Router o servidor de acceso, o varios routers o servidores de acceso,

designados como un búfer entre cualquier red pública conectada y una red privada. EI
router firewall usa listas de acceso y otros métodos para garantizar \a seguridad de la red
privada.

Fluctuación de fase: Distorsión analógica de la línea de comunicación provocada por
la variación de una señal de sus posiciones de temporización de referencia. La
fluctuación de fase puede provocar la pérdida de datos, especialmente a altas
velocidades.

Frecuencia: Cantidad de ciclos, medidos en hercios, de una señal de corriente alterna
por unidad de tiempo.

FTP: Protocolo de transferencia de archivos. Protocolo de aplicación, parte de la pila de
protocolo TCP/P, que se usa para transferir archivos entre nodos de la red. El FTP se

define en la RFC 959.

Full duplex: Capacidad de transmitir datos de forma simultánea entre una estación
emisora y una estación receptora.

Gateway: En la comunidad IP, un término antiguo que se refiere a un dispositivo de
emutamiento. En la actualidad, el término router se usa para describir nodos que
ejecutan esta función, y gateway se refiere a un dispositivo con fines especiales que

ejecuta conversión de capa de aplicación de la info¡mación de una pila de protocolo a

otra.

Fibra monomodo: Cable de fibra óptica con un núcleo estrecho que permite que la luz
entre sólo en un único ángulo. Dicho cableado tiene mayor ancho de banda que la fibra
multimodo, pero requiere una fuente de luz con una anchura espectral mtás angosta (por
ejemplo, un láser). También denominada fibra de modo único. Ver también fibra
multimodo.

Flujo de datos: Todos los datos que se transmiten a través de la línea de

comunicaciones en una sola operación de lectura o escritura.



Gateway fronterizo: Router que se comunica con routers de otros sistemas autónomos.

Giga: Prefijo que indica un múltiplo de 1.000 millones, o sea 10e. Cuando se emplea el
sistema binario, como ocure en informática, significa un múltiplo de 230, o sea

1.073.741.824.

Grupo de trabajo: Conjunto de estaciones de trabajo y servidores de una LAN que
están diseñados para comunicarse e intercambiar datos entre sí.

Hardware: Son todos los componentes fisicos que componen una PC.

Hexadecimal: Base 16. Representación numé¡ica que usa los dígitos 0 a 9, con su
significado habitual, y las letras A a la F para representar dígitos hexadecimales con
valores de l0 a 15. El dígito ubicado más a la derecha cuenta unos, el siguiente cuenta
múltiplos de 16, luego 16^2:256, etc.

Host : Sistema computacional ubicado en una red. Es similar al término nodo, salvo que
e[ host generalmente implica un sistema computacional, mientras que el nodo
generalmente se aplica a cualquier sistema conectado a la red, incluyendo servidores de
acceso y routers.

HTML; (HyperText Markup Language). Lenguaje utilizado p¿ra crear los documentos
de hipertexto que se emplean en la WWW. Los documentos HTML son simples
archivos de texto que contienen instrucciones (llamadas tags) entendibles por el
Navegador (Browser).

HTTP: (HyperText Transport Protocol). Protocolo utilizado para transferir archivos de
hipertexto a través de Intemet. Requiere de un programa "cliente" de HTTP en un
extremo y un "servidor" de HTTP en el otro extremo. Es el protocolo más importante de
laWWW.

Hub: Dispositivo de ha¡dware o software que contiene módulos de red y equipo de
intemetwork múltiples, independientes pero conectados. Los hubs pueden ser activos
(cuando repiten señales que se envían a través de ellos) o pasivos (cuando no repiten,
sino que simplemente dividen, las señales que se envian a través de ellos).

Hercio: Unidad de medida de la frecuencia, abreviada como Hz. Un sinónimo sería
ciclos por segundo.



I
IEEE: Instituto de ingenieros elécüicos y electrónicos. Organización profesional cuyas
actividades incluyen el desarrollo de estandares de comunicaciones y de redes. Los
estiínda¡es LAN del IEEE son los estándares de LAN predominantes en el mundo
actual.

IEEE 802.1: Especificación del IEEE que describe un algoritmo que evita los loops de

capa dos mediante la creación de un spanning tree. El algoritmo fue inventado por
Digital Equipment Corporation. El algoritmo de Digital y el algoritmo IEEE 802.1 no
son exactamente los mismos, ni tampoco son compatibles.

IEEE 802.12: Est¿indar LAN del IEEE que especifica la capa física y la subcapa MAC
de la capa de enlace de datos. El IEEE 802.12 usa el esquema de acceso a los medios de
prioridad de demanda a 100 Mbps a través de una diversidad de medios fisicos. Ver
también lOOVG-Any LAN.

IEEE 802.2: Protocolo LAN del IEEE que especifica una implementación de la
subcapa LLC de la capa de enlace de datos. IEEE 802.2 administra errores, entramado,
control de flujo y la interfaz de servicio de la capa de red (Capa 3). Se usa en las LAN
IEEE 802.3 e IEEE 802.5. Ver también IEEE 802.3 e IEEE 802.5.

IEEE 802.3: Protocolo LAN del IEEE que especifica una implementación de la capa
fisica y la subcapa MAC de la capa de enlace de datos. IEEE 802.3 usa acceso

CSMA/CD a diversas velocidades sobre diversos medios fisicos. Las extensiones del
estándar IEEE 802.3 especifican las implementaciones de Fast Ethemet. Las variantes
físicas de la especificación IEEE 802.3 original incluyen 10BASE2, 10BASE5,
IOBASE-F, IOBASE-T y 10Broad36. Las variantes fisicas de Fast Ethemet incluyen
100BASE-T, 100BASE-T4 y 100BASE-X.

Icono: Símbolo gráfico que aparece en la pantalla de una PC para representar
determinada acción a realizar por el usuario, ejecutar un progfama, leer una
información, imprimir un texto, etc.

IDF: Instalación de distribución intermedia. Recinto de comunicación secundaria para

un edificio que usa una topología de red en est¡ella. El IDF depende del MDF.

Impresora: Dispositivo de salida, cuya funcionalidad es transcribir/pasar un documento
(imagen y/o texto) desde el ordenador (procesador de fextos, bloc de notas, visor de

imágenes, etc.) a un medio fisico, generalmente papel, mediante el uso de cinta,
cafuchos de tinta o también con tecnología láser.

Impresora de Inyección a tinta: Crean imágenes directamente sobre el papel al rociar
tinta a través de una pequeñas boquillas, su calidad de impresión es bastante alta.

Impresora Predeterminada: Impresora que se utiliza si se elige el comando Imprimir,
no habiendo especificado antes la impresora que se desea utilizar. Sólo puede habe¡ una
impresora predeterminada, que debe ser la que se utilice con mayor frecuencia.



Información: Es lo que se obtiene del procesamiento de datos, es el resultado final.

Informática cliente-servidor: Término que se usa para describir los sistemas de red
informáticos distribuidos (de procesamiento) en los que las responsabilidades de
transacción se dividen en dos partes: cliente (front end) y servidor (back end). fu¡!65
términos (cliente y servidor) se pueden aplicar a los programas de software o a los
dispositivos informáticos actuales.

Internetwork: Conjunto de redes interconectadas por routers y otros dispositivos que
funcionan (generalmente) como una sola red,

IP: Protocolo Intemet. Protocolo de capa de red en la pila TCP/IP que brinda un
servicio de intemetworking no orientado a conexión. El IP suministra ca¡acterísticas de
direccionamiento, especificación de tipo de servicio, fiagmentación y reensamblaje y
seguridad. Documentado en la RFC 791.

IP access-group: Comando que enlaza una lista de acceso existente con una interfaz de
salida.

IP host: Comando que se usa para crear una entrada estática que relaciona el nombre de
host con la dirección del mismo en el archivo de configuración del router.

IP multicast: Técnica de en¡utamiento que permite que el tráfico IP se propague desde
un origen hacia ur número de destinos o desde varios orígenes hacia varios destinos. En
lugar de enviar un paquete a cada destino, se envia un paquete a un gn¡po de multicast
que se identifica mediante una sola dirección de grupo de destino IP.

IPX: Intercambio de paquetes de intemetworking. Protocolo de capa de red (Capa 3) de
NetWa¡e que se usa para transferir datos desde servidores a estaciones de trabajo. El
IPX es similar al lP y al XNS.

Internet: Conjunto de redes conectadas entre sí, que utilizan el protocolo TCP/IP para
comunrcafse.

Intranet: Red privada dentro de una empresa que utiliza el mismo software y
protocolos empleados en la Internet global, pero que sólo es de uso interno.

ISO: Organización Internacional de Normalización. Organización intemacional que es

responsable por una amplia gama de estándares, incluyendo aquellos relevantes para el
networking. ISO desarrolló el modelo de referencia OSI, un modelo de referencia de

networking sumamente popular.

Interfaz: Una conexión e interacción entre hardware, software y usuario, es decir, como
la plataforma o medio de comunicación entre usuario o programa.



J
Jumper: Término que se usa para los cables de interconexión que se encuentran en el
armario de cableado.

Kbps: (Kilobits por segundo). Unidad de medida de la capacidad de transmisión de una
línea de telecomunicación. Cada kilobit esta formado por mil bits.

Kilobyte: Es el equivalente a 1024 bytes.

LAN: Red de area local. Redes de datos de alta velocidad y bajo nivel de errores que
abarcan un area geográfica relativamente pequeña (hasta unos pocos miles de metros).
Las LAN conectan estaciones de trabajo, dispositivos perifericos, terminales y otros
dispositivos que se encuentran en un mismo edificio u otras áreas geográficas limitadas,
Los estándares de LAN especifican el cableado y la señalización en las capas fisica y de
enlace de datos del modelo OSL Ethemet, FDDI y Token Ring son tecnoiogías LAN de
uso muy difundido. Comparar con MAN y WAN.

Latencia: Retardo entre el momento en que el dispositivo solicita acceso a una red y el
momento en el que se le otorga permiso para transmitir tambien sucede en el momento
en que un dispositivo recibe una trama y el momento en que la trama sale desde el
puerto destino.

LED: Diodo emisor de luz. Dispositivo semiconductor que emite luz producida por la
conversión de energía eléctrica. Las liímparas de estado en los dispositivos de hardware
generalmente son LED.

Línea de acceso telefónicor Circuito de comunicaciones que se establece mediante una
conexión de circuito conmutada usando la red de la compañía telefónica.



Línea de comunicación: Enlace fisico (como, por ejemplo, un cable o circuito de
teléfono) que conecta uno o mas dispositivos con r¡no o mas dispositivos.

Línea de mira: Característica de determinados sistemas de transmisión como, por
ejemplo, los sistemas ltáser, de microondas e infrarrojos, en los que no puede existir
ninguna obstrucción en la ruta directa entre el transmisor y el receptor.

Línea dedicada': Linea de comunicaciones que se reserva indefinidamente para
transmisiones, en lugar de conmutarse cuando se requiere transmitir. Ver también línea
arrendada.

LSA: Publicación de estado de enlace. Paquete de broadcast que usan los protocolos de
estado de enlace que contiene información acerca de los vecinos y los costos de la ruta,
Los routers receptores usan las LSA para mantener sus tablas de enrutamiento

Login: Nombre de usuario utilizado para obtener acceso a una computadora o a una red.
A diferencia del password, el login no es secreto, ya que generalmente es conocido por
quien posibilita el acceso mediante este recurso.

MAC: Control de acceso al medio. La más baja de las dos subcapas de la capa de
enlace de datos definida por el IEEE. La subcapa MAC administra acceso al medio
compartido como, por ejemplo, si se debe usar transmisión de tokens o contención. Ver
también capa de enlace de datos y LLC.

MICIP: Protocolo de capa de red que encapsula paquetes IP en DDS o transmisión a
través de AppleTalk.

Malla: Topología de red en la que los dispositivos se organizan de una manera
administrable, segmentada, con varias interconexiones, a menudo redundantes, ubicadas
estratégicamente entre nodos de la red. Ver también malla completa y malla parcial.

Malla completa: Término que describe a una red en la que los dispositivos estiin
organizados en una topologia de malla, en la que cada nodo de la red tiene un circuito
fisico o un circuito virtual que lo conecta a todos los otros nodos de la red. Una malla
completa brinda una gran cantidad de redundancia pero, dado que su implementación
puede resultar excesivamente cara, generalmente se la reserva para los backbones de la
red. Ver también malla y malla parcial.

Lista de acceso: Lista que mantienen los routers Cisco para controlar el acceso hacia o
desde el router para dive¡sos servicios (por ejemplo, para evitar que los paquetes que
tienen una determinada dirección IP salgan de una interfaz específica del router).



MAN: Red de area metropolitana. Red que abarca un área metropolitana. Por lo
general, una MAN abarca un área geográfica más grande que una LAN, pero más
pequeña que una WAN.

MAP: Protocolo de automatización de fabricación. Arquitectura de red creada por
General Motors para satisfacer las necesidades específicas las instalaciones fabriles. El
MAP especifica una LAN de transmisión de tokens similar a IEEE 802.4. Ver también
IEEE 802.4.

Mapa de cableado; Característica suministrada por la mayoría de los analizadores de
cable. Se usa para probar las instalaciones de cableado de par trenzado, y muestra cuáles
hilos están conectados a cuiiles pines, en conectores macho y hembra.

Mapa de topología: Herramienta para administmr un switch ATM Lightstreari 2020
que examina una red y muestra el estado de sus nodos y enlaces troncales. El mapa de
topología es una aplicación basada en HP OpenView que se ejecuta en un NMS.

Máscara de red: Combinación de bits que se usa para describir qué parte de una
dirección se refiere a la red o subred y qué parte se refiere al host. Algunas veces se

denomina simplemente máscara, Ver también máscara de subred.

Máscara wildcard: Cantidad de 32 bits que se usan de forma conjunta con una
dirección IP para determina¡ cuáles son los bits de una dirección IP que se deben
ignorar al comparar esa dirección con otra dirección IP. La máscara wildcard se

especifica al configurar las listas de acceso.

MDF: Instalación principal de distribución principal. Recinto de comunicación primaria
de un edificio. El Punto central de una topología de networking en estrella donde est¿itr

ubicados los paneles de conexión, el hub y el router.

Megabyte (MB): 1.048.576 bÍes; 1.024 Kilob¡es.

Megahertz: Unidad de medida de la frecuencia de reloj del microprocesador (en

millones de ciclos por segundo).

Microonda: este enlace esta constituido por dos transceptores de radio provistos de
antenas parabólicas que se apuntan directamente entre si. La radio puede transportar
transmisiones punto a punto de muchos anchos de banda. Su alcance varia según el
tamaño de la antena, el clima en la zona y la magnitud de la potencia emitida
contemplando todos estos conjuntos la señal puede llegar hasta 80 Km.

Memoria RAM: Memoria de acceso aleatorio cuyo contenido permanecerá presente

mientras el computador permanezca encendido.

Memoria ROM: Memoria de sólo lectura. Chip de memoria que sólo almacena
permarentemente instrucciones y datos de los fabricantes.



Módem: (Modulator,Demodulator). Dispositivo que se conecta a la computadora y a la
línea telefónica y que permite comunicarse con ot¡as computadoras a t¡avés del sistema
telefónico. Básicamente, los módems sirven a las computadoras de la misma manera
que los teléfonos sirven a las personas.

Mouse: Permite convertir el movimiento de la mano en desplazamiento de un cursor
sobre la pantalla.

Multicast: la multidifusión (multicast) permite que grupos de usuarios seleccionados
reciban la misma transmisión de datos en una red los cuales están identificados por una
única dirección de grupo de destino IP.

Navegador de Web: Aplicación de cliente de hipertexto basada en GUI como, por
ejemplo, Mosaic, que se usa para acceder a documentos de hipertexto y otros servicios
ubicados en innumerables servidores remotos a través de la WWW e Intemet. Ver
también hipertexto, Intemet, Mosaic y WWW.

NET: Título de entidad de red. Direcciones de red, definidas por la arquitectura de red
ISO.

NetBIOS: Sistema básico de entrada./salida de red. API que usan las aplicaciones de
una LAN IBM para solicitar servicios de procesos de red de nivel inferior. Estos
servicios pueden incluir establecimiento y teminación de sesión y transferencia de
información

NetWare: NOS distribuido de uso generalizado desarrollado por Novell. Suministra
acceso remoto transparente a archivos, y muchos otros servicios de red distribuida.

Networking: Conexión de cualquier conjunto de computadores, impresoras, routers,
switches y otros dispositivos con el propósito de comunicarse a través de algún medio
de transmisión.

NIC: Tarjeta de interfaz de red. Placa que suministra capacidades de comunicación de
red hacia y desde un sistema computacional. También denominado adaptador.

NOS: Sistema operativo de red. Término genérico que se usa paxa referirse a lo que en
realidad son sistemas de archivos distribuidos. Los ejemplos de NOS incluyen LAN
Manager, NetWare, NFS y VINES.

NBP: Protocolo de enlace de denominación. Protocolo AppleTalk de nivel de transporte
que convierte un nombre dado en forma de una cadena de caracteres en una dirección de
internetwork.



Número de host: Parte de una dirección IP que designa qué nodo de la subred se está

direccionando.

Número de red: Parte de una dirección IP que especifica la red a la que pertenece el
host.

NVRAM: RAM no volátil. RAM que retiene su contenido cuando una unidad se apaga.

En los productos Cisco, la NVRAM se usa para guardar la información de

configuración.

Nodo: En una red de iLrea local, un nodo es un dispositivo que está conectado a la red y
es capaz de comunicarse con otros dispositivos de la misma.

Nombre dc usuario: La secuencia de caracteres que lo identifica. Al conectarse a una
computadora, generalmente necesita proporcionar su nombre y contraseña de usuario.
Esta información se usa para verificar que la persona está autorizada para usar el
Sistema.

Operador de red: Persona que monitorea y controla una red de forma continua,
ejecutando tareas como

Oscilacién: Señal secunda¡ia superpuesta a la onda de 60 Hz. Tiene una magnitud que

varía entre el 15Yo y el 100% del voltaje normal de la línea de alimentación. Ver
sobrevoltaje, pico y baja de voltaje.

OSI: Interconexión de sistemas abiertos. Programa intemacional de normalización
creado por la ISO y la UIT-T para desarrollar estándares de interconexión que faciliten
la interoperabilidad de equipos de múltiples proveedores.

OSINET: Asociación intemacional diseñada para promover OSI en las arquitecturas de
los proveedores.

Número de saltos: Métrica de emutamiento que se usa p¿ra medir la distancia entre un
origen y un destino. El RIP usa el número de saltos como su única métrica.

OSPF: Versión abierta del algoritmo "Primero la ruta libre más corta". Algoritmo de

enrutamiento IGP jerarquico, de estado de enlace, propuesto como sucesor de RIP en la
comunidad Intemet. Las caracteristicas de OSPF incluyen effutamiento por menor
costo, enrutamiento de múltiples rutas y balanceo de carga. El OSPF deriva de una
versión inicial del protocolo ISIS.



P
PAD: Ensamblador/desensamblador de paquetes. Dispositivo que se usa para conectar
dispositivos simples (como terminales de modo de carácter) a una red, los cuales no
admiten toda la funcionalidad de un protocolo específico. Los PAD almacenan los datos
en el búfer de los PAD y ensamblan y desensamblan los paquetes que se envían a
dichos dispositivos finales.

Panel de conexión: Conjunto de ubicaciones de pin y puertos que se puede montar en
un bastidor o una consola de pared en el armario de cableado, Los paneles de conexión
actúan como conmutadores que conectan los cables de las estaciones de trabajo entre sí
y con el exterior.

Paquete: Agrupación lógica de información que incluye un encabezado que contiene
información de control y (generalmente) datos del usuario. Los paquetes a menudo se

usan para referirse a las unidades de datos de la capa de red. Los términos datagrama,
trama, mensaje y segmento también se usan para describir las agrupaciones de
información lógica en las diversas capas del modelo de referencia OSI y en los diversos
círculos tecnológicos.

Paquete de choque: Paquete que se envía al transmisor para informarle que hay
congestión y que debe reducir su velocidad de envio.

Par trenzado: Medio de transmisión de relativa baja velocidad compuesto por dos
cables aislados dispuestos en un patrón en espiral regular. Los cables pueden ser
blindados o no blindados. El uso del par trenzado es común en aplicaciones de telefonia
y es cada vez más común en las redes de datos. Ver también STP y UTP.

ParadiafonÍa: Energía de interferencia transferida de un circuito a otro.

PBX: Central telefónica privada. Conmutador telefónico digital o analógico ubicado en
las instalaciones del suscriptor y que se usa para interconectar redes telefonicas privadas
y públicas.

PCI: lnformación de control de protocolo. lnformación de control que se agrega a los
datos del usuario para formar un paquete OSL

Pila de protocolo: Conjunto de protocolos de comunicación relacionados que operan de
forma conjunta y, como un grupo, cumplen con la comunicación en alguna o en las siete
capas del modelo de referencia OSI. No todas las pilas de protocolo abarcan cada capa
del modelo y, a menudo, un solo protocolo de la pila se dirige a una cantidad de capas a
la vez. El TCP/IP es un protocolo de pila típico.

Ping: Abreviatura para Packet Intemet Croper o Packet Inter-network Groper, una
utilidad que se usa para determina¡ si una dirección IP en particular está disponible.
Funciona enviando un paquete a la dirección especificada y esperando una respuesta. El
PING se usa principalmente para diagnostica¡ las fallas de ias conexiones de Internet.



Plan de distribución: Diagrama simple que indica dónde est¿in ubicados los tendidos
de cable y la cantidad de habitaciones hacia las que se dirigen.

POP: Punto de presencia. Punto de presencia es el punto de interconexión entre las
instalaciones de comunicación suministradas por la empresa telefónica y el servicio de
distribución principal del edificio.

Portadora: Onda electromagnética o corriente alterna de una sola frecuencia, adecuada
para modulación por parte de otra señal portadora de datos. Ver también modulación.

POST: Autocomprobación de encendido. Conjunto de diagnósticos de hardware que se

ejecutan en un dispositivo de hardware cuando ese dispositivo se enciende.

Protocolo de eurutamiento: Protocolo que logra el enrutamiento a través de la
implementación de un algoritmo de enrutamiento específico. Los ejemplos de
protocolos de enrutamiento incluyen el IGRP, el OSPF y el RIP.

Puerto: Interfaz de un dispositivo de intemetworking (como, por ejemplo, un router).
En terminología IP, un proceso de capa superior que recibe información de las capas
inferiores.
Un conector hembra de un panel de conexión el cual acepta el mismo tamaño de
conector que el de un RJ45, Los cables de conexión se usan en estos puertos para
realizar interconexiones entre los computadores conectados al panel. Es esta
interconexión conexión Ia que permite la operación de la LAN.

Página Web: Documento de World Wide Web. Una página Web suele consistir en un
a¡chivo HTML, con sus archivos asociados de gráficos y secuencias de comandos, en
un directorio determinado de un equipo concreto (y, por tanto, identificable mediante
una dirección URL),

Pixel: (PICture oELL). Es la parte más pequeña de una pantalla de video, constituido
por r¡no o más puntos que se consideran como una unidad. Es por tanto, el bloque de

construcción de imágenes.

Protocolo: Método por el que los equipos se comunican en Intemet. El protocolo mris
común en el World Wide Web es HTTP. Otros protocolos de Intemet incluyen FTP,
Gopher y telnet. El protocolo forma parte de la dirección URL completa de un recurso.

Proveedor: Institución o empresa que provee acceso a uno o varios servicios de
Internet.

Periféricos: Cualquier dispositivo de hardware conectado a una computadora.



Red: Conjunto de computadores, impresoras, routers, switches y otros dispositivos que
se pueden comunicar entre sí a través de algún medio de transmisión.

Red de conexión única: Red que tiene una sola conexión con un router

Redireccionar: Parte de los protocolos ICMP y ES-IS que permiten que un router le
indique a un host que puede ser más efectivo usar otro router.

Redistribución: Permitir que la información de enrutamiento detectada a través de un
protocolo de enrutamiento sea distribuida en los mensajes de actualización de otro
protocolo de enrutamiento. A veces denominada redistribución de ruta.

Redundancia: En intemetworking, la duplicación de dispositivos, servicios o
conexiones de modo que, en caso de que se produzca una falla, los dispositivos,
servicios o conexiones redundantes puedan ejecutar el trabajo de aquellos que han
fallado. Ver también sistema redundante.

Rendimiento: Velocidad de la información que llega a, y posiblemente atraviesa, un
punto paficular de un sistema de red.

Repetidor: Dispositivo que regenera y propaga señales eléctricas entre dos segmentos
de red.

Retardol El tiempo que hay entre el inicio de una transacción por parte del emisor y la
primera respuesta ¡ecibida por el emisor. También, el tiempo que se requiere para
mover un paquete desde el origen hacia el destino a través de una ruta específica.

Router: Dispositivo de capa de red que usa una o más métricas para determinar la ruta
óptima a través de la cual se debe enviar e[ tráfico de red. Los routers envían paquetes
desde una red a otra bas¿indose en la información de la capa de red.

RMON: Monitoreo remoto. Especificación de agente MIB que se describe en la RFC
1271 que deline las funciones para el monitoreo remoto de los dispositivos conectados a

la red.

RAM: Memoria de acceso directo aleatorio. Memoria volátil que puede ser leida y
escrita por un microprocesador.

RF: Radiofrecuencia. Término genérico que se usa para referirse a frecuencias que
corresponden a transmisiones radioeléctricas. Las redes de televisión por cable y de
banda ancha usan tecnología RF.

RIP: Protocolo de información de enrutamiento. IGP que se suministra con los sistemas
LINIX BSD. El IGP más común de Intemet,



S

ROM: Memoria de sólo lectura. Memoria no volátil que un microprocesador puede
leer, pero no escribir.

Ruta estática: Ruta que está configurada e ingresada en la tabla de enrutamiento de
forma explícita. Las rutas estáticas tienen prioridad sobre las rutas elegidas por los
protocolos de enrutamiento din¿irnicos.

Ruta por defecto: Entrada de la tabla de enrutamiento que se utiliza para dirigir tramas
para las cuales el salto siguiente no aparece explícitamente en la tabla de en¡utamiento.

Segmento: La sección de una red limitada por puentes, routers o switches. Término que
se usa en la especificación TCP para describir una unidad de información de la capa de
transporte. Los términos datagrama, trama, mensaje y paquete también se usan para
describir las agrupaciones de información lógica en las diversas capas del modelo de
relerencia OSI y en los diversos círculos tecnológicos.

SMTP: Protocolo simple de transferencia de correo. P¡otocolo Intemet que suministra
servicios de correo electrónico.

Sondeo: Método de acceso en el que el dispositivo de red primario pregunta, en forma
ordenada, si los secundarios tienen algún dato para transmitir. La pregunta se realiza en
forma de mensaje que se envía a cada dispositivo secundario, lo que le otorga al
secundario el derecho de transmitir.

Switch: Dispositivo de red que filtra, reenvia o inunda tramas basándose en la dirección
destino de cada trama. El switch opera en la capa de enlace de datos del modelo OSI:

§witch LAN: Switch de alta velocidad que envía paquetes entre segmentos de enlace de
datos. La mayoría de los switches LAN envían tráfico basándose en las direcciones
MAC. Esta va¡iedad de switch LAN a veces de denomina switch de trama. Los switches
LAN a menudo se clasifican de acuerdo con el método que usan para enviar tráfico:
conmutación de paquetes por método de corte y conmutación de paquetes por
almacenamiento y envío. Los switches muiticapas son un subconjunto inteligente de los
switches LAN.

Servidor: Computadora o progtama que brinda un servicio especlfico al "cliente", que
se ejecuta en otras computadoras. El término puede referirse tanto a un equipo de una
red que envía archivos o ejecuta aplicaciones para otros equipos de la red; el software
que se ejecuta en el equipo servidor y que efectua la tarea de servir archivos y ejecutar
apiicaciones; o bien, en la programación orientada a objetos, un fragmento de código
que intercambia información con otro fragmento de código cuando se pide.



SO: (Sistema Operativo). Progtama o conjunto de programas que permiten administrar
los recursos de hardware y software de una computadora.

Software¡ Todos los componentes no fisicos de una PC (Programas).

T1: Servicio de portadora de WAN digital. T1 transmite datos con formato DS-l a

1.544 Mbps a t¡avés de la ¡ed de conmutación telefónica, usando codificación AMI o
B8ZS. Comparar con El. Ver también AMI, BSZS y DS-l.

Tabla de enrutamiento: Tabla que se guarda en un router o en algún otro dispositivo
de intemetworking que ayuda a identificar las rutas hacia destinos de red en particular y,
en algunos casos, las métricas asociadas con esas rutas.

TFTP: Protocolo de Transferencia de Archivos Trivial. Versión simpliñcada del FTP
que permite que los archivos se transfieran desde un computador a otra a través de una
red.

Terminal: Dispositivo simple en el que los datos se pueden introducir o recuperar
desde una red. Generalmente, las terminales tienen un monitor y un teclado pero no
tienen ningún procesador ni unidad de disco local.

Topología: Disposición fisica de los nodos y medios de red dentro de una estructura de
nefworking empresarial.

Topología de anillo: Topología de red que consta de un conjunto de repetidores
conectados entre sí mediante enlaces de transmisiones unidireccionales para formar un
solo bucle cerrado. Cada estación de la red se conecta a la red en el repetidor. Aunque
lógicamente están organizadas en anillo, las topologías de anillo a menudo est¿in

organizadas en una estrella de bucle cerrado.

Topología de bus: Arquitectura LAN lineal en Ia que las transmisiones de las
estaciones de red se propagan a lo largo del medio y son recibidas por todas las otras
estaciones.

Topología en árbol: Topología LAN similar a la topología bus, salvo que las redes en
iirbol pueden tener ramificaciones con múltiples nodos. Las transmisiones desde una
estación atraviesan la longitud del medio y son recibidas por todas las otras estaciones.

Topología en estrella: Topología LAN en la que los puntos de terminación de una red
se conectan a un switch central común mediante enlaces punto a punto. Una topología
de anillo que está organizada como estrella implementa una estrella de loop cerrado
unidireccional en lugar de enlaces punto a punto.



Topología en estrella jerárquica: Topología en estrella extendida en la que un hub
central se conecta a través de cableado vertical con otros hubs que dependen del mismo.

Transceiver: Unidad de conexión al medio. Dispositivo que se usa en las redes
Ethemet e IEEE 802.3 que suministra la interfaz entre el puefo AUI de una estación y
el medio común de Ethernet. La MAU, que se puede incorporar a una estación o puede

ser un dispositivo individual, ejecuta funciones de capa fisica, incluyendo la conversión
de datos digitales desde la interfaz Ethemet, detección de colisiones e inyección de bits
en la red.

Tunneling: Arquitectura que está diseñada para suministrar los servicios necesarios
para implementar cualquier esquema de encapsulamiento punto a punto estiindar.

Tarjeta de Interfaz de Red: §IC). Dispositivo a través del cual computadoras de una
red transmiten y reciben datos.

TCP/IP: (Transmisor Control Protocol/Intemet Protocoi). Conjunto de protocolos que
definen a la Intemet. Fueron originalmente diseñados para el sistema operativo Unix,
pero actualmente puede encontrarse en cualquier sistema operativo.

Telnet: Protocolo que permite al usuario de Internet conectarse y escribir comandos en
un equipo remoto vinculado a Intemet como si el usuario estuviera utilizando un
terminal de texto conectado directamente al equipo. Forma parte del conjunto de
protocolos TCP/IP.

Tiempo Real: Método para procesar la información en cuanto se recibe.

Unicast: En redes conmutadas ethemet, transferencia de archivos/paquetes entre dos
entidades. Una difusión única puede iniciarla un servidor a una estación de trabajo, una
estación a un servidor, una estación a una impresora o cualquier otra unidad única hacia
otra entidad

UPS: (Unintemrptible Power Supply ó Suministro de Energía Inintemrmpida). Es un
estabilizador electrónico que está preparado para suplir al computador cuando se

presenten caidas de energía o cambios de voltaje.

URLI (Universal Resource Locator ó Localizador de Recursos Universal). Identifica de
manera única la ubicación de un equipo, directorio o archivo en Internet. La dirección
URL también indica el protocolo de Intemet apropiado, como HTTP o FTP. Por
ejemplo: httpy'/www.microsoft .com.



USB: Tecnología que facilita la conexión de periféricos a la computadora. Esta
reconoce automáticamente los dispositivos nuevos y no hay que insertar una placa
controladora para el dispositivo, ya que se conecta a la parte trasera de la PC a un
enchufe especial (puerto USB). La tarjeta madre debe tener esta tecnologia en su
CHIPSET para poder conectar dispositivos de este tipo.

Vector: Segmento de datos de un mensaje SNA. Un vector estií compuesto por un
campo de longitud, una clave que describe el tipo de vector y datos específicos del
vector.

Virtualización: Proceso que se usa para implementar una red basada en segmentos de

red virtuales. Los disposiüvos se conectan a segmentos virtuales independientemente de
su ubicación fisica y de su conexión fisica con la red.

WAN: LAN virtual. Crupo de dispositivos en una LAN que se configuran (usando

software de administración) de modo que se puedan comunicar como si estuvieran
conectadas al mismo cable cuando, de hecho, est¿in ubicadas en una cantidad de
segmentos LAN distintos. Dado que las VLAN se basan en conexiones lógicas y no
fisicas, son extremadamente flexibles.

VLSM: Máscara de subred de longitud variable. Capacidad de especificar una máscara
de subred distinta para el mismo número de red en distintas subredes. Las VLSM
pueden ayudar a optimizar el espacio de dirección disponible.

VTP: P¡otocolo de terminal virtual. Aplicación ISO para establecer una conexión de

terminal virtual a través de una red.

Virus: Programa que se duplica a sí mismo en un sistema informático, incorporándose a
otros programas que son utilizados por varios sistemas. Estos programas pueden causar
problemas de diversa gravedad en los sistemas que los almacenan, se propagan a través
de cualquier medio de almacenamiento, o a través de la LAN, o de Ia misma Intemet.

UTP: Cable de para frenzado no apantallado, lo que significa que no tiene envoltura
al¡ededor del grupo de conductores. Estos cables se usan principalmente en redes de voz
y datos

Usuario: Cuaiquier individuo que interactua con el computador a nivel de aplicación.
Los programadores, operadores y otro personal técnico no son considerados usuarios
cuando trabajan con el computador a nivel profesional.



WAN: Red de area amplia. Red de comunicación de datos que sirve a usuarios dentro
de un ¿írea geográficamente extensa y a menudo usa dispositivos de transmisión
provistos por un servicio público de comunicaciones. Frame Relay, SMDS y X.25 son
ejemplos de WAN. Comparar con LAN y MAN.

WorkGroup Director: Herramienta de software de Cisco para la administración de
redes basadas en SNMP Workgroup Director se ejecuta en estaciones de trabajo LINIX,
ya sea como una aplicación independiente o integrada con otra plataforma de
administración de red basada en SNMP, brindando un sistema de gestión poderoso y
transparente para los productos de grupo de trabajo de Cisco.

WWW: World Wide Web. Gran red de servidores de Internet la cual suministra
servicios de hipertexto y otros a terminales que ejecutan aplicaciones de clientes como,
por ejemplo, un navegador de Web. Ver también navegador de Web.

X Windows: Protocolo que interconecta estaciones de trabajo de inte¡faz gráfica de
usuario con programas servidores de aplicaciones que utiliza TCP/IP.

Zona de autoridad; Asociada con DNS, la zona de autoridad es una sección del áLrbol

del nombre de dominio para el que un servidor de nombre es la autoridad.

x
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0-9
10 mbps: Millones de bits por segundo unidad de velocidad de transferencia de
información.

10 base T: Especiñcación Ethemet de banda base de l0 Mbps que usa dos pares de
cables de par trenzado (Categoría 3, 4 ó 5): un par para transmitir datos y el otro para
recibir datos. 10BASE-T, que forma pafe de la especificación IEEE 802.3, tiene una
limitación de distancia de aproximadamente 100 metros por segmento. Ver también
Ethemet e IEEE 802.3.

10 base-F: Especificación Ethernet de banda base de l0 Mbps que se refiere a los
estándares IOBASE-FB, 10BASE-FL y IOBASE-FP para Ethemet sobre cableado de
fibra óptica. Ver también IOBASE-FB, I0BASE-FL, I0BASE-FP y Ethernet.

100 base FX: Especificación Fast Ethernet de banda base de 100 Mbps que usa dos
hebras de cable de fibra óptica multimodo por enlace. Para garantizar una temporización
de señal adecuada, el enlace l00BASE-FX no puede exceder una longitud de 400
metros. Basado en el estándar IEEE 802.3. Ver también I00BASE-X, Fast Ethernet e

IEEE 802.3.

l0 base-F¡ Especificación Ethemet de banda base de 10 Mbps que se refiere a los
estándares 10BASE-FB, IOBASE-FL y 10BASE-FP para Ethernet sobre cableado de
fibra óptica. Ver también IOBASE-FB, IOBASE-FL, IOBASE-FP y Ethernet.

10 base-FB: Especificación Ethernet de banda base de l0 Mbps que usa cableado de
fibra óptica. I0BASE-FB forma parte de la especificación IEEE l0BASE-F. No se

utiliza para conectar estaciones de usuario pero, en cambio, suministra un backbone de
señalización síncrona que permite que segmentos y repetidores adicionales se conecten
a la red. Los segmentos l0BASE-FB pueden tener hasta 2000 metros de largo. Ver
también IOBASE-F y Ethemet.

10 base-Fl: Especificación Ethemet de banda base de l0 Mbps que usa cableado de
fibra óptica. 10BASE-FL forma parte de la especiñcación IEEE 10BASE-F y, aunque
puede interoperar con FOIRL, está diseñado para reemplazar a la especificación FOIRL.
Los segmentos l0BASE-FL pueden tener hasta 1000 metros de largo si se usan con
FOIRL, y hasta 2000 metros si se usan exclusivamente con lOBASE-FL. Ver también
IOBASE-F, Ethemet, y FOIRL.

l0 basc-FP: Especificación Ethemet de banda base de fibra pasiva de l0 Mbps que usa
cableado de fibra óp{tca. La IOBASE-FP forma parte de la especificación IEEE
I0BASE-F. Organiza una cantidad de computadores en una topología en estreila sin
necesidad de usar repetidores. Los segmentos I0BASE-FP pueden tener hasta 500
metros de largo. Ver también 10BASE-F y Ethemet.


